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Introduction

Section 7.1 in annex A of 24.228, v0.4.0, containing the registration flow for an un-registered user, is somewhat unclear as to how network topology hiding is to be performed. Also, it is not consistent with 23.228, v2.0.0. In turn, tdoc N1-010442, approved at CN#16 in Sophia Antipolis, and tdoc N1-010267, approved at the last joint N1 S2 meeting on SIP (#3) in New Jersey, appear not to be consistent with 23.228. This contribution tries to initiate discussion on the topic in order to reach a consistent view on the matter.

Discussion

In message 7 (Registration Request I-CSCF -> S-CSCF) in section 7.1 in annex A of 24.228, version 0.4.0, the I-CSCF enters its own name into the path header. The descriptive text for message 10 then states:

The S_CSCF determines the contact name for the P-CSCF (S-CSCF or I-CSCF), and add this information to the 200 OK response.

This is in conformance with 23.228, v2.0.0, section 5.2.2.3.

Message 10 (Registration response S-CSCF -> I-CSCF) shows that the path header contains both the S-CSCF and the I-CSCF names. Later, in message 11 (Registration Response I-CSCF -> P-CSCF), the I-CSCF has tokenised the S-CSCF name, else the Path header contents is unchanged.

This raises the question who actually determines which I-CSCF should perform network topology hiding, the I-CSCF in the registration path, or the S-CSCF.

· In case the I-CSCF decides, the text in section 7.1, message 10 (quoted above) needs to be changed to reflect that. However, this is not in accordance with 23.228, v2.0.0.

· In case the S-CSCF decides, as currently stated in the text of 24.228, which is in accordance with 23.228, it needs to be clarified why the I-CSCF adds itself to the Path header. 

· Either it is a recommendation to the S-CSCF, which can overrule it and replace the contents by the name of another suitable I-CSCF, or remove it again if no network topology hiding is required. Note that if the S-CSCF can also choose an I-CSCF different from the one from which the Register Request is received, it can be assumed that the S-CSCF would also know the name of that I-CSCF, so that the additional information is of limited value (i.e. only that the registration passed this I-CSCF).

· Or it is an error, and the I-CSCF name should thus be removed from the Path header in message 7, but remain present in message 10.

Tdoc N1-010442 in section X.4 of the text to be added to 24.229 states that the I-CSCF adds its name to the Path header if network hiding is active. Section X.5 of that text states that the S-CSCF adds its name to the Path header, but nothing is said about the S-CSCF adding the I-CSCFs name or making the choice which of the S-CSCF and the I-CSCF name is to be used as contact name for the home network. 

Tdoc N1-010267, also mentions several times (although not within the proposal section) that it is the I-CSCF that selects the contact name.

This may be taken as an indication that there is no agreement among S2 and N1 delegates on who should decide whether network configuration hiding is performed or not, and how the I-CSCF that is to perform network configuration hiding (in case that has been determined to be desirable) is selected.

Also, 23.228 states that the I-CSCF performing network topology hiding may be distinct from the one appearing in the registration flow. Thus the I-CSCF in the registration flow must tokenise the S-CSCFs name in the Path header such that the I-CSCF performing network topology hiding may de-tokenise it. However, it appears no mechanism has been agreed yet how the necessary information to allow this can be exchanged between the two.

Proposal

It is proposed that the text in Section 7.1 in annex A of 24.228, v0.4.0 be aligned with 23.338, which can be achieved by the changes as indicated in the text below, with icscf3.home1.net being the I-CSCF determined by the S-CSCF to perform the network configuration hiding function. Also, an editor’s note is added after the descriptive text to message 11.
7 SIP REGISTER request (I-CSCF to S-CSCF) – see example in Table 7.1-7 
This signalling flow forwards the SIP REGISTER from the I-CSCF to the S-CSCF selected. The address in the request line is changed to the address of the S-CSCF.

Table 7.1-7 SIP REGISTER request (I-CSCF to S-CSCF)

REGISTER sip: scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: 
      <sip:pcscf1.visited1.net>

Proxy-require:

Require:

From: 

To: 

Contact: 

Call-ID: 

CSeq: 

Expires: 

Content-Length: 

Path: 
The S-CSCF stores the contents of the Path header and uses the address for routing mobile terminated sessions.

Upon receiving this request the S-CSCF will set it’s SIP registration timer for this UE to the Expires time in this request.

8
Cx-Location
The S-CSCF shall send its location information to the HSS. The HSS stores the S-CSCF name for that subscriber. The HSS sends a response to the I-CSCF to acknowledge the sending of location information.

9
Cx-Profile
The S-CSCF shall send the subscriber’s identity to the HSS in order to be able to download the subscriber profile to the S-CSCF. The HSS returns the subscriber’s profile to the S-CSCF. The S-CSCF shall store the subscriber profile for that indicated user.

10
SIP 200 OK response (S-CSCF to I-CSCF) – see example in Table 7.1-10
The S_CSCF determines the contact name for the P-CSCF (S-CSCF or I-CSCF), and add this information to the 200 OK response. The S-CSCF sends acknowledgment to the I-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.

Table 7.1-10 SIP 200 OK response (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2.home1.net,

     SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:scscf1.home1.net>,

      <sip:icscf3.home1.net>, 

      <sip:pcscf1.visited1.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

Path: The S-CSCF determines that network topology hiding is to be performed by icscf3.home1.net and therefore adds that I-CSCF’s name and its own name to the Path header. 
11
SIP 200 OK response (I-CSCF to P-CSCF) – see example in Table 7.1-11
The I-CSCF translates the S-CSCF name in the Path header. The I-CSCF forwards acknowledgment from the S-CSCF to the P-CSCF indicating that Registration was successful. This response will traverse the path that the REGISTER request took as described in the Via list.

Table 7.1-11 SIP 200 OK response (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net,

     SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:token(scscf1.home1.net)>,

      <sip:icscf3.home1.net>,

      <sip:pcscf1.visited1.net>

From: 

To: 
Call-ID: 

CSeq: 

Expires: 

Content-Length: 

Editor’s note: The mechanism how one I-CSCF can de-tokenise the S-CSCF name during later session setup which another I-CSCF has tokenised during registration is ffs..

12
SIP 200 OK response (P-CSCF to UE) – see example in Table 7.1-12
The P-CSCF stores the names from the Path header (except the last one i.e. <sip:pcscf1.visited1.net>) and associates it with the UE. The P-CSCF then removes the Path header from the 200 OK response. The P-CSCF then forwards acknowledgment from the I-CSCF to the UE indicating that Registration was successful. 

Table 7.1-12 SIP 200 OK response (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Content-Length: 

13
SIP NOTIFY (P-CSCF to UE) – see example in Table 7.1-13
The P-CSCF sends a first NOTIFY request to the UE in order to confirm the successful (implicit) subscription to the event "org.3gpp.nwinitdereg". A new Call-ID (here: ab01cd23de45@pcscf1.visited1.net) is generated.

Editors Note: The choice of Call-ID as done here is rather unstable; to be clarified in IETF first

Table 7.1-13 SIP NOTIFY (P-CSCF to UE)
NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net

From: <sip:pcscf1.visited1.net>

To: <sip:sip:user1@home1.net>

Call-ID: ab01cd23de45@pcscf1.visited1.net

CSeq: 1 NOTIFY

Expires: 7200

Event: org.3gpp.nwinitdereg

Content-Length: 0

14
SIP 200 OK (UE to P-CSCF) – see example in Table 7.1-14

The UE stores the Call-ID, CSeq, etc. and generates a 200 OK response to the NOFIFY 

Table 7.1-14 SIP 200 OK (UE to P-CSCF)  

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net

From:

To:

Call-ID:

CSeq:

Content-Length:

