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Introduction

At the prior SIP Ad-hoc meeting in New Jersey, a meeting of friends gathered and generated a proposed format for developing the signalling flows for TS 24.228. At the meeting, Motorola agreed to apply the new format to the registration flows. This contribution shows the new format and proposes that it be used for all signalling flows.

Discussion

The following example shows an extract from Annex A - Section 7.2 of 24.228v020 where the following key (agreed by the group of friends in New Jersey) is applied:

Key to signalling flow tables: 

Where a header field in the SIP contents tables show only the header name, the contents are identical to the received request.
The advantages of this approach are:

1) Reduced scope for the introduction of Errors.
2) Easier to maintain specification, should an additional header be required, or existing header require modifications.
3) Increased readability, as method processing is clearly visible at a glance.
The disadvantage(s) of this approach are:

1) The “key to signalling flow tables” needs to be clearly understood by the reader.  

In addition, additional notes (if required) on any field within a method, shall be listed underneath the table as indicated in the example below.
Example:  Annex A - 7.2
Continuation of registration – S-CSCF in home network
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Figure 2‑2: UE roaming with Visited control

[….]

3
SIP REGISTER ( UE  to P-CSCF)
The purpose of this message is to register the user’s SIP URI with a S-CSCF in the home network. This message is routed to the P-CSCF because it is the only SIP server known to the UE for the voice application. In the following SIP message, the Contact field contains the user’s host address.

The P-CSCF will perform two actions, binding and forwarding. The binding is between the User’s SIP address (user1@home_network.com) and the host (terminal) address ([5555::aaa:bbb:ccc:ddd]) which was acquired during PDP context activation process. 

Table 7.xx 
REGISTER sip:registrar.home_network.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1@home_network.net>

To: <sip:user1@home_network.net>

Contact: <Sip:[5555::aaa:bbb:ccc:ddd]>

Call-ID: 123456789@[5555::aaa:bbb:ccc:ddd]

CSeq: 1 REGISTER

Expires: 7200

Content-Length: 0

Request-URI: (i.e. the URI that follows the method name, “REGISTER”, in the first line) indicates the destination domain of this REGISTER request. The rules for routeing a SIP request describe how to use DNS to resolve this domain name (“home_network.net”) into an address or entry point into the home operator’s network (the I-CSCF). The Request-URI is stored in the USIM.
Editor’s note: One proposal is that the above URI forms an integral part of a global private identifier.
Via: IPv6 PDP address of the SIP session retrieved during the PDP Context Activation process.

From: Public ID of user responsible for registration, obtained from the USIM.
Editor’s note: One proposal is: “This is a natural place for the private identifier or NAI for the subscriber. Forming a SIP URL from the NAI is a simple matter of pre-pending “sip:”.  For example, if the subscriber’s NAI is 19725835472@operator.com, then the From: header would be sip:19725835472@operator.com.” Alternatively it could be the SIP-URL of the party registering.
To: indicates the target of the REGISTER request. The target is the identity that is being registered. This is the identity by which other parties know this subscriber i.e. Public ID being registered. It is obtained from the USIM.
Editor’s note: One proposed additional text: “In this case, this is the global SIP URL for the subscriber.”
Contact: The Contact: header indicates the point-of-presence for the subscriber – the IP address of the UE. This is the temporary identifier for the subscriber that is being registered. Subsequent requests destined for this subscriber will be sent to this address. This information is stored in the P-CSCF.
Editor’s note: It is for further study whether this information is stored in the HSS and the S-CSCF for the subscriber in order to support multiple registrations.
Call Id: Call Identifier for this Registration generated as per (RFC 2543)

Cseq: Cseq for this Registration generated as per (RFC 2543)








Editor’s note: At this point, all that is missing from the REGISTER request is the visited operator’s domain name. This piece of information is inserted into the Contact: header by the P-CSCF in the visited network upon receiving the REGISTER request from the UE. The P-CSCF takes the Contact: header indicating the IP address of the UE and replaces it with a new Contact: header indicating the address of the P-CSCF (including the visited operator’s domain name). The IP address of the UE is stored in the P-CSCF for routing incoming requests to the appropriate UE. 

For example, the UE’s Contact: address (“sip:[5555::aaa:bbb:ccc:ddd]”) is replaced by a Contact: address for the proxy (“sip:sean.olson%40home_network.net@p-cscf.visited_network.net”). This new Contact: address contains a specially encoded version of the subscriber’s identity (To: header), plus the address of the P-CSCF.

If the proposed private identifier is not included in the From header, a mechanism is also needed to transfer this proposed private identifier.

[…]

6
SIP REGISTER ( P-CSCF to I-CSCF)
Since this P-CSCF is call stateful, it is required to be in the path for all Mobile Originated and Mobile Terminated requests for this user. To ensure this, the P-CSCF has to put itself into the path for future requests. One solution of achieving this is to have the P-CSCF as the contact point for this user at the home registrar. 

To do this the P-CSCF creates a temporary SIP URI for the user called user1%40home_network.net@pcscf.visited_network.net. As part of its internal registration procedure the P-CSCF binds the temporary SIP URI to the user’s SIP URI which was also bound to the IP address of the UE as shown in signalling flow 3. The P-CSCF then forwards the REGISTER message for user1@home_network.net, to the home registrar, using a contact address of user1%40home.net@pcscf.visited_network.net. 

This signalling flow shows the SIP Register message being forward from the P-CSCF to the I-CSCF in the home domain.

Table 7.xx

REGISTER
Via: SIP/2.0/UDP pcscf1.visited_network.com

Via:
From:
To:
Contact: <sip:user1%40home_network.net@pcscf.visited_network.net>

Call-ID:
CSeq:
Expires:
Content-Length:
Via: P_CSCF will add its host name or IP address.

Contact: The Contact address is replaced with a temporary SIP URI containing the visited Operators Domain plus a unique representation of the users SIP URI. The P_CSCF binds the users SIP URI with the contact address. 
[…]
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SIP REGISTER ( I-CSCF to S-CSCF)
This signalling flow forwards the SIP Register message from the I-CSCF to the S-CSCF selected. The address in the request line is changed to the address of the S-CSCF.

Table 7.xx

REGISTER sip: scscf3.home_network.net SIP/2.0

Via: SIP/2.0/UDP icscf2.home_network.com

Via:
Via:
From:
To:
Contact:
Call-ID:
CSeq:
Expires:
Content-Length:
Request URI: The Request-URI is changed to the S_CSCF and the message is routed to that function. This indicates that the S_CSCF is the final recipient of the REGISTER message.

Via: The I_CSCF will add its host name or network address.  
[…]

16
SIP 200 OK ( S-CSCF to I-CSCF)
The S_CSCF determines the contact name for the P-CSCF (S-CSCF or I-CSCF), and add this information to the 200 OK response. The S-CSCF sends acknowledgment to the I-CSCF indicating that Registration was successful. This message will traverse the path that the REGISTER message took as described in the Via list.

Table 7.xx

SIP/2.0 200 OK

Via:
Via:
Via:
From:
To:
Call-ID:
CSeq:
Expires:
Content-Length:
Editor’s note: The Path header information needs to be added to the above table. 
Via: The 200 OK method is routed to the hostname or network address in the topmost Via in the received message. Note that hostname will require an extra DNS query.
17
SIP 200 OK ( I-CSCF to P-CSCF)
The I-CSCF forwards acknowledgment from the S-CSCF to the P-CSCF indicating that Registration was successful. This message will traverse the path that the REGISTER message took as described in the Via list.

Table 7.xx

SIP/2.0 200 OK

Via:
Via:
From:
To:
Call-ID:
CSeq:
Expires:
Content-Length:
Editor’s note: The Path header information needs to be added to the above table.
Via: The 200 OK method is routed to the hostname or network address in the topmost Via in the received message. Note that hostname will require an extra DNS query.
18
SIP 200 OK ( P-CSCF to UE)
The P_CSCF stores the contact name in the 200 OK response (S-CSCF or I-CSCF) for the registered user for the duration of the registration, and removes the contact information from the 200 OK response. The P-CSCF then forwards acknowledgment from the I-CSCF to the UE indicating that Registration was successful. 

Table 7.xx

SIP/2.0 200 OK

Via:
From:
To:
Call-ID:
CSeq:
Expires:
Content-Length: 
Via: The 200 OK method is routed to the hostname or network address in the topmost Via in the received message. Note that hostname will require an extra DNS query.
Proposal

We propose that the new format is adopted for all signalling flows in TS 24.228 and the current flows are updated to the new format.

In addition, the following  key shall be included  in an appropriate part of the Specification, to aid the readers understanding: 

Key to signalling flow tables: 

Where a header field in the SIP contents tables show only the header name, the contents are identical to the received request.
