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0
Abstract

This contribution summarises the current SIP documentation within IETF that deal with SIP.

1
Introduction

SIP is defined in one completed RFC, and is currently being revised. A number of extensions are also in process of definition. The documentation structure is getting very complex.

2
Completed request for comments

Each distinct version of an Internet standards-related specification is published as part of the "Request for Comments" (RFC) document series. This archival series is the official publication channel for Internet standards documents and other publications of the IESG, IAB, and Internet community. 

Some RFCs document Internet Standards.  These RFCs form the 'STD' subseries of the RFC series [4].  When a specification has been adopted as an Internet Standard, it is given the additional label "STDxxx", but it keeps its RFC number and its place in the RFC series.

Note that certain standards bodies insist that an RFC must be an Internet Standard before it can be referenced in a published standard.

2.1
SIP: Session Initiation Protocol

Text contained in: rfc2543.txt

The Session Initiation Protocol (SIP) is an application-layer control (signaling) protocol for creating, modifying and terminating sessions with one or more participants. These sessions include Internet multimedia conferences, Internet telephone calls and multimedia distribution. Members in a session can communicate via multicast or via a mesh of unicast relations, or a combination of these. SIP invitations used to create sessions carry session descriptions which allow participants to agree on a set of compatible media types. SIP supports user mobility by proxying and redirecting requests to the user's current location. Users can register their current location. SIP is not tied to any particular conference control protocol. SIP is designed to be independent of the lower-layer transport protocol and can be extended with additional capabilities.

This document is the only work on SIP that is currently referenceable. It defines the fundamental capabilities of SIP such as the INVITE method, the ACK method, the OPTIONS method, the BYE method, the CANCEL method and the REGISTER method. It is currently being updated by a new id draft-ietf-sip-rfc2543bis-01.txt, which ultimately will become an RFC (with a new number). See the description of that internmet draft for the changes offered by this revision. Note that this document was an output of the MMUSIC working group because it was completed before the SIP working group was created.

2.2
The SIP INFO method

Text contained in: rfc2976.txt

Expires: January 2001

This document proposes an extension to the Session Initiation Protocol (SIP).  This extension adds the INFO method to the SIP protocol. The intent of the INFO method is to allow for the carrying of session related control information that is generated during a session. One example of such session control information is ISUP and ISDN signaling messages used to control telephony call services.

This and other example uses of the INFO method may be standardized in the future.
This document adds the INFO method to the list of SIP capabilities.

Approved by IESG on 21st August 2000.

3
Internet drafts identified as work items by the working group

During the development of a specification, draft versions of the document are made available for informal review and comment by placing them in the IETF's "Internet-Drafts" directory, which is replicated on a number of Internet hosts.  This makes an evolving working document readily available to a wide audience, facilitating the process of review and revision.

An Internet-Draft that is published as an RFC, or that has remained unchanged in the Internet-Drafts directory for more than six months without being recommended by the IESG for publication as an RFC, is simply removed from the Internet-Drafts directory.  At any time, an Internet-Draft may be replaced by a more recent version of the same specification, restarting the six-month timeout period.

An Internet-Draft is NOT a means of "publishing" a specification; specifications are published through the RFC mechanism described in the previous section.  Internet-Drafts have no formal status, and are subject to change or removal at any time.

Under no circumstances should an Internet-Draft be referenced by any paper, report, or Request-for-Proposal, nor should a vendor claim compliance with an Internet-Draft.

Note: It is acceptable to reference a standards-track specification that may reasonably be expected to be published as an RFC using the phrase "Work in Progress"  without referencing an Internet-Draft. This may also be done in a standards track document itself  as long as the specification in which the reference is made would stand as a complete and understandable document with or without the reference to the "Work in Progress".

3.1
Reliability of Provisional Responses in SIP

Text contained in: draft-ietf-sip-100rel-02.txt

Expires: December 2000.

This document specifies an extension to the Session Initiation Protocol (SIP) providing reliable provisional response messages. This extension uses the option tag 100rel.

This document defines a new PRACK method. Two new header fields are defined, RSeq (a response header field) and Rack (a request header field). The supported tag has an extra indication of 100rel.

Submitted to IESG on July 10th 2000.

3.2
SIP 183 Session Progress Message

Text contained in: draft-ietf-sip-183-00.txt

Expires: April 2000.

This document describes a proposed extension to SIP. This extension adds the 183 Session Progress response and a new header to indicate why a SDP message body is included in a 18x message.

The introduction of the 183 informational response message would allow a called user agent to indicate to the calling user agent whether or not the calling user agent should apply local alerting for the session.  The existing 180 Ringing message would indicate that the calling user agent has the option of providing local alerting (and generally should). The 183 Session Progress message would indicate that the calling user agent should not provide local alerting. In additionally, the calling user agent may be called on to establish a media session to be used by the called user agent to indicate the status of the session setup request as part of the indicated media stream. The indication of whether or not to play early media to the calling user would be controlled with a new Session header included in the 183 message.
This document defines a new status-code 183 and also a new Session header. The status-code 183 has been rolled into the RFC2453bis document. The other part of the 183 draft, the session header, has also been folded into the bis draft as part of the content-disposition header.

3.3
SIP caller preferences and callee capabilities

Text contained in: draft-ietf-sip-callerprefs-02.txt

Expires: January 2001

This document describes a set of extensions to SIP which allow a caller to express preferences about request handling in servers. These preferences include the ability to select which URIs a call gets proxied or redirected to, and to specify certain request handling directives in proxies and redirect servers. It does so by defining three new request headers, Accept-Contact, Reject-Contact and Request-Disposition, which specify the callers preferences. The extension also defines new parameters for the Contact header. These extra parameters are present in the Contact header in REGISTER requests, and are used to associated attributes with particular addresses.

This extension defines a set of additional parameters to the Contact header. These parameters specify attributes that define the characteristics of the UA at the address in the header. For example, there is a mobility parameter which indicates whether the UA is fixed or mobile.

Agreed at IETF 48 to move this document forward to last call.

3.4
SIP telephony call flow examples

Text contained in: draft-ietf-sip-call-flows-01.txt

Expires: January 2001

This document gives examples of SIP (Session Initiation Protocol) call flows for IP telephony. Elements in these call flows include SIP User Agents and Clients, SIP Proxy and Redirect Servers, and Gateways to the PSTN (Public Switch Telephone Network). IP telephony scenarios include SIP Registration, SIP to SIP calling, SIP to Gateway, Gateway to SIP, and Gateway to Gateway via SIP.  Call flow diagrams and message details are shown.  PSTN telephony protocols are illustrated using ISDN (Integrated Services Digital Network), ANSI ISUP (ISDN User Part), and FGB (Feature Group B) circuit associated signaling. PSTN calls are illustrated using global telephone numbers from the PSTN and private extensions served on by a PBX (Private Branch Exchange).  Example SIP messages used for testing during SIP "bakeoff" events include SIP "torture test" messages, and messages with invalid parameters, methods, and tags.

This document does not define any part of the SIP protocol. This may be a basis for some call flows work with WG CN1. The document does show interworking with ISDN and private network capabilities, but these flows tend to be oriented to signalling systems in use in the US market. Interworking is probably outside the scope of WG CN1.

3.5
SIP call control transfer

Text contained in: draft-ietf-sip-cc-transfer-01.txt

Expires: April 2001

This document defines a SIP extension within the Call Control Framework to provide Call Transfer capabilities. 

This document defines the REFER method and two new headers Refer-to and Referred-by.

3.6
DHCP option for SIP servers

Text contained in: draft-ietf-sip-dhcp-01.txt

Expires: October 2000

This document defines a DHCP option that contains a pointers to one or more SIP servers. This is one of the many methods that a SIP client can use to obtain the addresses of a local oubound SIP server.

This document does not define parts of the SIP protocol. Rather it defines a manner in which SIP servers can user DHCP. As such, WG CN1 needs to decide whether such work is within its scope, or whether these capabilies should be specified by some other group.

3.7
Guidelines for authors of SIP extensions

Text contained in: draft-ietf-sip-guidelines-00.txt

Expires: January 2001

The Session Initiation Protocol (SIP) is a flexible, yet simple tool for establishing interactive connections across the Internet. Part of this flexibility is the ease with which it can be extended. In order to facilitate effective and interoperable extensions to SIP, some guidelines need to be followed when developing SIP extensions. This document outlines a set of such guidelines for authors of SIP extensions.

Required reading if there is a need for 3GPP to extend SIP in any manner, either directly or by contribution to the IETF.

Will become an IETF BCP (Best common practice) document. No timescales currently exist for finalizing the document.








3.8
MIME media types for ISUP and QSIG objects

Text contained in: draft-ietf-sip-isup-mime-04.txt

Expires: December 2000

This document describes MIME types for application/ISUP and application/QSIG objects for use in SIP applications, according to the rules defined in RFC 2048 [1].  These types can be used to identify ISUP and QSIG objects within a SIP message such as INVITE or INFO, as might be implemented when using SIP between legacy systems.

This defines a MIME type of a message body for encapsulating either ISUP or QSIG PDUs, such that they may be used for later processing by a receiving application. It is not considered that this would be used for access protocols to the IP multimedia subsystem. It is however an integral part of the SIP BCP document.

3.9
Management information base for session initiation protocol

Text contained in: draft-ietf-sip-mib-01.txt

Expires: January 2001

This memo defines a portion of the Management Information Base (MIB) for use with network management protocols in the Internet community. In particular, it describes a set of managed objects that are used  to manage Session Initiation Protocol(SIP) [17] devices, which include User Agents, Proxy servers, Redirect servers and Registrars. 

Material in this document is outside the scope of WG CN1. It does not add any requirements to the SIP protocol itself.

3.10
SIP: Session Initiation Protocol

Text contained in: draft-ietf-sip-rfc2543bis-01.txt

Expires: December 2000

The Session Initiation Protocol (SIP) is an application-layer control (signaling) protocol for creating, modifying and terminating sessions with one or more participants. These sessions include Internet multimedia conferences, Internet telephone calls and multimedia distribution. Members in a session can communicate via multicast or via a mesh of unicast relations, or a combination of these.

SIP invitations used to create sessions carry session descriptions which allow participants to agree on a set of compatible media types. SIP supports user mobility by proxying and redirecting requests to the user's current location. Users can register their current location.  SIP is not tied to any particular conference control protocol. SIP is designed to be independent of the lower-layer transport protocol and can be extended with additional capabilities.
The is the revised version of the main SIP document. It defines the fundamental methods and headers. There is discussion of splitting the document into two; into framework and methods drafts, possibly to help with the IMPP implementations that may not need all of the SIP methods. Some features apparently need to be removed from the document as too immature to advance to Draft Standard, notably Via hiding and use of PGP. No timescales are currently set for this document to go to last call.

A summary of technical changes from the original RFC has been compiled in the list below.

· Extensions developed by the IETF no longer use the org.ietf prefix. IETF-blessed extensions now have short names, without org.ietf. prefix.

· ABNF rules now describe tokens explicitly rather than by subtraction; explicit character enumeration for CTL, etc. Tag syntax was generalized. Changed tag syntax from UUID to token, since there's no reason to restrict it to hex. The use of CRLF, CR,or LF to terminate lines was confusing. Basically, each header line can be terminated by a CR, LF, or CRLF.  Furthermore, the end of the headers is signified by a "double return".  Simplified in Section 3 to require sending of CRLF, but require senders to receive CR and LF as well and only allow CR CR, LF LF in addition to double CRLF as a header-body separator. Round brackets in Contact header were part of the HTTP legacy, and very hard to implement. They are also not that useful and were removed. There were two incompatible BNFs for WWW-Authenticate.  One defined for PGP, and the other borrowed from HTTP.

· All URI parameters, except method, are allowed in a Request-URI. Consequently, also updated the description of which parameters are copied from 3xx responses in Sec. 6.14. Via header branch parameters were extended to allow "spirals", where two requests that differ only in the request URI are not treated as copies. Loop detection has been modified to take the request-URI into account (Section 12.3 and 6.46.6). This allows the same request to visit the server twice, but with different request URIs ("spiral"). Added semicolon and question mark to the list of unreserved characters for the user part of SIP URLs to handle tel: URLs properly. Changed SIP URL definition to reference RFC 2806 for telephone-subscriber part. Added "other-*" to the user URL parameter and the Hide and Content-Disposition headers. Changed URI syntax to use URL escaping instead of quotation marks. Changed URL syntax so that port specifications have to have at least one digit, in line with other URL formats such as "http".  Previously, an empty port number was permissible. Added IPv6 literal addresses to the SIP URL definition in Section 2, according to RFC 2732 [48].  Modified the IPv4 address to limit segments to at most three digits. Elaborated on URL comparison and comparison of From/To fields.

· New optional header fields, Alert-Info, Call-Info, In-Reply-To. Added HTTP/RFC822 headers Content-Language and MIME-Version. Added Content-Disposition header based on earlier discussions about labeling what to do with a message body (part). Feature: Added Supported header. Needed if client wants to indicate things the server can usefully return in the response. User-Agent was classified in a syntax definition as a request header rather than a general header. The In-Reply-To header was added (Section 6.26).

· Allow parameters in Record-Route and Route headers. In Table 2, list udp as the default value for the transport parameter in SIP URI. Removed sentence that From can be encrypted. It cannot, since the header is needed for call-leg identification. Added np-queried user parameter. The From, To, and Via headers were missing extension parameters. The Encryption and Response-Key header fields now "officially" allow parameters consisting only of a token, rather than just "token = value".

· In Sec. 10.5.1, indicated that UAC should send both CANCEL and BYE after a retransmission fails. Uniform handling of if hop count Max-Forwards: return 483. Added details on what a UAS should do when receiving a tagged INVITE request for an unknown call leg. This could occur if the UAS had crashed and the UAC sends a re-INVITE or if the BYE got lost and the UAC still believes to be in the call. In Section 4.2.6, modify registration procedure so that it explicitly references the URL comparison. Updates with shorter expiration time are now allowed. Added in Section 4.2.4: "A BYE request from either called or calling party terminates any pending INVITE, but the INVITE request transaction MUST be completed with a final response." Allow Accept and Accept-Encoding in BYE and CANCEL requests. There is no particular reason not to allow them, as both requests could theoretically return responses, particularly when interworking with other signaling systems. Content-Length is mandatory; Table 4 erroneously marked it as optional.

· Hop-by-hop headers need to precede end-to-end headers only if authentication is used (Section 6).

· Added definition of the use of Contact (Section 6.14) for OPTIONS. Cseq is unique within a call leg, not just within a call (Section 6.20).

· 1xx message bodies MAY now contain session descriptions. Added definition of Contact in 4xx, 5xx and 6xx to "redirect" to more error details. Allow was listed as optional in 405 responses in Table 4. It is mandatory. Allow Record-Route in 401 and 484 responses. Added 487 (Request terminated) status response. It is issued if the original request was terminated via CANCEL or BYE. Added response code 488 to indicate that there was no common media at the particular destination. (606 indicates such failure globally.)

· Changed references regarding DNS SRV records from RFC 2052 to RFC 2782, which is now a Proposed Standard. Integrated SRV into the search procedure in Section 1 and removed the SRV appendix. The only visible change is that protocol and service names are now prefixed by an underscore. Added wording that incorporates the precedence of maddr.

· Added rules for Route construction from called to calling UA.

· PGP "pgp-pubalgorithm" allows server to request the desired public-key algorithm.

· Registrars should be careful to check the Date header as the expiration time may well be in the past, as seen by the client.

· Changed references to HTTP/1.1 and authentication to point to the latest RFCs.

3.11
The SIP supported header

Text contained in: draft-ietf-sip-serverfeatures-02.txt

Expires: September 2000

The Session Initiation Protocol (SIP) provides a mechanism that allows a client to request that a particular protocol extension be used to process the request. The server declines the request if it does not support the extension. However, there is currently no way for a server to determine which extensions are supported by the client. Knowing about client-supported extensions allows the server to tailor its response accordingly. Furthermore, SIP does not define a way for a client to query a server about the extensions it supports. This document defines a SIP extension that allows clients to indicate, in a request, the set of extensions supported. We also define a mechanism that allows clients, through an OPTIONS request, to determine the extensions supported by a server.

On IESG agenda for consideration.

This document defines a new Supported header. And a new status-code 421. The supported header is already rolled into the 2543bis draft, but the new status-code is not.

3.12
The SIP session timer

Text contained in: draft-ietf-sip-session-timer-02.txt

Expires: January 2001

This document proposes an extension to the Session Initiation Protocol (SIP). This extension allows for a periodic refresh of SIP sessions through a re-INVITE. The refresh allows both user agents and call stateful proxies to determine if the SIP session is still active. The extension defines a new general header, Session-Expires, which conveys the lifetime of the session.

This document defines a new Session-expires header and a new option tag “timer”.

3.13
Integration of resource management and SIP

Text contained in: draft-manyfolks-sip-resource-01.txt

Expires: December 2000

This document discusses how network QoS and security establishment can be made a precondition to sessions initiated by the Session Initiation Protocol (SIP), and described by SDP. These preconditions require that the participant reserve network resources (or establish a secure media channel) before continuing with the session. We do not define new QoS reservation or security mechanisms; these pre- conditions simply require a participant to use existing resource reservation and security mechanisms before beginning the session.

This results in a multi-phase call-setup mechanism, with the resource management protocol interleaved between two phases of call signaling. The objective of such a mechanism is to enable deployment of robust IP Telephony services, by ensuring that resources are made available before the phone rings and the participants of the call are "invited" to participate.

This document also proposes an extension to the Session Initiation Protocol (SIP) to add a new COMET method, which is used to confirm the completion of all pre-conditions by the session originator. 

This document defines the COMET method. It also defines existensions to SDP  which allows indication of pre-conditions for sessions. These preconditions indicate that participation in the session should not proceed until the preconditions are met.

Accepted as a SIP WG item at the 48th IETF held recently.

3.14
SIP extensions for caller identity and privacy

Text contained in: draft-dcsgroup-sip-privacy-02.txt

Expires: December 2000

This document describes two extensions to the Session Initiation Protocol (SIP) [4]. The extensions allow callers and callees to maintain their privacy in an environment where one or more proxies serve as intermediaries which can provide the identity of the parties either directly or indirectly. The extensions allow the parties to be identified either by name or by type the latter of which can be used to identify some group of callers and callees

The document defines new Anonymity and Remote-Party-Id headers and controls usage of these with a new option tag privacy.

Accepted as a SIP WG item at the 48th IETF held recently.

3.15
SIP extensions for supporting distributed call state

Text contained in: draft-dcsgroup-sip-state-02.txt

Expires: January 2001

This document describes an extension to the Session Initiation Protocol (SIP) that enables proxies to distribute call state to user agents. The state information can be returned to the proxy when the user agent requests a change in the characteristics of the active call. By providing the ability to distribute state to the user agents where it can be securely stored, proxy servers can remain stateless for the duration of the call. This mechanism allows a proxy server to provide services that depend on call state, while still being stateless.

This document defines a new State header, and an option tag state to control its use.

Accepted as a SIP WG item at the 48th IETF held recently.

3.16
SIP extensions for media authorization

Text contained in: draft-dcsgroup-sip-call-auth-02.txt

Expires: December 2000

This document describes the need for call authorization and offers a mechanism for call authorization that can be used for admission control and against denial of service attacks.

This document defines a new Media-Auth-Token header.

Accepted as a SIP WG item at the 48th IETF held recently.

3.17
SIP: Session Initiation Protocol -- Locating SIP Servers
Text contained in: draft-ietf-sip-srv-00.txt 
Expires: January 2001
This document describes how a SIP client locates a SIP server based on the Request-URI or a preconfigured outbound proxy server. This document updates the process described in RFC 2543.

This document updates Sections 1.3 and 1.4.2 and supercedes Appendix D of RFC 2543. Inter alia, it defines the term outbound proxy and replaces references to the obsoleted RFC 2052 with current references to RFC 2782.

This document does not contain any extensions to the SIP protocol, but is solely concerned with locating SIP servers before onward routeing of SIP requests.
4
Internet drafts not yet identified as work items by the working group

The following internet drafts have been submitted, have not yet expired, but have not yet been accepted as work items by the working group. This does not preclude them currently being worked upon and being accepted as RFCs by the IESG.

Some of these may be quietly allowed to die, some may have been incorporated into another draft, and some may be under active discussion even though they have not been adopted by the working group.

Label
Title
Expires

draft-odoherty-sip-servlet-delivery-00
SIP Servlet Delivery
January 2001

draft-schulzrinne-sip-register-00.txt
SIP Registration
February 2001

draft-agrawal-sip-h323-interworking-reqs-00
SIP-H.323 Interworking Requirements
January 2001

draft-byerly-sip-hide-route-00
SIP Record-Route/Route Hiding
March 2001

draft-calhoun-sip-aaa-reqs-00
AAA Requirements for IP Telephony / Multimedia
January 2001

draft-hiller-rohc-gehco-00
Good Enough Header COmpression (GEHCO)
February 2001

draft-jfp-sipfw-policy-00
Application-layer Policy Enforcement at SIP Firewalls
January 2001

draft-johnston-sip-osp-token-00
OSP Authorization Token Header for SIP
January 2001

draft-rosenberg-sip-hearingimpaired-00
SIP Enabled Services to Support the Hearing Impaired
January 2001

draft-sinnreich-aaa-interdomain-sip-qos-osp-00
AAA Usage for IP Telephony with QoS

Note: 
Directed to the AAA group but also copied to the SIP group
January 2001

draft-thernelius-sip-firewall-solution-00
SIP Firewall Solution
January 2001

draft-tiphon-background-00
TIPHON architecture background
January 2001

draft-vemuri-sip-t-context-00
SIP for Telephones (SIP-T): Context and Architectures
January 2001

draft-bjorkner-spirits-vsua-00.txt
A SPIRITS solution based on virtual SIP user agents 

Note: 
Directed to the SPIRITS group but also copied to the SIP group
January 2001

draft-camarillo-3pcc-qos-00
Third party call control with SDP preconditions
January 2001

draft-camarillo-sip-sdp-00
SDP media alignment in SIP
January 2001

draft-campbell-sip-cc-framework-01
Framework for SIP Call Control Extensions
January 2001

draft-dcsgroup-sip-arch-02
Architectural Considerations for Providing Carrier Class TelephonyServices Utilizing SIP-based Distributed Call Control Mechanisms
December 2000

draft-dcsgroup-sip-proxy-proxy-02
SIP proxy-to-proxy extensions for supporting DCS
December 2000

draft-deason-sip-soap-00
SIP and SOAP
December 2000

draft-kuthan-fcp-01
Firewall Control Protocol Framework and Requirements
December 2000

draft-mahy-sip-message-waiting-00.txt
SIP Extensions for Message Waiting Indication
January 2001

draft-moyer-sip-appliances-framework-00
Framework Draft for Networked Appliances Using the Session Initiation Protocol
January 2001

draft-nishigaya-sip-ccpp-00
CC/PP exchange protocol based on SIP
January 2001

draft-rosenberg-sip-sctp-00
SCTP as a Transport for SIP
December 2000

draft-schulzrinne-sip-911-00
Providing Emergency Call Services for SIP-based Internet Telephony
December 2000

draft-thomas-sip-mime-osp-token-00
The application/osp-token MIME type
January 2001

draft-tiphon-architecture-00
Telecommunications and Internet Protocol Harmonization Over Networks (TIPHON); TIPHON Release 3; Network architecture and reference configurations
January 2001

draft-van_doorselaer-sip-xcast-00
SIP for the establishment of xcast-based multiparty conferences
January 2001

draft-byerly-sip-radius-00
SIP Authentication using CHAP-Password
March 2001

draft-camarillo-manyfolks-confirm-00
Confirmation of SDP preconditions
June 2001

draft-levy-sip-diversion-00
Diversion Indication in SIP
March 2001

Proposal

This document is for information and should therefore be noted.

