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5.4.3.2
[CR061R1]Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
remove its own SIP URL from the topmost Route header;

-
if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [16]) to a globally routable SIP URL using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [18]. Databases aspects of ENUM are outside the scope of the present document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator;

-
check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. The <[CR018R0]od-to-tag>, <[CR018R0]od-from-tag> and <od-call-id> XML element values from the <original-dialog-id> XML element may be used as additional parameters when searching for existing dialogs. Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id> XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the <original-dialog-id> XML element from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the previous check, the S-CSCF may contact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall:

-
insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL; and

-
initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with the original To [CR018R0]tag, From [CR018R0]tag and Call-ID headers received in the request. See subclause [CR061R1]5.4.3.4 for further information on the original dialog identifier.

-
store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body;

-
[CR012R1]insert an <ioi> XML element into the message body (see subclause 7.6) if the next hop is an AS, I-CSCF or outside of the current network. The <ioi-originating> child element is set to a value that identifies the sending network and the <ioi-terminating> child element is set to an empty value;

· [CR013R1]insert a <charging-function-addresses> XML element in the message body (see subclause 5.4.3.4) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;
*** Start of Modified Section ***
· determine the destination address (e.g. DNS access) using the URL placed in the topmost Route header if present, otherwise perform an analysis of the SIP URL conveyed in the Request-URI;  
· 
If the analysis of the destination SIP URL indicates that it belongs to a subscriber of a different operator, the request is forwarded (optionally through an I-CSCF(THIG)) to a well-known entry point in the destination operator’s network . The entey point is obtained from a database (e.g. DNS). If the originating network operator desires to keep their network configuration hidden, the request is forwarded through an I-CSCF(THIG) in the originating operator’s network. Otherwise, the request is sent directly to the entry point in the destination operator’s network. When sending the request to the I-CSCF(THIG), the S-CSCF specifies the entry point in the destination operator’s network (i.e. in a pre-loaded Route header) where the request should be forwarded.

· 
If the analysis of the destination SIP URL indicates that it belongs to a subscriber of the same operator and the destination subscriber is not registered with this S-CSCF, the S-CSCF passes the request to a local I-CSCF. The I-CSCF - after quering the HSS - forwards the request to the proper S-CSCF. 

· 
If the analysis of the destination SIP URL indicates that it belongs to a subscriber of the same operator and the destination subscriber is registered with this S-CSCF, then the S-CSCF handles the request as described in clause 5.4.3.2.

*** End of Modified Section ***

-
in case of an initial request for a dialog the S-CSCF shall create a Record-Route header containing its own SIP URL and save the necessary [CR031R1]Record-Route header fields [CR031R1]and the Contact header from the request [CR031R1]in order to release the dialog when needed.

[CR031R1]When the S-CSCF receives a response to the initial request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives from the served user[CR051R1] a refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
remove its own URL from the topmost Route header;

-
create a Record-Route header containing its own SIP URL and save the [CR031R1]Contact header [CR031R1]from the request [CR031R1] in order to release the dialog when needed; and

-
route the request based on the topmost Route header.

[CR031R1]When the S-CSCF receives a response to the refresh request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives from the served user a subsequent request other than refresh request for a dialog, prior to forwarding the request the S-CSCF shall:

-
remove its own URL from the topmost Route header; and

-
route the request based on the topmost Route header.

5.4.3.3
[CR061R1]Requests terminated at the served user

When the S-CSCF receives, destined for the served user, an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
remove its own URL from the topmost Route header;

-
check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request. The <[CR018R0]od-to-tag>, <[CR018R0]od-from-tag> and <od-call-id> XML element values from the <original-dialog-id> XML element may be used as additional parameters when searching for existing dialogs. Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id> XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the <original-dialog-id> XML element from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [5] subclause 6.5. Depending on the result of the previous check the S-CSCF may contact one or more application server(s) before contacting an I-CSCF/P-CSCF respectively. In case of contacting one or more application server(s) the S-CSCF shall:

-
insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL; and

-
initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with the original To [CR018R0]tag, From [CR018R0]tag and Call-ID headers received in the request. See subclause [CR061R1]5.4.3.4 for further information on the original dialog identifier.

-
[CR013R1]insert a <charging-function-addresses> XML element in the message body (see subclause 5.4.3.4) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS;

-
store the value of the <icid> XML element received in the message body (see subclause 7.6) and retain the <icid> XML element in the message body;

-
[CR012R2]check if <ioi> XML element is present in the payload of the incoming request. If present, the <ioi-originating> child element identifies the sending network of the request message. Store the value of the <ioi-originating> child element received in the message body (see subclause 7.6) and only retain the <ioi> XML element in the message body if the next hop is an AS;

-
in case there are no Route headers in the request, then determine, from the destination public user identity, the list of preloaded routes saved during registration or re-registration, as described in subclause [CR060R2]5.4.1.2;

-
[CR062R0]build the Route header field with the values determined in the previous step;

-
determine, from the destination public user identity, the saved Contact URL where the user is reachable saved at registration or reregistration, as described in subclause [CR060R2]5.4.1.2;

-
[CR062R0]build a Request-URI with the contents of the saved Contact URL determined in the previous step;

[CR062R0]
-
insert a P-Called-Party-ID SIP header field including the Request-URI received in the INVITE;

-
in case of an initial request for a dialog create a Record-Route header containing its own SIP URL and save the necessary [CR031R1]Record-Route header fields [CR031R1]and the Contact header from the request [CR031R1]in order to release the dialog when needed;[CR062R0] and
[CR062R0]
-
forward the request based on the topmost Route header.

[CR031R1]When the S-CSCF receives a response to the initial request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives, destined for the served user, a refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
remove its own URL from the topmost Route header;

-
create a Record-Route header containing its own SIP URL and save the [CR031R1]Contact header from the [CR031R1]refresh request [CR031R1]in order to release the dialog when needed; and

-
forward the request based on the topmost Route header.

[CR031R1]When the S-CSCF receives a response to the refresh request for a dialog, it shall save the necessary Record-Route header fields and the Contact header from the response in order to release the dialog if needed.

When the S-CSCF receives, destined for the served user, a subsequent request other than refresh request for a dialog, prior to forwarding the request, the S-CSCF shall:

-
remove its own URL from the topmost Route header; and

-
forward the request based on the topmost Route header.

5.4.3.4
[CR061R1]Original dialog identifier

The original dialog identifier is coded as the <original-dialog-id> XML element within the SIP message body as described in subclause 7.6.

For the messages including the [CR018R0]3GPP IMS XML body, e.g. due to inclusion of the <original-dialog-ID> XML element, set the value of the Content-Type header to include the MIME type specified in subclause 7.6, which may be one part of a multipart message body.

5.4.3.5
[CR013R1]Charging function addresses

The charging function addresses shall be coded as the <charging-function-addresses> XML element within the SIP message body as described in subclause 7.6.

The <charging-function-addresses> element shall contain an instance of the <ccf-addr> child element and may contain an instance of the <ecf-addr> child element. The <ccf-addr> element shall contain an instance of the <primary-ccf> child element with the identifier/address of the primary Charging Collection Function (CCF) received from the HSS for offline charging. If the HSS provided one or more secondary CCF addresses, they shall be included in the <secondary-ccf> child element. The <ecf-addr> element, if included, shall contain an instance of the <primary-ecf> child element with the identifier/address of the primary Event Charging Function (ECF) received from the HSS for online charging. If the HSS provided one or more secondary ECF addresses, they shall be included in the <secondary-ecf> child element.

Messages including the 3GPP IMS XML body with the <charging-function-addresses> XML element shall contain a Content-Type header field with the value set to the associated MIME type specified in subclause 7.6, which may be one part of a multipart message body.

5.4.3.6
[CR013R1]Abnormal cases

The S-CSCF shall, when contacting application servers based on the initial filter criteria, expect either a final response from the application server as the session terminates there, or the initial request message, that may be modified. In either case the message should be identified (using <original-dialog-id> XML element) as belonging to the original request forwarded by the S-CSCF.

If the S-CSCF receives a message including an <original-dialog-id> XML element that does not match any that it has forwarded to the application server it shall:

-
respond to the application server with 481 Call Leg/Transaction Does Not Exist.

5.4.4
Call initiation

5.4.4.1
Initial INVITE

Void.

5.4.4.1.1
Determination of served user

Void.

5.4.4.1.2
Mobile-originating case

Void.

5.4.4.1.3
[CR051R1]Mobile-terminating case

Void.

5.4.4.2
Subsequent requests

Editor's Note: PRACK and COMET can be handled in a generic way.

5.4.4.2.1
Mobile-originating case

[CR012R2]When the S-CSCF receives the 183 response, the S-CSCF shall check if the <ioi> XML element is present in the payload of the incoming response. If present, the <ioi-terminating> child element identifies the sending network of the response message. The S-CSCF shall store the <ioi-terminating> child element from the message body (see subclause 7.6). The <ioi> XML element is only included in the message body when the next hop in forwarding the 183 response is an AS.

[CR013R1]When the S-CSCF receives the 183 response, the S-CSCF shall insert a <charging-function-addresses> XML element into the message body (see subclause 5.4.3.4) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives the [CR009R1][CR010R1]UPDATE request, the S-CSCF shall [CR010R1]store the <[CR009R1]gprs-charging-info> XML element from the message body (see subclause 7.6). The <[CR009R1]gprs-charging-info> XML element is [CR010R1]retained in the message body when the UPDATE request is forwarded to an AS. However, it is not included in the message body when the [CR009R1][CR010R1]UPDATE request is forwarded [CR010R1]outside the home network of the S-CSCF.

[CR013R1]When the S-CSCF receives any request or response related to a mobile-originated dialog or standalone transaction, the S-CSCF may insert previously saved values into <charging-vector> and <charging-function-addresses> XML elements (see subclause 7.6) into the message body before forwarding the message within the S-CSCF home network, including towards AS.

5.4.4.2.2
[CR051R1]Mobile-terminating case

[CR012R2]When the S-CSCF sends the 183 response, the S-CSCF shall insert an <ioi> XML element in the message body of the outgoing response (see subclause 7.6) if the response is sent to another network, an AS or an I-CSCF. The <ioi-terminating> child element is set to a value that identifies the sending network of the response and the <ioi-originating> child element is set to the previously received value of <ioi-originating>.

[CR013R1]When the S-CSCF sends the 183 response, the S-CSCF shall insert a <charging-function-addresses> XML element into the message body of the outgoing response (see subclause 5.4.3.4) populated with values received from the HSS if the message is forwarded within the S-CSCF home network, including towards AS.

When the S-CSCF receives 180 [CR045R0](Ringing) response, the S-CSCF shall [CR010R1]store the <gprs-charging-id> XML element from the message body (see subclause 7.6). The <[CR009R1]gprs-charging-info> XML element is [CR010R1]retained in the message body when the 180 Ringing response is forwarded to an AS. However, it is not included in the message body when the 180 [CR045R0](Ringing) response is forwarded[CR010R1] outside the home network of the S-CSCF.

[CR013R1]When the S-CSCF receives any request or response related to a mobile-terminated dialog or standalone transaction, the S-CSCF may insert previously saved values into <charging-vector> and <charging-function-addresses> XML elements (see subclause 7.6) into the message body before forwarding the message within the S-CSCF home network, including towards AS.

5.4.5
Call release

5.4.5.1
S-CSCF-initiated session release

Void.

5.4.5.1.1
Cancellation of a session currently being established

Upon receipt of an network internal indication to release a session which is currently being established, the S-CSCF shall cancel the related dialogs by sending the CANCEL request according to the procedures described in draft-ietf-sip-rfc2543bis-05 [20].

5.4.5.1.2
Release of an existing session 

Upon receipt of a network internal indication to release an existing multimedia session, the S-CSCF shall:

1)
generate a first BYE [CR045R0]request for the called user based on the information saved for the related dialog, including:

-
a Request-URI, set to the [CR063R0]stored Contact header provided by the called user;

-
a To header, set to the To header value as received in the 200 OK response for the initial INVITE request;

-
a From header, set to the From header value as received in the initial INVITE request;

-
a Call-ID header, set to the Call-Id header value as received in the initial INVITE request;

-
a CSeq header, set to the CSeq value that was stored for the direction from the calling to the called user, incremented by one;

-
a Route header, set to the routeing information towards the called user as stored for the dialog[CR063R0];

-
further headers, based on local policy or the requested session release reason.

2)
generate a second BYE [CR045R0]request for the calling user based on the information saved for the related dialog, including:

-
a Request-URI, set to the [CR063R0]stored Contact header provided by the calling user;

-
a To header, set to the From header value as received in the initial INVITE request;

-
a From header, set to the To header value as received in the 200 OK response for the initial INVITE request;

-
a Call-ID header, set to the Call-Id header value as received in the initial INVITE request;

-
a CSeq header, set to the CSeq value that was stored for the direction from the called to the calling user, incremented by one – if no CSeq value was stored for that session it shall generate and apply a random number within the valid range for CSeqs;

-
a Route header, set to the routeing information towards the calling user as stored for the dialog[CR063R0];

-
further headers, based on local policy or the requested session release reason.

3)
[CR063R0]f the S-CSCF serves the calling user[CR063R0], 
treat the first BYE [CR045R0]request as if received directly from the calling user, i.e. send it to internal service control and based on the outcome further on towards the called user;

4)
[CR063R0]if the S-CSCF serves the calling user, send the second BYE [CR045R0]request directly to the calling user.

5)
[CR063R0]if the S-CSCF serves the called user[CR063R0], 
send the first BYE [CR045R0]request directly to the called user;

6)
[CR063R0]if the S-CSCF serves the called user, treat the second BYE [CR045R0]request as if received directly from the called user, i.e. shall send it to internal service control and based on the outcome further on towards to the called user.

Upon receipt of the 2xx responses for both BYE requests, the S-CSCF shall release all information related to the dialog and the related multimedia session.

5.4.5.1.3
[CR051R1]Abnormal cases

Upon receipt of a request on a dialog for which the S-CSCF initiated session release, the S-CSCF shall terminate the received request and answer it with a 481 [CR045R0](Call/Transaction Does Not Exist) response.

5.4.5.2
[CR051R1]Session release initiated by any other entity

Upon receipt of a 2xx response for a BYE request matching an existing dialog, the S-CSCF shall delete all the stored information related to the dialog.

5.4.6
Call-related requests

5.4.6.1
ReINVITE

5.4.6.1.1
Determination of served user

Void.

5.4.6.1.2
Mobile-originating case

For a reINVITE request from the UE, when the S-CSCF receives the [CR010R1]UPDATE request, the S-CSCF shall [CR010R1]store the updated <[CR009R1]gprs-charging-info> XML element from the message body (see subclause 7.6). The <[CR009R1]gprs-charging-info> XML element is [CR010R1]retained in the message body when the UPDATE request is forwarded to an AS.  However, it is not included in the message body when the [CR010R1]UPDATE request is forwarded[CR010R1] outside the home network of the S-CSCF.

5.4.6.1.3
Mobile-terminating case

For a reINVITE request destined towards the UE, when the S-CSCF receives the 200 [CR045R0](OK) response (to the INVITE), the S-CSCF shall [CR010R1]store the updated <[CR009R1]gprs-charging-info> XML element from the message body (see subclause 7.6). The <[CR009R1]gprs-charging-info> XML element is [CR010R1]retained in the message body when the 200 OK response is forwarded to an AS. However, it is not included in the message body when the 200 [CR045R0](OK) response is forwarded[CR010R1] outside the home network of the S-CSCF.

5.4.6.2
REFER

5.4.6.2.1
Mobile-originating case

Void.

5.4.6.2.2
Mobile-terminating case

Void.

5.4.6.2.3
REFER initiating a new session

Void.

5.4.6.2.4
REFER replacing an existing session

Void.

5.4.6.3
INFO

Editor's Note: It has to be determined which of these requests can be handled in a generic way.

5.4.7
Further initial requests

Editor's Note: Generic handling of e.g. OPTIONS should be described here

5.5
Procedures at the MGCF

5.5.1
General

The MGCF, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem. Therefore the dependencies of table 0.3/1 and table 0.3/2 shall not apply.

The use of the Path header shall not be supported by the MGCF.

[CR013R1]When the MGCF sends any request or response related to a dialog or standalone transaction, the MGCF may insert previously saved values into <charging-vector> and <charging-function-addresses> XML elements (see subclause 7.6) into the message body before sending the message.

5.5.2
Subscription and notification

5.5.2.1
Subscriptions to MGCF events

Void.

5.5.2.2
Gateway behaviour for SUBSCRIBE / NOTIFY

Void.

5.5.3
Call initiation

5.5.3.1
Initial INVITE

5.5.3.1.1
Calls originated from circuit-switched networks

When the MGCF receives an indication of an incoming call from a circuit-switched network, the MGCF shall:

-
generate and send an INVITE request[CR019R0] to I-CSCF:

-
set the Request-URI to the "tel" format using an E.164 address;

-
set the Supported header to "100rel" (see draft-ietf-sip-manyfolks-resource [22]);[CR012R2]
-
create a new, globally unique value for the <icid> XML element and insert it into the message body (see subclause 7.6)[CR012R2]; and
-
[CR012R2]insert an <ioi> XML element into the message body (see subclause 7.6). The <ioi-originating> child element is set to a value that identifies the sending circuit-switched network and the <ioi-terminating> child element is set to an empty value.
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