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0
Abstract


This contribution summarises the current SIP documentation within IETF that deal with SIP. This contribution represents those IETF RFCs and drafts that have been allocated to the SIP working group half of the original SIP working group.

1
Introduction

SIP is defined in one completed RFC, and is currently being revised. A number of extensions are also in process of definition. The documentation structure is getting very complex. This contribution represents those IETF RFCs and drafts that have been allocated to the SIP working group half of the original SIP working group.

Sections highlighed in YELLOW indicate documents that are currently required by 3GPP to complete Release 5.
2
Completed request for comments

Each distinct version of an Internet standards-related specification is published as part of the "Request for Comments" (RFC) document series. This archival series is the official publication channel for Internet standards documents and other publications of the IESG, IAB, and Internet community. 

Some RFCs document Internet Standards.  These RFCs form the 'STD' subseries of the RFC series [4].  When a specification has been adopted as an Internet Standard, it is given the additional label "STDxxx", but it keeps its RFC number and its place in the RFC series.

Note that certain standards bodies insist that an RFC must be an Internet Standard before it can be referenced in a published standard.

2.1
SIP: Session Initiation Protocol

Text contained in: http://www.ietf.org/rfc/rfc2543.txt 

The Session Initiation Protocol (SIP) is an application-layer control (signaling) protocol for creating, modifying and terminating sessions with one or more participants. These sessions include Internet multimedia conferences, Internet telephone calls and multimedia distribution. Members in a session can communicate via multicast or via a mesh of unicast relations, or a combination of these. SIP invitations used to create sessions carry session descriptions which allow participants to agree on a set of compatible media types. SIP supports user mobility by proxying and redirecting requests to the user's current location. Users can register their current location. SIP is not tied to any particular conference control protocol. SIP is designed to be independent of the lower-layer transport protocol and can be extended with additional capabilities.

It is replaced by a new id draft-ietf-sip-rfc2543bis-09.txt, which will become RFC 3261 and this RFC has now been classed as obsolete. Note that this document was an output of the MMUSIC working group because it was completed before the SIP working group was created.

2.2
The SIP INFO method

Text contained in: http://www.ietf.org/rfc/rfc2976.txt 

This document proposes an extension to the Session Initiation Protocol (SIP).  This extension adds the INFO method to the SIP protocol. The intent of the INFO method is to allow for the carrying of session related control information that is generated during a session. One example of such session control information is ISUP and ISDN signaling messages used to control telephony call services.

This and other example uses of the INFO method may be standardized in the future.
This document adds the INFO method to the list of SIP capabilities.

2.3
Common Gateway Interface for SIP

Text contained in: http://www.ietf.org/rfc/rfc3050.txt

In Internet telephony, there must be a means by which new services are created and deployed rapidly. In the World Wide Web, the Common Gateway Interface (CGI) has served as popular means towards programming web services. Due to the similarities between the Session Initiation Protocol (SIP) and the Hyper Text Transfer Protocol (HTTP), CGI is a good candidate for service creation in a SIP environment. This document defines a SIP CGI interface for providing SIP services on a SIP server.

This is an informational RFC.

2.4
MIME media types for ISUP and QSIG objects

Text contained in: http://www.ietf.org/http://www.ietf.org/rfc/rfc3204.txt

This document describes MIME types for application/ISUP and application/QSIG objects for use in SIP applications, according to the rules defined in RFC 2048 [1].  These types can be used to identify ISUP and QSIG objects within a SIP message such as INVITE or INFO, as might be implemented when using SIP between legacy systems.

This defines a MIME type of a message body for encapsulating either ISUP or QSIG PDUs, such that they may be used for later processing by a receiving application. It is not considered that this would be used for access protocols to the IP multimedia subsystem. It is however an integral part of the SIP BCP document.

2.5
SIP: Session Initiation Protocol

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-rfc2543bis-09.txt 

Type: spec

Charter item: bis

The Session Initiation Protocol (SIP) is an application-layer control (signaling) protocol for creating, modifying and terminating sessions with one or more participants. These sessions include Internet multimedia conferences, Internet telephone calls and multimedia distribution. Members in a session can communicate via multicast or via a mesh of unicast relations, or a combination of these.

SIP invitations used to create sessions carry session descriptions which allow participants to agree on a set of compatible media types. SIP supports user mobility by proxying and redirecting requests to the user's current location. Users can register their current location.  SIP is not tied to any particular conference control protocol. SIP is designed to be independent of the lower-layer transport protocol and can be extended with additional capabilities.
The is the revised version of the main SIP document. It defines the fundamental methods and headers. Drastically rewritten. Now incorporates serverfeatures draft. 

In RFC editor's queue. Will become RFC 3261.

2.6
Reliability of Provisional Responses in SIP

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-100rel-06.txt 

Type: Spec

Charter item: provrel

This document specifies an extension to the Session Initiation Protocol (SIP) providing reliable provisional response messages. This extension uses the option tag 100rel.

This document defines a new PRACK method. Two new header fields are defined, RSeq (a response header field) and Rack (a request header field). The supported tag has an extra indication of 100rel.

In RFC editor's queue. Will become RFC 3262.

2.7
SIP: Locating SIP Servers

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-srv-06.txt

Type: 

Charter item: 

The Session Initiation Protocol (SIP) makes use of DNS procedures to allow a client to resolve a SIP URI into the IP address, port, and transport of the next hop to contact. It also uses DNS to allow a server to send a response to a backup client in the event of a failure of the primary client. This document describes those DNS procedures in detail.

In RFC editor's queue. Will become RFC 3263.

Normative reference from bis draft. 

2.8
SIP-Specific Event Notification

Text contained in: http: //www.ietf.org/internet-drafts/draft-ietf-sip-events-05.txt

Type: Extension

Charter item: Events

This document describes an extension to the Session Initiation Protocol (SIP). The purpose of this extension is to provide an extensible framework by which SIP nodes can request notification from remote nodes indicating that certain events have occurred. Concrete uses of the mechanism described in this document may be standardized in the future. Note that the event notification mechanisms defined herein are NOT intended to be a general-purpose infrastructure for all classes of event subscription and notification.

This document defines the SUBSCRIBE and NOTIFY methods, and the Event header.
In RFC editor's queue. Will become RFC 3265.

3
Internet drafts identified as work items by the working group or as chartered items

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

During the development of a specification, draft versions of the document are made available for informal review and comment by placing them in the IETF's "Internet-Drafts" directory, which is replicated on a number of Internet hosts.  This makes an evolving working document readily available to a wide audience, facilitating the process of review and revision.

An Internet-Draft that is published as an RFC, or that has remained unchanged in the Internet-Drafts directory for more than six months without being recommended by the IESG for publication as an RFC, is simply removed from the Internet-Drafts directory.  At any time, an Internet-Draft may be replaced by a more recent version of the same specification, restarting the six-month timeout period.

An Internet-Draft is NOT a means of "publishing" a specification; specifications are published through the RFC mechanism described in the previous section.  Internet-Drafts have no formal status, and are subject to change or removal at any time.

Under no circumstances should an Internet-Draft be referenced by any paper, report, or Request-for-Proposal, nor should a vendor claim compliance with an Internet-Draft.

Note: It is acceptable to reference a standards-track specification that may reasonably be expected to be published as an RFC using the phrase "Work in Progress"  without referencing an Internet-Draft. This may also be done in a standards track document itself  as long as the specification in which the reference is made would stand as a complete and understandable document with or without the reference to the "Work in Progress".

3.1
SIP caller preferences and callee capabilities

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-callerprefs-05.txt 

Expires: December 2001

Type: Extension 

Charter item: callerpref

This document describes a set of extensions to SIP which allow a caller to express preferences about request handling in servers. These preferences include the ability to select which URIs a call request gets routed to, and to specify certain request handling directives in proxies and redirect servers. It does so by defining three new request headers, Accept-Contact, Reject-Contact and Request-Disposition, which specify the callers preferences. The extension also defines new parameters for the Contact header that describe the characterstics of a UA.

This extension defines a set of additional parameters to the Contact header. These parameters specify attributes that define the characteristics of the UA at the address in the header. For example, there is a mobility parameter which indicates whether the UA is fixed or mobile.

Last Call review completed.  Due for submission to IESG.

3.2
The Refer Method

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-refer-02.txt 

Expires: April 2002

Type: Extension 

Charter item: callcontrol

This document defines the REFER method. This SIP extension requests that the recipient REFER to a resource provided in the request. This can be used to enable many applications, including Call Transfer.

This document defines the REFER method and two new headers Refer-to and Referred-by.

Dates pushed out for last call review. Recently split from transfer draft.
3.3
Management information base for session initiation protocol

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-mib-04.txt 

Expires: August 2002
Type: spec

Charter item: mib

This memo defines a portion of the Management Information Base (MIB) for use with network management protocols in the Internet community. In particular, it describes a set of managed objects that are used  to manage Session Initiation Protocol(SIP) [17] devices, which include User Agents, Proxy servers, Redirect servers and Registrars. 

Material in this document is outside the scope of WG CN1. It does not add any requirements to the SIP protocol itself.

Waiting on authors' summary.

3.4
The SIP session timer

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-session-timer-08.txt 

Expires: April 2002

Type: Extension 

Charter item: sesstimer

This document proposes an extension to the Session Initiation Protocol (SIP). This extension allows for a periodic refresh of SIP sessions through a re-INVITE. The refresh allows both user agents and proxies to determine if the SIP session is still active. The extension defines two new general headers, Session-Expires, which conveys the lifetime of the session, and Min-SE, which conveys the minimum allowed value for the session timer.

This document defines a new Session-expires header, a new Min-SE header and a new option tag “timer”.

IESG last call completed and waiting for Area Directors.

3.5
Integration of resource management and SIP

Text contained in: http://www.ietf.org/internet-drafts/draft-sip-manyfolks-resource-07.txt  

Expires: September 2002
Type: Extension 

Charter item: precon

This document defines a generic framework for preconditions which is extensible through IANA registration. This document also discusses how network quality of service can be made a precondition to establishment of sessions initiated by the Session Initiation Protocol (SIP). These preconditions require that the participant reserve network resources before continuing with the session. We do not define new quality of service reservation mechanisms; these preconditions simply require a participant to use existing resource reservation mechanisms before beginning the session



It also defines extensions to SDP which allows indication of preconditions for sessions. These preconditions indicate that participation in the session should not proceed until the preconditions are met.

Accepted as a SIP WG item at the 48th IETF. 
SIP WGLC announced ending 25th March 2002.


3.6
SIP extensions for caller identity and privacy

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-privacy-04.txt  

Expires: August 2002
Type: Extension 

Charter item: telpriv

This document describes extensions to the Session Initiation Protocol (SIP) that enable parties in a SIP session to be identified by different types of party information, which are authenticated by a trusted entity by means outside the scope of this document. For each type of party information, different types of authenticated identity information, e.g. subscriber, or terminal, can be provided. The party information is added by the trusted entity thereby revealing the identity of the calling or called party. However, the party is able to suppress the delivery of such party information to an untrusted entity, while the trusted entity still ensures that the party can be identified. In addition to suppressing the delivery of party information, the extensions defined here also enable a party to obtain IP address privacy in order to achieve full anonymity. 

The document defines new Anonymity and Remote-Party-Id and RPID-Privacy headers.

SIP WGLC announced ending 25th March 2002.


3.7
SIP extensions for supporting distributed call state

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-state-02.txt

Expires: February 2002

Type: Extension 

Charter item: state

This document describes an extension to the Session Initiation Protocol (SIP) that enables proxies to distribute call state to user agents. The state information can be returned to the proxy when the user agent requests a change in the characteristics of the active call. By providing the ability to distribute state to the user agents where it can be securely stored, proxy servers can remain stateless for the duration of the call. This mechanism allows a proxy server to provide services that depend on call state, while still being stateless.

This document defines a new State header, and an option tag state to control its use.

Accepted as a SIP WG item at the 48th IETF. Dependent on the SIP supported header draft. 

Contacting NITS reviewer. Reminder sent 01Nov01.

Current discussion ongoing about whether it should be replaced by the cookie header draft from Willis.
3.8
SCTP as a Transport for SIP

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-sctp-01.txt

Expires: May 2002

Type: 

Charter item:

This document specifies a mechanism for usage of SCTP (the Stream Control Transmission Protocol) as the transport between SIP entities. SCTP is a new protocol which provides several features that may prove beneficial for transport between SIP entities which exchange a large amount of messages, including gateways and proxies. As SIP is transport independent, support of SCTP is a relatively straightforward process, nearly identical to support for TCP.

Ready for WGLC.

3.9
SIP Extensions for NAT Traversal

Text contained in http://www.ietf.org/internet-drafts/draft-ietf-sip-nat-01.txt

Expires: May 2002

Type: ---

Charter item: security

In this draft, we discuss how SIP can traverse existing, non-SIP aware NATs. Our approach is to make SIP "NAT friendly" with two minor extensions. The first allows for responses to UDP requests to go back to the source port of the request. The second allows a registrar to use the source IP address and port instead of the Contact in a REGISTER.

3.10
SIP Extensions for Instant Messaging

Text contained in http://www.ietf.org/internet-drafts/draft-ietf-sip-message-03.txt
Expires: October 2002
Type: ext

Charter item: 

Instant Messageing (IM) refers to the transfer of messages between users in near real-time.  These messages are usually, but not required to be, short.  IMs are often used in a conversational mode, that is, the transfer of messages back and forth is fast enough for participants to maintain an interactive conversation. The MESSAGE method is an extension to the Session Initation Protocol (SIP) that allows the transfer of Instant Messages.  MESSAGE requests carry the content in the form of MIME body parts.  MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each Instant Message stands alone, much like pager messages.  MESSAGE requests may be sent in the context of a dialog initiated by someother SIP request.

Since the MESSAGE request is an extension to SIP it inherits all the request routing and security features of that protocol.


Defines a MESSAGE method. In Working Group Last Call.
3.11
DHCP option for SIP servers

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-dhcp-06.txt 

Expires: August 2002
Type: Registration 

Charter item: regspec

This document defines a DHCP option that contains a pointers to one or more SIP servers. This is one of the many methods that a SIP client can use to obtain the addresses of a local oubound SIP server.

This document does not define parts of the SIP protocol. Rather it defines a manner in which SIP servers can user DHCP. 

IESG last call completed [## check that it is in the RFC editor's queue]. 
3.12

Text contained in http://www.ietf.org/internet-drafts/draft-ietf-sip-replaces-00.txt
Expires: July 2002
Type:extension

Charter item: callcontrol

This document proposes a new header for use with the SIP call control architecture.  The Replaces header is used in peer-to-peer call control to logically replace an existing SIP dialog with a new SIP dialog.  This primitive can be used to enable a variety of features, for example: "Attended Transfer" and "Retrieve from Call Park".  Note that definition of these example features is non-normative. 

Moves draft-biggs-sip-replaces-01.txt under WG control.
3.13
The SIP UPDATE method

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-update-01.txt 

Expires: September 2002

Type:

Charter item:

This specification defines the new UPDATE method for the Session Initiation Protocol (SIP). UPDATE allows a client to update parameters of a session (such as the set of media streams and their codecs), or update SIP level information (such as credentials), but has no impact on the state of a dialog. This is very useful for updating information about a call before the call has been accepted.

Defines a new UPDATE method and a new status-code 155.
SIP WGLC announced with closure date of 25th March 2002.
3.14
DHCPv6 Options for SIP Servers
Text contained in:  http://www.ietf.org/internet-drafts/draft-ietf-sip-dhcpv6-00.txt 

Expires: October 2002

Type: Registration 

Charter item: regspec
This document defines a DHCPv6 option that contains a list of domain names or IPv6 addresses that can be mapped to one or more SIP outbound proxy servers. This is one of the many methods that a SIP client can use to obtain the addresses of such a local SIP server.
3.15
HTTP Digest Authentication Using AKA

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-digest-aka-00.txt
Expires: October 2002

Type: 

Charter item: 

The Hypertext Transfer Protocol (HTTP) Authentication Framework includes two authentication schemes: Basic and Digest.  Both schemes employ a shared secret based mechanism for access authentication. The Authentication and Key Agreement (AKA) mechanism performs user authentication and session key distribution in Universal Mobile Telecommunications System (UMTS) networks.  AKA is a challenge- response based mechanism that uses symmetric cryptography.  This memo specifies an AKA based one-time password generation mechanism for HTTP Digest access authentication.
4
Internet drafts in process to become informational RFCs

4.1
Guidelines for authors of SIP extensions

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-guidelines-04.txt 

Expires: September 2002
Type: Usage 

Charter item: sip

The Session Initiation Protocol (SIP) is a flexible, yet simple tool for establishing interactive connections across the Internet. Part of this flexibility is the ease with which it can be extended. In order to facilitate effective and interoperable extensions to SIP, some guidelines need to be followed when developing SIP extensions. This document outlines a set of such guidelines for authors of SIP extensions.

Required reading if there is a need for 3GPP to extend SIP in any manner, either directly or by contribution to the IETF.

Will become an IETF BCP (Best common practice) document. Pending feedback from Allison Mankin.

4.2
SIP Call Control - Framework

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-cc-framework-00.txt

Expires: January 2002

Typr: Framework

Charter item: Callcontrol

This document proposes that SIP call control features be added in a modular fashion, using an open-ended framework of extensions instead of a single extension. This memo proposes a modular design philosophy for call control extensions, and lists current work-in-progress call control related drafts.

4.3
SIP proxy-to-proxy extensions for supporting DCS

Text contained in http://www.ietf.org/internet-drafts/draft-dcsgroup-sip-proxy-proxy-06.txt

Expires: August 2002
Type: Extension 

Charter item: telpriv

In order to deploy a residential telephone service at very large scale across different domains, it is necessary for trusted elements owned by different service providers to exchange trusted information that conveys customer-specific information and expectations about the parties involved in the call. This document describes extensions to the Session Initiation Protocol (RFC2543) for supporting the exchange of customer information and billing information between trusted entities in the architecture described in <draft-dcsgroup- sip-arch-02.txt>.

Defines DCS group specific headers therefore informational. Proceed as individual.

4.4
SIP extensions for media authorization

Text contained in: http://www.ietf.org/internet-drafts/draft-ietf-sip-call-auth-04.txt 

Expires: August 2002
Type: Extension 

Charter item: telpriv

This document describes the need for QoS and media authorization and defines a SIP extension that can be used to integrate QoS admission control with call signaling and help guard against denial of service attacks. The use of this extension is only applicable in administrative domains, or among federations of administrative domains with previously agreed-upon policies, where both the SIP proxy authorizing the QoS, and the policy control of the underlying network providing the QoS belong to that administrative domain or federation of domains. 
This document defines a new P-Media-Authorisation header.


SIP WGLC announced ending 25th March 2002.

Depends of 2543 bis draft as uses 183 response.
5
Internet drafts not yet identified as work items by the working group

Editor’s note: During the run up to an IETF meeting, there may be a delay between the submission of an internet draft, and the formal posting of the internet draft. I have adopted the policy of identifying only those versions that have been officially posted, although this may delay inclusion in this document by a few days.

The following internet drafts have been submitted, have not yet expired, but have not yet been accepted as work items by the working group. This does not preclude them currently being worked upon and being accepted as RFCs by the IESG.

Some of these may be quietly allowed to die, some may have been incorporated into another draft, and some may be under active discussion even though they have not been adopted by the working group.

	Label
	Title
	Expires
	Type
	Charter item

	http://www.ietf.org/internet-drafts/draft-arkko-sip-sec-agree-01.txt
	Security Mechanism Agreement for SIP Connections
	August 2002
	discuss
	security

	http://www.ietf.org/internet-drafts/draft-bjorkner-sip-serviceroute-00.txt
	Service Route Header extension 
	January 2001
	ext
	Now obsolete - see bis draft

	http://www.ietf.org/internet-drafts/draft-boer-sip-src-00.txt
	Specifying unicast media source addresses in SIP
	January 2002
	Usage
	

	http://www.ietf.org/internet-drafts/draft-calhoun-sip-aaa-reqs-03.txt
	Effective Mobility Support Extension to the Session Initiation Protocol (SIP) 
	March 2002
	
	

	http://www.ietf.org/internet-drafts/draft-johnston-sip-osp-token-02.txt
	OSP Authorization Token Header for SIP
	April 2002
	Extension 


	precon

	http://www.ietf.org/internet-drafts/draft-petrie-sip-config-framework-01.txt
	A Framework for SIP User Agent Configuration 
	May 2002
	
	

	http://www.ietf.org/internet-drafts/draft-polk-sip-resource-01.txt
	SIP Communications Resource Priority Header
	July 2002
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-3pcc-03.txt
	Third Party Call Control in SIP
	July 2002
	usage
	callcontrol

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-early-media-00.txt
	SIP Early Media
	February 2002
	discuss
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-entfw-02.txt 
	SIP Traversal through Residential and Enterprise NATs and Firewalls
	February 2002
	Extension

May now be moving to MIDCOM area, see draft-rosenberg-midcom-stun-00.txt
	natfriend

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-http-pnonce-00.txt
	Request Header Integrity in SIP and HTTP Digest using Predictive Nonces
	December 2001
	Usage
	security

	http://www.ietf.org/internet-drafts/draft-sen-sip-earlymedia-01.txt
	Early Media Issues and Scenarios
	May 2002
	Usage
	general

	http://www.ietf.org/internet-drafts/draft-sparks-sip-mimetypes-01.txt
	Internet Media Types message/sip and message/sipfrag
	March 2002
	
	

	http://www.ietf.org/internet-drafts/draft-spbs-sip-negotiate-01.txt
	The SIP Negotiate Method
	August 2002
	extension
	

	http://www.ietf.org/internet-drafts/draft-thomas-sip-sec-framework-00.txt
	SIP Security Framework
	January 2002
	Extension
	security

	http://www.ietf.org/internet-drafts/draft-thomas-sip-sec-req-00.txt
	SIP Security Requirements
	May 2002
	
	

	http://www.ietf.org/internet-drafts/draft-torvinen-http-eap-01.txt
	HTTP Authentication with EAP 
	May 2002
	spec
	security

	http://www.ietf.org/internet-drafts/draft-undery-sip-auth-00.txt
	SIP Digest Authentication: Extensions to HTTP Digest Authentication 
	July 2002
	
	

	http://www.ietf.org/internet-drafts/draft-undery-sip-digest-00.txt
	SIP Authentication: SIP Digest Access Authentication 
	January 2002
	spec
	security

	http://www.ietf.org/internet-drafts/draft-willis-sip-cookies-00.txt
	SIP Cookies 
	January 2002
	extension
	state

	http://www.ietf.org/internet-drafts/draft-willis-sip-path-03.txt
	SIP Extension for Registering Non-Adjacent Contacts
	October 2002
	
	

	http://www.ietf.org/internet-drafts/draft-willis-sip-scvrtdisco-00
	Private SIP Extension for Service Route Discovery in Some Networks
	September 2002
	
	


Not yet included in status list. Some of these may end up as SIPPING items.

	Label
	Title
	Expires
	Type
	Charter item

	http://www.ietf.org/internet-drafts/draft-bhatia-3pcc-refer-01.txt
	3pcc using the REFER method
	February 2002
	
	

	http://www.ietf.org/internet-drafts/draft-culpepper-sip-key-events-01.txt
	SIP Event Package for Keys
	September 2002
	
	

	http://www.ietf.org/internet-drafts/draft-miladodinovic-sip-multiparty-ext-00.txt
	SIP Extension for Multiparty Conferencing
	August 2002
	
	

	http://www.ietf.org/internet-drafts/draft-peterson-sip-identity-00.txt
	Enhancements for Authenticated Identity Management in the Session Initiation Protocol (SIP)
	August 2002
	
	

	http://www.ietf.org/internet-drafts/draft-peterson-sip-privacy-longterm-00.txt
	A Privacy Mechanism for the Session Initiation Protocol (SIP)
	August 2002
	
	

	http://www.ietf.org/internet-drafts/draft-rosenberg-sip-conferencing-models-01.txt
	Models for Multi Party Conferencing in SIP
	January 2002
	
	

	http://www.ietf.org/internet-drafts/draft-rosenbery-sip-unify-00.txt
	Unifying Early Media, Manyfolks, and HERFP
	May 2002
	
	Now obsolete - see update and manyfolks

	http://www.ietf.org/internet-drafts/draft-schulzrinne-accounting-sip-00.txt
	RADIUS accounting for SIP servers 
	July 2002
	
	

	http://www.ietf.org/internet-drafts/draft-schulzrinne-sip-reason-00.txt
	The Reason Header Field for the Session Initiation Protocol
	May 2001
	
	

	http://www.ietf.org/internet-drafts/draft-sparks-sip-looseroute-00.txt
	Exploring the Loose Route Proposal
	July 2002
	
	Now obsolete - see bis draft

	http://www.ietf.org/internet-drafts/draft-steenfeldt-sip-serl-fwr-00.txt
	SIP Service Execution Rule Language Framework and Requirements
	January 2002
	
	

	http://www.ietf.org/internet-drafts/draft-sterman-aaa-sip-00.txt
	RADIUS Extension for Digest Authentication
	May 2002
	
	


Proposal

This document is for information and should therefore be noted.

