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Introduction

At any point during the call, either participant may put the session on "hold" by sending a re INVITE request with an updated SDP. Currently, the document TS 24.228 Section 10 specifies that this is accomplished by sending an INVITE request containing the SDP with the connection address set to 0::0:0:0. The shortcoming of this method is that it does not allow for the RTCP to be used with held streams, and breaks with connection oriented media. Several alternatives to solve this problem have been discussed on the IETF mmusic mailing list. The draft-rosenberg-mmusic-sdp-offer-answer-00.txt  (previously Annex B in draft-ietf-sip-rfc2543bis-04.txt0) deprecates this method, and describes a new procedure that solve this problem. The procedure employs a new attribute "a=inactive" that has been defined in the draft-ietf-mmusic-sdp-new-04.txt. 

The procedure in draft-rosenberg-mmusic-sdp-offer-answer-00.txt is as follows:

· If the stream to be placed on hold was previously a sendrecv media stream, it is placed on hold by marking it as (change it to) sendonly, and no media is sent to the far end.

· If the stream to be placed on hold was previously a recvonly media stream, it is placed on hold by marking it inactive (i.e., the updated SDP sent to the far end contains the "a=inactive" attribute).

To resume the media stream, the party that placed the session on hold sends a re-INVITE request with the updated SDP. The updated SDP is the same as the one that was employed to set up the original media stream. 

Proposal

It is proposed that the following modification be incorporated into the document TS 24.228 Section 10:

10.1.2
Mobile-to-mobile session hold and resume procedures

An IM session was previously established between an initiating UE and a terminating UE. Each of these UEs has an associated P-CSCF in the same network where they are currently located (either home or roaming), and a S-CSCF assigned in their home network . These functional elements co-operate to clear the session, and the procedures are independent of whether they are located in the home or visited networks. 

The hold and resume procedures are identical whether the UE that initiated the session also initiates the session-hold, or whether the UE that terminated the session initiates the session-hold.

When a media stream has been placed on hold, it shall not be resumed by any endpoint other than the one that placed it on hold.

These procedures show only one combination of Mobile-Originated, Serving-to-Serving, and Mobile-Terminated procedures, MO#2, S-S#2, and MT#2. These procedures do not show the use of optional I-CSCFs. If an I-CSCF was included in the signalling path during the session establishment procedure, it would continue to be used in any subsequent signalling flows such as the ones described in this clause. Procedures at the I-CSCFs are identical to those described for the BYE, PRACK, and COMET requests and responses described in other clauses.

The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in figure 10.1.2-1:
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Figure 10.1.2-1: Mobile to mobile session hold and resume

Signalling flow procedures are as follows:

1.
Stop Media Flow


UE#1 detects a request from the subscriber to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2.
INVITE(Hold) (UE to P-CSCF) – see example in Table 10.1.2-2


UE#1 sends a Hold request to its proxy, P-CSCF#1.

Table 10.1.2-2: INVITE(Hold) (UE to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 130 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 29879336156 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=sendonly
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI: 
contains the value of the Contact header from the 200-OK response to the initial INVITE.

Via: 
contains the IP address or FQDN of the originating UE.

From:, To:, Call-ID: contain the values previously used to establish the session, including the tag value from the response.

Cseq: 
next higher sequential value.

Contact:  
is the SIP URL that contains the IP address or FQDN of the originating UE.

SDP:
The sendrecv media stream is placed on hold by changing it to sendonly media stream, and no media is sent to the far end.  Same SDP as negotiated during the session setup, but with the “c=” line having an IP address of zeroes. The IP address of zeroes indicates a session hold request.
3.
INVITE (Hold) (P-CSCF to S-CSCF) – see example in Table 10.1.2-3


P-CSCF adds a Route header, with the saved value from the previous 200-OK response. P-CSCF identifies the proper saved value by the Request-URI.


P-CSCF#1 forwards the Hold request to S-CSCF#1.

Table 10.1.2-3: INVITE(Hold) (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:240f34.1@pcscf1.visited1.net
Route: sip:764z87.1@scscf2.home2.net, sip:876t12.1@pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Contact:
Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

Request-URI: 
the first component of the saved Route header.

Route: 
saved from the 200-OK response to the initial INVITE (with first element moved to Request-URI).

4.
INVITE(Hold) (S-CSCF to S-CSCF) – see example in Table 10.1.2-4


S-CSCF#1 forwards the Hold request to S-CSCF#2.

Table 10.1.2-4: INVITE(Hold) (S-CSCF to S-CSCF)

INVITE sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:876t12.1@pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb]

Record-Route: sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

5.
INVITE(Hold) (S-CSCF to P-CSCF) – see example in Table 10.1.2-5


S-CSCF#2 forwards the Hold request to P-CSCF#2.

Table 10.1.2-5: INVITE(Hold) (S-CSCF to P-CSCF)

INVITE sip:pcscf2.home2.net

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]
Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

6.
INVITE(Hold) (P-CSCF to UE) – see example in Table 10.1.2-6


P-CSCF#2 forwards the Hold request to UE#2.

Table 10.1.2-6: INVITE(Hold) (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1;branch=token3

From: 

To: 

Call-ID: 

Cseq: 

Contact:

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.

Contact: 
a locally unique token to identify the saved routing information.

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saved values. It inserts this as a branch value on its Via header.

7.
Stop Media flow


UE#2 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

8.
200-OK (UE to P-CSCF) – see example in Table 10.1.2-8


UE#2 acknowledges receipt of the Hold request (6) with a 200-OK final response, sent to P-CSCF#2.

Table 10.1.2-8: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1;branch=token3

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  29879336156 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 6402 RTP/AVP 97

a=recvonly
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

SDP:

Since the media stream was offered as sendonly, it is marked as recvonly in the response. 
9.
200-OK (P-CSCF to S-CSCF) – see example in Table 10.1.2-9


P-CSCF#2 forwards the 200 OK final response to S-CSCF#2.

Table 10.1.2-9: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF restores the Via headers and Record-Route headers from the branch value in its Via.

Contact: 
a locally defined value that identifies the UE.

10.
200-OK (S-CSCF to S-CSCF) – see example in Table 10.1.2-10


S-CSCF#2 forwards the 200 OK final response to S-CSCF#1.

Table 10.1.2-10: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

11.
200-OK (S-CSCF to P-CSCF) – see example in Table 10.1.2-11


S-CSCF#1 forwards the 200 OK final response to P-CSCF#1.

Table 10.1.2-11: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

12.
200-OK (P-CSCF to UE) – see example in Table 10.1.2-12


P-CSCF#1 forwards the 200 OK final response to UE#1.

Table 10.1.2-12: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

13.
ACK (UE to P-CSCF) 
Table 10.1.2-13: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 130 ACK

Content-Length: 0
Cseq: 
is required to be the same value as Cseq contained in original INVITE request

Route: sip:764z87.1@scscf2.home2.net, sip:876t12.1@pcscf2.home2.net,

14.
ACK (P-CSCF to S-CSCF) 

P-CSCF forwards the ACK request to S-CSCF.

Table 10.1.2-14: ACK (P-CSCF to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:764z87.1@scscf2.home2.net, sip:361k21.1@pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
15.
ACK (S-CSCF to S-CSCF) – see example in Table 7.2.2.1-42

S-CSCF forwards the to S-CSCF. 

Table 10.1.2-15: ACK (S-CSCF to S-CSCF)

ACK sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:361k21.1@pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
16.
ACK (S-CSCF to P-CSCF) 


S-CSCF forwards the ACK to P-CSCF. 

Table 10.1.2-16: ACK (S-CSCF to P-CSCF)

ACK sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
17.
ACK (P-CSCF to UE) 


S-CSCF forwards the ACK request to the terminating endpoint, per the S-CSCF to S-CSCF procedure. 

Table 10.1.2-17: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
18.
INVITE(Resume) (Ue to P-CSCF) – see example in Table 10.1.2-13


UE#1 detects a request from the subscriber to resume the media stream previously placed on hold. UE#1 sends a Resume request to its proxy, P-CSCF#1.

Table 10.1.2-18: INVITE(Resume) (UE to P-CSCF)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  29879336157  IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=sendrecv 
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI: 
contains the value of the Contact header from the 200-OK response to the initial INVITE.

Via: 
contains the IP address or FQDN of the originating UE.

From:, To:, Call-ID: contain the values previously used to establish the session, including the tag value from the response.

Cseq: 
next higher sequential value.

Contact:  
the IP address or FQDN of the originating UE.

SDP:

Same SDP as negotiated during the session setup, restores the sendrecv media stream. but     

with the “c=” line having the actual IP address
19.
INVITE(Resume) (P-CSCF to S-CSCF) – see example in Table 10.1.2-14


P-CSCF adds a Route header, with the saved value from the previous 200-OK response. P-CSCF identifies the proper saved value by the Request-URI.


P-CSCF#1 forwards the Resume request to S-CSCF#1.

Table 10.1.2-19: INVITE(Resume) (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:240f34.1@pcscf1.visited1.net
Route: sip:764z87.1@scscf2.home2.net, sip:876t12.1@pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Contact:
Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

Request-URI: 
the first component of the saved Route header.

Route: 
saved from the 200-OK response to the initial INVITE (with first element moved to Request-URI).

Contact: 
a locally defined value that identifies the UE.

20.
INVITE(Resume) (S-CSCF to S-CSCF) – see example in Table 10.1.2-15


S-CSCF#1 forwards the Resume request to S-CSCF#2.

Table 10.1.2-20: INVITE(Resume) (S-CSCF to S-CSCF)

INVITE sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:876t12.1@pcscf2.home2.net, sip:[5555::eee:fff:aaa:bbb]

Record-Route: sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

21.
INVITE(Resume) (S-CSCF to P-CSCF) – see example in Table 10.1.2-16


S-CSCF#2 forwards the Resume request to P-CSCF#2.

Table 10.1.2-21: INVITE(Resume) (S-CSCF to P-CSCF)

INVITE sip:pcscf2.home2.net

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:[5555::eee:fff:aaa:bbb]
Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

22.
INVITE(Resume) (P-CSCF to UE) – see example in Table 10.1.2-17


P-CSCF#2 forwards the Resume request to UE#2.

Table 10.1.2-22: INVITE(Resume) (P-CSCF to UE)

INVITE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1;branch=token3

From: 

To: 

Call-ID: 

Cseq: 

Contact:

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE.

Contact: 
a locally unique token to identify the saved routing information.

Via: 
P-CSCF removes the Via headers, and generates a locally unique token to identify the saved values. It inserts this as a branch value on its Via header.

23.
Resume media flow


UE#2 resumes sending the media stream to the remote endpoint.

24.
200-OK (UE to P-CSCF) – see example in Table 10.1.2-19


UE#2 acknowledges receipt of the Resume request (17) with a 200-OK final response, sent to P-CSCF#2.

Table 10.1.2-24: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.home2.net;branch=876t12.1;branch=token3

From: 

To: 

Call-ID: 

CSeq: 

Contact: sip:[5555::eee:fff:aaa:bbb]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  29879336157 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 6402 RTP/AVP 97

a=sendrecv
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

25.
200-OK (P-CSCF to S-CSCF) – see example in Table 10.1.2-20


P-CSCF#2 forwards the 200 OK final response to S-CSCF#2.

Table 10.1.2-25: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:240f34.1@pcscf1.visited1.net

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF restores the Via headers and Record-Route headers from the branch value in its Via.

Contact: 
a locally defined value that identifies the UE.

26.
200-OK (S-CSCF to S-CSCF) – see example in Table 10.1.2-21


S-CSCF#2 forwards the 200 OK final response to S-CSCF#1.

Table 10.1.2-26: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

27.
200-OK (S-CSCF to P-CSCF) – see example in Table 10.1.2-22


S-CSCF#1 forwards the 200 OK final response to P-CSCF#1.

Table 10.1.2-27: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

28.
200-OK (P-CSCF to UE) – see example in Table 10.1.2-23


P-CSCF#1 forwards the 200 OK final response to UE#1.

Table 10.1.2-28: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

 29.   UE Resume Media Flow

30.
ACK (UE to P-CSCF) 
Table 10.1.2-30: ACK (UE to P-CSCF)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 131 ACK

Content-Length: 0
Cseq: 
is required to be the same value as Cseq contained in original INVITE request

31.
ACK (P-CSCF to S-CSCF)
Table 10.1.2-31: ACK (P-CSCF to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:764z87.1@scscf2.home2.net, sip:361k21.1@pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
32.
ACK (S-CSCF to S-CSCF) 
Table 10.1.2-32: ACK (S-CSCF to S-CSCF)

ACK sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:361k21.1@pcscf2.visited2.net, sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
33.
ACK (S-CSCF to P-CSCF) 
Table 10.1.2-33: ACK (S-CSCF to P-CSCF)

ACK sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:[5555::eee:fff:aaa:bbb]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
34.
ACK (P-CSCF to UE) . 

Table 10.1.2-34: ACK (P-CSCF to UE)

ACK sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
10.1.3
Mobile-initiated hold and resume of a mobile-PSTN session

An IM session was previously established between an initiating UE and a MGCF acting as a gateway for a session terminating on the PSTN, or between an initiating MGCF acting as a gateway for a session originating on the PSTN to a terminating UE. The UE has an associated P-CSCF in the same network where it is currently located (either home or roaming), an S-CSCF assigned in its home network, and a BGCF that chooses the MGCF. These functional elements co-operate to clear the session, and the procedures are independent of whether they are located in the subscriber’s home or visited networks. Therefore there is no distinction in this clause of home network vs. visited network.

The session hold and resume procedure is similar whether the UE initiated the session to the PSTN, or if the PSTN initiated the session to the UE. The only difference is the optional presence of the BGCF in the case of a session initiated by the UE. The BGCF might or might not be present in the signalling path after the first INVITE is routed.

These procedures show only one combination of Mobile-Originated, Serving-to-Serving, and Mobile-Terminated procedures, MO#2, S-S#3, and CS-T. These procedures do not show the use of optional I-CSCFs, or the use of the BGCF in achieving network configuration independence. If an I-CSCF/BGCF was included in the signalling path during the session establishment procedure, it would continue to be used in any subsequent signalling flows such as the ones described in this clause. Procedures at the I-CSCFs are identical to those described for the BYE, PRACK, and COMET requests and responses described in other clauses.

The procedures for placing a media stream on hold, and later resuming the media stream, are as shown in figure 10.1.3-1:
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Figure 10.1.3-1: Mobile to PSTN session hold and resume

Signalling flow procedures are as follows:

1.
Stop Media Flow


UE#1 detects a request from the subscriber to place a media stream on hold. UE#1 stops sending the media stream to the remote endpoint, but keeps the resources for the session reserved.

2.
INVITE (Hold) (UE to P-CSCF) – see example in 10.1.3-2


UE sends a Hold request to its proxy, P-CSCF.

Table 10.1.3-2: INVITE (Hold) (UE to P-CSCF)

INVITE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 130 INVITE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  29879336156 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=sendonly
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI: 
contains the value of the Contact header from the 200-OK response to the initial INVITE.

Via: 
contains the IP address or FQDN of the originating UE.

From:, To:, Call-ID: contain the values previously used to establish the session, including the tag value from the response.

Cseq: 
next higher sequential value.

Contact:  
the IP address or FQDN of the originating UE.

SDP:
The sendrecv media stream is placed on hold by changing it to sendonly media stream, and no media is sent to the far end.  Same SDP as negotiated during the session setup, but with the “c=” line having an IP address of zeroes. The IP address of zeroes indicates a session hold request.
3.
INVITE (Hold) (P-CSCF to S-CSCF) – see example in Table 10.1.3-3


P-CSCF adds a Route header, with the saved value from the previous 200-OK response. P-CSCF identifies the proper saved value by the Request-URI.


P-CSCF forwards the Hold request to S-CSCF.

Table 10.1.3-3: INVITE (Hold) (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:240f34.1@pcscf1.visited1.net
Route: sip:mgcf1.home1.net
From: 

To: 

Call-ID: 

Cseq: 

Contact:
Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

Request-URI: 
the first component of the saved Route header.

Route: 
saved from the 200-OK response to the initial INVITE (with first element moved to Request-URI).

Contact: 
a locally defined value that identifies the UE.

4.
INVITE (Hold) (S-CSCF to MGCF) – see example in Table 10.1.3-4


S-CSCF forwards the Hold request to MGCF.

Table 10.1.3-4: INVITE (Hold) (S-CSCF to MGCF)

INVITE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Record-Route: sip:332b23.1@scscf1.home1.net, sip:431h23.1@pcscf1.home1.net 
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

5.
H.248 Interaction to Stop Media flow


MGCF initiates a H.248 interaction with MGW instructing it to stop sending the media stream, but to keep the resources for the session reserved.

6.
200-OK (MGCF to S-CSCF) – see example in Table 10.1.3-6


MGCF acknowledges receipt of the Hold request (4) with a 200-OK final response, sent to S-CSCF.

Table 10.1.3-6: 200 OK (MGCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  29879336156 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=recvonly
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

SDP:

Since the media stream was offered as sendonly, it is marked as recvonly in the response.
7.
200-OK (S-CSCF to P-CSCF) – see example in Table 10.1.3-7


S-CSCF forwards the 200 OK final response to P-CSCF.

Table 10.1.3-7: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

8.
200-OK (P-CSCF to UE) – see example in Table 10.1.3-8


P-CSCF forwards the 200 OK final response to UE.

Table 10.1.3-8: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

9.
ACK (UE to P-CSCF) 
Table 10.1.3-9: ACK (UE to P-CSCF)

ACK sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 130 ACK

Content-Length: 0
Cseq: 
is required to be the same value as Cseq contained in original INVITE request

10.
ACK (P-CSCF to S-CSCF) 


Table 10.1.3-10: ACK (P-CSCF to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:mgcf1.home1.net
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
11.
ACK (S-CSCF to MGCF) 
Table 10.1.3-11: ACK (S-CSCF to MGFC)

ACK sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
12. 
INVITE(Resume) (UE to P-CSCF) – see example in Table 10.1.3-9


UE detects a request from the subscriber to resume the media stream previously placed on hold. UE sends a Resume request to its proxy, P-CSCF.

Table 10.1.3-9: INVITE(Resume) (UE to P-CSCF)

INVITE sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 131 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615  29879336157 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97

a=sendrecv
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

Request-URI: 
contains the value of the Contact header from the 200-OK response to the initial INVITE.

Via: 
contains the IP address or FQDN of the originating UE.

From:, To:, Call-ID: contain the values previously used to establish the session, including the tag value from the response.

Cseq: 
next higher sequential value.

Contact:  
the IP address or FQDN of the originating UE.

     SDP:

Same SDP as negotiated during the session setup, restores the sendrecv media stream. but     

with the “c=” line having the actual IP address
13.
 INVITE(Resume) (P-CSCF to S-CSCF) – see example in Table 10.1.3-10


P-CSCF adds a Route header, with the saved value from the previous 200-OK response. P-CSCF identifies the proper saved value by the Request-URI.


P-CSCF forwards the Resume request to S-CSCF.

Table 10.1.3-13: INVITE(Resume) (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:240f34.1@pcscf1.visited1.net
Route: sip:mgcf1.home1.net
From: 

To: 

Call-ID: 

Cseq: 

Contact:
Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

Request-URI: 
the first component of the saved Route header.

Route: 
saved from the 200-OK response to the initial INVITE (with first element moved to Request-URI).

Contact: 
a locally defined value that identifies the UE.

14.
 INVITE(Resume) (S-CSCF to MGCF) – see example in Table 10.1.3-11


S-CSCF forwards the Resume request to MGCF.

Table 10.1.3-14: INVITE(Resume) (S-CSCF to MGCF)

INVITE sip:mggcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Record-Route: sip:332b23.1@scscf1.home1.net, sip:431h23.1@pcscf1.home1.net 
From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 
Content-Length: 
v=

o=

s=

c=

b=

t=

m=

a=

a=

15.
 H.248 Interaction to Resume media flow


MGCF initiates a H.248 interaction with MGW instructing it to resume sending the media stream.

16.
 200-OK (MGCF to S-CSCF) – see example in Table 10.1.3-13


MGCF acknowledges receipt of the Resume request (11) with a 200-OK final response, sent to S-CSCF.

Table 10.1.3-16: 200 OK (MGCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=0

o=- 2987933615  29879336157 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd
b=AS:64

t=907165275 0

m=audio 6402 RTP/AVP 97

a=sendrecv
a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

17.
200-OK (S-CSCF to P-CSCF) – see example in Table 10.1.3-14


S-CSCF forwards the 200 OK final response to P-CSCF.

Table 10.1.3-17: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

18.
200-OK (P-CSCF to UE) – see example in Table 10.1.3-15


P-CSCF forwards the 200 OK final response to UE.

Table 10.1.3-18: 200 OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Contact:

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=


P-CSCF removes the Record-Route and Contact headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. 

Contact: 
a locally unique token to identify the saved routing information

16.
Resume Media Flow


UE resumes sending the media stream to the remote endpoint

19.
ACK (UE to P-CSCF) 
Table 10.1.3-19: ACK (UE to P-CSCF)

ACK sip:mgcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
From: “Alien Blaster” <sip:B36(SHA-1(555-1111; time=36123E5B; seq=72))@localhost>;tag=171828

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159

Call-ID: cb03a0s09a2sdfglkj490333

Cseq: 131 ACK

Content-Length: 0
Cseq: 
is required to be the same value as Cseq contained in original INVITE request

20.
ACK (P-CSCF to S-CSCF) 


Table 10.1.3-20: ACK (P-CSCF to S-CSCF)

ACK sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]
Route: sip:mgcf1.home1.net 
From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
21.
ACK (S-CSCF to MGCF) 
Table 10.1.3-21: ACK (S-CSCF to MGFC)

ACK sip:mggcf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

Cseq: 

Content-Length: 
10.2
Initiating and destination party identification
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