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Introduction:

This Tdoc introduces notation used to represent loop and branch parameters in 24.228. During recent CN1 meetings, semi-random numbers were introduced. While this is a realistic approach, it becomes very difficult to maintain usage of such numbers, as there needs to be correlation within and across scenarios.

Proposal:

The proposed notation is described in the attached document. It is proposed to incorporate this text into clause 4.2 as follows.

4
Methodology

Editor’s note: This clause is to give a general key to the interpretation of the signalling flows that are provided elsewhere in this document. 

Editor’s note: The level of detail provided in the individual signalling flows should be as follows:

· A sequence diagram showing all methods involved in the transaction, and identifying all methods in the sequence with a referenceable identifier. This diagram may be a copy or a derivation of a diagram in 23.228, although there may be many more such diagrams. As such, the diagrams should use the same template and drawing package as the diagrams in 23.228. As such, as 23.228 evolves, so will this document.

· Using the referencerable identifier, an example of the contents of the method, showing all appropriate headers and body information (including SDP).

· Using the referencerable identifier, an example of the contents of the flows to the HSS, and the data stored in the HSS. Note that this may require some agreement with working group CN4.

· Using the referencerable identifier, an example of the data stored in the SIM. Note that this may require some agreement with TSG T.

· ……

Editor’s note: The number of clauses at header level 1 is intended to be open ended, and header levels below this may be proken down as required. The lowest level clauses will always be x.x.1 – Normal operation, and x.x.2 – Exceptional operation. An emphasis is placed on the use of generic error handling where possible, particularly for the case of syntactic errors, therefore the “Exceptional operation subclause may well be empty, or used to show service level rejection of the request.

Editor’s note: Some of the flows will have fixed contents, and some will be examples. Some will be constrained to a set of values. We need a mechanism of distinguishing these flow contents from each other.

Editor’s note: It may be possibly to use the same flow contents to describe different message flows, in order to make the document more concise. This needs to be done after the various routeing and via headers have been inserted, and after the various naming conventions for the URLs have been rationalised.

4.1
Key required to interpret signalling flows

This sub-clause lists the keys required to interpret all Signalling Flows in this Specification.

4.1.1
Key required to interpret signalling flow contents tables

Editor’s Note: At CN1#18 it was agreed that we delay the implementation of N1-010893 until:
(a) there has been a clean-up of the current table contents. The reason is to avoid propagating any current errors. 24.228v110 currently contains 1,359 tables with 12,505 headers. 7,437 of which are currently blanked.
(b) a script can be developed to implement the Key algorithm to apply the updates to the text or additional help is volunteered to manually implement the updates.
(c) a final decision is made that use of bold text is the best method to highlight added headers or modified contents
(d) the specification is nearing completion. Implementing the new scheme at this stage in the specification lifecycle will require manual implementation of “bolding” text in all subsequent contributions.

It should be noted that some doubts were raised at CN1#18 about the use of bold text, as proposed in N1-010893. Bold text often appears as regular text when printed. Delegates were asked to bring forward better proposals in the in-term.

Contents tables are used to describe the contents of SIP methods. The following key (rules) have been applied to each contents table to improve readability, reduce errors and increase maintainability:-

a)
Where a header field in the SIP method contents tables show only the header name, the contents are identical to the received request/response. The received request/response is identified as follows:

· where a request is generated as a result of a received request (as at a proxy), then the received request is that with the same method name and Cseq header;

· where a response is generated as a result of a received response (as at a proxy), then the received response is that with the same method name and Cseq header;

· where the response is generated as a result of a received request or response (as at a UA), then the received request is that with the same method name and Cseq header;

· where the request is generated as a result of a received response (as at a UA) then the received response is that immediately previously received.

To enhance readability an indication of the received request/response is included in the method title, should the received request/response not be the immediate preceding request response.

b)
The (…) sequence of characters is used to indicate that the Content-Length field needs to be filled in, with the appropriate value i.e. the number of bytes in the payload.
c)
Repeated headers within a method are listed on a single line, with a comma used as delimiter. This convention is not mandatory but used in this specification for improved readability.

d)
Headers are listed within a table in the following order:- 

1)
hop by hop e.g. Via:

2)
end to end e.g. To:

3)
entity headers e.g. Content-Length:

This convention is not mandatory but used in this specification for improved readability.

4.1.2
Key required to interpret signalling flow figures

In order to differentiate between SIP methods and other protocol messages, the message name is preceded with the associated protocol for all non-SIP messages. (e.g. GPRS: Activate PDP Context) 

4.2
Notation conventions

4.2.1
Introduction

This subclause details the notation conventions used in this specification:
4.2.2
User Identities
a) User Identities:

UE#1's public identities are: 
user1_public1@home1.net
user1_public2@home1.net
etc.

UE#1's private address is:
user1_private@home1.net

UE#2's public identities are: 
user2_public1@home2.net
user2_public2@home2.net
etc.

UE#2's private address is:
user2_private@home2.net
4.2.3
Network Entities
a) UE#1’s associated entities:

UE#1's home network is:
home1.net

The P-CSCF serving UE#1 in home1.net is:
pcscf1.home1.net

The S-CSCF serving UE#1 is:
scscf1.home1.net

The I-CSCF in UE#1's home network (between proxy and serving CSCF) is:
icscf1_p.home1.net

If there are two I-CSCFs in home1.net involved in the call flows, then they are (from the left side of the individual call flow to its right side):

icscf1_p.home1.net

icscf1_s.home1.net
Note: Typically, the second I-CCSF will be between two S-CSCFs (hence use of “s”).

UE#1 is roaming in:
visited1.net

The P-CSCF serving UE#1 in visited1.net is:
pcscf1.visited1.net

The BGCF serving UE#1 is:
bgcf1.home1.net

The MGCF serving UE#1 is:
mgcf1.home1.net

b) UE#2’s associated entities (where UE#2’s home and/or visited network is different from that of UE#1):

UE#2's home network is:
home2.net

The P-CSCF serving UE#2 in home2.net is:
pcscf2.home2.net

The S-CSCF serving UE#2 is:
scscf2.home2.net

The I-CSCF in UE#2's home network (between proxy and serving CSCF) is:
icscf2_p.home2.net

If there are two I-CSCFs in home2.net involved in the call flows, then they are (from the left side of the individual call flow to its right side):

icscf2_s.home1.net

icscf2_p.home1.net
Note: Typically, the second I-CCSF will be between two S-CSCFs (hence use of “s”).

UE#2 is roaming in:
visited2.net

The P-CSCF serving UE#2 in visited2.net is:
pcscf2.visited2.net

The BGCF serving UE#1 is:
bgcf2.home2.net

The MGCF serving UE#1 is:
mgcf2.home2.net

c) UE#2’s associated entities (where UE#2’s home and/or visited network is the same as that of UE#1):

UE#2's home network is:
home1.net

The P-CSCF serving UE#2 in home1.net is:
pcscf2.home1.net

The S-CSCF serving UE#2 is:
scscf2.home1.net

The I-CSCF in UE#2's home network (between proxy and serving CSCF) is:
icscf2_p.home1.net

If there are two UE#2 I-CSCFs involved in the call flows, then they are (from the left side of the individual call flow to its right side):

icscf2_s.home1.net

icscf2_p.home1.net
Note: Typically, the second I-CCSF will be between two S-CSCFs (hence use of “s”).

UE#2 is roaming in:
visited1.net

The P-CSCF serving UE#2 in visited2.net is:
pcscf2.visited1.net

The BGCF serving UE#1 is:
bgcf2.home1.net

The MGCF serving UE#1 is:
mgcf2.home1.net

d) UE#3’s (i.e. target in call transfer scenario) associated entities (where UE#3’s home and/or visited network is different from that of UE#1and UE#2):

If there is a Call Transfer, then the Transfer Target is UE#3

UE#3's home network is:
home3.net

The S-CSCF serving UE#3 is:
scscf3.home3.net

The I-CSCF in UE#3's home network (between proxy and serving CSCF) is:
icscf3_p.home3.net

If there are two I-CSCFs in home3.net involved in the call flows, then they are (from the left side of the individual call flow to its right side):

icscf3_s.home3.net

icscf3_p.home3.net
Note: Typically, the second I-CCSF will be between two S-CSCFs (hence use of “s”).

UE#3 is roaming in:
visited3.net

The P-CSCF serving UE#3 in visited3.net is:
pcscf3.visited3.net

The BGCF serving UE#1 is:
bgcf3.home3.net

The MGCF serving UE#1 is:
mgcf3.home3.net
4.2.3
Loop detection parameters
Loop detection parameters are used in headers to prevent loops (illegal) and differentiate loops from spirals (legal).
Loop detection is typically performed by a hashing function on all parameters used in the routing process. While implementation specific, SIP recommends that the hashing function use the following header values (where present):

· To, From, Call-Id, Request-URI (of "received" request), Cseq, Proxy-Require, Proxy Authorization

In practice, each application of the hashing function results in a different value whenever one of the above parameters changes. This results in many thousands of hash values that need to be correlated throughout the specification. 

To assist readability, the following two notations are used:
i) #L(<identifier>)
#:






indicates a hashing function

#L():





indicates a loop detection hashing function

<idenfifier>:
composed of three parts seperatated by "-".

The first two parts are mandatory, while the third is optional. A #L() parameter which contains two parts is only significant within the current sub-clause. 
Hence #L(1-1) in subclause 6.2 bears no relationship to #L(1-1) used in subclause 6.3. #L(1-1-6.2) is used to reference #L(1-1) generated in subclause 6.2, from subclause 6.3. The sole purpose of this approach is to improve readability. 
<a>-<b>-<c>
<a>:

Mandatory. Number used to represent a specific transaction

<b>:

Mandatory. Number used to represent a specific network entity

<c>:

Optional. It is used to indicate that the hash function refers to a value
generated by a different scenario. May contain the actual sub-clause reference or "np". Not provided ("np"), is used where the different scenario is not included in 24.228 or level of detail is not deemed necessary.
ii) #L

This is the simplified representation of the loop detection hash function. It is used to further simplify readability and maintainability, but does not attempt to reflect the uniqueness of the current value.
4.2.4
Branch parameters

Branch parameters are used in Via: headers and serve two purposes.

1. to prevent loops while allowing spirals, as discussed in subclause 4.2.3 above.

2. to enable matching of responses with requests (for example at a forking proxy)
Loop detection is represented exactly as described earlier in 4.2.3. To enable matching, another hashing function is used. SIP suggests that the hash function use the following header values:

· Cseq, local IP address, Request-URI (of "outgoing" request)
To assist readability the following two notations are used:

i)
#L(<identifier>).#M(<identifier>)
 #:






indicates a hashing function

#L():





indicates the loop detection hashing function - see subclause 4.2.3 above

<idenfifier>:
see subclause 4.2.3 above

 #:






indicates a hashing function

#M():




indicates the  hashing function used for matching

<idenfifier>:
see subclause 4.2.3 above

ii)
#L.#M
This is the simplified representation of the branch parameter. It is used to further simplify readability and maintainability, but does not attempt to reflect the uniqueness of the current value.

4.2.5
Loop detection and branch parameter examples

Example 1:
In subclause 6.2, the 200 OK response (to the REGISTER request) contains the below Via: and Path: headers
...

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=#L(1-2).#M(1-2), SIP/2.0/UDP pcscf1.visited1.net;branch=#L(1-1).#M(1-1), SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:#L(1-3)scscf1.home1.net>, <sip:#L(1-1)@pcscf1.visited1.net>
...
Example 2:
In subclause 7.2.2.1, the request-URI and Route: headers of the INVITE request (forwarded by the P-CCSF) contains:
INVITE sip:#L(2-3-6.2)@scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=#L(1-1).#M(1-1), SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

...
Example 3:
This is Example 2 using the simplified representation.
INVITE sip:#L@scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=#L.#M, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

...

4.3
Document Structure

To improve readability, the document is structured at the highest level based on network configuration hiding. Each clause ‘x’ for the non-hiding scenario is mirrored for hiding, in a subsequent clause ‘x+10’. 

For example 

Clause 6: Signaling flows for REGISTER (non-hiding)  



Clause 16: Signalling flows for REGISTER (hiding)

Clause 7: …(non hiding)





















Clause 17: …(hiding)
etc.
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