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Discussion

Changes made are:

Update the picture

Change the “will” to “may” in the last bullet.

Proposal

It is proposed to include the picture above into 7.1 of 23.218,

7.1 Subscriber data related storage requirements for HSS

The service related data is transparent to HSS, this requires the HSS has some means to differentiate the source of the request for the data, therefore, the HSS can respond with the data the request asks for.

The following picture gives an outline of the user service profile data model stored in HSS:
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Figure 7.1-1 Service Related Data Storage Mode in HSS

The boxes in the picture are explained as follows:

· IMS subscription contains the private identity of the user in NAI format 

· Each IMS subscription contains one or several Service Profiles. 

· Each Service Profile contains the meaningful data in the profile: Public Identification Data, Core Network Services Authorization and Application & Services related data

· Each Application & Services related data contains one S-CSCF required data which is sent to the S-CSCF via Cx interface (e.g. when the user is registered).

· Each Application & Services related data contains one or several application server related data which may be sent to corresponding application server via Sh interface (e.g. when the user is registered).
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