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0
Abstract

This contribution analyses the various SIP drafts, and identifies the SIP requirements for the Unsupported header. It then identifies the values that need to be inserted in the profile tables of 24.229 regarding this header.

1
An analysis of the SIP drafts with respect to the Unsupported header

1.1
SIP: Session Initiation Protocol (draft-ietf-sip-rfc2543bis-05.txt)

Section 8.1.3.4 (Processing 4xx responses) - 5th paragraph specifies:

If a 420 response is received (Section 23.4.14), it means the request contained a Require or Proxy-Require header listing an option-tag for a feature not supported by a proxy or UAS. The UAC SHOULD retry the request, this time omitting any extensions listed in the Unsupported header in the response.

Section 8.2.3.2 (Require), 2nd paragraph specifies:

The Require general-header field is used by UAC to tell UAS about SIP extensions that the UAC expects the UAS to support in order to properly process the request. If a UAS does not understand an option listed in a Require header field, it MUST respond by generating a response with status code 420 (Bad Extension). The UAS MUST add a Unsupported, and list in it those options it does not understand amongst those in the Require header of the request. Upon receipt of the 420 the client SHOULD retry the request, this time without using those extensions listed in the Unsupported header in the response.

Section 16.3 (Request Validation), item 4  (Proxy Require Check), 2nd paragraph specifies

If the request contains a Proxy-Require header (Section 22.28) with one or more option-tags this element does not understand, the element MUST return a 420 (Bad Extension) response.  The response MUST include an Unsupported (Section 22.38) header field listing those option-tags the element did not understand.

Section 21.2 specifies:

21.2 Option Tags

Option tags are unique identifiers used to designate new options (extensions) in SIP.  These tags are used in Require (Section 22.30), Proxy-Require (Section 22.28, Supported (Section 22.35) and Unsupported (Section 22.38) header fields.  Note that these options appear as parameters in those headers in an  option-tag = token  form (see Section 26 for the definition of token).

The creator of a new SIP option MUST either prefix the option with their reverse domain name or register the new option with the Internet Assigned Numbers Authority (IANA) (See Section 27).

An example of a reverse-domain-name option is "com.foo.mynewfeature", whose inventor can be reached at "foo.com". For these features, individual organizations are responsible for ensuring that option names do not collide within the same domain. The host name part of the option MUST use lower-case; the option name is case-sensitive.

Options registered with IANA do not contain periods and are globally unique. IANA option tags are case-sensitive.

Section 22 (Header Fields) 6th paragraph specifies:

"Optional" means thata UA MAY include the header field in a request or response, and a UA MAY ignore the header field if present in the request or response (The exception to this rule is the Require header field discussed in 22.30). A "mandatory" header field MUST be present in a request, and MUST be understood by the UAS receiving the request.  A mandatory response header field MUST be present in the response, and the header field MUST be understood by the UAC processing the response. "Not applicable" means for header fields that the header field MUST NOT be present in a request. If one is placed in a request by mistake, it MUST be ignored by the UAS receiving the request. Similarly, a header field labeled "not applicable" for a response means that the UAS MUST NOT place the header in the response, and the UAC MUST ignore the header in the response.

Table 3 specifies that the header is a header that appears in 420 responses; that a proxy can read the header. The header is optional for all methods specified in the draft except ACK (i.e. BYE, CANCEL, INVITE, OPTIONS, REGISTER).

Section 22.38 specifies:

22.38 Unsupported

The Unsupported header field lists the features not supported by the server. See Section 22.30 for a usage example and motivation.

Example:

Unsupported: foo

Section 23.4.14 specifies:

23.4.14 420 Bad Extension

The server did not understand the protocol extension specified in a Proxy-Require (Section 22.28) or Require (Section 22.30) header field.  The server SHOULD include a list of the unsupported extensions in an Unsupported header in the response. UAC processing of this response is described in Section 8.1.3.4.

Section 26.1 defines the message header name, and the syntax of the header.

Unsupported  =  "Unsupported" HCOLON 1#option-tag

Section 27.1 (Option tags) - 1st paragraph specifies:

Option tags are used in headers such as Require, Supported, Proxy-Require and Unsupported in support of SIP compatibility mechanisms for extensions. For more on the use of option tags in these headers see Section 21.2. The option tag itself is a string that is associated with a particular SIP option (e.g. an extension) in order to identify the option in signaling between SIP endpoints.

1.2
Reliability of Provisional Responses in SIP (draft-ietf-sip-100rel-04.txt)

Contributor's note: The 100rel draft is about to be rolled into the next version of the bis draft, and all the requirements from this draft will therefore move to that draft, with some expected minor technical changes due to that move.

Section 5 (Extension Syntax) - last paragraph specifies:

This document specifies the named extension 100rel This feature name is placed in the Supported or Require header in requests, or the Require, Supported or Unsupported header in responses [3].

Section 6.2 (UAS behaviour) - 1st paragraph specifies:

The UAS MAY send any non-100 provisional response reliably, so long as the initial request contained a Supported header indicating that this feature is understood. The UAS MUST send any non-100 response reliably if the initial request contained a Require header indicating that the feature is mandatory for all provisional responses. If the UAS is unwilling to do so, it MUST reject the initial request with a 420 (Bad Extension) and include a Unsupported header containing the option tag  100rel.

1.3
Integration of Resource Management and SIP (draft-ietf-sip-manyfolks-resource-02)

Section 6.2 (Responses to the COMET Request Method) - Table 4 specifies that the Unsupported header is used in 420 responses and that it is optional in the COMET method.

1.4
The Refer Method (draft-ietf-sip-refer-02)

Section 3.3 (Header Field Support for the REFER Method) - Table 1 specifies that the Unsupported header is used in 420 responses and that it is optional in the REFER method.

1.5
The SIP INFO Method (RFC 2976)

Section 2.1 (Header Field Support for the INFO Method) - Table 2 specifies that the Unsupported header is used in 420 responses and that it is optional in the INFO method.

2
Summary of RFC status

It is mandatory for a UAC to include this header in a response to any method with a 420 status-code. Such a response is only included if there was a Require or Proxy Require header in the request; such a dependency is not appropriate to represent in the profile, as ability for a UAC to receive the Require and Proxy-Require headers is mandatory. It is valid for all methods except PRACK and ACK.

It is mandatory for a UAS to be able to receive this header (the SHOULD is taken as a requirement to at least know what has gone wrong).
A proxy may either pass on this header without understanding it, or it may read the header and pass it on. A major capability needs therefore to be defined concerning proxies reading this header.

3
Summary of 3GPP status

In addition to the IETF status, use of the Path header requires the inclusion of the Require header in the REGISTER request. A 420 response indicates that the REGISTER has left the IMS environment. It would therefore be appropriate for IM CN subsystem proxies to read this header rather than just pass it on.

A separate contribution covers the changes to clause 5 on this issue.

4
Proposed changes to the tables of 24.229

4.1
Status at the user agent

In Table A.18 (420 response to BYE), A.30 (420 response to CANCEL), A.42 (420 response to COMET), A.54 (420 response to INFO), A.68 (420 response to INVITE), A.81 (420 response to OPTIONS), A.106 (420 response to REFER), A.119 (420 response to REGISTER), modify the Unsupported header line as follows.

xx
Unsupported
[1] 22.38
m
m
[1] 22.38
m
m

Delete the Unsupported header row from Table A.52, where it appears erroneously.

4.2
Status at the proxy

In Table A.137 (420 response to BYE), A.149 (420 response to CANCEL), A.161 (420 response to COMET), A.173 (420 response to INFO), A.187 (420 response to INVITE), A.200 (420 response to OPTIONS), A.225 (420 response to REFER), modify the unsupported header line as follows.

xx
Unsupported
[1] 22.38
m
m
1] 22.38
c1
c1

c1: IF <A.122/yy> THEN m ELSE i

In Table A.122 insert a new major capability as follows:

xx
reading the contents of the Unsupported header before proxying the 420 response to a REGISTER
[1] 22.38
o
m

yy
reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER
[1] 22.38
o
o

In Table A.238 (420 response to REGISTER), modify the unsupported header line as follows.

xx
Unsupported
[1] 22.38
m
m
[1] 22.38
c1
m

c1: IF <A.122/xx> THEN m ELSE i

Delete the Unsupported header row from Table A.171, where it appears erroneously.

