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Introduction

The purpose of this document is to discuss a proposal for communicating UE SIP registration status to Application Servers.  An additional purpose of the registration is to trigger the transfer of profile data from HSS to AS.  The Application Server (AS) term referenced here applies generically to any of the 3 types of AS: SIP AS, OSA AS or CSE. The OSA AS and CSE include the OSA SCS or IM-SSF functionalities, respectively, to provide the SIP interface to the S-CSCF.  The registration and profile data transfer activities span CN1, CN2 and CN4 responsibilities.  Separate contributions will be made to the appropriate CN1, CN2 and CN4 documents with suggested wording in support of the proposal.

Discussion

When a SIP REGISTER request is received at the S-CSCF, the HSS is contacted over the Cx interface.  The purpose is to associate the S-CSCF with the subscriber’s record in the HSS database and to download profile information from the HSS to the S-CSCF.  The profile information may contain a list of Application Servers (AS), where each AS may provide services to the subscriber.  There will be filter information given to the S-CSCF so that it may contact the appropriate AS when the specified events happen.  

[3G TS 23.228] currently specifies that the SIP message received by the S-CSCF will be passed to each AS specified in the filter from the HSS for the subscriber.  There was an assumption that this would be for a session message such as SIP INVITE.  SIP REGISTER is an event that requires different procedures.  The S-CSCF is the SIP registrar, so the SIP REGISTER request should not be forwarded on to each AS.  Some other mechanism is required to notify each AS that subscriber is registered.

The HSS may also contain AS specific profile information that needs to be provided to the corresponding AS during the registration process.  The HSS would not be aware of the interpretation of the data, but would simply provide a storage and retrieval mechanism.  The trigger for the retrieval mechanism is tied to the notification issue for registration. 

Figure 1 shows how the Application Server may be informed that the UE has registered.  The AS may need to know this to provide some services and may also use this as a trigger to retrieve subscriber profile data from the HSS.  The HSS interface is Sh for SIP AS and OSA SCS (for OSA AS).  The HSS interface is Si for IM-SSF (for CSE AS). If the AS does not wish to be informed of the registration, then it will need to interact with the HSS upon receiving an INVITE request if it needs to retrieve subscriber profile data.
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Figure 1: Notifying AS of UE Registration

Notes for the figure:

A. An Sh (or Si) interaction is assumed to take place upon initialisation of the HSS and Application Server network elements.  They will inform each other of their active status (e.g. AAA or other mechanism).  The HSS will provide each AS with the list of S-CSCFs that are expected to interact with the AS.  This mechanism over the Sh (or Si) interface will also allow the HSS to inform the AS of the status of a specific S-CSCF (e.g. when the HSS becomes aware of a change in the active status of a S-CSCF or when the first registration happens for a particular S-CSCF). 

B. The AS will send an “aggregate” SUBSCRIBE request to each S-CSCF indicated by the HSS.  The IMS-Register event package is specified in the SUBSCRIBE.  This is to request that the AS be notified when a UE registers and is assigned service with this AS.  This is somewhat similar to the buddylist concept described in < draft-rosenberg-simple-buddylist-package-00.txt>.  The difference is that in this case there is no explicit buddylist, rather the S-CSCF determines the list dynamically.

C. An empty NOTIFY is sent each S-CSCF to the AS to complete the “aggregate” SUBSCRIBE sequence and to indicate that there is no UE registered initially.  If there were users registered already, then a NOTIFY may be sent immediately.

1. Later, there is REGISTER sent from the UE, which gets to the I-CSCF in its home network.

2. The HSS is queried and a S-CSCF is assigned.

3. The REGISTER is forwarded to the assigned S-CSCF.

4. The HSS is updated with the assigned S-CSCF and the subscriber profile data (including IMSI) is returned to the S-CSCF.  There is also a list of assigned Application Servers returned to the S-CSCF.

5. Internally, the S-CSCF Registrar informs the Notifier that a subscriber has registered and has a list of assigned Application Servers.

6. For each AS that the S-CSCF had previously received an “aggregate” SUBSCRIBE, a NOTIFY is sent to that AS.  The body of the NOTIFY contains the identity of the UE that registered (NAI and IMSI).  (It is also possible for the S-CSCF to bundle multiple UE identities when there are multiple REGISTER requests processed within a short period of time.)

7. For each AS that receives the NOTIFY, the HSS may be contacted to retrieve subscriber profile data.  The IMSI will be required for a MAP based Si interface. (If more than one UE identity was bundled in the NOTIFY, then multiple profiles may need to be retrieved.) 

Home subscriber server (HSS) contains all permanent subscriber data and all relevant temporary subscriber data to support the call control and session management entities of the different Domains and Subsystems. This contribution is attempting to only address the storage requirements for service related data, because 23.008 provides details concerning information stored in HSS.

There are two types of service related data: data needs to been downloaded to S-CSCF (etc. initial filter criteria) and data needs to been downloaded to application server (etc. STP). One user can only have one S-CSCF but might have more than one application server.  And each application server might have its own service specific data which needs to been download from the HSS via Sh or Si interface. And in 23.228, it says:” The Sh interface transports transparent data for e.g. service related data, user related information, …In this case, the term transparent implies that the exact representation of the information is not understood by the HSS or the protocol.”

Since the service related information is transparent to HSS, the HSS needs the ability to differentiate the source of the request for the data, so that the HSS can respond with the data requested. 

So that the logic mode for service related data stored in HSS shall be like:
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The service related data is transparent to HSS, this requires the HSS has some means to differentiate the source of the request for the data, therefore, the HSS can respond with the data the request asks for.

The boxes in the picture are explained as follows:

· IMS subscription contains the private identity of the user in NAI format 

· Each IMS subscription contains one or several Service Profiles. 

· Each Service Profile contains the meaningful data in the profile: Public Identification Data, Core Network Services Authorization and Application & Services related data

· Each Application & Services related data contains one S-CSCF required data which will be sent to the S-CSCF via Cx interface (e.g. when the user is registered).

· Each Application & Services related data contains one or several application server related data which will be sent to corresponding application server via Sh interface (e.g. when the user is registered).
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