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Proposed changes

1. Correct usage of term public user identity

2. Correct usage of term private user identity

3. Change appropriate instances of "message" relating to SIP to be either "request" or "response"

4. Correction of some table reference numbers

5. "header" placed after some header names

6. Removal of ":" after some header names

7. Some punctuation correction

8. Renumbering of tables in clause 16.3

9. Addition of 3GPP before some reference names

Script

{2}
{-}
{TR 21.905: "Vocabulary for 3GPP Specifications"}
{3GPP TR 21.905: "Vocabulary for 3GPP Specifications"}

{2}
{-}
{TS 23.228:}
{3GPP TS 23.228:}

{4.2}
{-}
{UE#1's public identities are}
{UE#1's public user identities are}

{4.2}
{-}
{UE#1's private address is}
{UE#1's private user identity is}

{4.2}
{-}
{UE#2's public identities are}
{UE#2's public user identities are}

{4.2}
{-}
{UE#2's private address is}
{UE#2's private user identity is}

{6.2}
{6}
{Table 6.2-6a provides the parameters in the REGISTER message (flow 5) which need to been sent to HSS}
{Table 6.2-6a provides the parameters in the REGISTER request (flow 5) which are sent to the HSS}

{6.2}
{8}
{Table 6.2-8a provides the parameters in the REGISTER message (flow 7) which need to been sent to HSS}
{Table 6.2-8a provides the parameters in the REGISTER request (flow 7) which are sent to the HSS}
{6.2}
{10}
{The authentication challenge is sent in the 401 Unauthorized message towards the UE}
{The authentication challenge is sent in the 401 Unauthorized response towards the UE}

{6.2}
{13}
{REGISTER message}
{REGISTER request}

{6.2}
{17}
{Table 6.2-17a provides the parameters in the REGISTER message (flow 5) which need to been sent to HSS}
{Table 6.2-17a provides the parameters in the REGISTER response (flow 16) which are sent to the HSS}
{6.2}
{20}
{Table 6.2-20a provides the parameters in the REGISTER message (flow 19) which need to been sent to HSS}
{Table 6.2-20a provides the parameters in the REGISTER request (flow 18) which are sent to the HSS}

{6.2}
{21}
{Table 6.2-21a provides the parameters in the REGISTER (flow 19) message which need to been sent to HSS}
{Table 6.2-21a provides the parameters in the REGISTER request (flow 18) which are sent to the HSS}

{6.3}
{4}
{For the parameters in the REGISTER message (flow 3) which need to be sent to HSS, see table 6.2-6a}
{For the parameters in the REGISTER request (flow 3) which are sent to the HSS, see table 6.2-6a}

{6.3}
{4}
{Table 6.3-4a provides the parameters in the REGISTER (flow 5) message which are obtained from the information sent back from the HSS}
{Table 6.3-4a provides the parameters in the REGISTER request (flow 5) which are obtained from the information sent back from the HSS}

{6.3}
{6}
{Table 6.3-6a provides the parameters in the REGISTER message (flow 5) which need to been sent to HSS}
{Table 6.3-6a provides the parameters in the REGISTER request (flow 5) which are sent to the HSS}
{6.3}
{9}
{The authentication challenge is sent in the 401 Unauthorized message towards the UE}
{The authentication challenge is sent in the 401 Unauthorized response towards the UE}

{6.3}
{11}
{REGISTER message}
{REGISTER request}

{6.3}
{15}
{For the parameters in the REGISTER message (flow 14) which need to be sent to HSS, see table 6.2-6a}
{For the parameters in the REGISTER request (flow 14) which are sent to the HSS, see table 6.2-6a}

{6.3}
{15}
{Table 6.3-4a provides the parameters in the REGISTER (flow 16) message which are obtained from the information sent back from the HSS}
{Table 6.3-4a provides the parameters in the REGISTER request (flow 16) which are obtained from the information sent back from the HSS}

{6.3}
{18}
{For the parameters in the REGISTER message (flow 5) which need to be sent to HSS, see table 6.2-20a}
{For the parameters in the REGISTER request (flow 16) which are sent to the HSS, see table 6.2-20a}

{6.3}
{19}
{For the parameters in the REGISTER message (flow 16) which need to be sent to HSS, see table 6.2-21a}
{For the parameters in the REGISTER request (flow 16) which are sent to HSS, see table 6.2-21a}

{6.5}
{-}
{For this example the trigger point at the P-CSCF for sending out the SUBSCRIBE message is the 200 OK of the users registration}
{For this example the trigger point at the P-CSCF for sending out the SUBSCRIBE request is the 200 OK response of the users registration}
{6.5}
{5}
{The message body in NOTIFY that carries the subscriber’s registration state is of the following form}
{The message body in the NOTIFY request that carries the subscriber’s registration state is of the following form}

{6.5}
{6}
{P-CSCF forwards the NOTIFY message to UE}
{The P-CSCF forwards the NOTIFY request to the UE}

{6.6}
{-}
{For this example the trigger point at the P-CSCF for sending out the SUBSCRIBE message is the 200 OK of the users registration}
{For this example the trigger point at the P-CSCF for sending out the SUBSCRIBE request is the 200 OK response of the users registration}
{6.6}
{1}
{This is where the NOTIFY messages for this subscription will be sent.  It consists of the SIP URL-escaped public user identity at the P-CSCF}
{This is where the NOTIFY requests for this subscription will be sent. It consists of the SIP URL-escaped public user identity at the P-CSCF}

{6.6}
{3}
{The message body in NOTIFY that carries the subscriber’s registration state is of the following form}
{The message body in the NOTIFY request that carries the subscriber’s registration state is of the following form}

{6.8}
{1}
{The network initiated re-authentication event for the private user identity of the user occurs at the S-CSCF}
{The network-initiated re-authentication event for the private user identity occurs at the S-CSCF}

{6.8}
{2}
{The tag of this field matches that of the To; field in the received 200/202 for the SUBSCRIBE}
{The tag of this header matches that of the To header in the received 200/202 response of the SUBSCRIBE}

{6.8}
{2}
{Set to the value of the Accept: header received in the subscribe or ‘application/cpim-pidf+xml’ if Accept: was not present in the SUBSCRIBE}
{Set to the value of the Accept header received in the SUBSCRIBE request or ‘application/cpim-pidf+xml’ if the Accept header was not present in the SUBSCRIBE request}

{6.8}
{2}
{The message body in NOTIFY that carries the subscriber’s registration state is of the following form}
{The message body in the NOTIFY request that carries the subscriber’s registration state is of the following form}

{6.8}
{3}
{P-CSCF forwards the NOTIFY message to UE}
{The P-CSCF forwards the NOTIFY request to UE}

{7.2.2.1}
{1}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{7.2.2.1}
{6}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{7.2.2.1}
{12}
{PRACK message)
{PRACK request}

{7.2.3.1}
{1}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{7.2.3.1}
{6}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{7.2.3.1}
{12}
{If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK message sent to UE#2}
{If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK request sent to UE#2)

{7.2.4.1}
{1}
{The CS Networks establishes a bearer path to the MGW, and signals to the MGCF with a  IAM message, giving the trunk identity,  destination information and optionally the continuity indication}
{The CS Network establishes a bearer path to the MGW, and signals to the MGCF with a  IAM message, giving the trunk identity,  destination information and optionally the continuity indication}

{7.3.2.1}
{4}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{7.3.2.1}
{6}
{Table 6.3.2-6a provides the parameters in the SIP INVITE message (flow 4) which need to be sent to HSS}
{Table 6.3.2-6a provides the parameters in the SIP INVITE request (flow 4) which are sent to the HSS}

{7.3.2.1}
{6}
{This information element indicates the public ID of the user}
{This information element indicates the public user identity}

{7.3.5.1}
{4}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{7.3.5.1}
{6}
{Table 7.3.2.1-6a provides the parameters in the SIP INVITE message (flow 4) which need to be sent to HSS} {Table 7.3.2.1-6a provides the parameters in the SIP INVITE request (flow 4) which are sent to the HSS}
{7.3.5.1}
{6}
{Table 7.3.2.1-6b provides the parameters sent from the HSS that need to be mapped to SIP INVITE (flow 7) and sent to S-CSCF}
{Table 7.3.2.1-6b provides the parameters sent from the HSS that need to be mapped to SIP INVITE request (flow 7) and sent to S-CSCF}
{7.4.2.1}
{8}
{identifies the answering subscriber. It contains the public identifier URL, and the name of the answering party}
{identifies the answering subscriber. It contains the public user identity, and the name of the answering party}

{7.4.3.1}
{8}
{identifies the answering subscriber. It contains the public identifier URL, and the name of the answering party}
{identifies the answering subscriber. It contains the public user identity, and the name of the answering party}

{7.4.9.2}
{6}
{Table 7.3.2.1-6a provides the parameters in the SIP INVITE message (flow 4) which need to be sent to HSS}
{Table 7.3.2.1-6a provides the parameters in the SIP INVITE request (flow 4) which are sent to the HSS}
{7.4.9.3}
{6}
{Table 7.3.2.1-6a provides the parameters in the SIP INVITE message (flow 4) which need to be sent to HSS}
{Table 7.3.2.1-6a provides the parameters in the SIP INVITE request (flow 4) which are sent to the HSS}

{7.4.9.3}
{9}
{Table 6.2-8a provides the parameters in the INVITE message (flow 7) which need to been sent to HSS}
{Table 6.2-8a provides the parameters in the INVITE request (flow 7) which are sent to the HSS}

{7.4.9.3}
{10}
{Table 6.2-9a provides the parameters in the SIP INVITE message (flow 7) which need to be sent to HSS}
{Table 6.2-9a provides the parameters in the SIP INVITE request (flow 7) which are sent to the HSS}
{7.5.2}
{1}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{10.2.5}
{-}
{identifies the answering subscriber. It contains the public identifier URL, and the name of the answering party}
{identifies the answering subscriber. It contains the public user identity, and the name of the answering party}

{10.2.6}
{-}
{identifies the answering subscriber. It contains the public identifier URL, and the name of the answering party}
{identifies the answering subscriber. It contains the public user identity, and the name of the answering party}

{10.2.7}
{-}
{identifies the answering subscriber. It contains the public identifier URL, and the name of the answering party}
{identifies the answering subscriber. It contains the public user identity, and the name of the answering party}

{10.3.2}
{7}
{UE#2 receives the INVITE message, and agrees that it is a change within the previous resource reservation}
{UE#2 receives the INVITE request, and agrees that it is a change within the previous resource reservation}

{10.3.3}
{19}
{If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK message sent to UE#2}
{If there was any change in media flows, or if there was more than one choice of codec for a media flow, then UE#1 must include an SDP in the PRACK request sent to UE#2}

{10.3.4}
{7}
{UE#2 receives the INVITE message, and agrees that it is a change within the previous resource reservation}
{UE#2 receives the INVITE request, and agrees that it is a change within the previous resource reservation}

{10.4.2}
{4}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{10.4.2}
{6}
{Table 7.3.2-6a provides the parameters in the SIP INVITE message (flow 4) which need to be sent to HSS}
{Table 7.3.2-6a provides the parameters in the SIP INVITE request (flow 4) which are sent to the HSS}
{10.4.2}
{10}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{10.4.2}
{12}
{Table 7.3.2-6a provides the parameters in the SIP INVITE message (flow 10) which need to be sent to HSS}
{Table 7.3.2-6a provides the parameters in the SIP INVITE request (flow 10) which are sent to the HSS}
{10.4.3}
{1}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{10.4.3}
{6}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{10.4.3}
{8}
{Table 7.3.2-6a provides the parameters in the SIP INVITE message (flow 6) which need to be sent to HSS}
{Table 7.3.2-6a provides the parameters in the SIP INVITE request (flow 6) which are sent to the HSS}
{10.4.4}
{1}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{10.4.4}
{6}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{10.4.4}
{8}
{Table 7.3.2-6a provides the parameters in the SIP INVITE message (flow 6) which need to be sent to HSS}
{Table 7.3.2-6a provides the parameters in the SIP INVITE request (flow 6) which are sent to the HSS}
{10.4.7}
{31}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{16.2}
{6}
{The I-CSCF requests information related to the Subscriber registration status by sending the user’s private identity, public identity and visited domain name to the HSS}
{The I-CSCF requests information related to the Subscriber registration status by sending the private user identity, public user identity and visited domain name to the HSS}

{16.2}
{6}
{Table 6.2-6a provides the parameters in the SIP REGISTER message (flow 5) which need to been sent to HSS}
{Table 6.2-6a provides the parameters in the SIP REGISTER request (flow 5) which are sent to the HSS}
{16.2}
{8}
{Table 6.2-6a provides the parameters in the REGISTER message (flow 8) which need to been sent to HSS}
{Table 6.2-6a provides the parameters in the REGISTER request (flow 7) which are sent to the HSS}
{16.2}
{13}
{If both these checks are successful the UE calculates the response, RES, puts it into the Authorization header and sends it back to the registrar in the REGISTER message}
{If both these checks are successful the UE calculates the response, RES, puts it into the Authorization header and sends it back to the registrar in the REGISTER request}

{16.2}
{17}
{Table 6.2-17a provides the parameters in the REGISTER message (flow 5) which need to been sent to HSS}
{Table 6.2-17a provides the parameters in the REGISTER request (flow 16) which are sent to the HSS}
{16.2}
{20}
{Table 6.2-20a provides the parameters in the SIP REGISTER message (flow 18) which need to been sent to HSS}
{Table 6.2-20a provides the parameters in the SIP REGISTER request (flow 18) which are sent to the HSS}
{16.2}
{21}
{Table 6.2.21a provides the parameters in the SIP REGISTER (flow 18) message which need to been sent to HSS}
{Table 6.2.21a provides the parameters in the SIP REGISTER request (flow 18) which are sent to the HSS}
{16.3}
{4}
{The I-CSCF requests information related to the Subscriber registration status by sending the user’s private identity, public identity and visited domain name to the HSS}
{The I-CSCF requests information related to the Subscriber registration status by sending the private user identity, public user identity and visited domain name to the HSS}

{16.3}
{4}
{For the parameters in the SIP REGISTER message (flow 3) which need to be sent to HSS, see table 6.2-6a}
{For the parameters in the SIP REGISTER request (flow 3) which are sent to the HSS, see table 6.2-6a}

{16.3}
{4}
{Table 6.3-4a provides the parameters in the SIP REGISTER (flow 5) message which are obtained from the information sent back from the HSS}
{Table 6.3-4a provides the parameters in the SIP REGISTER request (flow 5) which are obtained from the information sent back from the HSS}
{16.3}
{6}
{Table 6.3-6a provides the parameters in the REGISTER message (flow 5) which need to been sent to HSS}
{Table 6.3-6a provides the parameters in the REGISTER request (flow 5) which are sent to the HSS}
{16.3}
{8}
{see example in Table 6.3-8}
{see example in Table 16.3-8}

{16.3}
{8}
{Table 6.3-8: 401 Unauthorized (S-CSCF to i-CSCF)}
{Table 16.3-8: 401 Unauthorized response (S-CSCF to I-CSCF)}

{16.3}
{9}
{see example in Table 6.3-9}
{see example in Table 16.3-9}

{16.3}
{9}
{Table 6.3-9: 401 Unauthorized (I-CSCF to P-CSCF)}
{Table 16.3-9: 401 Unauthorized response (I-CSCF to P-CSCF)}

{16.3}
{10}
{see example in Table 6.3-10}
{see example in Table 16.3-10}

{16.3}
{10}
{Table 6.3-10: 401 Unauthorized (P-CSCF to UE)}
{Table 16.3-10: 401 Unauthorized response (P-CSCF to UE)}

{16.3}
{11}
{If both these checks are successful the UE calculates the response, RES, puts it into the Authorization header and sends it back to the registrar in the REGISTER message}
{If both these checks are successful the UE calculates the response, RES, puts it into the Authorization header and sends it back to the registrar in the REGISTER request}

{16.3}
{12}
{see example in Table 6.3-12}
{see example in Table 16.3-12}

{16.3}
{12}
{Table 6.3-12 REGISTER request (UE to P-CSCF)}
{Table 16.3-12 REGISTER request (UE to P-CSCF)}

{16.3}
{13}
{The P-CSCF sends the REGISTRATION request - after local processing - to the address indicated in the Request-URI}
{The P-CSCF sends the REGISTER request - after local processing - to the address indicated in the Request-URI}

{16.3}
{13}
{When forwarding the REGISTRATION request the P-CSCF needs to specify the protocol, port number and IP address of the I-CSCF server in the home network to which to send the REGISTRATION request}
{When forwarding the REGISTER request the P-CSCF needs to specify the protocol, port number and IP address of the I-CSCF server in the home network to which to send the REGISTER request}

{16.3}
{13}
{Table 6.3-13a DNS: DNS Query (P-CSCF to DNS)}
{Table 16.3-13a DNS: DNS Query (P-CSCF to DNS)}

{16.3}
{13}
{Table 6.3-13b DNS Query Response (DNS to P-CSCF)}
{Table 16.3-13b DNS Query Response (DNS to P-CSCF)}

{16.3}
{13}
{Once the IP address of the I-CSCF is obtained, the P-CSCF forwards the REGISTRATION request to this IP address (i.e., 5555::aba:dab:aaa:daa) using the UDP protocol and port number 5060}
{Once the IP address of the I-CSCF is obtained, the P-CSCF forwards the REGISTER request to this IP address (i.e., 5555::aba:dab:aaa:daa) using the UDP protocol and port number 5060}

{16.3}
{14}
{This signalling flow shows the REGISTER being forwarded from the P-CSCF to the I-CSCF in the home domain}
{This signalling flow shows the REGISTER request being forwarded from the P-CSCF to the I-CSCF in the home domain}

{16.3}
{15}
{For the parameters in the REGISTER message (flow 14) which need to be sent to HSS, see table 6.2-6a}
{For the parameters in the REGISTER request (flow 14) which are sent to the HSS, see table 6.2-6a}

{16.3}
{15}
{Table 6.3-4a provides the parameters in the REGISTER (flow 16) message which are obtained from the information sent back from the HSS}
{Table 6.3-4a provides the parameters in the REGISTER request (flow 16) which are obtained from the information sent back from the HSS}

{16.3}
{18}
{For the parameters in the SIP REGISTER message (flow 5) which need to be sent to HSS, see table 6.2-8a}
{For the parameters in the SIP REGISTER request (flow 16) which are sent to HSS, see table 6.2-8a.}

{16.3}
{19}
{For the parameters in the SIP REGISTER message (flow 5) which need to be sent to HSS, see table 6.2-9a}
{For the parameters in the SIP REGISTER request (flow 16) which are sent to the HSS, see table 6.2-9a}

{16.4}
{4}
{The I-CSCF requests information related to the Subscriber registration status by sending the user’s private identity, public identity and visited domain name to the HSS}
{The I-CSCF requests information related to the Subscriber registration status by sending the private user identity, public user identity and visited domain name to the HSS}

{16.4}
{4}
{For the parameters in the SIP REGISTER message (flow 3) which need to be sent to HSS, see table 6.2-6a}
{For the parameters in the SIP REGISTER request (flow 3) which are sent to the HSS, see table 6.2-6a}
{16.4}
{4}
{Table 6.3-4a provides the parameters in the SIP REGISTER (flow 5) message which are obtained from the information sent back from the HSS}
{Table 6.3-4a provides the parameters in the SIP REGISTER request (flow 5) which are obtained from the information sent back from the HSS}
{16.4}
{6}
{For the parameters in the SIP REGISTER message (flow 5) which need to be sent to HSS, see table 6.2-8a}
{For the parameters in the SIP REGISTER request (flow 5) which are sent to the HSS, see table 6.2-8a}

{16.5}
{-}
{For this example the trigger point at the UE for sending out the SUBSCRIBE message is the 200 OK of the users registration}
{For this example the trigger point at the UE for sending out the SUBSCRIBE request is the 200 OK response of the users registration}
{16.5}
{1}
{The UE generates a SUBSCRIBE message in order to subscribe for the registration-state event package}
{The UE generates a SUBSCRIBE request in order to subscribe for the registration-state event package}
{16.5}
{1}
{Identification of the user (Public-ID) of the user whose events the subscriber subscribes to}
{Public user identity whose events the subscriber subscribes to

{16.5}
{7}
{The message body in NOTIFY that carries the subscriber’s registration state is of the following form}
{The message body in the NOTIFY request that carries the subscriber’s registration state is of the following form}

{16.6}
{-}
{For this example the trigger point at the P-CSCF for sending out the SUBSCRIBE message is the 200 OK of the users registration}
{For this example the trigger point at the P-CSCF for sending out the SUBSCRIBE request is the 200 OK response of the users registration}
{16.6}
{1}
{The P-CSCF generates a SUBSCRIBE message in order to subscribe for the registration-state event package}
{The P-CSCF generates a SUBSCRIBE request in order to subscribe for the registration-state event package}
{16.6}
{1}
{This is where the NOTIFY messages for this subscription will be sent. It consists of the SIP URL-escaped public user identity at the P-CSCF}
{This is where the NOTIFY requests for this subscription will be sent. It consists of the SIP URL-escaped public user identity at the P-CSCF}

{16.6}
{5}
{The message body in NOTIFY that carries the subscriber’s registration state is of the following form}
{The message body in the NOTIFY request that carries the subscriber’s registration state is of the following form}

{16.8}
{-}
{16.7}
{16.8}

{16.8}
{1}
{The network initiated re-authentication event for the private user identity of the user occurs at the S-CSCF}
{The network-initiated re-authentication event for the private user identity user occurs at the S-CSCF}

{16.8}
{2}
{The message body in NOTIFY that carries the subscriber’s registration state is of the following form}
{The message body in the NOTIFY request that carries the subscriber’s registration state is of the following form}

{17.2.2.1}
{1}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{17.2.2.1}
{8}
{Database aspects of ENUM are outside the scope of 3GPP}
{Database aspects of ENUM are outside the scope of this specification}
{17.3.2.1}
{8}
{Table 7.3.2-6a provides the parameters in the SIP INVITE message (flow 5) which need to be sent to HSS}
{Table 7.3.2-6a provides the parameters in the SIP INVITE request (flow 5) which are sent to the HSS}
{17.3.2.1}
{8}
{Table 7.3.2-6b provides the parameters sent from the HSS that need to be mapped to SIP INVITE (flow 9) and sent to S-CSCF}
{Table 7.3.2-6b provides the parameters sent from the HSS that need to be mapped to the SIP INVITE request (flow 9) and sent to the S-CSCF}
{17.3.3.1}
{8}
{Table 7.3.2-6a provides the parameters in the SIP INVITE message (flow 5) which need to be sent to HSS}
{Table 7.3.2-6a provides the parameters in the SIP INVITE request (flow 5) which are sent to the HSS}
{17.3.3.1}
{8}
{Table 7.3.2-6b provides the parameters sent from the HSS that need to be mapped to SIP INVITE (flow 10) and sent to S-CSCF}
{Table 7.3.2-6b provides the parameters sent from the HSS that are mapped to the SIP INVITE request (flow 9) and sent to the S-CSCF}
{17.4.2.1}
{10}
{identifies the answering subscriber. It contains the public identifier URL, and the name of the answering party}
{identifies the answering subscriber. It contains the public user identity, and the name of the answering party}

{17.5.2}
{1}
{contains the public identity of the UE. The Display name is optional}
{contains the public user identity. The Display name is optional}

{17.5.2}
{71}
{The message is sent first to P-CSCF2}
{The response is sent first to P-CSCF2}

{17.5.2}
{116}
{UE1 responds to the final response with a SIP ACK message, which is passed to the destination via the signalling path. The message is sent first to P-CSCF1}
{UE1 responds to the final response with a SIP ACK request, which is passed to the destination via the signalling path. The request is sent first to P-CSCF1}

{6.7.1}
{4}
{P-CSCF forwards the NOTIFY message to UE}
{P-CSCF forwards the NOTIFY request to the UE}

{6.7.1}
{8}
{This public ID has been de-registered by the network}
{This public user identity has been de-registered by the network}

{6.7.2}
{5}
{P-CSCF forwards the NOTIFY message to UE}
{P-CSCF forwards the NOTIFY response to the UE}

{6.7.2}
{10}
{This public ID has been de-registered by the network}
{This public user identity has been de-registered by the network}

{5.y.1.1}
{6}
{At the reception of the 183 Session Progress message at the P-CSCF, the P-CSCF obtains the Media Authorisation Token from the PCF}
{At the reception of the 183 Session Progress response at the P-CSCF, the P-CSCF obtains the Media Authorisation Token from the PCF}

{5.y.1.1}
{19}
{As the confirmation of the preconditions are requested in the 183 Session Progress message, when the UE finishes the QoS reservation for both the uplink and downlink direction, according to the GPRS procedures as indicated by the GPRS: Active PDP Context Accept message, it sends the COMET request to the terminating endpoint, via the signalling path established by the INVITE request}
{As the confirmation of the preconditions are requested in the 183 Session Progress response, when the UE finishes the QoS reservation for both the uplink and downlink direction, according to the GPRS procedures as indicated by the GPRS: Active PDP Context Accept message, it sends the COMET request to the terminating endpoint, via the signalling path established by the INVITE request}

{5.y.1.1}
{30}
{When the P-CSCF receives the 200 OK (INVITE) message}
{When the P-CSCF receives the 200 OK response to the INVITE request}

{5.y.1.2}
{6}
{At the reception of the 183 Session Progress message at the P-CSCF, the P-CSCF obtains the Media Authorisation Token from the PCF}
{At the reception of the 183 Session Progress response at the P-CSCF, the P-CSCF obtains the Media Authorisation Token from the PCF}

{5.y.1.2}
{9}
{This message shall contain the}
{This request shall contain the}

{5.y.1.2}
{23}
{As preconditions are requested within the INVITE message, the UE waits for two events to occur Firstly, the GPRS resource reservation must complete successfully as indicated by the GPRS: Active PDP Context Accept .}
{As preconditions are requested within the INVITE request, the UE waits for two events to occur. Firstly, the GPRS resource reservation must complete successfully as indicated by the GPRS: Active PDP Context Accept.}

{5.y.1.2}
{23}
{This is indicated by the COMET message}
{This is indicated by the COMET request}

{5.y.1.2}
{30}
{When the P-CSCF receives the 200 OK (INVITE) message, the PCF shall send a COPS DEC message to the GGSN to enable the use of the authorised QoS resources, i.e., to open the ‘gate’, and allow packet flow in both directions in accordance with the policy decision within the GGSN PEP}
{When the P-CSCF receives the 200 OK response to the INVITE request, the PCF shall send a COPS DEC message to the GGSN to enable the use of the authorised QoS resources, i.e., to open the ‘gate’, and allow packet flow in both directions in accordance with the policy decision within the GGSN PEP}

{5.y.1.4}
{18}
{First, the GPRS resource reservation must complete successfully. Second, the resource reservation initiated by the originating endpoint must complete successfully (which is indicated by the COMET message)}
{First, the GPRS resource reservation must complete successfully. Second, the resource reservation initiated by the originating endpoint must complete successfully (which is indicated by the COMET request)}

