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Introduction

Application Server (AS) procedures for SIP need to be defined for 3GPP TS 24.229.  There is also a need to coordinate these procedures with the application level procedures to be defined in 3GPP TS 23.218 (not covered within this contribution).  AS procedures also affect S-CSCF procedures.  The related changes to the S-CSCF procedures are also described in this contribution.

Discussion

This contribution covers the general issue for notifying Application Servers when the subscriber (UE) is registered in the IM CN subsystem.

This contribution also includes specific information for the Application Server performing 3rd party call control.  There is one issue of particular concern to this case: correlating the two dialogs for each half of the B2BUA. 

The AS performing 3rd party call control acts as a B2BUA.  The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and will not be specified in 3GPP TS 24.229.

However, the AS must provide additional assistance to the S-CSCF such that the S-CSCF will be able to ensure that it routes messages to each AS properly based on the filter information.  The {to, from, called} from the initial INVITE received at an AS must be included in subsequent INVITE requests from each AS.  The S-CSCF will use this information to associate both dialogs of a B2BUA AS.  As such, it will know that it is not receiving an “initial” INVITE.

The Application Server (AS) term referenced here applies generically to any of the 3 types of AS: SIP AS, OSA AS or CSE. The OSA AS and CSE include the OSA SCS or IM-SSF functionalities, respectively, to provide the SIP interface to the S-CSCF.  

Registration Notification

When a SIP REGISTER request is received at the S-CSCF, the HSS is contacted over the Cx interface.  The purpose is to associate the S-CSCF with the subscriber’s record in the HSS database and to download profile information from the HSS to the S-CSCF.  The profile information may contain a list of Application Servers (AS), where each AS may provide services to the subscriber.  There will be filter information given to the S-CSCF so that it may contact the appropriate AS when the specified events happen.  

[3G TS 23.228] currently specifies that the SIP message received by the S-CSCF will be passed to each AS specified in the filter from the HSS for the subscriber.  There was an assumption that this would be for a session message such as SIP INVITE.  SIP REGISTER is an event that requires different procedures.  The S-CSCF is the SIP registrar, so the SIP REGISTER request should not be forwarded on to each AS.  Some other mechanism is required to notify each AS that subscriber is registered.

The HSS may also contain AS specific profile information that needs to be provided to the corresponding AS during the registration process.  The HSS would not be aware of the interpretation of the data, but would simply provide a storage and retrieval mechanism.  The trigger for the retrieval mechanism is tied to the notification issue for registration. 

Figure 1 shows how the Application Server may be informed that the UE has registered.  The AS may need to know this to provide some services and may also use this as a trigger to retrieve subscriber profile data from the HSS.  The HSS interface is Sh for SIP AS and OSA SCS (for OSA AS).  The HSS interface is Si for IM-SSF (for CSE AS). If the AS does not wish to be informed of the registration, then it will need to interact with the HSS upon receiving an INVITE request if it needs to retrieve subscriber profile data.
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Figure 1: Notifying AS of UE Registration

Notes for the figure:

A. An Sh (or Si) interaction is assumed to take place upon initialisation of the HSS and Application Server network elements.  They will inform each other of their active status (e.g. AAA or other mechanism).  The HSS will provide each AS with the list of S-CSCFs that are expected to interact with the AS.  This mechanism over the Sh (or Si) interface will also allow the HSS to inform the AS of the status of a specific S-CSCF (e.g. when the HSS becomes aware of a change in the active status of a S-CSCF or when the first registration happens for a particular S-CSCF). The mechanism is outside the scope of 24.229.

B. The AS will send an “aggregate” SUBSCRIBE request to each S-CSCF in the list provided by the HSS.  The IMS-Register event package is specified in the SUBSCRIBE.  This is to request that the AS be notified when a UE registers and is assigned service with this AS.  This is somewhat similar to the buddylist concept described in < draft-rosenberg-simple-buddylist-package-00.txt>.  The difference is that in this case there is no explicit buddylist, rather the S-CSCF determines the list dynamically.

C. An empty NOTIFY is sent each S-CSCF to the AS to complete the “aggregate” SUBSCRIBE sequence and to indicate that there is no UE registered initially.  If there were users registered already, then a NOTIFY may be sent immediately.

1. Later, there is REGISTER sent from the UE, which gets to the I-CSCF in its home network.

2. The HSS is queried and a S-CSCF is assigned.

3. The REGISTER is forwarded to the assigned S-CSCF.

4. The HSS is updated with the assigned S-CSCF and the subscriber profile data is returned to the S-CSCF.  There is also a list of assigned Application Servers returned to the S-CSCF.

5. Internally, the S-CSCF Registrar informs the Notifier that a subscriber has registered and has a list of assigned Application Servers.

6. For each AS that the S-CSCF had previously received an “aggregate” SUBSCRIBE, a NOTIFY is sent to that AS.  The body of the NOTIFY contains the identity of the UE that registered.  (It is also possible for the S-CSCF to bundle multiple UE identities when there are multiple REGISTER requests processed within a short period of time.)

7. For each AS that receives the NOTIFY, the HSS may be contacted to retrieve subscriber profile data.  (If more than one UE identity was bundled in the NOTIFY, then multiple profiles may need to be retrieved.)

Correlating Dialogs from B2BUA AS

Figure 2 illustrates one instance of an AS in the signalling path, where it is acting as a B2BUA.  In general, there may be multiple Application Servers for the S-CSCF to contact.  The [x] notation in the call flow indicates a unique dialog identifier.
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Figure 2: AS in B2BUA Role

When the S-CSCF receives an initial INVITE request, it may query the HSS to retrieve profile data that includes a list of Application Servers (AS) to contact (or it may use cached information from the registration activities).  When the S-CSCF sends an initial INVITE to an AS that is a B2BUA performing third party call control, the AS becomes an endpoint (UA) in the dialog.  Assuming a successful operation, the AS starts a new dialog and maintains an association with the just received INVITE.  The AS sends a new INVITE request to the S-CSCF, which may have new Call-ID, To and/or From headers.  When the S-CSCF receives the new INVITE request, it will not be able to associate it with the previous INVITE request unless some additional information is provided.  The S-CSCF will need to use this information to keep track of which AS have received the INVITE request and which AS still need to be passed the INVITE request. After all AS have been notified, then the INVITE request needs to be sent on towards the appropriate destination.

Since the S-CSCF is aware of the Dialog ID from the initial INVITE request, any subsequent INVITE requests can include a reference to the same Dialog ID to correlate it with the initial INVITE request.  The initial Dialog ID consists of the Call-ID, remote address [To header] and local address [From header].  Including all three components ensures a unique identifier for the correlation.  However, no SIP header currently exists to populate a copy of these three fields.

One alternative would be to define a new “Session-ID” or “Original-Dialog-ID” header as a standard SIP header or a 3GPP specific extension.  As an example, this may look like the following:

Original-Dialog-ID: Call-ID=123456@foobar.com; To=you@yourhost; From=me@myhost

Another alternative is to place the Dialog ID within the SIP message body.  This will result in a multipart message body for those messages that already contain SDP.  
Using either alternative, the S-CSCF would use the new Dialog ID header in the internal decision to determine the next hop in the path.   Both the S-CSCF and AS would propagate this new Dialog ID header in each subsequent INVITE until the S-CSCF determined that all appropriate ASes had been contacted.  When sending the INVITE to the UAS, the new Dialog ID header would not be included.  Thus, neither the originating UE (UAC) nor the terminating UE (UAS) would see the new Dialog ID header (or message body).  

This proposal assumes the existence of a new “Original-Dialog-ID” header.

Proposal

Add the text indicated below, which is underscored and in blue, to the sub-clauses of [3G TS 24.229].  Initially, this will be part of Annex B. Remove text indicated with the strikethrough.

5
Application usage of SIP

5.4.2.1
Subscriptions to S-CSCF events

5.4.2.1.1
Subscription to the registration-state event package

When an incoming SUBSCRIBE request addressed to S-CSCF arrives containing the Event header with the registration-state event package, the S-CSCF shall:

either generate a 202 Accepted or a 200 OK response acknowledging the SUBSCRIBE request indicating that the subscription was successful, with an Expires header which either contains the same or a decreased value as the Expires in SUBSCRIBE request and a Contact header which is an identifier generated within the S-CSCF that will help to correlate refreshes for the SUBSCRIBE.

Editor’s note: Authorization needs to be applied before subscribing for the event providing information about the registration state. This is FFS.

Afterwards the S-CSCF shall perform the procedures for notification about registration state as described in clause 5.4.2.1.2.

5.4.2.1.2
Notification about registration state

If the registration state of one or more public user identities changes, the S-CSCF shall generate a NOTIFY request on all dialogs which have been established due to subscription to the registration-state event package of that user. For each NOTIFY request, the S-CSCF shall:

-
set the Request URI and Route header to the saved route information during subscription;

-
set the Event header to the “registration-state” value;

-
indicate registration state “open” for all public user identities which are currently registered;

-
indicate registration state “closed” for all public user identities which are currently deregistered;

-
indicate within the “<detail>” information of those public user identities which will be automatically re-registered the “automatically by” information, followed by the specific public identity which will cover the re-registration.

EXAMPLE: 
If sip:user1_public1@home1.net is re-registered, the public identity sip:user1_public2@home1.net was automatically be registered. Therefore the entries in the body of the NOTIFY message look like:

<tuple name="sip:user1_public1@home1.net">


<status><value>open</value><<</status>

</tuple>

<tuple name="sip:user1_public2@home1.net">


<status> <value>open</value> </status>


<detail>automatically by sip:user1_public1@home1.net</detail>

</tuple>

Afterwards the S-CSCF shall send the generated NOTIFY request on the dialog and await a 2xx response. 

5.4.2.1.3
Subscription to the IMS-Register event package

When an incoming SUBSCRIBE request addressed to S-CSCF arrives containing the Event header with the IMS-Register event package, the S-CSCF shall:

either generate a 202 Accepted or a 200 OK response acknowledging the SUBSCRIBE request indicating that the subscription was successful, with an Expires header which either contains the same or a decreased value as the Expires in SUBSCRIBE request and a Contact header which is an identifier generated within the S-CSCF that will help to correlate refreshes for the SUBSCRIBE.  To be successful, the From header must contain the SIP URL of an Application Server (AS) that is known to the S-CSCF.

Editor’s note: Authorization needs to be applied before subscribing for the event providing information about the registration state. This is FFS.

The S-CSCF shall also perform the procedures for initial notification about IMS-Register if this is an initial SUBSCRIBE. The S-CSCF shall generate a NOTIFY request on the dialog that just established the subscription to the IMS-Register event package. For the NOTIFY request, the S-CSCF shall:

· set the Request URI and Route header to the saved route information during subscription;

· set the Event header to the “IMS-Register” value;

· include an empty message body 

Afterwards the S-CSCF shall send the generated NOTIFY request on the dialog and await a 2xx response. 

Afterward receiving the 2xx response, the S-CSCF shall perform the procedures for notification about IMS-Register as described in clause 5.4.2.1.4.  A NOTIFY may be sent immediately for an initial SUBSCRIBE if there are known registered users for this AS.

5.4.2.1.4
Notification about IMS-Register

If the registration state of one or more public user identities changes, the S-CSCF shall generate a NOTIFY request on all dialogs which have been established due to subscription to the IMS-Register event package, where the dialog is with an AS that matches an AS from the user’s filter data. For each NOTIFY request, the S-CSCF shall:

-
set the Request URI and Route header to the saved route information during subscription;

-
set the Event header to the “IMS-Register” value;

-
indicate registration state “open” for all public user identities which are currently registered;

-
indicate registration state “closed” for all public user identities which are currently deregistered;

-
indicate within the “<detail>” information of those public user identities which will be automatically re-registered the “automatically by” information, followed by the specific public identity which will cover the re-registration.

EXAMPLE: 
If sip:user1_public1@home1.net is re-registered, the public identity sip:user1_public2@home1.net was automatically be registered. Also for this example, sip:user2_public1@home1.net is re-registered at the same time. Therefore the entries in the body of the NOTIFY message look like:

<tuple name="sip:user1_public1@home1.net">


<status><value>open</value><<</status>

</tuple>

<tuple name="sip:user1_public2@home1.net">


<status> <value>open</value> </status>


<detail>automatically by sip:user1_public1@home1.net</detail>

</tuple>

<tuple name="sip:user2_public1@home1.net">


<status><value>open</value><<</status>

</tuple>

Afterwards the S-CSCF shall send the generated NOTIFY request on the dialog and await a 2xx response. 

5.4.2.2
Proxy behaviour for SUBSCRIBE / NOTIFY

5.4.3
Call initiation 

5.4.3.1 
Initial INVITE

Editor's Note: An issue that needs to be resolved before making this section normative is how the standard SIP behavior (specified in the RFC) and included in this exceptions section is referenced to insure consistent implementations. 

5.4.3.1.1 Determination of served user

5.4.3.1.2
Mobile-originating case

When the originating S-CSCF receives an initial INVITE request, it will contain S-CSCF's SIP URL in the Request-URI, and a Route header. The URI in the Route header is the dialled destination. This URI may be a SIP URL or a tel-URL. The received initial INVITE will also have a list of Record-Route headers. Before forwarding the initial INVITE to the remote termination, the S-CSCF:

If the URI is a TEL-URL, then  the S-CSCF shall translate the E.164 address contained in the Route header in the “tel:” format (see RFC 2806 [16] to a SIP routable SIP URL using an ENUM/DNS translation mechanism with the format as specified in RFC 2916 [17]. Databases aspects of ENUM are outside the scope of 3GPP.  

If this translation fails, then the session may be forwarded to a BGCF or any other appropriate entity (e.g a MRF to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator.

Editor's Note: It is FFS to decide on the appropriate notification sent to the originator e.p play an announcement  or send a  SIP message to the originator in case the session is not forwarded to the BGCF.

-
removes the single Route header (dialed destination) from the received initial INVITE, processes the dialled destination URI (e.g. DNS access), and inserts the result into the Request-URI. 

-
replaces the Contact header in the received INVITE with a locally defined value.

-
adds its Record-Route header to the list of Record-Route headers.

Editor's Note: The mechanism for hiding (encrypting) and handling the Record-Route headers in S-CSCF has to be determined.

-
determines the next hop in the path (see clause 5.4.3.1.4), which may be an Application Server (if indicated from HSS provided filter). If an Application Server is the next hop, then local data shall be initialised to track the status of contacting each Application Server specified in the profile for this INVITE request.
Prior to forwarding the response to the initial INVITE, the S-CSCF:

Editor's Note: The handling of the Record-Route headers and construction of the list of Route headers in S-CSCF has to be determined.

· …

5.4.3.1.3
Mobile-terminating case

When the S-CSCF receive an initial INVITE request destined for the UA identified with its called public user identifier it: 

Editor's Note: It has to be determined which entity (P-CSCF, S-CSCF) will construct the list of Route headers (from the Record-Route headers in the initial INVITE) that will be appended to subsequent requests that originate at the UE.

-
selects the list of Route headers that was created during the registration of called public user identity, remove the top Route header from the list and insert it in the Request-URI, and pre-loads the remaining Route headers to the INVITE request. 

Editor's Note: It has to be determined if the list of Route headers (created during the registration) should contain the Contact header, or the received called public user identity is appended to the list of Route headers.

-
adds its Record-Route header to the list of Record-Route headers.

Editor's Note: The handling of the list of Record-Route header in S-CSCF has to be determined.

When the S-CSCF receives the response to the initial INVITE request, it will:

Editor's Note: The handling the list of Record-Route header in S-CSCF has to be determined.

-
removes and save the Contact header included in the response, and replaces it with a locally defined value prior to returning the response.  

Editor's Note: The handling the list of Record-Route header in S-CSCF has to be determined.

-
determines the next hop in the path (see clause 5.4.3.1.4), which may be an Application Server (if indicated from HSS provided filter). If an Application Server is the next hop, then local data shall be initialised to track the status of contacting each Application Server specified in the profile for this INVITE request.
5.4.3.1.4 Determination of next hop

Upon receiving an initial INVITE request, the S-CSCF needs to determine if the request is related to any existing dialogs or if it is a new, initial request. The presence of the Original-Dialog header indicates an association with an existing dialog. The Original-To, Original-From and Call-ID parameters from the Original-Dialog header should be used to search for any existing dialogs. If there is a match, then the INVITE request has been sent from an Application Server in response to a previously sent INVITE request and the following actions apply:

· Local data shall be updated to indicate that this Application Server has been contacted for the initial INVITE request.

· Determine the next hop using HSS provided filter and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, then retain the Original-Dialog header in the INVITE request. If the next hop is not an Application Server, then leave out the Original-Dialog header in the INVITE request.

5.4.3.2
Subsequent requests

Editor’s Note: PRACK and COMET can be handled in a generic way.

5.7
Procedures at the Application Server (AS)

NOTE:
This clause defines only the requirements on the application server that relate to SIP. Other requirements are defined in 3GPP TS 23.218.

5.7.1 Common AS Procedures

5.7.1.1  Registration Notification
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Figure N: Notifying AS of UE Registration

Notes for the figure:

A. An Sh (or Si) interaction is assumed to take place upon initialisation of the HSS and Application Server network elements.  They will inform each other of their active status (e.g. AAA or other mechanism).  The HSS will provide each AS with the list of S-CSCFs that are expected to interact with the AS.  This mechanism over the Sh (or Si) interface will also allow the HSS to inform the AS of the status of a specific S-CSCF (e.g. when the HSS becomes aware of a change in the active status of a S-CSCF or when the first registration happens for a particular S-CSCF). The mechanism is outside the scope of 24.229.

B. The AS will send an “aggregate” SUBSCRIBE request to each S-CSCF in the list provided by the HSS.  The IMS-Register event package is specified in the SUBSCRIBE.  This is to request that the AS be notified when a UE registers and is assigned service with this AS.  This is somewhat similar to the buddylist concept described in < draft-rosenberg-simple-buddylist-package-00.txt>.  The difference is that in this case there is no explicit buddylist, rather the S-CSCF determines the list dynamically.

C. An empty NOTIFY is sent each S-CSCF to the AS to complete the “aggregate” SUBSCRIBE sequence and to indicate that there is no UE registered initially.  If there were users registered already, then a NOTIFY may be sent immediately.

1. Later, there is REGISTER sent from the UE, which gets to the I-CSCF in its home network.

2. The HSS is queried and a S-CSCF is assigned.

3. The REGISTER is forwarded to the assigned S-CSCF.

4. The HSS is updated with the assigned S-CSCF and the subscriber profile data is returned to the S-CSCF.  There is also a list of assigned Application Servers returned to the S-CSCF.

5. Internally, the S-CSCF Registrar informs the Notifier that a subscriber has registered and has a list of assigned Application Servers.

6. For each AS that the S-CSCF had previously received an “aggregate” SUBSCRIBE, a NOTIFY is sent to that AS.  The body of the NOTIFY contains the identity of the UE that registered.  (It is also possible for the S-CSCF to bundle multiple UE identities when there are multiple REGISTER requests processed within a short period of time.)

7. For each AS that receives the NOTIFY, the HSS may be contacted to retrieve subscriber profile data.  (If more than one UE identity was bundled in the NOTIFY, then multiple profiles may need to be retrieved.)

5.7.1.1.1 Subscription to the IMS-Register event package

When an AS initialises and wishes to be informed of user registrations, it sends SUBSCRIBE requests to each S-CSCF that it learned of from the HSS.  When sending each SUBSCRIBE, the AS shall:

· set the Request URI to an S-CSCF SIP URL;

· set the Event header to the “IMS-Register” value.

Afterwards the S-CSCF shall send the generated SUBSCRIBE request and await a 2xx response.

5.7.1.1.2 Notification about IMS-Register 

When an incoming NOTIFY request addressed to the AS arrives containing the Event header with the IMS-Register event package, the AS shall:

· retrieve from the message body the registration status (open or closed) of the indicated public identities;

· for each registered public identity of interest, note the association with the S-CSCF SIP URL;

· generate a 200 OK response acknowledging the NOTIFY request.

5.7.12
Application Server (AS) acting as terminating UA, or redirect server

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

5.7.23
Application Server (AS) acting as originating UA

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

5.7.34
Application Server (AS) acting as a SIP proxy

Editor's note: This clause should be structured according to any agreements for the structure for the BGCF.

5.7.45
Application Server (AS) performing 3rd party call control

Editor's note: This clause should be structured according to any agreements for the structure for the MGCF.

5.7.5.1
General

The AS performing 3rd party call control acts as a B2BUA.  The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and will not be specified in 3GPP TS 24.229.

The AS, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within the IM CN subsystem. 

5.7.5.2
Subscription and notification

See clause 5.7.1 for IMS-Register event package.

When an AS wishes to be informed of received DTMF digits (e.g. when interacting with an IVR), it sends a SUBSCRIBE request to the MGCF associated with the session.  When sending the SUBSCRIBE, the AS shall:

· set the Request URI to an MGCF SIP URL;

· set the Event header to the “DTMF” value.

When an incoming NOTIFY request addressed to the AS arrives containing the Event header with the DTMF event package, the AS shall:

· retrieve the collected digits from the message body;

· generate a 200 OK response acknowledging the NOTIFY request.

5.7.5.3
Call initiation 

5.7.5.3.1 
Initial INVITE

When the AS receives an initial INVITE request, it will contain the AS’s SIP URL in the Request-URI. Before generating a new INVITE back to the S-CSCF, the AS:

· Performs the Application Server specific functions. See 3GPP TS 23.218.

· If successful, generate and send a new INVITE request to the S-CSCF to establish a new dialog. The AS shall look for the presence of the Original-Dialog-ID header in initial INVITE request and populate the Original-Dialog-ID header in the new INVITE request as specified below.

If the Original-Dialog header is not present in the initial INVITE request, then the AS shall take the value of the Call-ID header from the received INVITE request and populate the same Call-ID value in the Original-Dialog-ID header of the new INVITE request that it generates for the new dialog. Also, with the Call-ID in the same Original-Dialog-ID header, the Original-To field shall be set to the value of the To header from the received INVITE request and the Original-From field shall be set to the value of the From header from the received INVITE request. Populating the Original-Dialog-ID header in this manner allows the S-CSCF to correlate the dialog from the received INVITE with the dialog for the new INVITE.

If the Original-Dialog-ID header is present in the initial INVITE request, then the AS shall take the contents of the Original-Dialog-ID header from the received INVITE request and populate the same contents in the Original-Dialog-ID header of the new INVITE request that it generates for the new dialog. The Original-Dialog-ID header contains a dialog identifier that is needed by the S-CSCF to correlate the earlier dialog with the new dialog.

5.7.5.3.2
Subsequent requests

Editor’s Note: subsequent requests can be handled in a generic way. Is there anything needed here?

5.7.5.4
Call release

An Application Server may initiate a call release. See 3GPP TS 23.218 for possible reasons. The BYE request shall be sent simultaneously for both dialogs managed by the B2BUA.

5.7.5.5
Call-related requests

Editor’s Note: call-related requests can be handled in a generic way. Is there anything needed here?

5.7.5.6
Further initial requests

When an incoming OPTIONS request addressed to the AS arrives, the AS shall reply with a 200 OK response that indicates the capabilities of the AS in the message body.
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