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7.6.6.13
Allowed GSM Algorithms
This parameters identifies the allowed GSM algorithms in MSC-B. The coding of this parameter is defined in GSM 08.08.

****    NEXT MODIFIED SECTION    ****

8.4
Handover services

It should be noted that the handover services used on the B-interface have not been updated for Release 99. The B-interface is not fully operational specified. It is strongly recommended not to implement the B-interface as an external interface.

8.4.1
MAP_PREPARE_HANDOVER service

8.4.1.1
Definition

This service is used between MSC-A and MSC-B (E-interface) when a call is to be handed over or relocated from MSC‑A to MSC‑B.

The MAP_PREPARE_HANDOVER service is a confirmed service using the primitives from table 8.4/1.

8.4.1.2
Service primitives

Table 8.4/1: MAP_PREPARE_HANDOVER

Parameter name
Request
Indication
Response
Confirm

Invoke Id
M
M(=)
M(=)
M(=)

Target Cell Id
C
C(=)



Target RNC Id
C
C(=)



HO-NumberNotRequired
C
C(=)



IMSI
C
C(=)



Integrity Protection Information
C
C(=)



Encryption Information
C
C(=)



Radio Resource Information
C
C(=)



AN-APDU
C
C(=)
C
C(=)

Allowed GSM Algorithms
C
C(=)



Handover Number


C
C(=)

Relocation Number List


C
C(=)

Multicall Bearer Information


C
C(=)

Multiple Bearer Requested
C
C(=)



Multiple Bearer Not Supported


C
C(=)







User error


C
C(=)

Provider error



O

8.4.1.3
Parameter use

Invoke Id

For definition of this parameter see subclause 7.6.1.

Target Cell Id

For definition of this parameter see subclause 7.6.2. This parameter is only included if the service is not in an ongoing transaction. This parameter shall also be excluded if the service is a part of the Inter-MSC SRNS Relocation procedure or the inter-system handover GSM to UMTS procedure described in 3G TS 23.009.

Target RNC Id

For definition of this parameter see subclause 7.6.2. This parameter shall be included if the service is a part of the Inter-MSC SRNS Relocation procedure described in 3G TS 23.009.

HO-Number Not Required

For definition of this parameter see subclause 7.6.6.

IMSI

For definition of this parameter see subclause 7.6.2. This UMTS parameter shall be included if: 

· it is available and  

· if the access network protocol is BSSAP and 

· there is an indication that the MS also supports UMTS.

Integrity Protection Information

For definition of this parameter see subclause 7.6.6. This UMTS parameter shall be included if available and if the access network protocol is BSSAP.

Encryption Information

For definition of this parameter see subclause 7.6.6. This UMTS parameter shall be included if available and if the access network protocol is BSSAP.

Radio Resource Information

For definition of this parameter see subclause 7.6.6. This GSM parameter shall be included if the access network protocol is RANAP and there is an indication that the UE also supports GSM.

AN-APDU

For definition of this parameter see subclause 7.6.9.
Allowed GSM Algorithms

For definition of this parameter see subclause 7.6.6. This parameters includes allowed GSM algorithms. This GSM parameter shall be included if: 
· the service is a part of the Inter-MSC SRNS Relocation procedure and

· Ciphering or Security Mode Setting procedure has been performed.and
· there is an indication that the MS also supports UMTS.

****    NEXT MODIFIED SECTION    ****

8.4.4
MAP_FORWARD_ACCESS_SIGNALLING service

8.4.4.1
Definition

This service is used between MSC-A and MSC-B (E-interface) to pass information to be forwarded to the A-interface or Iu-interface of MSC-B.

The MAP_FORWARD_ACCESS_SIGNALLING service is a non-confirmed service using the primitives from table 8.4/4.

8.4.4.2
Service primitives

Table 8.4/4: MAP_FORWARD_ACCESS_SIGNALLING

Parameter name
Request
Indication

Invoke Id
M
M(=)

Integrity Protection Information
C
C(=)

Encryption Information
C
C(=)

Key Status
C
C(=)

AN-APDU
M
M(=)

Allowed GSM Algorithms
C
C(=)

8.4.4.3
Parameter use

For the definition and use of all parameters and errors, see subclause 7.6.1.

Invoke Id

For definition of this parameter see subclause 7.6.1.

Integrity Protection Information

For definition of this parameter see subclause 7.6.6. This UMTS parameter shall be included if available and if the encapsulated PDU is BSSMAP Cipher Mode Command.
Encryption Information

For definition of this parameter see subclause 7.6.6. This UMTS parameter shall be included if available and if the encapsulated PDU is BSSMAP Cipher Mode Command.

Key Status

For definition of this parameter see subclause 7.6.6. This UMTS parameter shall be included if available and if the encapsulated PDU is BSSMAP Cipher Mode Command.

AN-APDU

For definition of this parameter see subclause 7.6.9.
Allowed GSM Algorithms

This parameters includes allowed GSM algorithms. This GSM parameter shall be included if the encapsulated PDU is RANAP Security Mode Command and there is an indication that the UE also supports GSM.
****    NEXT MODIFIED SECTION    ****

17.7
MAP constants and data types

17.7.1
Mobile Service data types

....

ForwardAccessSignalling-Arg ::= [3] SEQUENCE {


an-APDU

AccessNetworkSignalInfo,

integrityProtectionInfo
[0] IntegrityProtectionInformation

OPTIONAL,


encryptionInfo
[1] EncryptionInformation

OPTIONAL,


keyStatus

[2]
KeyStatus
OPTIONAL,


extensionContainer
[3]
ExtensionContainer 
OPTIONAL,


...,


allowedGSM-Algorithms
[4]
AllowedGSM-Algorithms
OPTIONAL


}

AllowedGSM-Algorithms ::= OCTET STRING (SIZE (1))


-- internal structure is coded as Algorithm identifier octet from

-- Permitted Algorithms defined in GSM 08.08

-- A node shall mark all GSM algorithms that are allowed in MSC-B
PrepareHO-Arg ::= [3] SEQUENCE {


targetCellId
[0] GlobalCellId
OPTIONAL,


ho-NumberNotRequired
NULL


OPTIONAL, 


targetRNCId
[1] RNCId

OPTIONAL,


an-APDU

[2] AccessNetworkSignalInfo
OPTIONAL,


multipleBearerRequested
[3] NULL

OPTIONAL,


imsi


[4] IMSI

OPTIONAL,


integrityProtectionInfo
[5] IntegrityProtectionInformation

OPTIONAL,


encryptionInfo
[6] EncryptionInformation

OPTIONAL,


radioResourceInformation
[7] RadioResourceInformation
OPTIONAL,


extensionContainer
[8] ExtensionContainer
OPTIONAL,


...,


allowedGSM-Algorithms
[9]
AllowedGSM-Algorithms
OPTIONAL


}
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