3GPP TSG_CN WG1 Ad-Hoc
Tdoc N1-010640
Helsinki, Finland

8 - 9 May, 2001

CR-Form-v3

CHANGE REQUEST



(

04.08
CR
A1103
(

rev
-
(

Current version:
7.11.0
(




For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.



Proposed change affects:
(

(U)SIM

ME/UE
X
Radio Access Network
X
Core Network
X



Title:
(

T3240 handling during the RR Application Information Transfer procedure




Source:
(

Siemens AG




Work item code:
(

LCS

Date: (

06.5.01







Category:
(

F

Release: (

R98


Use one of the following categories:
F  (essential correction)
A  (corresponds to a correction in an earlier release)
B  (Addition of feature), 
C  (Functional modification of feature)
D  (Editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
REL-4
(Release 4)
REL-5
(Release 5)




Reason for change:
(

As the MM layer is currently not aware of any ongoing RR Application Information Transfer procedures, MM will abort the RR connection if the last CM connection is released and the MM timer T3240 expires(10 sec.). This will happen during a MT-LR/NI-LR LCS positioning procedure, were the LCS signalling may take longer than 10 seconds.

In order to avoid the MS trigger abortion of the RR connection during a RR Application Information Transfer procedure, it is proposed to introduce a new MM state RR CONNECTION RELEASE NOT ALLOWED which is entered if no CM connections are active, but a RR Application Information Transfer procedure is ongoing. This state is supervised by a new introduced MM timer T3241 which ensures, that the MS does not remains in this state forever.






Summary of change:
(

Introduction of the new MM state RR CONNECTION RELEASE NOT ALLOWED and the corresponding MM timer T3241.




Consequences if 
(

not approved:
A ongoing RR Application Information Transfer procedures could not be finalised correctly due to the MS initiated abortion of the RR connection, which leads to the risk that certain LCS positioning methods will not work.




Clauses affected:
(

4.1.2.1.1; 4.5.1.1; 4.5.1.3.1; 4.5.3.1; 11.2; 11.2.1




Other specs
(


 Other core specifications
(



affected:

 Test specifications




 O&M Specifications





Other comments:
(



4.1.2.1.1
Main states

0
NULL


The mobile station is inactive (e.g. power down). Important parameters are stored. Only manual action by the user may transfer the MM sublayer to another state.

3
LOCATION UPDATING INITIATED


A location updating procedure has been started and the MM awaits a response from the network. The timer T3210 is running.

5
WAIT FOR OUTGOING MM CONNECTION


The MM connection establishment has been started, and the MM awaits a response from the network. The timer T3230 is running.

6
MM CONNECTION ACTIVE


The MM sublayer has a RR connection to its peer entity on the network side. One or more MM connections are active.

7
IMSI DETACH INITIATED


The IMSI detach procedure has been started. The timer T3220 is running.

8
PROCESS CM SERVICE PROMPT


The MM sublayer has a RR connection to its peer entity on the network side. The Mobile Station has received a CM SERVICE PROMPT message but has not yet responded $(CCBS)$.

9
WAIT FOR NETWORK COMMAND


The MM sublayer has a RR connection to its peer entity in the network, but no MM connection is established. The mobile station is passive, awaiting further commands from the network. The timer T3240 may be running.

10
LOCATION UPDATE REJECTED


A location updating procedure has been rejected and RR connection release is awaited. The timer T3240 is running.

[image: image1.wmf]A

t

t

a

c

h

 

o

r

 

L

o

c

a

t

i

o

n

u

p

d

a

t

e

 

n

e

e

d

e

d

A

t

t

a

c

h

 

a

n

d

 

L

o

c

a

t

i

o

n

u

p

d

a

t

e

 

n

o

t

 

n

e

e

d

e

d

R

R

 

c

o

n

n

e

c

t

i

o

n

e

s

t

a

b

l

i

s

h

e

d

L

o

c

a

t

i

o

n

u

p

d

a

t

e

 

r

e

j

e

c

t

L

o

c

a

t

i

o

n

 

u

p

d

a

t

e

a

c

c

e

p

t

R

R

 

c

o

n

n

e

c

t

i

o

n

 

r

e

l

e

a

s

e

d

N

e

w

 

L

A

I

,

 

c

o

n

n

e

c

t

i

o

n

 

r

e

q

u

e

s

t

o

r

 

T

3

2

1

2

/

T

3

2

1

1

 

t

i

m

e

o

u

t

M

S

 

d

e

a

c

t

i

v

a

t

e

d

a

n

d

 

a

t

t

a

c

h

 

N

O

T

a

l

l

o

w

e

d

M

M

-

c

o

n

n

e

c

t

i

o

n

r

e

q

u

e

s

t

R

R

 

c

o

n

n

e

c

t

i

o

n

e

s

t

a

b

l

i

s

h

e

d

F

i

r

s

t

 

m

e

s

s

a

g

e

r

e

c

e

i

v

e

d

L

a

s

t

 

c

o

n

n

e

c

t

i

o

n

r

e

l

e

a

s

e

d

L

o

w

 

l

a

y

e

r

 

f

a

i

l

u

r

e

a

n

d

 

r

e

e

s

t

a

b

l

i

s

h

R

R

 

c

o

n

n

e

c

t

i

o

n

e

s

t

a

b

l

i

s

h

e

d

(

p

a

g

i

n

g

)

M

S

 

d

e

a

c

t

i

v

a

t

e

d

a

n

d

 

a

t

t

a

c

h

a

l

l

o

w

e

d

M

S

 

d

e

a

c

t

i

v

a

t

e

d

 

a

n

d

a

t

t

a

c

h

 

a

l

l

o

w

e

d

R

R

 

c

o

n

n

e

c

t

i

o

n

e

s

t

a

b

l

i

s

h

e

d

R

R

 

c

o

n

n

e

c

t

i

o

n

r

e

l

e

a

s

e

d

l

o

w

 

l

a

y

e

r

f

a

i

l

u

r

e

L

o

w

 

l

a

y

e

r

 

f

a

i

l

u

r

e

a

n

d

 

r

e

e

s

t

a

b

l

i

s

h

R

e

e

s

t

a

b

l

i

s

h

n

o

t

 

p

o

s

s

i

b

l

e

u

p

d

a

t

e

 

S

I

M

S

t

a

t

e

s

 

6

,

2

0

S

e

n

d

 

I

M

S

I

d

e

t

a

c

h

R

e

q

u

e

s

t

R

R

 

c

o

n

n

e

c

t

i

o

n

S

e

n

d

 

c

m

r

e

e

s

t

a

b

l

i

s

h

r

e

q

u

e

s

t

I

n

d

i

c

a

t

e

M

M

 

c

o

n

n

e

c

t

i

o

n

S

e

n

d

 

c

m

 

s

e

r

v

i

c

e

r

e

q

u

e

s

t

C

o

n

f

i

r

m

M

M

 

c

o

n

n

e

c

t

i

o

n

S

e

n

d

 

c

m

 

s

e

r

v

i

c

e

r

e

q

u

e

s

t

R

e

q

u

e

s

t

R

R

 

c

o

n

n

e

c

t

i

o

n

U

p

d

a

t

e

 

S

I

M

S

t

o

r

e

 

s

y

s

t

e

m

 

i

n

f

o

D

e

l

e

t

e

 

s

y

s

t

e

m

 

i

n

f

o

S

e

n

d

 

l

o

c

a

t

i

o

n

u

p

d

a

t

e

 

r

e

q

u

e

s

t

R

e

q

u

e

s

t

R

R

 

c

o

n

n

e

c

t

i

o

n

A

c

t

i

v

a

t

e

 

R

R

I

M

S

I

 

D

E

T

A

C

H

I

N

I

T

I

A

T

E

D

7

W

A

I

T

 

F

O

R

R

E

E

S

T

A

B

L

I

S

H

1

7

M

M

 

C

O

N

N

E

C

T

I

O

N

A

C

T

I

V

E

6

W

A

I

T

 

F

O

R

R

R

 

C

O

N

N

E

C

T

I

O

N

(

I

M

S

I

 

D

E

T

A

C

H

)

1

5

W

A

I

T

 

F

O

R

O

U

T

G

O

I

N

G

M

M

 

C

O

N

N

E

C

T

I

O

N

5

W

A

I

T

 

F

O

R

R

R

 

C

O

N

N

E

C

T

I

O

N

(

M

M

 

C

O

N

N

E

C

T

I

O

N

)

1

4

L

O

C

A

T

I

O

N

 

U

P

D

A

T

I

N

G

I

N

I

T

I

A

T

E

D

3

L

O

C

A

T

I

O

N

 

U

P

D

A

T

E

R

E

J

E

C

T

E

D

1

0

W

A

I

T

 

F

O

R

R

R

 

C

O

N

N

E

C

T

I

O

N

(

L

O

C

A

T

I

O

N

 

U

P

D

A

T

E

)

1

3

W

A

I

T

 

F

O

R

R

R

 

A

C

T

I

V

E

1

8

N

U

L

L

 

S

t

a

t

e

s

 

3

,

 

5

,

 

9

,

1

0

,

 

1

3

,

 

1

4

,

 

1

5

C

M

 

r

e

e

s

t

a

b

l

i

s

h

-

m

e

n

t

 

a

c

c

e

p

t

e

d

W

A

I

T

 

F

O

R

 

N

E

T

W

O

R

K

C

O

M

M

A

N

D

9

S

I

M

i

n

s

e

r

t

e

d

M

S

a

c

t

i

v

a

t

e

d

D

e

l

e

t

e

s

y

s

t

e

m

i

n

f

o

 

!

!

l

o

w

 

l

a

y

e

r

 

f

a

i

l

u

r

e

 

a

n

d

n

o

 

r

e

e

s

t

a

b

l

i

s

h

C

M

 

s

e

r

v

i

c

e

a

c

c

e

p

t

M

M

-

I

D

L

E

1

9

C

i

p

h

e

r

i

n

g

 

s

t

a

r

t

e

d

o

r

 

C

M

 

s

e

r

v

i

c

e

a

c

c

e

p

t

M

M

 

c

o

n

n

e

c

t

i

o

n

r

e

q

u

e

s

t

W

A

I

T

 

F

O

R

A

D

D

I

T

I

O

N

A

L

O

U

T

G

O

I

N

G

M

M

 

C

O

N

N

E

C

T

I

O

N

2

0

R

R

 

c

o

n

n

e

c

t

i

o

n

r

e

l

e

a

s

e

d

.


Figure 4.1a / GSM 04.08: Overview mobility management protocol / MS Side

[image: image2.wmf]RR gone to

Group Transmit

mode

21

MM CONNECTION

ACTIVE

(

Group TX MODE

)

22

WAIT FOR RR

CONNECTION

(

Group TX MODE

)

RR Connection

established

6

MM CONNECTION

ACTIVE

19

MM-IDLE

5

WAIT FOR

OUTGOING

MM CONNECTION

Send CM service

request

or

Notification Response

RR gone to

Dedicated

mode

Uplink

release

Uplink

access

rejected

Uplink

access

requested

RR connection

released, gone

to group receive

Mode

RR connection

released, gone

to Group Receive

mode


Additions to Figure 4.1.a/GSM 04.08

13. WAIT FOR RR CONNECTION (LOCATION UPDATING)


The MM sublayer has requested RR connection establishment for starting the location updating procedure.

14. WAIT FOR RR CONNECTION (MM CONNECTION)


The MM sublayer has requested RR connection establishment for dedicated mode for starting the MM connection establishment.

15. WAIT FOR RR CONNECTION (IMSI DETACH)


The MM sublayer has requested RR connection establishment for starting the IMSI detach procedure.

17. WAIT FOR REESTABLISH


A lower layer failure has occurred and re-establishment may be performed from the disturbed CM layer entities.

18. WAIT FOR RR ACTIVE


The MM sublayer has requested activation of the RR sublayer.

19. MM IDLE


There is no MM procedure running and no RR connection exists except that a local MM context may exist when the RR sublayer is in Group Receive mode. This is a compound state, and the actual behaviour of the mobile station to Connection Management requests is determined by the actual substate as described hereafter.

20. WAIT FOR ADDITIONAL OUTGOING MM CONNECTION.


The MM connection establishment for an additional MM connection has been started, and the MM awaits response from the network.

21. MM CONNECTION ACTIVE (GROUP TRANSMIT MODE)


(Only applicable for mobile stations supporting VGCS talking:) The MM sublayer has a RR connection on the VGCS channel to its peer entity on the network side. Only one MM connection is active.

22. WAIT FOR RR CONNECTION (GROUP TRANSMIT MODE)


(Only applicable for mobile stations supporting VGCS talking:) The MM sublayer has requested to perform an uplink access on the VGCS channel.

23. LOCATION UPDATING PENDING


(Only applicable for GPRS MS operation modes A and B; not shown in figure 4.1a) A location updating has been started using the combined GPRS routing area updating procedure.

24. IMSI DETACH PENDING


(Only applicable for GPRS MS operation modes A and B; not shown in figure 4.1a) An IMSI detach for non-GPRS services has been started using the combined GPRS detach procedure at not switching off.

25. RR CONNECTION RELEASE NOT ALLOWED

 
All MM connections are released by their CM entities, but the RR connection is maintained by the network due to an ongoing RR Application Information Transfer procedure(e.g. LCS data is transferred).

4.5.1
MM connection establishment

4.5.1.1
MM connection establishment initiated by the mobile station

Upon request of a CM entity to establish an MM connection the MM sublayer first decides whether to accept, delay, or reject this request:

-
An MM connection establishment may only be initiated by the mobile station when the following conditions are fulfilled:

-
Its update status is UPDATED.

-
The MM sublayer is in one of the states MM IDLE, RR CONNECTION RELEASE NOT ALLOWED or MM connection active but not in MM connection active (Group call).


An exception from this general rule exists for emergency calls (see section 4.5.1.5). A further exception is defined in the following clause.

-
If an MM specific procedure is running at the time the request from the CM sublayer is received, and the LOCATION UPDATING REQUEST message has been sent, the request will either be rejected or delayed, depending on implementation, until the MM specific procedure is finished and, provided that the network has not sent a "follow-on proceed" indication, the RR connection is released. If the LOCATION UPDATING REQUEST message has not been sent, the mobile station may include a "follow-on request" indicator in the message. The mobile station shall then delay the request until the MM specific procedure is completed, when it may be given the opportunity by the network to use the RR connection: see section 4.4.4.6.

In order to establish an MM connection, the mobile station proceeds as follows:

a)
If no RR connection exists, the MM sublayer requests the RR sublayer to establish an RR connection and enters MM sublayer state WAIT FOR RR CONNECTION (MM CONNECTION). This request contains an establishment cause and a CM SERVICE REQUEST message. When the establishment of an RR connection is indicated by the RR sublayer (this indication implies that the CM SERVICE REQUEST message has been successfully transferred via the radio interface, see section 2.2), the MM sublayer of the mobile station starts timer T3230, gives an indication to the CM entity that requested the MM connection establishment, and enters MM sublayer state WAIT FOR OUTGOING MM CONNECTION.

b)
If an RR connection is available, the MM sublayer of the mobile station sends a CM SERVICE REQUEST message to the network, starts timer T3230, stops and resets timer T3241, gives an indication to the CM entity that requested the MM connection establishment, and enters:

-
MM sublayer state WAIT FOR OUTGOING MM CONNECTION, if no MM connection is active;

-
MM sublayer state WAIT FOR ADDITIONAL OUTGOING MM CONNECTION, if at least one MM connection is active;

-
If an RR connection exists but the mobile station is in the state WAIT FOR NETWORK COMMAND then any requests from the CM layer that are received will either be rejected or delayed until this state is left.

c)
Only applicable for mobile stations supporting VGCS talking:

If a mobile station which is in the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE), receives a request from the GCC sublayer to perform an uplink access, the MM sublayer requests the RR sublayer to perform an uplink access procedure and enters MM sublayer state WAIT FOR RR CONNECTION (GROUP TRANSMIT MODE).


When a successful uplink access is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).


When an uplink access reject is indicated by the RR sublayer, the MM sublayer of the mobile station gives an indication to the GCC sublayer and enters the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL (NORMAL SERVICE).


In the network, if an uplink access procedure is performed, the RR sublayer in the network provides an indication to the MM sublayer together with the mobile subscriber identity received in the TALKER INDICATION message. The network shall then enter the MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE).

The CM SERVICE REQUEST message contains the 

-
mobile identity according to section 10.5.1.4;

-
mobile station classmark 2;

-
ciphering key sequence number; and 

-
CM service type identifying the requested type of transaction (e.g. mobile originating call establishment, emergency call establishment, short message service, supplementary service activation), location services)

A MS supporting eMLPP may optionally include a priority level in the CM SERVICE REQUEST message.

A collision may occur when a CM layer message is received by the mobile station in MM sublayer state WAIT FOR OUTGOING MM CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION. In this case the MM sublayer in the MS shall establish a new MM connection for the incoming CM message as specified in 4.5.1.3.

Upon receiving a CM SERVICE REQUEST message, the network shall analyse its content. The type of semantic analysis may depend on other on going MM connection(s). Depending on the type of request and the current status of the RR connection, the network may start any of the MM common procedures and RR procedures.

The network may initiate the classmark interrogation procedure, for example, to obtain further information on the mobile station's encryption capabilities.

The identification procedure (see section 4.3.3) may be invoked for instance if a TMSI provided by the mobile station is not recognized.

The network may invoke the authentication procedure (see section 4.3.2) depending on the CM service type.

The network decides also if the ciphering mode setting procedure shall be invoked (see section 3.4.7).

NOTE:
If the CM_SERVICE_REQUEST message contains a priority level the network may use this to perform queuing and pre-emption as defined in GSM 03.67.

An indication from the RR sublayer that the ciphering mode setting procedure is completed, or reception of a CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station. The MM connection establishment is completed, timer T3230 shall be stopped, the CM entity that requested the MM connection shall be informed, and MM sublayer state MM CONNECTION ACTIVE is entered. The MM connection is considered to be active.

If the service request cannot be accepted, the network returns a CM SERVICE REJECT message to the mobile station.

The reject cause information element (see 10.5.3.6 and Annex G) indicates the reason for rejection. The following cause values may apply:

  #4 :
IMSI unknown in VLR

  #6 :
Illegal ME

#17 :
Network failure

#22 :
Congestion

#32 :
Service option not supported

#33 :
Requested service option not subscribed

#34 :
Service option temporarily out of order

If no other MM connection is active, the network may start the RR connection release (see section 3.5) when the CM SERVICE REJECT message is sent.

If a CM SERVICE REJECT message is received by the mobile station, timer T3230 shall be stopped, the requesting CM sublayer entity informed. Then the mobile station shall proceed as follows:

-
If the cause value is not #4 or #6 the MM sublayer returns to the previous state (the state where the request was received). Other MM connections shall not be affected by the CM SERVICE REJECT message.

-
If cause value #4 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM, changes the update status to NOT UPDATED (and stores it in the SIM according to section 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connection is released or aborted, this will force the mobile station to initiate a normal location updating). Whether the CM request shall be memorized during the location updating procedure, is a choice of implementation.

-
If cause value #6 is received, the mobile station aborts any MM connection, deletes any TMSI, LAI and ciphering key sequence number in the SIM, changes the update status to ROAMING NOT ALLOWED (and stores it in the SIM according to section 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The mobile station shall consider the SIM as invalid until switch-off or the SIM is removed.

4.5.1.3.1
Mobile Terminating CM Activity 

When a CM sublayer entity in the network requests the MM sublayer to establish a MM connection, the MM sublayer will request the establishment of an RR connection to the RR sublayer if no RR connection to the desired mobile station exists. The MM sublayer is informed when the paging procedure is finished (see section 3.3.2) and the mobile station shall enter the MM state WAIT FOR NETWORK COMMAND.

(* editor’s note: this does not appear to be stated any where other than in fig 4.1a. Without this statement, there does not seem to be anything to stop the mobile sending a CM SERVICE REQUEST message which might cross (ambiguously) with a CIPHERING MODE COMMAND message. *)

When an RR connection is established (or if it already exists at the time the request is received), the MM sublayer may initiate any of the MM common procedures (except IMSI detach); it may request the RR sublayer to perform the RR classmark interrogation procedure, and/or the ciphering mode setting procedure.

When all MM and RR procedures are successfully completed which the network considers necessary, the MM sublayer will inform the requesting mobile terminating CM sublayer entity on the success of the MM connection establishment.

If an RR connection already exists and no MM specific procedure is running, the network may also establish a new mobile terminating MM connection by sending a CM message with a new PD/TI combination. 

If the MS receives the first CM message in the MM states WAIT FOR NETWORK COMMAND or RR CONNECTION RELEASE NOT ALLOWED, the MS shall stop and reset the timers T3240 and T3241 and shall enter the MM state MM CONNECTION ACTIVE.

If the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the ciphering mode setting fail, this is indicated to the CM layer with an appropriate error cause.

If an RR connection used for a MM specific procedure exists to the mobile station, the CM request may be rejected or delayed depending on implementation. When the MM specific procedure has been completed, the network may use the same RR connection for the delayed CM request.

Only applicable in case of VGCS talking:

In the MM CONNECTION ACTIVE (GROUP TRANSMIT MODE) the mobile station is in RR Group transmit mode. There shall be only one MM connection active.

When in MM CONNECTION ACTIVE (GROUP TRANSMIT MODE) state, the MM sublayer in the network shall reject the request for the establishment of another MM connection by any CM layer.

If the RR sublayer in the network indicates a request to perform a transfer of the mobile station from RR connected mode to RR Group transmit mode which will result in a transition from MM CONNECTION ACTIVE state to MM CONNECTION ACTIVE (GROUP TRANSMIT MODE) state in the MM sublayer, the MM sublayer shall not allow the transition if more than one MM connection is active with the mobile station.

4.5.1.3.2
Mobile Originating CM Activity $(CCBS)$

When a CM sublayer entity in the network requests the MM sublayer to establish a MM connection, the MM sublayer will request the establishment of an RR connection to the RR sublayer if no RR connection to the desired mobile station exists. The MM sublayer is informed when the paging procedure is finished (see section 3.3.2) and the mobile station shall enter the MM state WAIT FOR NETWORK COMMAND.

When an RR connection is established (or if it already exists at the time the request is received), the MM sublayer may initiate any of the MM common procedures (except IMSI detach), it may request the RR sublayer to perform the RR classmark interrogation procedure and/or the ciphering mode setting procedure. 

The network should use the information contained in the Mobile Station Classmark Type 2 IE on the mobile station’s support for “Network Initiated MO CM Connection Request” to determine whether to:


not start this procedure (eg if an RR connection already exists), or,


to continue this procedure, or, 


to release the newly established RR connection.

In the case of a “Network Initiated MO CM Connection Request” the network shall use the established RR connection to send a CM SERVICE PROMPT message to the mobile station. 

If the mobile station supports ”Network Initiated MO CM Connection Request”, the MM sublayer of the MS gives an indication to the CM entity identified by the CM SERVICE PROMPT message and enters the MM sublayer state PROCESS CM SERVICE PROMPT. In the state PROCESS CM SERVICE PROMPT the MM sublayer waits for either the rejection or confirmation of the recall by the identified CM entity. Any other requests from the CM entities shall either be rejected or delayed until this state is left. 

When the identified CM entity informs the MM sublayer, that it has send the first CM message in order to start the CM recall procedure the MM sublayer enters the state MM CONNECTION ACTIVE. 

If the identified CM entity indicates that it will not perform the CM recall procedure and all MM connections are released by their CM entities the MS shall proceed according to sec. 4.5.3.1.
If the CM SERVICE PROMPT message is received by the MS in MM sublayer states WAIT FOR OUTGOING MM CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION then the mobile station shall send an MM STATUS message with cause ” Message not compatible with protocol state”. 

A mobile that does not support “Network Initiated MO CM Connection Request” shall return an MM STATUS message with cause #97 “message type non-existent or not implemented” to the network. 

If the mobile station supports “Network Initiated MO CM Connection Request” but the identified CM entity in the mobile station does not provide the associated support, then the mobile station shall send an MM STATUS message with cause “Service option not supported”. In the case of a temporary CM problem (eg lack of transaction identifiers) then the mobile station shall send an MM STATUS message with cause “Service option temporarily out of order”.

If an RR connection already exists and no MM specific procedure is running, the network may use it to send the CM SERVICE PROMPT message.

If the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the ciphering mode setting fail, this is indicated to the CM layer in the network with an appropriate error cause.

If an RR connection used for a MM specific procedure exists to the mobile station, the “Network Initiated MO CM Connection Request” may be rejected or delayed depending on implementation. When the MM specific procedure has been completed, the network may use the same RR connection for the delayed “Network Initiated MO CM Connection Request”.

4.5.3
MM connection release

An established MM connection can be released by the local CM entity. The release of the CM connection will then be done locally in the MM sublayer, i.e. no MM message are sent over the radio interface for this purpose.

4.5.3.1
Release of associated RR connection

If all MM connections are released by their CM entities, and no RR Application Information Transfer procedure is ongoing, the mobile station shall set timer T3240 and enter the state WAIT FOR NETWORK COMMAND, expecting the release of the RR connection.

If all MM connections are released by their CM entities and an RR Application Information Transfer procedure is ongoing (i.e. the last APPLICATION INFORMATION message with the APDU Flags IE set to “Last or Only Segment” was not yet received or sent by the MS, see 3.4.21.2), the MS shall start the timer T3241 and enter the state RR CONNECTION RELEASE NOT ALLOWED. 

If the MS is expecting the release of the RR connection in MM state WAIT FOR NETWORK COMMAND and an RR Application Information Transfer procedure is started, the MS shall stop the timer T3240, start the timer T3241 and enter the state RR CONNECTION RELEASE NOT ALLOWED.

If the MS is in MM state RR CONNECTION RELEASE NOT ALLOWED and the ongoing RR Application Information Transfer procedure is finished (i.e. the last APPLICATION INFORMATION message with the APDU Flags IE set to “Last or Only Segment” was received or sent by the MS), the MS shall stop the timer T3241, reset and start the timer T3240 and shall enter the state WAIT FOR NETWORK COMMAND.

In the network, if the last MM connection is released by its user, the MM sublayer may decide to release the  RR  connection by requesting the RR sublayer according to section 3.5. The RR connection may be maintained by the network, e.g. in order to establish another MM connection.

If the RR connection is not released within a given time controlled by the timer T3240, the mobile station shall abort the RR connection. In both cases, either after a RR connection release triggered from the network side or after a RR connection abort requested by the MS-side, the MS shall return to MM IDLE state; the service state depending upon the current update status as specified in section 4.2.3.

11.2
Timers of mobility management

Table 11.1/GSM 04.08: Mobility management timers - MS-side

+-----------------------------------------------------+

│TIMER│MM│TIME│CAUSE FOR   │NORMAL STOP  │AT THE      │

│NUM. │ST│OUT │START       │             │EXPIRY      │

│     │AT│VAL.│            │             │            │

+-----+--+----+------------+-------------+------------│

│T3210│3 │20s │-LOC_UPD_REQ│- LOC_UPD_ACC│            │

│     │  │    │sent        │- LOC_UPD_REJ│            │

│     │  │    │            │- AUTH_REJ   │Start T3211 │

│     │  │    │            │- Lower layer│            │

│     │  │    │            │  failure    │            │

+-----+--+----+------------+-------------+------------│

│T3211│1 │15s │-LOC_UPD_REJ│- Time out   │Restart the │

│     │2 │    │ with cause │- cell change│Location up-│

│     │  │    │ #17 netw.  │- request for│date proc.  │

│     │  │    │ failure    │  MM connec- │            │

│     │  │    │-lower layer│  tion       │            │

│     │  │    │ failure or │  establish- │            │

│     │  │    │ RR conn.   │  ment       │            │

│     │  │    │ released   │- change of  │            │

│     │  │    │ after      │  LA         │            │

│     │  │    │ RR conn.   │             │            │

│     │  │    │ abort      │             │            │

│     │  │    │ during loc.│             │            │

│     │  │    │ updating   │             │            │

+-----+--+----+------------+-------------+------------│

│T3212│1,│Note│-termination│-initiation  │initiate    │

│     │2 │ 1  │ of MM ser- │ of MM ser-  │periodic    │

│     │  │    │ vice or MM │ vice or MM  │updating    │

│     │  │    │ signalling │ signalling  │            │

+-----+--+----+------------+-------------+------------│

│T3213│1 │ 4s │-location up│- expiry     │new random  │

│     │2 │    │ dating fai │- change of  │attempt     │

│     │11│    │ lure       │  BCCH para- │            │

│     │  │    │            │  meter      │            │

+-----+--+----+------------+-------------+------------│

│T3220│7 │5s  │-IMSI DETACH│- release    │enter Null  │

│     │  │    │            │  from RM-   │or Idle, AT-│

│     │  │    │            │  sublayer   │TEMPTING TO │

│     │  │    │            │             │UPDATE      │

+-----+--+----+------------+-------------+------------│

│T3230│5 │15s │-CM SERV REQ│- Cipher mode│provide     │

│     │  │    │            │  setting    │release ind.│

│     │  │    │CM REEST REQ│- CM SERV REJ│            │

│     │  │    │            │- CM SERV ACC│            │

+-----+--+----+------------+-------------+------------│

│T3240│9 │10s │see section │ see section │ abort the  │

│     │10│    │ 11.2.1     │  11.2.1     │ RR connec- │

│     │  │    │            │             │ tion       │

+-----------------------------------------------------+

│T3241│25│300s│ see section│ see section │ see section│

│     │  │    │  11.2.1    │  11.2.1     │ 11.2.1     │

│     │  │    │            │             │            │

+-----------------------------------------------------+

NOTE 1:
The timeout value is broadcasted in a SYSTEM INFORMATION message

Table 11.2/GSM 04.08: Mobility management timers - network-side

+--------------------------------------------------------------+

│TIMER│MM│TIME│CAUSE FOR   │NORMAL STOP  │AT THE FIRST│AT THE  │

│NUM. │ST│OUT │START       │             │EXPIRY      │SECOND  │

│     │AT│VAL.│            │             │            │EXPIRY  │

+-----+--+----+------------+-------------+------------+--------│

│T3250│6 │12s │TMSI-REAL-  │TMSI-REALL-  │ Optionally │        │

│     │  │    │CMD or      │ COM received│ Release    │        │

│     │  │    │LOC UPD ACC │             │ RR connec- │        │

│     │  │    │with new    │             │ tion       │        │

│     │  │    │TMSI sent   │             │            │        │

+-----+--+----+------------+-------------+------------+--------│

│T3255│  │Note│LOC UPD ACC │CM SERVICE   │Release RR  │        │

│     │  │    │sent with   │ REQUEST     │Connection  │        │

│     │  │    │"Follow on  │             │or use for  │        │

│     │  │    │ Proceed"   │             │mobile sta- │        │

│     │  │    │            │             │tion termi- │        │

│     │  │    │            │             │nating call │        │

+-----+--+----+------------+-------------+------------+--------│

│T3260│5 │12s │AUTHENT-    │AUTHENT-     │ Optionally │        │

│     │  │    │REQUEST     │RESPONSE     │ Release    │        │

│     │  │    │ sent       │ received    │ RR connec- │        │

│     │  │    │            │             │ tion       │        │

+-----+--+----+------------+-------------+------------+--------│

│T3270│4 │12s │IDENTITY    │IDENTITY     │ Optionally │        │

│     │  │    │REQUEST     │RESPONSE     │ Release    │        │

│     │  │    │ sent       │ received    │ RR connec- │        │

│     │  │    │            │             │ tion       │        │

+--------------------------------------------------------------+

NOTE 2:
The value of this timer is not specified by this recommendation.

11.2.1
Timer T3240 and Timer T3241
Timer T3240 is started in the mobile station when:

-
the mobile station receives a LOCATION UPDATING ACCEPT message completing a location updating procedure in the cases specified in section 4.4.4.6 and 4.4.4.8;

-
the mobile station receives a LOCATION UPDATING REJECT message in the cases specified in section 4.4.4.7;

-
the mobile station has sent a CM SERVICE ABORT message as specified in section 4.5.1.7;

-
the mobile station has released or aborted all MM connections in the cases specified in 4.3.2.5, 4.3.5.2, 4.5.1.1, and 4.5.3.1.

Timer T3240 is stopped, reset, and started again at receipt of an MM message.

Timer T3240 is stopped and reset (but not started) at receipt of a CM message that initiates establishment of an CM connection (an appropriate SETUP, REGISTER, or CP-DATA message as defined in GSM 04.08, GSM 04.10 or GSM 04.11).

Timer T3241 is started in the mobile station when entering MM state RR CONNECTION RELEASE NOT ALLOWED.

Timer T3241 is stopped and reset (but not started) when the MM state RR CONNECTION RELEASE NOT ALLOWED is left.

If timer T3241 expires, the MS shall abort the RR connection and enter the MM state MM IDLE. 

11.2.2
Timers of GPRS mobility management

Table 11.3/GSM 04.08: GPRS Mobility management timers - MS side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON THE
 1st , 2nd, 3rd , 4th  EXPIRY Note 3

T3310
15s
GMM-
REG-INIT
ATTACH REQ sent
ATTACH ACCEPT received

ATTACH REJECT received
Retransmission of ATTACH REQ

T3311
15s
GMM-DEREG ATTEMPTING TO ATTACH or

GMM-REG ATTEMPTING TO UPDATE
ATTACH REJ with other cause values as described in chapter ‘GPRS Attach’ 

ROUTING AREA UPDATE REJ with other cause values as described in chapter ‘Routing Area Update’ 

Low layer failure
Change of the routing area
Restart of the Attach or the RAU procedure with updating of the relevant attempt counter

T3321
15s
GMM-

DEREG-INIT
DETACH REQ sent
DETACH ACCEPT received
Retransmission of the DETACH REQ

T3330
15s
GMM-ROUTING-UPDATING-INITIATED
ROUTING AREA UPDATE REQUEST sent
ROUTING AREA UPDATE ACC received

ROUTING AREA UPDATE REJ received
Retransmission of the ROUTING AREA UPDATE REQUEST
message

Table 11.3a/GSM 04.08: GPRS Mobility management timers – MS side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON 
EXPIRY

T3302
T3212

Note 4
GMM-DEREG

or

GMM-REG
At attach failure and the attempt counter is greater than or equal
to 5.

At routing area updating failure and the attempt counter is greater than or equal to 5.
At successful attach


At successful routing area updating
On every expiry, initiation of the

GPRS attach procedure

or

RAU procedure

T3312
Default 
54 min

Note1
GMM-REG
When READY state is left.
When entering state GMM-DEREG 
Initiation of the Periodic RAU procedure

T3314

READY
Default 
44 sec
Note 2
All except GMM-DEREG
Transmission of a PTP PDU
Forced to Standby
No cell-updates are performed

T3316 
AA-READY
Default 
44 sec
Note 2
-
Transmission of a PTP PDU
-
-

NOTE 1:
The value of this timer is used if the network does not indicate another value in a GMM signalling procedure.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

NOTE 4:
T3302 is loaded with the same value which is used to load T3212.

Table 11.4/GSM 04.08: GPRS Mobility management timers - network side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON THE
 1st , 2nd, 3rd , 4th  EXPIRY Note 3

T3322
6s
GMM-
DEREG-INIT
DETACH REQ sent
DETACH ACCEPT received
Retransmission of DETACH REQUEST

T3350
6s
GMM-COMMON-PROC-INIT
ATTACH ACCEPT
sent with P-TMSI and/or TMSI


RAU ACCEPT sent with P-TMSI and/or TMSI

P-TMSI REALLOC COMMAND
sent
ATTACH COMPLETE received

RAU COMPLETE received

P-TMSI REALLOC COMPLETE received
Retransmission of the same message type, i.e. ATTACH ACCEPT, RAU ACCEPT or REALLOC COMMAND

T3360
6s
GMM- COMMON-PROC-INIT
AUTH AND CIPH REQUEST
sent
AUTH AND CIPH RESPONSE received
Retransmission of AUTH AND CIPH REQUEST

T3370
6s
GMM-COMMON-PROC-INIT
IDENTITY REQUEST sent
IDENTITY RESPONSE received
Retransmission of IDENTITY REQUEST

Table 11.4a/GSM 04.08: GPRS Mobility management timers - network side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON 
EXPIRY

    T3313
Note1
GMM_REG
Paging procedure initiated
Paging procedure completed
Network dependent

T3314

READY
Default 
44 sec
Note 2
All except GMM-DEREG
Receipt of a PTP PDU
Forced to Standby
The network shall page the MS if a PTP PDU has to be sent to the MS

T3316 AA-

READY
Default 
44 sec
Note 2
-
Receipt of a PTP PDU
-
-

Mobile Reachable
Default 4 min greater than T3312
All except GMM-DEREG
Change from READY to STANDBY state 
PTP PDU received 
Network dependent but typically paging is halted on 1st expiry

NOTE 1:
The value of this timer is network dependent.

NOTE 2:
The default value of this timer is used if neither the MS nor the Network send another value, or if the Network sends this value, in a signalling procedure. The value of this timer should be slightly shorter in the network than in the MS, this is a network implementation issue.

NOTE 3:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

11.2.3
Timers of session management

Table 11.2c/GSM 04.08: Session management timers - MS side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON THE
 1st , 2nd, 3rd , 4th  EXPIRY

T3380
30s
PDP-
ACTIVE-PEND
ACTIVATE PDP CONTEXT REQUEST sent
ACTIVATE 
PDP CONTEXT ACCEPT received

ACTIVATE
PDP CONTEXT REJECT received
Retransmission of ACTIVATE PDP
CONTEXT REQ

T3390
8s
PDP-
INACT-PEND
DEACTIVATE PDP CONTEXT REQUEST sent
DEACTIVATE PDP CONTEXT ACC
received
Retransmission of DEACTIVATE
PDP CONTEXT REQUEST

NOTE:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

Table 11.2d/GSM 04.08: Session management timers - network side

TIMER NUM.
TIMER VALUE
STATE 
CAUSE OF START
NORMAL STOP
ON THE
 1st , 2nd, 3rd , 4th  EXPIRY

T3385
8s
PDP-
ACT-PEND
REQUEST PDP CONTEXT ACTIVATION sent
ACTIVATE PDP CONTEXT REQ received
Retransmission of REQUEST PDP CONTEXT ACTIVATION

T3386
8s
PDP-
MOD-PEND
MODIFY PDP CONTEXT REQUEST sent
MODIFY PDP CONTEXT ACC received
Retransmission of MODIFY PDP CONTEXT REQ

T3395
8s
PDP-
INACT-PEND
DEACTIVATE PDP CONTEXT REQUEST sent
DEACTIVATE PDP CONTEXT ACC received
Retransmission of DEACTIVATE PDP CONTEXT REQ

T3397
8s
PDP-
INACT-PEND
DEACTIVATE AA PDP CONTEXT REQUEST sent
DEACTIVATE AA PDP CONTEXT ACCEPT received
Retransmission of DEACTIVATE AA PDP CONTEXT REQUEST

NOTE:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.

*** Next sections for information only ***

3.4.21
Application Procedures

3.4.21.1
General

While in dedicated mode, the following applications associated with the Radio Resource management layer may be supported in the network and MS:



Location Services (LCS)

Common procedures are defined in the Radio Resource management layer to assist these applications.

3.4.21.2
Application Information Transfer

The Application Information Transfer procedure enables an Application on the network side and a peer application in the MS to exchange Application Protocol Data Units (APDUs). 

3.4.21.2.1 Normal Procedure without Segmentation

The maximum size of an APPLICATION INFORMATION message is 251 octets as defined in GSM 04.06. Segmentation shall not be used when an APDU fits into a single APPLICATION INFORMATION message of maximum or smaller size.

Mobile Station                       Network

  APPLICATION INFORMATION [APDU, C/R ]

<--------------------------

APPLICATION INFORMATION [APDU, C/R]

-------------------------->

Figure 3.4/GSM 04.08: Application Information Transfer without segmentation

Either the network or MS may send an APPLICATION INFORMATION message once the MS is in dedicated mode. The APDU Data in the APPLICATION INFORMATION message shall contain a complete APDU according to the protocol in use. The APDU ID IE identifies the protocol and associated application. The APDU Flags IE indicates “First or Only Segment”, “Last or Only Segment” and conveys a C/R flag transparently between the communicating applications. The C/R Flag may be used to distinguish a command from other messages and a final response from a non-final response. The use of the C/R flag is defined with respect to each application. On receiving an APPLICATION INFORMATION message, the receiving layer 3 entity shall deliver the message contents to the identified local application.

3.4.21.2.2 Normal Procedure with Segmentation

Segmentation is applicable when an APDU is too large to fit into a single APPLICATION INFORMATION message. The procedure is applicable for either direction of transfer.

Mobile Station or Network                       Network or Mobile Station

  APPLICATION INFORMATION [APDU segment, First Segment, not Last Segment]

<--------------------------

  APPLICATION INFORMATION [APDU segment, not First Segment, not Last Segment]

<--------------------------

  APPLICATION INFORMATION [APDU segment, not First Segment, Last Segment, C/R]

<--------------------------

Figure 3.5/GSM 04.08: Application Information Transfer with segmentation

The sending layer 3 entity shall segment an APDU by dividing it into one or more segments exactly fitting into maximum sized APPLICATION INFORMATION messages plus a final segment fitting into an APPLICATION INFORMATION message of maximum size or smaller. Once segmented, the resulting APPLICATION INFORMATION messages shall be transferred in sequence to the data link layer for transmission, without being intersperced by other level 3 messages. The first APPLICATION INFORMATION message in the sequence shall indicate “First Segment” and “Not Last Segment”. Subsequent APPLICATION INFORMATION messages except for the last shall indicate “Not First Segment” and “Not Last Segment”. The last APPLICATION INFORMATION message shall indicate “Not First Segment” and “Last Segment” and shall include a C/R flag as provided by the sending application. 

The receiving layer 3 entity shall reassemble any segmented APDU before transfer to the local application. The receiver may employ a timer to detect possible loss of APDU segments. If employed, the timer shall be started when the first APDU segment is received and cancelled after the last segment is received.

3.4.21.2.3 Abnormal Cases

APPLICATION INFORMATION messages are sent using “low” priority at the data link layer. This can lead to message loss or truncation when preempted by other “high” priority messages. A receiving layer 3 entity shall detect APDU truncation if an APPLICATION INFORMATION message is received carrying an APDU or APDU segment that is shorter than indicated by the length indicator for the APDU Data IE. This test is reliable because preemption in the data link layer guarantees that at least the first 2*N201 octets of any truncated message will be reliably transferred.

An APPLICATION INFORMATION transfer error shall be detected due to any of the following:

(a) Receipt of a truncated APDU or APDU segment;

(b) While performing APDU reassembly

· receipt of any other layer 3 message defined to use SAPI 0 on the main DCCH; 

· receipt of an APDU or APDU segment indicating “First or Only Segment”;

· expiration of the reassembly timer (if supported);

(c) While not performing APDU reassembly, receipt of an APDU segment indicating “not First or only segment”;

(d) Detection of any other error for a received message as defined in clause 8.

If APDU reassembly was in process when the error occurred, the receiving layer 3 entity shall discard the partially reassembled APDU and reprocess any received APDU or APDU segment that caused the error provided not an error defined in clause 8. In all other cases, any received APDU or APDU segment shall be discarded.
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