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10.4 MAP_PREPARE_GROUP_CALL service 

10.4.1 Definition 

This service is used by the Anchor_MSC to inform the Relay_MSC about a group call set-up. 

The MAP_PREPARE_GROUP_CALL service is a confirmed service using the service primitives given in table 10.4/1. 

10.4.2 Service primitives 

Table 10.4/1: MAP_PREPARE_GROUP_CALL service 

Parameter name Request Indication Response Confirm 
Invoke Id M M(=) M(=) M(=) 
Teleservice M M(=)   
ASCI Call Reference M M(=)   
Ciphering Algorithm M M(=)   
Group Key Number VK-Id C C(=)   
VSTKGroup Key C C(=)   
VSTK-RAND C C(=)   
Priority C C(=)   
CODEC-Information M M(=)   
Uplink Free Indicator M M(=)   
Group Call Number   M M(=) 
User Error   C C(=) 
Provider Error    O 

 

10.4.3 Parameter definitions and use 

Invoke Id 

See definition in clause 7.6.1. 

Teleservice 

Voice Broadcast Service or Voice Group Call Service. 

ASCI Call Reference 

Broadcast call reference or group call reference. This item is used to access the VBS-GCR or VGCS-GCR within the 
Relay_MSC. 

Ciphering Algorithm 

The ciphering algorithm to be used for the group call. 

Group Key Number VK-Id 

This Group Key Numbernumber has to be broadcasted and is used by the mobile station to derive the key for ciphering 
on the radio interface (see 3GPP TS 43.020 [24]).select the chosen group key. Values 2 to 15 are reserved for future 
use. 

Shall be present if the ciphering applies. 

Group Key 

This key is used for ciphering on the radio interface. 

Shall be present if the ciphering applies. 

VSTK 
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The VGCS/VBS Short Term Key is used to derive the key for ciphering on the radio interface (see 3GPP TS 43.020 
[24]). 

Shall be present if the ciphering applies. 

VSTK-RAND 

This random number has to be broadcast and is used by the mobile station to derive the group key for ciphering on the 
radio interface (see 3GPP TS 43.020 [24]). 

Shall be present if the ciphering applies. 

Priority 

Default priority level related to the call if eMLPP applies. 

CODEC-Information 

Information on the codecs allowed for this call. 

Uplink Free Indicator 

A flag indicating whether the call is initiated from a dispatcher. 

Group Call Number 

This temporary allocated E.164 number is used for routing the call from the Anchor MSC to the Relay MSC. 

User Error 

For definition of this parameter see clause 7.6.1 The following errors defined in clause 7.6.1 may be used, depending on 
the nature of the fault: 

- No Group Call Number available; 

- System Failure; 

- Unexpected Data Value. 

Provider Error 

See definition of provider error in clause 7.6.1. 

 

 

********next modification******************** 

 

17.7.12 Group Call data types 
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... 
 
PrepareGroupCallArg ::= SEQUENCE { 
 teleservice Ext-TeleserviceCode, 
 asciCallReference ASCI-CallReference, 
 codec-Info CODEC-Info, 
 cipheringAlgorithm CipheringAlgorithm, 
 groupKeyNumber-Vk-Id [0] GroupKeyNumber OPTIONAL, 
 groupKey  [1] Kc  OPTIONAL, 
 -- this parameter shall not be sent and shall be discarded if received 
 priority  [2] EMLPP-Priority OPTIONAL, 
 uplinkFree [3] NULL  OPTIONAL, 
 extensionContainer [4] ExtensionContainer OPTIONAL, 
 ..., 
 vstk   [5] VSTK  OPTIONAL, 
 vstk-rand  [6] VSTK-RAND OPTIONAL} 
 
 
VSTK ::= OCTET STRING (SIZE (16)) 
 
VSTK-RAND ::= OCTET STRING (SIZE (5)) 
 -- The 36 bit value is carried in bit 7 of octet 1 to bit 4 of octet 5 
 -- bits 3, 2, 1, and 0 of octet 5 are padded with zeros. 
 
 
... 
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