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Proposed change affects: UICC apps!  ME  Radio Access Network  Core Network X 
 

 
Title: ! Contact in 200(OK) response 
  
Source: ! Lucent Technologies 
  
Work item code: ! IMS2  Date: ! 15/11/2004 
     
Category: ! F  Release: ! Rel-6 
 Use one of the following categories: 

F  (correction) 
A  (corresponds to a correction in an earlier release) 
B  (addition of feature),  
C  (functional modification of feature) 
D  (editorial modification) 

Detailed explanations of the above categories can 
be found in 3GPP TR 21.900. 

Use one of the following releases: 
Ph2 (GSM Phase 2) 
R96 (Release 1996) 
R97 (Release 1997) 
R98 (Release 1998) 
R99 (Release 1999) 
Rel-4 (Release 4) 
Rel-5 (Release 5) 
Rel-6 (Release 6) 
Rel-7 (Release 7) 

 
  
Reason for change: ! The RFC 3261[subclause 10.3, bullet 8.] specifies that when the registrar, upon receiving 

the REGISTER request, returns the 200(OK) response: " The response MUST  contain 
Contact header field values enumerating all current bindings."  

In Release 6, there might be other contact addresses available, that other UEs have 
registered for the same public user identity. 

  
Summary of change: ! Text added 
  
Consequences if  ! 
not approved: 

Incorrect specification 

  
Clauses affected: ! 5.4.1.2.2 
  
 Y N   
Other specs !  X  Other core specifications !  
affected:  X  Test specifications  
  X  O&M Specifications  
  
Other comments: !  
 
How to create CRs using this form: 
Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  
Below is a brief summary: 
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5.4.1.2.2 Protected REGISTER 

Upon receipt of a REGISTER request with the "integrity-protected" parameter in the Authorization header set to "yes", 
the S-CSCF shall identify the user by the public user identity as received in the To header and the private user identity 
as received in the Authorization header of the REGISTER request, and: 

In the case that there is no authentication currently ongoing for this user (i.e. no timer reg-await-auth is running): 

1) check if the user needs to be reauthenticated. 

The S-CSCF may require authentication of the user for any REGISTER request, and shall always require 
authentication for REGISTER requests received without the "integrity-protected" parameter in the Authorization 
header set to "yes".  

If the user needs to be reauthenticated, the S-CSCF shall proceed with the procedures as described for the initial 
REGISTER in subclause 5.4.1.2.1, beginning with step 4). If the user does not need to be reauthenticated, the S-
CSCF shall proceed with the following steps in this paragraph; and 

2) check whether an Expires timer is included in the REGISTER request and its value. If the Expires header 
indicates a zero value, the S-CSCF shall perform the deregistration procedures as described in subclause 5.4.1.4. 
If the Expires header does not indicate zero, the S-CSCF shall check whether the public user identity received in 
the To header is already registered. If it is not registered, the S-CSCF shall proceed beginning with step 5 below. 
Otherwise, the S-CSCF shall proceed beginning with step 6 below. 

In the case that a timer reg-await-auth is running for this user the S-CSCF shall: 

1) check if the Call-ID of the request matches with the Call-ID of the 401 (Unauthorized) response which carried 
the last challenge. The S-CSCF shall only proceed further if the Call-IDs match. 

2) stop timer reg-await-auth; 

3) check whether an Authorization header is included, containing: 

a) the private user identity of the user in the username field; 

b) the algorithm which is AKAv1-MD5 in the algorithm field; and 

c) the authentication challenge response needed for the authentication procedure in the response field. 

The S-CSCF shall only proceed with the following steps in this paragraph if the authentication challenge 
response was included; 

4) check whether the received authentication challenge response and the expected authentication challenge 
response (calculated by the S-CSCF using XRES and other parameters as described in RFC 3310 [49]) match. 
The XRES parameter was received from the HSS as part of the Authentication Vector. The S-CSCF shall only 
proceed with the following steps if the challenge response received from the UE and the expected response 
calculated by the S-CSCF match; 

5) after performing the Cx Server Assignment procedure with the HSS, as described in 3GPP TS 29.229 [15], store 
the following information in the local data: 

a) the list of public user identities associated to the user, including the own public user identity under 
registration and the implicitly registered due to the received REGISTER request. Each public user identity is 
identified as either barred or non-barred; and, 

b) all the service profile(s) corresponding to the public user identities being registered (explicitly or implicitly), 
including initial Filter Criteria; 

NOTE 1: There might be more than one set of initial Filter Criteria received because some implicitly registered 
public user identities that are part of the same user’s subscription may belong to different service profiles. 

6) bind to each non-barred registered public user identity all registered contact information including all header 
parameters contained in the Contact header and all associated URI parameters and store information for future 
use; 
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NOTE 2: There might be more then one contact information available for one public user identity. 

NOTE 3: The barred public user identities are not bound to the contact information. 

7) check whether a Path header was included in the REGISTER request and construct a list of preloaded Route 
headers from the list of entries in the Path header. The S-CSCF shall preserve the order of the preloaded Route 
headers and bind them to the contact information that was received in the REGISTER message; 

NOTE 4: If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new 
list replaces the old list. 

8) determine the duration of the registration by checking the value of the Expires header in the received REGISTER 
request. The S-CSCF may reduce the duration of the registration due to local policy or send back a 423 (Interval 
Too Brief) response specifying the minimum allowed time for registration; 

9) store the icid parameter received in the P-Charging-Vector header; 

10) create a 200 (OK) response for the REGISTER request, including: 

a) the list of received Path headers; 

b) a P-Associated-URI header containing the list of public user identities that the user is authorized to use. The 
first URI in the list of public user identities supplied by the HSS to the S-CSCF will indicate the default 
public user identity to be used by the S-CSCF. The public user identity indicated as the default public user 
identity must be an already registered public user identity. The S-CSCF shall place the default public user 
identity as a first entry in the list of URIs present in the P-Associated-URI header. The default public user 
identity will be used by the P-CSCF in conjunction with the procedures for the P-Asserted-Identity header, as 
described in subclause 5.2.6.3. The S-CSCF shall not add a barred public user identity to the list of URIs in 
the P-Associated-URI header; 

c) a Service-Route header containing: 

- the SIP URI identifying the S-CSCF containing an indication that requests routed via the service route 
(i.e. from the P-CSCF to the S-CSCF) are treated as for the mobile-originating case. This indication may 
e.g. be in a URI parameter, a character string in the user part of the URI or be a port number in the URI; 
and, 

- if network topology hiding is required a SIP URI identifying an I-CSCF(THIG) as the topmost entry; and 

d) a P-Charging-Function-Addresses header containing the values received from the HSS if the P-CSCF is in 
the same network as the S-CSCF. It can be determined if the P-CSCF is in the same network as the S-CSCF 
by the contents of the P-Visited-Network-ID header field included in the REGISTER request; and 

e) Contact header listing all contact addresses for this public user identity.  

NOTE 5: There might be other contact addresses available, that other UEs have registered for the same public user 
identity.  

11) send the so created 200 (OK) response to the UE; 

12) send a third-party REGISTER request, as described in subclause 5.4.1.7, to each AS that matches the Filter 
Criteria from the HSS for the REGISTER event; and, 

NOTE 65: If this registration is a reregistration, the Filter Criteria already exists in the local data. 

13) handle the user as registered for the duration indicated in the Expires header. 
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Title: ! SBLP and non-realtime PDP contexts 
  
Source: ! Nokia 
  
Work item code: ! IMS2  Date: ! 28/9/2004 
     
Category: ! F  Release: ! Rel-6 
 Use one of the following categories: 

F  (correction) 
A  (corresponds to a correction in an earlier release) 
B  (addition of feature),  
C  (functional modification of feature) 
D  (editorial modification) 

Detailed explanations of the above categories can 
be found in 3GPP TR 21.900. 

Use one of the following releases: 
Ph2 (GSM Phase 2) 
R96 (Release 1996) 
R97 (Release 1997) 
R98 (Release 1998) 
R99 (Release 1999) 
Rel-4 (Release 4) 
Rel-5 (Release 5) 
Rel-6 (Release 6) 
Rel-7 (Release 7) 

 
  
Reason for change: ! IMS session-based messaging does not require enhanced QoS for the media 

stream in a separate PDP context. The use of an existing non-realtime PDP 
context would conflict with SBLP. Hence it is beneficial to allow the activation of 
such a PDP Context in case when QoS authorization does not bring any benefit, 
without an Authorization Token. This allows optimal resource utilization, optimal 
and simpler session set-up, as there is no separate PDP Context required for 
IMS media. 
SA2 have already agreed the corresponding CRs 23.228 CR 445r1 and 23.207 
CR 084r1 and they liaised to CN1 in S2-042948, “Reply LS on IP-CAN transport 
for additional IMS capabilities”, requesting that CN1 makes the corresponding 
changes to our specifications. 

  
Summary of change: ! Use of a non-realtime PDP context is allowed without authorisation token. 
  
Consequences if  ! 
not approved: 

The conflict between UE PDP context resources and SBLP will block IMS 
messaging services for simple (non-RT) mobiles in those networks that apply 
SBLP. 

  
Clauses affected: ! B.2.2.5.1A 



  
 Y N   
Other specs !  X  Other core specifications !  
affected:  X  Test specifications  
  X  O&M Specifications  
  
Other comments: !  
 
How to create CRs using this form: 
Comprehensive information and tips about how to create CRs can be found at 
http://www.3gpp.org/specs/CR.htm.  Below is a brief summary: 

1) Fill out the above form. The symbols above marked ! contain pop-up help information about the field 
that they are closest to. 

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS 
Word "revision marks"  feature (also known as "track changes") when making the changes. All 3GPP 
specifications can be downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest 
version, look for the directory name with the latest date e.g. 2001-03 contains the specifications resulting 
from the March 2001 TSG meetings. 

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the 
specification just in front of the clause containing the first piece of changed text.  Delete 
those parts of the specification which are not relevant to the change request.



B.2.2.5.1A Activation or modification of PDP contexts for media 

If the UE receives indication within the SDP according to RFC 3524 [54] that media stream(s) belong to 
group(s), the media stream(s) shall be set up on separate PDP contexts according to the indication of 
grouping. The UE may freely group media streams to PDP context(s) in case no indication of grouping is 
received from the P-CSCF. 

The UE can receive a media authorization token in the P-Media-Authorization header from the P-CSCF 
according to RFC 3313 [31]. If a media authorization token is received in the P-Media-Authorization 
header when a SIP session is initiated, the UE shall: 

- either use existing PDP context(s) where another media authorization token is already in use used 
and no indication of media grouping is required; or 

- establish separate PDP context(s) for the media;. or 

- use an existing PDP context where media authorization token is not in use and no indication of 
media grouping is required. 

When a UE modifies a PDP context to indicate new media authorization token: 

- either as a result of establishment of an additional SIP session; or 

- modification of media streams for an ongoing SIP session; 

the UE shall include all media authorization tokens and all flow identifiers for all ongoing SIP sessions that 
use this particular PDP context.  

If a media authorization token is received in subsequent messages for the same SIP session, the UE shall: 

- use the existing PDP context(s) for media; 

- modify the existing PDP context(s) for media; or  

- establish additional PDP context(s) for media. 

If either background or interactive QoS class is needed for the media, then the UE does not need to use the 
authorization token even if it receives one. In this case the UE may reuse an existing PDP context and it 
does not need to request PDP context modification unless it needs to modify the QoS. 

If existing PDP context(s) where another media authorization token is already in use is re-used for the 
media, or separate PDP context(s) is established for the media, the UE shall proceed as follows: 

- When a SIP session is terminated, the media authorization token is no longer valid and the UE shall 
not include it in future GPRS session management messages. The UE shall send a MODIFY PDP 
CONTEXT REQUEST message updating the binding information by deleting the media 
authorization token and the corresponding flow identifiers that are no longer valid. If a SIP session 
is terminated and no other SIP sessions are using the PDP context, the UE shall either update the 
binding information as described above or deactivate the PDP context. 

- The UE shall transparently pass the media authorization token received from the P-CSCF in a 
response to an INVITE request at originating setup or in the INVITE request at terminating setup to 
the GGSN. The UE shall signal it by inserting it within the Traffic Flow Template IE in the 
ACTIVATE SECONDARY PDP CONTEXT REQUEST message or the MODIFY PDP 
CONTEXT REQUEST message. 

- To identify to the GGSN which flow(s) (identified by m-lines within the SDP) that are transferred 
within a particular PDP context, the UE shall set the flow identifier(s) within the Traffic Flow 
Template IE in the ACTIVATE SECONDARY PDP CONTEXT REQUEST message or the 



MODIFY PDP CONTEXT REQUEST message. Detailed description of how the flow identifiers are 
constructed is provided in 3GPP TS 29.207 [12]. 

- If the UE receives several media authorization tokens from the P-CSCF within the same SIP request 
or response, the first instance of the media authorization token shall be sent to the GGSN, and 
subsequent instances are discarded by the UE. 

- The UE shall not include the IM CN Subsystem Signalling Flag when a PDP context for media is 
established or modified. 

The encoding of the media authorization token and the flow identifiers within the Traffic Flow Template IE 
is described in 3GPP TS 24.008 [8]. 

If the UE receives several media authorization tokens from the P-CSCF within the same SIP request or 
response, the first instance of the media authorization token shall be sent to the GGSN, and subsequent 
instances are discarded by the UE. 

The UE shall not include the IM CN Subsystem Signalling Flag when a PDP context for media is 
established or modified. 
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Title: ! P-Called-Party-ID header 
  
Source: ! Lucent Technologies 
  
Work item code: ! IMS2  Date: ! 15/11/2004 
     
Category: ! F  Release: ! Rel-6 
 Use one of the following categories: 

F  (correction) 
A  (corresponds to a correction in an earlier release) 
B  (addition of feature),  
C  (functional modification of feature) 
D  (editorial modification) 

Detailed explanations of the above categories can 
be found in 3GPP TR 21.900. 

Use one of the following releases: 
Ph2 (GSM Phase 2) 
R96 (Release 1996) 
R97 (Release 1997) 
R98 (Release 1998) 
R99 (Release 1999) 
Rel-4 (Release 4) 
Rel-5 (Release 5) 
Rel-6 (Release 6) 
Rel-7 (Release 7) 

 
  
Reason for change: !  1.) Subclaues 5.4.3.3 " Requests terminated at the served user " [Bullet 10] states that 

prior to forwarding the initials request for a dialog, the S-CSCF shall: 

c) build a Request-URI with the contents of the saved Contact URI determined in the 
previous step; and 

d) insert a P-Called-Party-ID SIP header field including the Request-URI received in the 
INVITE; 

2.) Subclaues 5.2.6.4 " Requests terminated by the UE" [Bullet 8] states that prior to 
forwarding the initials INVITE request, the P-CSCF shall: 

8) save a copy of the P-Called-Party-ID header;  

3.) When the P-CSCF receives any response to the above request, the P-CSCF shall: 

2) remove the P-Preferred-Identity header, if present, and insert an P-Asserted-Identity 
header with the value saved from Request-URI of the request; 

Hence, the P-Asserted-Identity will NOT contain the P-Called-Party-ID [i.e., it will 
contain the contact address of the called user].  

  
Summary of change: ! Replace the "Request-URI" with "P-Called-Party-ID header". 
  
Consequences if  ! 
not approved: 

The calling party will not receive the identity of the user [P-Asserted-Identity] to whoom 
the call was delivered. 
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******* CHANGE ******* 

 

5.4.3.3 Requests terminated at the served user 

When the S-CSCF receives, destined for a statically pre-configured PSI or a registered served user, an 
initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-
CSCF shall: 

1) determine whether the request contains a barred public user identity in the Request-URI of the 
request or not. In case the Request URI contains a barred public user identity for the user, then the 
S-CSCF shall reject the request by generating a 404 (Not Found) response. Otherwise, continue with 
the rest of the steps; 

2) remove its own URI from the topmost Route header; 

3) check if an original dialog identifier that the S-CSCF previously placed in a Route header is present 
in the topmost Route header of the incoming request. 

- If present, it indicates an association with an existing dialog, the request has been sent from an 
AS in response to a previously sent request. 

- If not present, it indicates that the request is visiting the S-CSCF for the first time, and in this 
case the S-CSCF shall save the Request-URI from the request; 

4) check whether the initial request matches the next unexecuted initial filter criteria in the priority 
order and apply the filter criteria on the SIP method as described in 3GPP TS 23.218 [5] 
subclause 6.5. If there is a match, then insert the AS URI to be contacted into the Route header as 
the topmost entry followed by its own URI populated as specified in the subclause 5.4.3.4; 

NOTE 1: Depending on the result of the previous process, the S-CSCF may contact one or more AS(s) 
before processing the outgoing Request-URI. 

5) insert a P-Charging-Function-Addresses header field, if not present, populated with values received 
from the HSS if the message is forwarded within the S-CSCF home network, including towards AS; 

6) store the value of the icid parameter received in the P-Charging-Vector header and retain the icid 
parameter in the P-Charging-Vector header; 

7) store the value of the orig-ioi parameter received in the P-Charging-Vector header, if present. The 
orig-ioi parameter identifies the sending network of the request message. The orig-ioi parameter 
shall only be retained in the P-Charging-Vector header if the next hop is to an AS; 

8) if necessary perform the caller preferences to callee capabilities matching according to draft-ietf-sip-
caller-preferences [62]; 

9) check whether the Request-URI equals to the saved value of the Request-URI. If there is no match, 
then: 

a) if the request is an INVITE request, save the Contact, CSeq and Record-Route header field 
values received in the request such that the S-CSCF is able to release the session if needed; and 

b) forward the request based on the Request-URI and skip the following steps; 

If there is a match, then continue with the further steps; 
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10) in case there are no Route headers in the request, then determine, from the destination public user 
identity, the list of preloaded routes saved during registration or re-registration, as described in 
subclause 5.4.1.2. Furthermore, the S-CSCF shall: 

a) build the Route header field with the values determined in the previous step; 

b) determine, from the destination public user identity, the saved Contact URI where the user is 
reachable saved at registration or reregistration, as described in subclause 5.4.1.2. If there is 
more than one contact address saved for the destination public user identity, the S-CSCF shall: 

- if the fork directive in the Request Disposition header was set to "no-fork", forward the 
request to the contact with the highest qvalue parameter. In case no qvalue parameters were 
provided, the S-CSCF shall decide locally how to forward the request; otherwise 

- fork the request or perform sequential search based on the relative preference indicated by 
the qvalue parameter of the Contact header in the original REGISTER request, as described 
in RFC3261 [26]. In case no qvalue parameters were provided, then the S-CSCF shall 
forward the request as directed by the Request Disposition header as described in draft-ietf-
sip-callerprefs-10 [56B]. If the Request-Disposition header is not present, the S-CSCF shall 
decide locally whether to fork or perform sequential search among the contact addresses; 

c) build a Request-URI with the contents of the saved Contact URI determined in the previous step; 
and 

d) insert a P-Called-Party-ID SIP header field including the Request-URI received in the  request 
INVITE; 

11) if the request is an INVITE request, save the Contact, CSeq and Record-Route header field values 
received in the request such that the S-CSCF is able to release the session if needed; 

12) optionally, apply any privacy required by RFC 3325 [34] to the P-Asserted-Identity header and 
apply the same privacy mechanism to the P-Access-Network-Info header; 

NOTE 2: The optional procedure above is in addition to any procedure for the application of privacy at 
the edge of the trust domain specified by RFC 3323 [33]. 

13) in case of an initial request for a dialog, either: 

- if the request is routed to an AS which is part of the trust domain, the S-CSCF can decide 
whether to record-route or not. The decision is configured in the S-CSCF using any information 
in the received request that may otherwise be used for the initial filter criteria. If the request is 
record-routed the S-CSCF shall create a Record-Route header containing its own SIP URI; or 

- if the request is routed elsewhere, create a Record-Route header containing its own SIP URI; and 

14) forward the request based on the topmost Route header. 

When the S-CSCF receives, destined for an unregistered user, an initial request for a dialog or a request for 
a standalone transaction, the S-CSCF shall: 

1) execute the procedures described in the steps 1, 2 and 3 in the above paragraph (when the S-CSCF 
receives, destined for the registered served user, an initial request for a dialog or a request for a 
standalone transaction); 

2) if the S-CSCF does not have the user profile, then initiate the S-CSCF Registration/deregistration 
notification with the purpose of downloading the relevant user profile (i.e. for unregistered user) and 
informing the HSS that the user is unregistered, but this S-CSCF will assess triggering of services 
for the unregistered user, as described in 3GPP TS 29.228 [14]; and 
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3) execute the procedure described in step 4, 5, 6, 7, 8, 9, 10, 12 and 13 in the above paragraph (when 
the S-CSCF receives, destined for the registered served user, an initial request for a dialog or a 
request for a standalone transaction). 

 In case that no AS needs to be contacted, then S-CSCF shall return an appropriate unsuccessful SIP 
response. This response may be a 480 (Temporarily unavailable) and terminate these procedures. 

When the S-CSCF receives a 1xx or 2xx response to the initial request for a dialog (whether the user is 
registered or not), it shall: 

1) if the response corresponds to an INVITE request, save the Contact and Record-Route header field 
values in the response such that the S-CSCF is able to release the session if needed; 

2) in the case where the S-CSCF has knowledge of an associated tel-URL for a SIP URI contained in 
the received P-Asserted-Identity header, the S-CSCF shall add a second P-Asserted-Identity header 
containing this tel-URL;  

3) in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall 
retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-
Network-Info header; and 

4) in case the response is sent towards the terminating user, the S-CSCF may remove the P-Access-
Network-Info header based on local policy rules and the destination user (Request-URI). 

When the S-CSCF receives a response to a request for a standalone transaction (whether the user is 
registered or not), in the case where the S-CSCF has knowledge of an associated tel-URL for a SIP URI 
contained in the received P-Asserted-Identity header, the S-CSCF shall add a second P-Asserted-Identity 
header containing this tel-URL. In case the response is forwarded to an AS that is located within the trust 
domain, the S-CSCF shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove 
the P-Access-Network-Info header. In case the response is sent towards the terminating user, the S-CSCF 
may remove the header based on local policy rules and the destination user (Request-URI). 

When the S-CSCF receives the 200 (OK) response for a standalone transaction request, the S-CSCF shall 
insert a P-Charging-Function-Addresses header populated with values received from the HSS if the 
message is forwarded within the S-CSCF home network, including towards an AS. 

When the S-CSCF receives, destined for a served user, a target refresh request for a dialog, prior to 
forwarding the request, the S-CSCF shall: 

1) remove its own URI from the topmost Route header; 

2) if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values 
received in the request such that the S-CSCF is able to release the session if needed; 

3) create a Record-Route header containing its own SIP URI; and 

4) forward the request based on the topmost Route header. 

When the S-CSCF receives a 1xx or 2xx response to the target refresh request for a dialog (whether the 
user is registered or not), the S-CSCF shall: 

1) if the response corresponds to an INVITE request, save the Record-Route and Contact header field 
values in the response such that the S-CSCF is able to release the session if needed; and 

2) in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall 
retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-
Network-Info header. In case the response is sent towards the terminating user, the S-CSCF may 
remove the header based on local policy rules and the destination user (Request-URI). 
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When the S-CSCF receives, destined for the served user, a subsequent request other than target refresh 
request for a dialog, prior to forwarding the request, the S-CSCF shall: 

1) remove its own URI from the topmost Route header; and 

2) forward the request based on the topmost Route header. 

When the S-CSCF receives a response to a a subsequent request other than target refresh request for a 
dialog, in case the response is forwarded to an AS that is located within the trust domain, the S-CSCF shall 
retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info 
header. In case the response is sent towards the terminating user, the S-CSCF may remove the header based 
on local policy rules and the destination user (Request-URI). 

 

 

******* NEXT CHANGE ******* 

 

5.2.6.4 Requests terminated by the UE 

When the P-CSCF receives, destined for the UE, an initial request for a dialog, prior to forwarding the 
request, the P-CSCF shall: 

1) remove its own SIP URI from the topmost Route header; 

2) convert the list of Record-Route header values into a list of Route header values and save this list of 
Route headers; 

3) if the request is an INVITE request, save a copy of the Contact, CSeq and Record-Route header field 
values received in the request such that the P-CSCF is able to release the session if needed; 

4) add its own SIP URI to the top of the list of Record-Route headers and save the list. The P-CSCF 
SIP URI is built in a format that contains the comp parameter in accordance with the procedures of 
RFC 3486 [55], and the protected server port number of the security association established from the 
UE to the P-CSCF and either: 

a) the P-CSCF FQDN that resolves to the IP address of the security association established from 
the UE to the P-CSCF; or 

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF; 

5) add its own address to the top of the received list of Via header and save the list. The P-CSCF Via 
header entry is built in a format that contains the comp parameter in accordance with the procedures 
of RFC 3486 [55], and the protected server port number of the security association established from 
the UE to the P-CSCF and either: 

a) the P-CSCF FQDN that resolves to the IP address of the security association established from 
the UE to the P-CSCF; or 

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF; 

NOTE 1: The P-CSCF associates two ports, a protected client port and a protected server port, with 
each pair of security associations. For details of the usage of the two ports see 
3GPP TS 33.203 [19]. 
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6) store the values received in the P-Charging-Function-Addresses header; 

7) remove and store the icid parameter received in the P-Charging-Vector header;  

8) save a copy of the P-Called-Party-ID header; and 

9) apply any privacy required by RFC 3325 [34] to the P-Asserted-Identity header, if present in the 
request; 

before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26]. 

When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall: 

1) remove the P-Preferred-Identity header, if present, and insert a P-Asserted-Identity header with the 
value saved from the P-Called-Party-ID header that was received in the request; 

2) verify that the list of Via headers matches the saved list of Via headers received in the request 
corresponding to the same dialog, including the P-CSCF via header value. This verification is done 
on a per Via header value basis, not as a whole string. If the verification fails, then the P-CSCF shall 
either: 

a) discard the response; or 

b) replace the Via header values with those received in the request; 

3) verify that the list of URIs received in the Record-Route header of the request corresponding to the 
same dialog is included, preserving the same order, as a subset of the Record-Route header list of 
this response. This verification is done on a per URI basis, not as a whole string. If the verification 
fails, then the P-CSCF shall either: 

a) discard the response; or 

b) replace the Record-Route header values with those received in the request, rewrite the port 
number of its own Record-Route entry to the port number where it awaits subsequent requests 
from the calling party and remove the comp parameter. 

 If the verification is successful, the P-CSCF shall rewrite the port number of its own Record-
Route entry to the port number where it awaits subsequent requests from the calling party and 
remove the comp parameter; 

4) store the dialog ID and associate it with the private user identity and public user identity involved in 
the session; and 

5) if the response corresponds to an INVITE request, save the Contact and Record-Route header field 
value received in the response such that the P-CSCF is able to release the session if needed; 

before forwarding the response in accordance with the procedures of RFC 3261 [26]. 

When the P-CSCF receives any other response to the above request, the P-CSCF shall: 

1) verify that the list of Via headers matches the saved list of Via headers received in the request 
corresponding to the same dialog, including the P-CSCF via header value. This verification is done 
on a per Via header value basis, not as a whole string. If these lists do not match, then the P-CSCF 
shall either: 

a) discard the response; or 

b) replace the Via header values with those received in the request; 

before forwarding the response in accordance with the procedures of RFC 3261 [26]. 
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When the P-CSCF receives, destined for the UE, a target refresh request for a dialog, prior to forwarding 
the request, the P-CSCF shall: 

1) remove its own SIP URI from the topmost Route header value; 

2) add its own address to the top of the received list of Via header and save the list. The P-CSCF Via 
header entry is built in a format that contains the comp parameter in accordance with the procedures 
of RFC 3486 [55], and the protected server port number of the security association established from 
the UE to the P-CSCF and either: 

a) the P-CSCF FQDN that resolves to the IP address of the security association established from 
the UE to the P-CSCF; or 

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF; 

NOTE 2: The P-CSCF associates two ports, a protected client port and a protected server port, with 
each pair of security associations. For details of the usage of the two ports see 
3GPP TS 33.203 [19]. 

3) if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values 
received in the request such that the P-CSCF is able to release the session if needed; and 

4) apply any privacy required by RFC 3325 [34] to the P-Asserted-Identity header, if present in the 
request; 

NOTE 3: When apply any privacy required by RFC 3325 [34] to the P-Asserted-Identity header, the P-
CSCFwill consider the UE to be outside the trust domain. 

before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26]. 

When the P-CSCF receives any response to the above request, the P-CSCF shall: 

1) verify that the list of Via headers matches the saved list of Via headers received in the request 
corresponding to the same dialog, including the P-CSCF via header value. This verification is done 
on a per Via header value basis, not as a whole string. If the verification fails, then the P-CSCF shall 
either: 

a) discard the response; or 

b) replace the Via header values with those received in the request; 

2) rewrite the port number of its own Record-Route entry to the port number where it awaits 
subsequent requests from the calling party and remove the comp parameter; and 

3) if the response corresponds to an INVITE request, save the Contact and Record-Route header field 
values received in the response such that the P-CSCF is able to release the session if needed; 

before forwarding the response in accordance with the procedures of RFC 3261 [26]. 

When the P-CSCF receives, destined for the UE, a request for a standalone transaction, or a request for an 
unknown method (that does not relate to an existing dialog), prior to forwarding the request, the P-CSCF 
shall: 

1) add its own address to the top of the received list of Via header and save the list. The P-CSCF Via 
header entry is built in a format that contains the comp parameter in accordance with the procedures 
of RFC 3486 [55], and the protected server port number of the security association established from 
the UE to the P-CSCF and either: 

a) the P-CSCF FQDN that resolves to the IP address of the security association established from 
the UE to the P-CSCF; or 
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b) the P-CSCF IP address of the security association established from the UE to the P-CSCF; 

NOTE 3: The P-CSCF associates two ports, a protected client port and a protected server port, with 
each pair of security associations. For details of the usage of the two ports see 
3GPP TS 33.203 [19]. 

2) store the values received in the P-Charging-Function-Addresses header; and 

3) remove and store the icid parameter received in the P-Charging-Vector header; and 

4) save a copy of the P-Called-Party-ID header;  

before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26]. 

When the P-CSCF receives any response to the above request, the P-CSCF shall: 

1) verify that the list of Via headers matches the saved list of Via headers received in the request 
corresponding to the same dialog, including the P-CSCF via header value. This verification is done 
on a per Via header value basis, not as a whole string. If these lists do not match, then the P-CSCF 
shall either: 

a) discard the response; or 

b) replace the Via header values with those received in the request; and 

2) remove the P-Preferred-Identity header, if present, and insert an P-Asserted-Identity header with the 
value saved from the P-Called-Party-ID header Request-URI of the request; 

before forwarding the response in accordance with the procedures of RFC 3261 [26]. 

When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a target 
refresh request (including requests relating to an existing dialog where the method is unknown), prior to 
forwarding the request, the P-CSCF shall: 

1) add its own address to the top of the received list of Via header and save the list The P-CSCF Via 
header entry is built in a format that contains the comp parameter in accordance with the procedures 
of RFC 3486 [55], and the protected server port number of the security association established from 
the UE to the P-CSCF and either: 

a) the P-CSCF FQDN that resolves to the IP address of the security association established from 
the UE to the P-CSCF; or 

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF; and 

NOTE 4: The P-CSCF associates two ports, a protected client port and a protected server port, with 
each pair of security associations. For details of the usage of the two ports see 
3GPP TS 33.203 [19]. 

2) remove and store the icid parameter from P-Charging-Vector header; 

before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26]. 

When the P-CSCF receives any response to the above request, the P-CSCF shall: 

1) verify that the list of Via headers matches the saved list of Via headers received in the request 
corresponding to the same dialog, including the P-CSCF via header value. This verification is done 
on a per Via header value basis, not as a whole string. If these lists do not match, then the P-CSCF 
shall either: 

a) discard the response; or 
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b) replace the Via header values with those received in the request; 

before forwarding the response in accordance with the procedures of RFC 3261 [26]. 
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6.1 Procedures at the UE 
Usage of SDP by the UE: 

1. In order to authorize the media streams, the P-CSCF and S-CSCF have to be able to inspect the SDP payloads. 
Hence, the UE shall not encrypt the SDP payloads. 

2. An INVITE request generated by a UE shall contain SDP payload. The SDP payload shall reflect the calling 
user's terminal capabilities and user preferences for the session. The UE shall order the SDP payload with the 
most preferred codec listed first.  

3. If the SIP request includes a "precondition" option-tag in the Require header, the calling user shall indicate the 
desired QoS for the session, using the segmented status type. In an initial INVITE request the UE shall indicate 
that it mandates local QoS and that this precondition is not yet satisfied, i.e. the UE shall include the following 
preconditions: 

 a=des: qos mandatory local sendrecv 

 a=curr: qos local none 

 If the SIP request does not include the "precondition" option-tag in the Require header, the UE shall not indicate 
that it mandates local QoS. The UE may indicate its desire for optional local QoS, by including the following 
preconditions: 

 a=des:qos optional local sendrecv 

In the case described in subclause 5.1.3.1.2.2 in the first SDP offer the UE sends, the UE shall set each media 
stream in inactive mode by including an "a=inactive" line, according to the procedures described in draft-ietf-
mmusic-sdp-new [39]. 

NOTE 1: When setting the media streams in the inactive mode, the UE may include in the first SDP offer the 
proper values for the RS and RR modifiers and associate bandwidths to prevent the receiving of the 
RTCP packets, and not send any RTCP packets.   

4. Providing that the INVITE request received by the UE contains an SDP offer including one or more "m=" media 
descriptions, and the precondition mechanism is used as described in subclause 5.1.4.1.2.1, the first 183 (Session 
Progress) provisional response that the UE sends, shall contain the answer for the SDP received in the INVITE. 
The said SDP answer shall reflect the called user's terminal capabilities and user preferences. 

In the case described in subclause 5.1.4.1.3 no specific SDP procedures for integration of resource reservation 
have to be performed. 

In the case described in subclause 5.1.4.1.2.3 in the first SDP answer the UE sends, the UE shall set each media 
streams in inactive mode by including an "a=inactive" line, according to the procedures described in draft-ietf-
mmusic-sdp-new [39].If the UE is setting one or more media streams in active mode, it shall apply the 
procedures described in draft-ietf-mmusic-sdp-new [39] with respect to setting the direction of media streams. 

5. When the UE sends a 183 (Session Progress) response with SDP payload including one or more "m=" media 
descriptions, if the preconditions extension as described in RFC 3312 [30] is supported by the calling UE, the 
called UE shall request confirmation for the result of the resource reservation at the originating end point. 

6. During session establishment procedure, SIP messages shall only contain SDP payload if that is intended to 
modify the session description, or when the SDP payload must be included in the message because of SIP rules 
described in RFC 3261[26]. 

7. For "video" and "audio" media types that utilize the RTP/RTCP, the UE shall specify the proposed bandwidth 
for each media stream utilizing the "b=" media descriptor and the "AS" bandwidth modifier in the SDP. 

 If the media line in the SDP indicates the usage of RTP/RTCP, in addition to the "AS" bandwidth modifier in the 
media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier 
and the other with the "RR" bandwidth modifier as described in RFC 3556 [56] to specify the required 
bandwidth allocation for RTCP. 



 CR page 4 

CR page 4 

 For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter 
will affect the assigned QoS which is defined in 3GPP TS 29.208 [13]. 

NOTE 21: In a two-party session where both participants are active, the RTCP receiver reports are not sent, 
therefore, the RR bandwidth modifer will typically get the value of zero. 

8. The UE shall include the MIME subtype "telephone-event" in the "m=" media descriptor in the SDP for audio 
media flows that support both audio codec and DTMF payloads in RTP packets as described in RFC 2833 [23]. 

9. The UE shall inspect the SDP contained in any SIP request or response, looking for possible indications of 
grouping of media streams according to RFC 3524 [54] and perform the appropriate actions for IP-CAN bearer 
establishment for media according to IP-CAN specific procedures (see subclause B.2.2.5 for IP-CAN 
implemented using GPRS). 

10. If an IP-CAN bearer is rejected or modified, the UE shall, if the SDP is affected, update the remote SIP entity 
according to RFC 3261 [26] and RFC 3311 [29]. 

11. If the UE builds SDP for an INVITE request generated after receiving a 488 (Not Acceptable Here) response, as 
described in subclause 5.1.3.1, the UE shall include SDP payload containing a subset of the allowed media types, 
codecs and other parameters from the SDP payload of all 488 (Not Acceptable Here) responses related to the 
same session establishment attempt (i.e. a set of INVITE requests used for the same session establishment). The 
UE shall order the codecs in the SDP payload according to the order of the codecs in the SDP payload of the 488 
(Not Acceptable Here) response. 

NOTE 32: The UE may be attempting a session establishment through multiple networks with different policies and 
potentially may need to send multiple INVITE requests and receive multiple 488 (Not Acceptable Here) 
responses from different CSCF nodes. The UE therefore takes into account the SDP contents of all the 
488 (Not Acceptable Here) responses received related to the same session establishment when building a 
new INVITE request. 
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5.1.2A.1 Mobile-originating case 

The procedures of this subclause are general to all requests and responses, except those for the REGISTER method. 

When the UE sends any request, the UE shall: 

- include the protected server port in the Via header entry relating to the UE; and 

- include the protected server port in any Contact header that is otherwise included. 

The UE shall discard any SIP response that is not integrity protected and is received from the P-CSCF outside of the 
registration and authentication procedures. The requirements on the UE within the registration and authentication 
procedures are defined in subclause 5.1.1. 

In accordance with RFC 3325 [34] the UE may insert a P-Preferred-Identity header in any initial request for a dialog or 
request for a standalone transaction as a hint for creation of an asserted identity within the IM CN subsystem. The UE 
may include any of the following in the P-Preferred-Identity header: 

- a public user identity which has been registered by the user; 

- a public user identity returned in a registration-state event package of a NOTIFY request as a result of an implict 
registration that was not subsequently deregistered or has expired; or 

- any other public user identity which the user has assumed by mechanisms outside the scope of this specification 
to have a current registration. 

NOTE 1: The temporary public user identity specified in subclause 5.1.1.1 is not a public user identity suitable for 
use in the P-Preferred-Identity header. 

NOTE 2: Procedures in the network require international public telecommunication numbers when telephone 
numbers are used in P-Preferred-Identity header. 

NOTE 3: A number of headers can reveal information about the identity of the user. Where privacy is required, 
implementers should also give consideration to other headers that can reveal identity information. 
RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers. 

Where privacy is required, in any initial request for a dialog or request for a standalone transaction, the UE shall set the 
From header to "Anonymous". 

NOTE 4: The contents of the From header should not be relied upon to be modified by the network based on any 
privacy specified by the user either within the UE indication of privacy or by network subscription or 
network policy. Therefore the user should include the value "Anonymous" whenever privacy is explicitly 
required. As the user may well have privacy requirements, terminal manufacturers should not 
automatically derive and include values in this header from the public user identity or other values stored 
in or derived from the UICC. Where the user has not expressed a preference in the configuration of the 
terminal implementation, the implementation should assume that privacy is required. Users that require to 
identify themselves, and are making calls to SIP destinations beyond the IM CN subsystem, where the 
destination does not implement RFC 3325 [34], will need to include a value in the From header other than 
Anonymous. 

The UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with 
RFC 3323 [33], and the additional requirements contained within RFC 3325 [34]. 

The UE shall insert a P-Access-Network-Info header into any request for a dialog, any subsequent request (except ACK 
requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request for a 
standalone method. The UE shall populate the P-Access-Network-Info header with the current point of attachment to 
the IP-CAN as specified for the access network technology (for GPRS see subclause B.3). 

NOTE 5: During the dialog, the points of attachment to the IP-CAN of the UE may change (e.g. UE connects to 
different cells). The UE will populate the P-Access-Network-Info header in any request or response 
within a dialog with the current point of attachment to the IP-CAN (e.g. the current cell information). 

The UE shall build a proper preloaded Route header value for all new dialogs and standalone transactions. The UE shall 
build a list of Route header values made out of, in this order, the P-CSCF URI (containing the IP address or the FQDN 
learnt through the P-CSCF discovery procedures, and the protected server port learnt during the registration procedure), 
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and the values received in the Service-Route header saved from the 200 (OK) response to the last registration or re-
registration.  

When a SIP transaction times out, i.e. timer B, timer F or timer H expires at the UE, the UE may behave as if timer F 
expired, as described in subclause 5.1.1.4. 

NOTE 65: It is an implementation option whether these actions are also triggered by other means. 

5.1.2A.2  Mobile-terminating case 

The procedures of this subclause are general to all requests and responses, except those for the REGISTER method. 

When the UE sends any response, the UE shall: 

- include the protected server port in any Contact header that is otherwise included. 

The UE shall discard any SIP request that is not integrity protected and is received from the P-CSCF outside of the 
registration and authentication procedures. The requirements on the UE within the registration and authentication 
procedures are defined in subclause 5.1.1. 

The UE can indicate privacy of the P-Asserted-Identity that will be generated by the P-CSCF in accordance with 
RFC 3323 [33], and the additional requirements contained within RFC 3325 [34]. 

NOTE 1: In the mobile-terminating case, this version of the document makes no provision for the UE to provide an 
P-Preferred-Identity in the form of a hint. 

NOTE 2: A number of headers can reveal information about the identity of the user. Where, privacy is required, 
implementers should also give consideration to other headers that can reveal identity information. 
RFC 3323 [33] subclause 4.1 gives considerations relating to a number of headers. 

The UE shall insert a P-Access-Network-Info header into any response to a request for a dialog, any subsequent request 
(except CANCEL requests) or response (except CANCEL responses) within a dialog or any response to a standalone 
method. The UE shall populate the P-Access-Network-Info header with its current point of attachment to the IP-CAN as 
specified for the access network technology (for GPRS see subclause B.3). 

 

 

 

5.4.3.2 Requests initiated by the served user 

When the S-CSCF receives from the served user or from a PSI an initial request for a dialog or a request for a 
standalone transaction, prior to forwarding the request, the S-CSCF shall: 

Editor's Note: It needs to be stated, that the S-CSCF will only perform the following steps if the request was received 
from a trusted entity, e.g. an entity within the trust domain. 

1) determine whether the request contains a barred public user identity in the P-Asserted-Identity header field of the 
request or not. In case the said header field contains a barred public user identity for the user, then the S-CSCF 
shall reject the request by generating a 403 (Forbidden) response. The response may include a Warning header 
containing the warn-code 399. Otherwise, continue with the rest of the steps; 

NOTE 1: If the P-Asserted-Identity header field contains a barred public user identity, then the message has been 
received, either directly or indirectly, from a non-compliant entity which should have had generated the 
content with a non-barred public user identity. 

2) remove its own SIP URI from the topmost Route header; 

3) check if an original dialog identifier that the S-CSCF previously placed in a Route header is present in the 
topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the 
request has been sent from an AS in response to a previously sent request; 
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4) check whether the initial request matches the initial filter criteria based on a public user identity in the P-
Asserted-Identity header, and if it does, forward this request to that AS, then check for matching of the next 
following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the 
previously contacted AS as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the 
previous process, the S-CSCF may contact one or more AS(s) before processing the outgoing Request-URI. In 
case of contacting one or more AS(s) the S-CSCF shall: 

a) insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI 
populated as specified in the subclause 5.4.3.4; and 

b) if the AS is located outside the trust domain then the S-CSCF shall remove the P-Access-Network-Info 
header field and its values in the request; if the AS is located within the trust domain, then the S-CSCF shall 
retain the P-Access-Network-Info header field and its values in the request that is forwarded to the AS; 

5) store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in 
the P-Charging-Vector header. Optionally, the S-CSCF may generate a new, globally unique icid and insert the 
new value in the icid parameter of the P-Charging-Vector header when forwarding the message. If the S-CSCF 
creates a new icid, then it is responsible for maintaining the two icid values in the subsequent messaging; 

6) insert an orig-ioi parameter into the P-Charging-Vector header. The S-CSCF shall set the orig-ioi parameter to a 
value that identifies the sending network. The S-CSCF shall not include the term-ioi parameter; 

7) insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is 
forwarded within the S-CSCF home network, including towards AS; 

8) in the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URI contained in the received P-
Asserted-Identity header, add a second P-Asserted-Identity header containing this tel-URI; 

9) if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [22]) to 
a globally routeable SIP URI using an ENUM/DNS translation mechanism with the format specified in 
RFC 2916 [24]. Databases aspects of ENUM are outside the scope of the present document. If this translation 
fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an 
announcement) in the originator's home network or the S-CSCF may send an appropriate SIP response to the 
originator; 

10) determine the destination address (e.g. DNS access) using the URI placed in the topmost Route header if present, 
otherwise based on the Request-URI. If the destination address is of an IP address type other than the IP address 
type used in the IM CN subsystem , then the S-CSCF shall forward the request to the IMS-ALG if the IM CN 
subsytem supports interworking to networks with different IP address type; 

11) if network hiding is needed due to local policy, put the address of the I-CSCF(THIG) to the topmost route 
header; 

12) in case of an initial request for a dialog originated from a served user, either:  

- if the request is routed to an AS which is part of the trust domain, the S-CSCF can decide whether to record-
route or not. The decision is configured in the S-CSCF using any information in the received request that 
may otherwise be used for the initial filter criteria. If the request is record-routed the S-CSCF shall create a 
Record-Route header containing its own SIP URI; or 

- if the request is routed elsewhere, create a Record-Route header containing its own SIP URI; 

NOTE 2: For requests originated from a PSI the S-CSCF can decide whether to record-route or not. 

Editor's Note: It needs to be clarified how the S-CSCF decides whether to put its address into the Record-Route 
header in the case of handling a request that originates from a PSI. It might be part of the operators 
policy. 

13) based on local policy rules and the destination user (Request-URI), remove the P-Access-Network-Info header 
prior to forwarding the message; 

14) route the request based on SIP routeing procedures; and 

15) if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the 
request such that the S-CSCF is able to release the session if needed. 
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When the S-CSCF receives any response to the above request, the S-CSCF may: 

1) apply any privacy required by RFC 3325 [34] to the P-Asserted-Identity header; and 

2) apply the same privacy mechanism to the P-Access-Network-Info header, if present. 

NOTE 3: The P-Asserted-Identity header would normally only be expected in 1xx or 2xx responses. 

NOTE 4: The optional procedures above are in addition to any procedure for the application of privacy at the edge 
of the trust domain specified by RFC 3323 [33]. 

When the S-CSCF receives a 1xx or 2xx response to the initial request for a dialog, if the response corresponds to an 
INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response in order to be 
able to release the session if needed. 

When the S-CSCF receives from the served user a target refresh request for a dialog, prior to forwarding the request the 
S-CSCF shall: 

1) remove its own URI from the topmost Route header; 

2) create a Record-Route header containing its own SIP URI; 

3) if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the 
request such that the S-CSCF is able to release the session if needed; 

4) in case the request is routed to an AS located outside the trust domain, remove the P-Access-Network-Info 
header; 

5) in case the request is routed towards the destination user (Request-URI) based on local policy rules and the 
destination user (Request-URI), remove the P-Access-Network-Info header; and 

6) route the request based on the topmost Route header. 

When the S-CSCF receives a 1xx or 2xx response to the target refresh request for a dialog, if the response corresponds 
to an INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response such 
that the S-CSCF is able to release the session if needed. 

When the S-CSCF receives from the served user a subsequent request other than a target refresh request for a dialog, 
prior to forwarding the request the S-CSCF shall: 

1) remove its own URI from the topmost Route header;  

2) in case the request is routed to an AS located outside the trust domain, remove the P-Access-Network-Info 
header; and 

3) in case the request is routed towards the destination user (Request-URI) based on local policy rules and the 
destination user (Request-URI), remove the P-Aaccess-Nnetwork-Iinfo header; and 

 

 

 

5.3.2.1 Normal procedures 

The I-CSCF may behave as a stateful proxy for initial requests. 

The I-CSCF shall verify for all requests whether they arrived from a trusted domain or not. If the request arrived from a 
non trusted domain, then the I-CSCF shall: 

1) respond with 403 (Forbidden) response if the request is a REGISTER request; 

2) remove all P-Asserted-Identity headers, all P-Access-Network-InfoID headers, all P-Charging-Vector headers 
and all P-Charging-Function-Addresses headers the request may contain, if the request is other than REGISTER 
request; and 
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3) continue with the procedures below. 

If the request arrived from a trusted domain, the I-CSCF shall perform the procedures below. 

NOTE 1: The I-CSCF may find out whether the request arrived from a trusted domain or not, from the procedures 
described in 3GPP TS 33.210 [19A]. 

When the I-CSCF receives an initial request for a dialog or standalone transaction, that does not contain a Route header, 
the I-CSCF shall start the user location query procedure to the HSS as specified in 3GPP TS 29.228 [14] for the called 
user, indicated in the Request-URI. Prior to performing the user location query procedure to the HSS, the I-CSCF 
decides which HSS to query, possibly as a result of a query to the Subscription Locator Functional (SLF) entity as 
specified in 3GPP TS 29.228 [14]. 

When the I-CSCF receives an INVITE request, the I-CSCF may require the periodic refreshment of the session to avoid 
hung states in the I-CSCF. If the I-CSCF requires the session to be refreshed, it shall apply the procedures described in 
draft-ietf-sip-session-timer-12 [58] clause 8.  

NOTE 2: Requesting the session to be refreshed requires support by at least one of the UEs. This functionality 
cannot automatically be granted, i.e. at least one of the involved UEs needs to support it. 

Upon successful user location query, when the response contains the URI of the assigned S-CSCF, the I-CSCF shall: 

1) insert the URI received from the HSS as the topmost Route header; 

2) store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in 
the P-Charging-Vector header. If no icid parameter was found, then create a new, globally unique value for the 
icid parameter and insert it into the P-Charging-Vector header; 

3) apply the procedures as described in subclause 5.3.3 if topology hiding is required; and 

4) forward the request based on the topmost Route header. 

Upon successful user location query, when the response contains information about the required S-CSCF capabilities, 
the I-CSCF shall: 

1) select a S-CSCF according to the method described in 3GPP TS 29.228 [14]; 

2) insert the URI of the selected S-CSCF as the topmost Route header field value; 

3) execute the procedure described in step 2 and 3 in the above paragraph (upon successful user location query, 
when the response contains the URI of the assigned S-CSCF); and 

4) forward the request to the selected S-CSCF. 

Upon an unsuccessful user location query when the response from the HSS indicates that the user does not exist, the I-
CSCF shall return an appropriate unsuccessful SIP response. This response may be a 404 (Not found) or 604 (Does not 
exist anywhere) in the case the user is not a user of the home network.  

Upon an unsuccessful user location query when the response from the HSS indicates that the user is not registered and 
no services are provided for such a user, the I-CSCF shall return an appropriate unsuccessful SIP response. This 
response may be a 480 (Temporarily unavailable) if the user is recognized as a valid user, but is not registered at the 
moment and it does not have services for unregistered users. 

When the I-CSCF receives an initial request for a dialog or standalone transaction, that contains a single Route header 
pointing to itself, the I-CSCF shall determine from the entry in the Route header whether it needs to do HSS query or 
hiding. In case HSS query is needed, then the I-CSCF shall perform the procedures described for the case when there is 
no Route header present. If the I-CSCF determines that hiding must be performed, then the THIG functionality in I-
CSCF received an outgoing initial request for which topology hiding has to be applied, and the I-CSCF shall: 

1) remove its own SIP URI from the topmost Route header; 

2) perform the procedures described in subclause 5.3.3; and 

3) route the request based on the Request-URI header field. 
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When the I-CSCF receives an initial request for a dialog or standalone transaction containing more than one Route 
header, the I-CSCF shall: 

1) remove its own SIP URI from the topmost Route header; 

2) apply the procedures as described in subclause 5.3.3; and 

3) forward the request based on the topmost Route header. 

NOTE 3: In accordance with SIP the I-CSCF can add its own routeable SIP URI to the top of the Record-Route 
header to any request, independently of whether it is an initial request, or whether topology hiding is 
performed. The P-CSCF will ignore any Record-Route header that is not in the initial request of a dialog. 

When the I-CSCF receives a response to an initial request (e.g. 183 or 2xx), the I-CSCF shall store the values from the 
P-Charging-Function-Addresses header, if present. If the next hop is outside of the current network, then the I-CSCF 
shall remove the P-Charging-Function-Addresses header prior to forwarding the message. 
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5.9.1 General 

The IMS-ALG acts as a B2BUA. The IMS-ALG will internally map the message headers between the two dialogs that 
it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message 
from one dialog to the other, or when to perform other functions. The IMS-ALG, although acting as a UA, does not 
initiate any registration of its associated addresses. These are assumed to be known by peer-to-peer arrangements within 
the IM CN subsystem. The use of the Path and Service-Route headers shall not be supported by the IMS-ALG. 

When the IMS-ALG receives an initial INVITE request from a SIP network that does not support the IP address type 
used in the IM CN subsystem, the IMS-ALG shall generate a new initial INVITE request and forward it to the I-CSCF.    

The internal function of the IMS-ALG is defined in 3GPP TS 29.162 [11A]. 
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4.2 URI and address assignments 
In order for SIP and SDP to operate, the following preconditions apply: 

1) I-CSCFs used in registration are allocated SIP URIs. Other IM CN subsystem entities may be allocated SIP 
URIs. For example sip:pcscf.home1.net and sip:<impl-specific-info>@pcscf.home1.net are valid SIP URIs. If 
the user part exists, it is an essential part of the address and shall not be omitted when copying or moving the 
address. How these addresses are assigned to the logical entities is up to the network operator. For example, a 
single SIP URI may be assigned to all I-CSCFs, and the load shared between various physical boxes by 
underlying IP capabilities, or separate SIP URIs may be assigned to each I-CSCF, and the load shared between 
various physical boxes using DNS SRV capabilities. 

2) All IM CN subsystem entities are allocated IPv6 addresses in accordance with the constraints specified in 
3GPP TS 23.221 [6] subclause 5.1. 

3) The subscriber is allocated a private user identity by the home network operator, and this is contained within the 
ISIM application, if present. Where no ISIM application is present but USIM is present, the private user identity 
is derived (see subclause 5.1.1.1A). This private user identity is available to the SIP application within the UE. 

NOTE: The SIP URIs may be resolved by using any of public DNSs, private DNSs, or peer-to-peer agreements. 

4) The subscriber is allocated one or more public user identities by the home network operator. The public user 
identity shall take the form of SIP URI as specified in RFC 3261 [26] or TEL URL as specified in RFC 2806 
[22]. At least one of these is SIP URI and it is contained within the ISIM application, if ISIM application is 
present. Where no ISIM application is present but USIM is present, the UE derives a temporary public user 
identity (see subclause 5.1.1.1A). All registered public user identities are available to the SIP application within 
the UE, after registration. 

5) The public user identities may be shared across multiple UEs. A particular public user identity may be 
simultaneously registered from multiple UEs that use different private user identities and different contact 
addresses. When reregistering and deregistering a given public user identity and associated contact address, the 
UE will use the same private user identity that it has used during the initial registration of the respective public 
user identity and associated contact address. 

6) For the purpose of access to the IM CN subsystem, UEs are assigned IPv6 prefixes in accordance with the 
constraints specified in 3GPP TS 23.221 [6] subclause 5.1 (see subclause 9.2.1 for the assignment procedures). 
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******* CHANGE ******* 

 

5.4.3.2 Requests initiated by the served user 

When the S-CSCF receives from the served user or from a PSI an initial request for a dialog or a request for a 
standalone transaction, prior to forwarding the request, the S-CSCF shall: 

Editor's Note: It needs to be stated, that the S-CSCF will only perform the following steps if the request was received 
from a trusted entity, e.g. an entity within the trust domain. 

1) determine whether the request contains a barred public user identity in the P-Asserted-Identity header field of the 
request or not. In case the said header field contains a barred public user identity for the user, then the S-CSCF 
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shall reject the request by generating a 403 (Forbidden) response. The response may include a Warning header 
containing the warn-code 399. Otherwise, continue with the rest of the steps; 

NOTE 1: If the P-Asserted-Identity header field contains a barred public user identity, then the message has been 
received, either directly or indirectly, from a non-compliant entity which should have had generated the 
content with a non-barred public user identity. 

2) remove its own SIP URI from the topmost Route header; 

3) check if an original dialog identifier that the S-CSCF previously placed in a Route header is present in the 
topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the 
request has been sent from an AS in response to a previously sent request; 

4) check whether the initial request matches the initial filter criteria based on a public user identity in the P-
Asserted-Identity header, and if it does, forward this request to that AS, then check for matching of the next 
following filter criteria of lower priority, and apply the filter criteria on the SIP method received from the 
previously contacted AS as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the 
previous process, the S-CSCF may contact one or more AS(s) before processing the outgoing Request-URI. In 
case of contacting one or more AS(s) the S-CSCF shall: 

a) insert the AS URI to be contacted into the Route header as the topmost entry followed by its own URI 
populated as specified in the subclause 5.4.3.4; and 

b) if the AS is located outside the trust domain then the S-CSCF shall remove the P-Access-Network-Info 
header field and its values in the request; if the AS is located within the trust domain, then the S-CSCF shall 
retain the P-Access-Network-Info header field and its values in the request that is forwarded to the AS; 

5) store the value of the icid parameter received in the P-Charging-Vector header and retain the icid parameter in 
the P-Charging-Vector header. Optionally, the S-CSCF may generate a new, globally unique icid and insert the 
new value in the icid parameter of the P-Charging-Vector header when forwarding the message. If the S-CSCF 
creates a new icid, then it is responsible for maintaining the two icid values in the subsequent messaging; 

6) insert an orig-ioi parameter into the P-Charging-Vector header. The S-CSCF shall set the orig-ioi parameter to a 
value that identifies the sending network. The S-CSCF shall not include the term-ioi parameter; 

7) insert a P-Charging-Function-Addresses header populated with values received from the HSS if the message is 
forwarded within the S-CSCF home network, including towards AS; 

8) in the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URI contained in the received P-
Asserted-Identity header, add a second P-Asserted-Identity header containing this tel-URI; 

9) if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806 [22]) to 
a globally routeable SIP URI using an ENUM/DNS translation mechanism with the format specified in 
RFC 2916 [24]. Databases aspects of ENUM are outside the scope of the present document. If this translation 
fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an 
announcement) in the originator's home network or the S-CSCF may send an appropriate SIP response to the 
originator. If the outgoing Request-URI is a pres URI or an im URI, the S-CSCF shall forward the request as 
specified in RFC 3861 [79]. In this case, the S-CSCF shall not modify the received Request-URI; 

10) determine the destination address (e.g. DNS access) using the URI placed in the topmost Route header if present, 
otherwise based on the Request-URI. If the destination address is of an IP address type other than the IP address 
type used in the IM CN subsystem , then the S-CSCF shall forward the request to the IMS-ALG if the IM CN 
subsytem supports interworking to networks with different IP address type; 

11) if network hiding is needed due to local policy, put the address of the I-CSCF(THIG) to the topmost route 
header; 

12) in case of an initial request for a dialog originated from a served user, either:  

- if the request is routed to an AS which is part of the trust domain, the S-CSCF can decide whether to record-
route or not. The decision is configured in the S-CSCF using any information in the received request that 
may otherwise be used for the initial filter criteria. If the request is record-routed the S-CSCF shall create a 
Record-Route header containing its own SIP URI; or 

- if the request is routed elsewhere, create a Record-Route header containing its own SIP URI; 
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NOTE 2: For requests originated from a PSI the S-CSCF can decide whether to record-route or not. 

Editor's Note: It needs to be clarified how the S-CSCF decides whether to put its address into the Record-Route 
header in the case of handling a request that originates from a PSI. It might be part of the operators 
policy. 

13) based on local policy rules and the destination user (Request-URI), remove the P-Access-Network-Info header 
prior to forwarding the message; 

14) route the request based on SIP routeing procedures; and 

15) if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the 
request such that the S-CSCF is able to release the session if needed. 

When the S-CSCF receives any response to the above request, the S-CSCF may: 

1) apply any privacy required by RFC 3325 [34] to the P-Asserted-Identity header; and 

2) apply the same privacy mechanism to the P-Access-Network-Info header, if present. 

NOTE 3: The P-Asserted-Identity header would normally only be expected in 1xx or 2xx responses. 

NOTE 4: The optional procedures above are in addition to any procedure for the application of privacy at the edge 
of the trust domain specified by RFC 3323 [33]. 

When the S-CSCF receives a 1xx or 2xx response to the initial request for a dialog, if the response corresponds to an 
INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response in order to be 
able to release the session if needed. 

When the S-CSCF receives from the served user a target refresh request for a dialog, prior to forwarding the request the 
S-CSCF shall: 

1) remove its own URI from the topmost Route header; 

2) create a Record-Route header containing its own SIP URI; 

3) if the request is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the 
request such that the S-CSCF is able to release the session if needed; 

4) in case the request is routed to an AS located outside the trust domain, remove the P-Access-Network-Info 
header; 

5) in case the request is routed towards the destination user (Request-URI) based on local policy rules and the 
destination user (Request-URI), remove the P-Access-Network-Info header; and 

6) route the request based on the topmost Route header. 

When the S-CSCF receives a 1xx or 2xx response to the target refresh request for a dialog, if the response corresponds 
to an INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response such 
that the S-CSCF is able to release the session if needed. 

When the S-CSCF receives from the served user a subsequent request other than a target refresh request for a dialog, 
prior to forwarding the request the S-CSCF shall: 

1) remove its own URI from the topmost Route header;  

2) in case the request is routed to an AS located outside the trust domain, remove the P-Access-Network-Info 
header; and 

3) in case the request is routed towards the destination user (Request-URI) based on local policy rules and the 
destination user (Request-URI), remove the P-access-network-info header; and 

4) route the request based on the topmost Route header. 
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PROPOSED CHANGE 

5.4.1.2.1 Unprotected REGISTER 

NOTE 1: Any REGISTER request sent unprotected by the UE is considered to be an initial registration. A 200 
(OK) final response to such a request will only be sent back after the S-CSCF receives a correct 
authentication challenge response in a REGISTER request that is sent integrity protected. 

NOTE 2: A REGISTER with Expires header value equal to zero should always be received protected. However, it 
is possible that in error conditions a REGISTER with Expires header value equal to zero may be received 
unprotected. In that instance the procedures below will be applied. 

When the S-CSCF receives a new unprotected registration request for an already registered public user identity linked 
to the same private user identity but with a new contact information (e.g. a user roams to a different network without de-
registering the previous one), the S-CSCF shall: 

1) perform the procedure for 'receipt of a REGISTER request without an "integrity-protected" parameter, or with 
the "integrity-protected" parameter in the Authorization header set to "no"', for the received public user identity; 
and 

2) if the authentication has been successful and if the previous registration has not expired, the S-CSCF shall 
perform the network initiated deregistration procedure only for the previous contact information as described in 
subclause 5.4.1.4. 

Upon receipt of a REGISTER request without an "integrity-protected" parameter, or with the "integrity-protected" 
parameter in the Authorization header set to "no", the S-CSCF shall: 

1) identify the user by the public user identity as received in the To header and the private user identity as received 
in the username field in the Authorization header of the REGISTER request; 

2) check if the P-Visited-Network header is included in the REGISTER request, and if it is included identify the 
visited network by the value of this header; 

3) select an authentication vector for the user. If no authentication vector for this user is available, after the S-CSCF 
has performed the Cx Multimedia Authentication procedure with the HSS, as described in 
3GPP TS 29.2289 [145], the S-CSCF shall select an authentication vector as described in 3GPP TS 33.203 [19]. 

 Prior to performing Cx Multimedia Authentication procedure with the HSS, the S-CSCF decides which HSS to 
query, possibly as a result of a query to the Subscription Locator Functional (SLF) entity as specified in 
3GPP TS 29.228 [14]; 

NOTE 3: At this point the S-CSCF informs the HSS, that the user currently registering will be served by the S-
CSCF by passing its SIP URI to the HSS. This will be indicated by the HSS for all further incoming 
initial requests for a dialog or standalone transactions destined for this user, in order to direct all these 
requests  to this S-CSCF. 

NOTE 4: When passing its SIP URI to the HSS, the S-CSCF may include in its SIP URI the transport protocol and 
the port number where it wants to be contacted. 

4) store the icid parameter received in the P-Charging-Vector header; 

5) challenge the user by generating a 401 (Unauthorized) response for the received REGISTER request, including a 
WWW-Authenticate header which transports: 

- the home network identification in the realm field; 

- the RAND and AUTN parameters and optional server specific data for the UE in the nonce field; 

- the security mechanism, which is AKAv1-MD5, in the algorithm field; 

- the IK (Integrity Key) parameter for the P-CSCF in the ik field (see subclause 7.2A.1); and 
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- the CK (Cipher Key) parameter for the P-CSCF in the ck field (see subclause 7.2A.1); 

6) store the RAND parameter used in the 401 (Unathorized) response for future use in case of a resynchronisation. 
If a stored RAND already exists in the S-CSCF, the S-CSCF shall overwrite the stored RAND with the RAND 
used in the most recent 401 (Unauthorized) response; 

7) send the so generated 401 (Unauthorized) response towards the UE; and, 

8) start timer reg-await-auth which guards the receipt of the next REGISTER request. 

If the received REGISTER request indicates that the challenge sent previously by the S-CSCF to the UE was deemed to 
be invalid by the UE, the S-CSCF shall stop the timer reg-await-auth and proceed as described in the 
subclause 5.4.1.2.3. 

PROPOSED CHANGE 

5.4.1.2.2 Protected REGISTER 

Upon receipt of a REGISTER request with the "integrity-protected" parameter in the Authorization header set to "yes", 
the S-CSCF shall identify the user by the public user identity as received in the To header and the private user identity 
as received in the Authorization header of the REGISTER request, and: 

In the case that there is no authentication currently ongoing for this user (i.e. no timer reg-await-auth is running): 

1) check if the user needs to be reauthenticated. 

The S-CSCF may require authentication of the user for any REGISTER request, and shall always require 
authentication for REGISTER requests received without the "integrity-protected" parameter in the Authorization 
header set to "yes".  

If the user needs to be reauthenticated, the S-CSCF shall proceed with the procedures as described for the initial 
REGISTER in subclause 5.4.1.2.1, beginning with step 4). If the user does not need to be reauthenticated, the S-
CSCF shall proceed with the following steps in this paragraph; and 

2) check whether an Expires timer is included in the REGISTER request and its value. If the Expires header 
indicates a zero value, the S-CSCF shall perform the deregistration procedures as described in subclause 5.4.1.4. 
If the Expires header does not indicate zero, the S-CSCF shall check whether the public user identity received in 
the To header is already registered. If it is not registered, the S-CSCF shall proceed beginning with step 5 below. 
Otherwise, the S-CSCF shall proceed beginning with step 6 below. 

In the case that a timer reg-await-auth is running for this user the S-CSCF shall: 

1) check if the Call-ID of the request matches with the Call-ID of the 401 (Unauthorized) response which carried 
the last challenge. The S-CSCF shall only proceed further if the Call-IDs match. 

2) stop timer reg-await-auth; 

3) check whether an Authorization header is included, containing: 

a) the private user identity of the user in the username field; 

b) the algorithm which is AKAv1-MD5 in the algorithm field; and 

c) the authentication challenge response needed for the authentication procedure in the response field. 

The S-CSCF shall only proceed with the following steps in this paragraph if the authentication challenge 
response was included; 

4) check whether the received authentication challenge response and the expected authentication challenge 
response (calculated by the S-CSCF using XRES and other parameters as described in RFC 3310 [49]) match. 
The XRES parameter was received from the HSS as part of the Authentication Vector. The S-CSCF shall only 
proceed with the following steps if the challenge response received from the UE and the expected response 
calculated by the S-CSCF match; 
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5) after performing the Cx Server Assignment procedure with the HSS, as described in 3GPP TS 29.2289 [145], 
store the following information in the local data: 

a) the list of public user identities associated to the user, including the own public user identity under 
registration and the implicitly registered due to the received REGISTER request. Each public user identity is 
identified as either barred or non-barred; and, 

b) all the service profile(s) corresponding to the public user identities being registered (explicitly or implicitly), 
including initial Filter Criteria (the initial Filter Criteria for the Registered and common parts is stored and 
the unregisterd part is retained for possible use later - (in the case of the S-CSCF is retained if the user 
becomes unregistered); 

NOTE 1: There might be more than one set of initial Filter Criteria received because some implicitly registered 
public user identities that are part of the same user’s subscription may belong to different service profiles. 

6) bind to each non-barred registered public user identity all registered contact information including all header 
parameters contained in the Contact header and all associated URI parameters and store information for future 
use; 

NOTE 2: There might be more then one contact information available for one public user identity. 

NOTE 3: The barred public user identities are not bound to the contact information. 

7) check whether a Path header was included in the REGISTER request and construct a list of preloaded Route 
headers from the list of entries in the Path header. The S-CSCF shall preserve the order of the preloaded Route 
headers and bind them to the contact information that was received in the REGISTER message; 

NOTE 4: If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new 
list replaces the old list. 

8) determine the duration of the registration by checking the value of the Expires header in the received REGISTER 
request. The S-CSCF may reduce the duration of the registration due to local policy or send back a 423 (Interval 
Too Brief) response specifying the minimum allowed time for registration; 

9) store the icid parameter received in the P-Charging-Vector header; 

10) create a 200 (OK) response for the REGISTER request, including: 

a) the list of received Path headers; 

b) a P-Associated-URI header containing the list of public user identities that the user is authorized to use. The 
first URI in the list of public user identities supplied by the HSS to the S-CSCF will indicate the default 
public user identity to be used by the S-CSCF. The public user identity indicated as the default public user 
identity must be an already registered public user identity. The S-CSCF shall place the default public user 
identity as a first entry in the list of URIs present in the P-Associated-URI header. The default public user 
identity will be used by the P-CSCF in conjunction with the procedures for the P-Asserted-Identity header, as 
described in subclause 5.2.6.3. The S-CSCF shall not add a barred public user identity to the list of URIs in 
the P-Associated-URI header; 

c) a Service-Route header containing: 

- the SIP URI identifying the S-CSCF containing an indication that requests routed via the service route 
(i.e. from the P-CSCF to the S-CSCF) are treated as for the mobile-originating case. This indication may 
e.g. be in a URI parameter, a character string in the user part of the URI or be a port number in the URI; 
and, 

- if network topology hiding is required a SIP URI identifying an I-CSCF(THIG) as the topmost entry; and 

d) a P-Charging-Function-Addresses header containing the values received from the HSS if the P-CSCF is in 
the same network as the S-CSCF. It can be determined if the P-CSCF is in the same network as the S-CSCF 
by the contents of the P-Visited-Network-ID header field included in the REGISTER request; 

11) send the so created 200 (OK) response to the UE; 

12) send a third-party REGISTER request, as described in subclause 5.4.1.7, to each AS that matches the Filter 
Criteria from the HSS for the REGISTER event; and, 
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NOTE 5: If this registration is a reregistration, the Filter Criteria already exists in the local data. 

13) handle the user as registered for the duration indicated in the Expires header. 

PROPOSED CHANGE 

5.4.1.4 User-initiated deregistration 

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero, the S-CSCF 
shall: 

- check whether the "integrity-protected" parameter in the Authorization header field set to "yes", indicating that 
the REGISTER request was received integrity protected. The S-CSCF shall only proceed with the following 
steps if the "integrity-protected" parameter is set to "yes"; 

- release each multimedia session which was initiated by this UE with the public user identity found in the P-
Asserted-Identity header field or with one of the implicitly registered public used identities by applying the steps 
listed in subclause 5.4.5.1.2; 

- if this public used identity was registered only by this UE, deregister the public user identity found in the To 
header field together with the implicitly registered public user identities. Otherwise, the S-CSCF will only 
remove the contact address that was registered by this UE; 

- send a third-party REGISTER request, as described in subclause 5.4.1.7, to each AS that matches the Filter 
Criteria from the HSS for the REGISTER event; and 

- if this is a deregistration request for the only public user identity currently registered with its associated set of 
implicitly registered public user identities (i.e. no other is registered) and there are still active multimedia 
sessions associated with this user, release each multimedia session belonging to the served user by applying the 
steps listed in subclause 5.4.5.1.2. 

If all public user identities of the UE are deregistered, then the S-CSCF may consider the UE and P-CSCF subscriptions 
to the reg event package cancelled (i.e. as if the UE had sent a SUBSCRIBE request with an Expires header containing 
a value of zero). 

If the Authorization header of the REGISTER request did not contain an "integrity-protected" parameter, or the 
"integrity-protected" parameter was set to the value "no", the S-CSCF shall apply the procedures described in subclause 
5.4.1.2.1. 

On completion of the above procedures in this subclause and of the Cx Server Assignment procedure with the HSS, as 
described in 3GPP TS 29.2289 [145], for one or more public user identities, the S-CSCF shall update or remove those 
public user identities, their registration state and the associated service profiles from the local data (based on operators' 
policy the S-CSCF can request of the HSS to either be kept or cleared as the S-CSCF allocated to this subscriber). 

PROPOSED CHANGE 

5.4.1.5 Network-initiated deregistration 

NOTE 1: A network-initiated deregistration event that occurs at the S-CSCF may be received from the HSS or may 
be an internal event in the S-CSCF.  

Prior to initiating the network-initiated deregistration for the only currently registered public user identity and its 
associated set of implicitly registered public user identities that have been registered with the same contact (i.e. no other 
public user identity is registered with this contact) while there are still active multimedia sessions belonging to this 
contact, the S-CSCF shall release only the multimedia sessions belonging to this contact as described in 
subclause 5.4.5.1. The multimedia sessions for the same public user identitity, if registered with another contact remain 
unchanged. 
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When a network-initiated deregistration event occurs for one or more public user identities that are bound to one or 
more contacts, the S-CSCF shall send a NOTIFY request to all subscribers that have subscribed to the respective reg 
event package. Prior to sending the NOTIFY request, the S-CSCF may release all sessions related to the contacts that 
will be deregistered. For each NOTIFY request, the S-CSCF shall: 

1) set the Request-URI and Route header to the saved route information during subscription; 

2) set the Event header to the "reg" value; 

3) in the body of the NOTIFY request, include as many <registration> elements as many public user identities the 
S-CSCF is aware of the user owns; 

4) set the aor attribute within each <registration> element to one public user identity: 

a) set the <uri> sub-element inside the <contact> sub-element of each <registration> element to the contact 
address provided by the UE; 

b) if the public user identity: 

i) has been deregistered then: 

- set the state attribute within the <registration> element to "terminated"; 

- set the state attribute within the <contact> element to "terminated"; and 

- set the event attribute within the <contact> element to "deactivated" if the S-CSCF expects the UE to 
reregister or "rejected" if the S-CSCF does not expect the UE to reregister; or 

ii) has been kept registered then: 

I) set the state attribute within the <registration> element to "active"; 

II) set the state attribute within the <contact> element to: 

- for the contact address to be removed set the state attribute within the <contact> element to 
"terminated", and event attribute element to "deactivated" if the S-CSCF expects the UE to 
reregister or "rejected" if the S-CSCF does not expect the UE to reregister; or 

- for the contact address which remain unchanged, if any, leave the <contact> element unmodified; 
and 

NOTE 2: There might be more then one contact information available for one public user identity. When 
deregistering this UE, the S-CSCF will only modify the <contact> elements that were originally 
registered by this UE using its private user identity. The <contact> elements of the same public user 
identitity, if registered by another UE using different private user identities remain unchanged. 

5) add a P-Charging-Vector header with the icid parameter populated as specified in 3GPP TS 32.260 [17]. 

The S-CSCF shall only include the non-barred public user identities in the NOTIFY request. 

Also, the S-CSCF shall send a third-party REGISTER request, as described in subclause 5.4.1.7, to each AS that 
matches the Filter Criteria from the HSS for the REGISTER event. 

On completion of the above procedures for one or more public user identities, the S-CSCF shall deregister those public 
user identities and the associated implicitly registered public user identities. On completion of the Cx Server 
Assignment procedure with the HSS, as described in 3GPP TS 29.2289 [145], the S-CSCF shall update or remove those 
public user identities, their registration state and the associated service profiles from the local data (based on operators' 
policy the S-CSCF can request of the HSS to either be kept or cleared as the S-CSCF allocated to this subscriber). 

Editor's note: this procedure shall be improved for the case of deregistration of the old contact information when the 
UE is roaming, registration is done in a new network and the previous registration has not expired and the 
case of de-registration of a contact information when multiple UEs are using the same public user identity 
and one of these UEs is deregistered. 
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6.2 Procedures at the P-CSCF 
When the P-CSCF receives any SIP request containing an SDP offer, the P-CSCF shall examine the media parameters 
in the received SDP. If the P-CSCF finds any media parameters which are not allowed on the network by local policy, 
the P-CSCF shall return a 488 (Not Acceptable Here) response containing SDP payload. This SDP payload contains 
either all the media types, codecs and other SDP parameters which are allowed according to the local policy, or, based 
on configuration by the operator of the P-CSCF, a subset of these allowed parameters. This subset may depend on the 
content of the received SIP request. The P-CSCF shall build the SDP payload in the 488 (Not Acceptable Here) 
response in the same manner as a UAS builds the SDP in a 488 (Not Acceptable Here) response as specifed in 
RFC 3261 [26]. The P-CSCF shall order the SDP payload with the most preferred codec listed first. If the SDP offer is 
encrypted, the P-CSCF may reject the request. 

When the P-CSCF receives a SIP response different from 200 (OK) response containing SDP offer, the P-CSCF shall 
not examine the media parameters in the received SDP offer, but the P-CSCF shall rather check the succeeding request 
containing the SDP answer for this offer, and if necessary (i.e. the SDP answer reduced by the UE still breaches local 
policy), the P-CSCF shall return a 488 (Not Acceptable Here) response containing the local policy allowed SDP 
payload. If the SDP answer is encrypted, the P-CSCF may reject the succeeding request. 

When the P-CSCF receives a 200 (OK) response containing SDP offer the P-CSCF shall examine the media parameters 
in the received SDP. If the P-CSCF finds any media parameters which are not allowed on the network by local policy, 
the P-CSCF shall forward the 200 OK and on the receipt of the ACK message, it shall immediately terminate the 
session as described in  subclause 5.2.8.1.2. If the SDP offer is encrypted, the P-CSCF shall forward the 200 (OK) and 
on the receipt of the ACK request containing the SDP answer, it may immediately terminate the session as described in  
subclause 5.2.8.1.2. 

When the P-CSCF receives an initial INVITE request for a terminating session setup or a 183 (Session Progress) 
response to an INVITE request for an originating session setup, the P-CSCF may modify the SDP according to 
RFC 3524 [54] to indicate to the UE that particular media stream(s) is grouped according to a local policy. The policy is 
used to determine whether the P-CSCF will request the UE to keep media stream(s) grouped in different IP-CAN 
bearers and identify the relation between different media streams and IP-CAN bearers (see subclause B.2.2.5 for IP-
CAN implemented using GPRS). 

The P-CSCF shall apply and maintain the same policy within the SDP from the initial request or response containing 
SDP and throughout the complete SIP session. If a media stream is added and grouping apply to the session, the P-
CSCF shall modify the SDP according to RFC 3524 [54] to indicate to the UE that the added media stream(s) will be 
grouped into either a new group or into one of the existing groups. The P-CSCF shall not indicate re-grouping of media 
stream(s) within the SDP. 

The P-CSCF shall not apply RFC 3524 [54] to the SDP for additional media stream(s), if grouping of media stream(s) 
was not indicated in the initial INVITE request or 183 (Session Progress) response. 

The P-CSCF may inspect, if present, the "b=RS" and "b=RR" lines in order to find out the bandwidth allocation 
requirements for RTCP. 

6.3 Procedures at the S-CSCF 
When the S-CSCF receives any SIP request containing an SDP offer, the S-CSCF shall examine the media parameters 
in the received SDP. If the S-CSCF finds any media parameters which are not allowed based on either local policy or 
the subscription, the S-CSCF shall return a 488 (Not Acceptable Here) response containing SDP payload. This SDP 
payload contains either all the media types, codecs and other SDP parameters which are allowed according to the local 
policy and users subscription or, based on configuration by the operator of the S-CSCF, a subset of these allowed 
parameters. This subset may depend on the content of the received SIP request. The S-CSCF shall build the SDP 
payload in the 488 (Not Acceptable Here) response in the same manner as a UAS builds the SDP in a 488 (Not 
Acceptable Here) response as specified in RFC 3261 [26]. If the SDP offer is encrypted, the S-CSCF may reject the 
request. 

When the S-CSCF receives a SIP response different from 200 (OK) response containing SDP offer, the SP-CSCF shall 
not examine the media parameters in the received SDP offer, but the S-CSCF shall rather check the succeeding request 
containing the SDP answer for this offer, and if necessary (i.e. the SDP answer reduced by the UE still breaches local 
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policy), the S-CSCF shall return a 488 (Not Acceptable Here) response containing the local policy allowed SDP 
payload. If the SDP answer is encrypted, the S-CSCF may reject the succeeding request. 

When the S-CSCF receives a 200 (OK) response containing SDP offer, the S-CSCF shall examine the media parameters 
in the received SDP. If the S-CSCF finds any media parameters which are not allowed based on either local policy or 
the subscription, the S-CSCF shall forward the 200 OK and on the receipt of the ACK message, it shall immediately 
terminate the session as described described in subclause 5.4.5.1.2. If the SDP offer is encrypted, the S-CSCF shall 
forward the 200 (OK) and on the receipt of the ACK request containing the SDP answer, it may immediately terminate 
the session as described in  subclause 5.2.8.1.2. 

   

 


	NP-040506.doc
	N1-041725.doc
	N1-041797.doc
	N1-041954.doc
	N1-042019.doc
	N1-042020.doc
	N1-042021.doc
	N1-042022.doc
	N1-042023.doc
	N1-042031.doc
	N1-042095.doc


