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Foreword

This Technical Specification (TS) has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

The Open Service Access (OSA) defines an architecture that enables service application devel opers to make use of
network functionality through an open standardised interface, i.e. the OSA APIs. The network functionality is describes
as Service Capability Features (SCFs) or Services. The OSA Framework isa general component in support of Services
(Service Capabilities) and Applications. The concepts and the functional architecture for the OSA are contained in the
present document. The requirements for OSA are contained in 3GPP TS 22.127 [2].

Within the OSA concept a set of Service Capability Features (SCFs) has been specified. The OSA documentation is
structured in parts. The first Part (the present document) contains an overview, the second Part contains common data
definitions, the third Part the Framework interfaces and the following Parts contain the description of the SCFs.

NOTE: Theterms*Service' and ‘ Service Capability Feature’ are used as aternatives for the same concept in the
present document. In the OSA Application Programming Interface (API) itself the SCFs asidentified in
the 3GPP requirements and architecture are reflected as ‘ service’, in terms like service instance lifecycle
manager, service Discovery.

The present document is part of a TS-family as identified below:

22.127: "Service Requirement for the Open Services Access (OSA); Stage 1".
23.198: "Open Service Access (OSA); Stage 2".

Stage 3 Technical Specifications (T Ss):

29.198-01: "OSA API; Part 1:  Overview".

29.198-02: "OSA API; Part 22 Common data".

29.198-03: "OSA API; Part 3:  Framework".

29.198-04: "OSA API; Part 4:  Call control”.

29.198-04-1: "OSA API; Part 4:  Call control; Subpart 1: ~ Common call control data definitions'.
29.198-04-2: "OSA API; Part 4:  Call control; Subpart 2:  Generic call control data SCF".
29.198-04-3: "OSA API; Part 4:  Call control; Subpart 3:  Multi-party call control data SCF".
29.198-04-4: "OSA API; Part 4:  Call control; Subpart 4:  Multimediacall control SCF".
29.198-05: "OSA API; Part 5:  Generic user interaction”.

29.198-06: "OSA API; Part 6:  Mohility".

29.198-07: "OSA API; Part 7. Terminal capabilities'.

29.198-08: "OSA API; Part 8:  Datasession control”.

29.198-09: "OSA API; Part 9:  Generic messaging SCF".

29.198-10: "OSA API; Part 10: Connectivity manager SCF".

29.198-11: "OSA API; Part 11:  Account management".
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29.199-06:
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"OSA API; Part 12:
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"OSA,; Parlay X web services; Part 1:
"OSA; Parlay X web services; Part 2:
"OSA; Parlay X web services; Part 3:
"OSA,; Parlay X web services; Part 4:
"OSA,; Parlay X web services; Part 5:
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"OSA,; Parlay X web services; Part 7:
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"OSA; Parlay X web services; Part 12:
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Technical Reports TRS):

29.998-01.
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29.998-05-1:
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"OSA API Mapping for OSA; Part 5:
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Policy management SCF".
Presence and Availability Management (PAM)".
Multi-media Messaging (MM) SCF".

Common".

Third party call".

Call notification”.

Short messaging”.
Multimedia messaging"”.
Payment".

Account management".
User status'.

Terminal location".

Call handling".

Audio call".

Multimedia conference".
Address list management".
Presence'.

General issues on APl mapping".

Call Control Service Mapping; Subpart 1:
Call Control Service Mapping; Subpart 2:
Call Control Service Mapping; Subpart 3:
Call Control Service Mapping; Subpart 4:
User Interaction Service Mapping; Subpart 1:
User Interaction Service Mapping; Subpart 2:
User Interaction Service Mapping; Subpart 3:
User Interaction Service Mapping; Subpart 4:

API to CAP Mapping".
INAP".

MEGACO mapping".
Multiparty Call Control I1SC".
APl to CAP Mapping".
INAP mapping".
MEGACO mapping".
APl to SMS Mapping".

User Location and User Status Service Mapping to MAP".
Data Session Control Service Mapping to CAP".
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1 Scope

The present document specifies the stage 2 of the Open Service Access (OSA).

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 22.101: " Service Aspects, Service Principles’.

[2] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[3] 3GPP TS 22.127: " Service Requirement for the Open Services Access (OSA); Stage 1".

4 3GPP TR 22.121: " Service aspects; The Virtual Home Environment; Stage 1".

[5] 3GPP TS 22.141: "Presence Service;, Stage 1".

(6] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS) Stage 2".

[7 3GPP TS 23.141: "Presence service; Architecture and functional description; Stage 2".

[8] 3GPP TS 23.140: "Multimedia Messaging Service (MMS); Functional description; Stage 2".
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and givenin 3G TS 22.101 [1] and 3G TR 22.905 [2] and the
following definitions apply:

Applications: software components providing services to end-users by utilising service capability features.
Home Environment: responsible for overall provision of servicesto users.
Home Environment Value Added Service Provider: see[4].

Interface: listing and semantics of the methods and attributes provided by an object that belongs to a Service Capability
Feature.

OSA API: standardised API used by applications to access service capability features.
OSA Internal API: standardised APl between framework and service capability servers.

Personal Service Environment: contains personalised information defining how subscribed services are provided and
presented towards the user

NOTE: The Personal Service Environment is defined in terms of one or more User Profiles.

3GPP
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Service Capabilities: See[3].

Service Capability Feature: See[3].

Service Capability Server: Functional Entity providing OSA interfaces towards an application.
Services. See[4].

User Profile: See[4].

User Services Profile: See[4].

Value Added Service Provider: See[4].

Virtual Home Environment: See[4].

3.2 Abbreviations

For the purposes of the present document, the abbreviations defined in GSM 01.04 and in 3G TR 21.905 and the
following apply:

API Application Programming Interface

HE Home Environment

HE-VASP Home Environment Value Added Service Provider
HSS Home Subscriber Server

IMS IP Multimedia Core Network Subsystem
ISC IMS Service Control

MRF Media Resource Function

MRFC Media Resource Function Controller
MRFP Media Resource Function Protocol

OSA Open Service Access

SCF Service Capability Feature

SCS Service Capability Server

S-CSCF Serving Call Session Control Function
SMS-C Short Message Service - Center

SOAP Simple Object Access Protocol

VASP Value Added Service Provider

VHE Virtua Home Environment

4 OSA support of VASP

The OSA toolkit may be used by the Home Environment, by Vaue Added Service Providers (VASPs) and Home
Environment Vaue Added Service Providers (HE-VASPs).

OSA isoptimized to support HE-V ASPs as the user subscription information is owned and managed by the home
environment, i.e. the Home Environment knows which users are subscribed to the service implemented by the OSA
application, and if the serviceis activated or not.

Specific methods are specified in OSA Network Service Capability Features, permitting:

- An OSA application to request user related event notifications pertaining to any subscribed user for which the
service implemented by the application is activated.

- The OSA SCSto report user related event notificationsin which it explicitly identifies the user to which the
event applies.

- An OSA application to request a function to be applied to al current subscribed users for which the service
implemented by the application is activated.

The OSA SCS can report user related events to the OSA application, without the application having explicitly
subscribed to the event (events to be reported have been agreed between the Home Environment and the HE-V ASP by
other means, e.g. in their service level agreement).

3GPP
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These VHE-specific extensions applies to all relevant Network Service Capability Features, like call and session control
SCFs, user status, and user location.

The OSA toolkit may be used by the Home Environment, by Vaue Added Service Providers (VASPs) and Home
Environment Vaue Added Service Providers (HE-VASPs).

Extensions shall be made to OSA in order to optimize the support of HE-V ASPs. These extensions shall use the fact
that user subscription information is owned and managed by the home environment, i.e. the Home Environment knows
which users are subscribed to the service implemented by the OSA application, and if the service is activated or not.

Specific methods shall be specified in OSA Service Capability Features, permitting:

- An OSA application to request user related event notifications pertaining to any subscribed user for which the
service implemented by the application is activated.

- The OSA SCSto report user related event notificationsin which it explicitly identifies the user to which the
event applies.

- An OSA application to request a function to be applied to al current subscribed users for which the service
implemented by the application is activated.

It shall also be possible for the OSA SCSto report user related events to the OSA application, without the application
having explicitly subscribed to the event (eventsto be reported have been agreed between the Home Environment and
the HE-V ASP by other means, e.g. in their service level agreement).

These VHE-specific extensions shall apply to all relevant Service Capability Features, like call and session control
SCFs, user status, and user location.

S Open Service Access

In order to be able to implement future applications/end user services that are not yet known today, a highly flexible
Framework for Servicesis required. The Open Service Access (OSA) enables applications implementing the services to
make use of network functionality. Network functionality offered to applicationsis defined in terms of a set of Service
Capahility Features (SCFs). These SCFs provide functionality of network capabilities which is accessible to
applications through the standardised OSA interface upon which service developers can rely when designing new
services (or enhancements/variants of already existing ones).

The aim of OSA isto provide a standardised, extensible and scalable interface that allows for inclusion of new
functionality in the network in future releases with a minimum impact on the applications using the OSA interface.

Network functionality offered to applications is defined as a set of Service Capability Features (SCFs) in the OSA AP,
which are supported by different Service Capability Servers (SCS). These SCFs provide access to the network
capabilities on which the application developers can rely when designing new applications (or enhancements/variants of
aready existing ones). The different features of the different SCSs can be combined as appropriate. The exact
addressing (parameters, type and error values) of these featuresis described in stage 3 descriptions. These descriptions
(defined using UML, and in three realizations - OMG Interface Description Language™, Java and WSDL) are open and
accessible to application devel opers, who can design services in any programming language, while the underlying core
network functions use their specific protocols.

The standardised OSA APIs are secure, independent of vendor specific solutions and independent of programming
languages, operating systems etc used in the service capabilities. The OSA APIs are independent of the location within
the home environment where service capabilities are implemented, and independent of supported service capabilitiesin
the network. Furthermore, an architecture with open interfaces allows for application developersto rapidly design new
and innovative applications.

3GPP
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5.1 Overview of the Open Service Access

The Open Service Access consists of three parts:

- Applications: e.g. VPN, conferencing, location based applications. These applications are implemented in one
or more Application Servers;

- Framework: providing applications with basic mechanisms that enable them to make use of the service
capabilities in the network. Examples of framework functions are Authentication, and Registration and
Discovery. Service Capability Features made available to applications are Registered in the Framework. Before
an application can use the network functionality made available through Service Capability Features,
authentication between the application and framework is needed. After authentication, the discovery function
enables the application to find out which network service capability features are provided by the Service
Capability Servers. The network service capability features are accessed by the methods defined in the OSA
interfaces,

- Service Capability Servers: providing the applications with service capability features, which are abstractions
from underlying network functionality. Examples of service capability features offered by the Service Capability
Servers are Call Control and User Location. Similar service capability features may possibly be provided by
more than one Service Capability Server. For example, Call Control functionality might be provided by SCSson
top of CAMEL and MEXE.

__ Application
,,,,,, ---—7 server
- D D@ @@
P OSA API
[p— ! ' L ! Interface
Qpen =] ) 1 i o et
AerVI ce User Location Call control
ccess framework Service capability server(s)
HSS CSE S-CSCF Servers
E.g. Location server
OSA MEXE server

SAT server

Figure 1: Overview of Open Service Access

The present document, together with the associated stage 3 specification, defines the OSA APIs. OSA does not mandate
any specific platform or programming language.

The Service Capability Serversthat provide the OSA interfaces are functional entities that can be distributed across one
or more physical nodes. For example, the User Location interfaces and Call Control interfaces might be implemented on
asingle physical entity or distributed across different physical entities. Furthermore, a service capability server can be
implemented on the same physical node as a network functional entity or in a separate physical node. For example, Call
Control interfaces might be implemented on the same physical entity asthe CAMEL protocol stack (i.e. in the CSE) or
on a different physical entity.
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Several options exist:

Option 1

The OSA interfaces are implemented in one or more physical entity, but separate from the physical network entities.
Figure 2 shows the case where the OSA interfaces are implemented in one physical entity, called "gateway" in the
figure. Figure 3 shows the case where the SCSs are distributed across several "gateways'.

—_—— e ——— - OSA API

____________ ,/_ - ____\\___------—----- Non-standardised

or standardised
/ \ interfaces

HSS CSE

Physical entity Functional entity

Figure 2: SCSs and network functional entities implemented in separate physical entities

= OSA API
SCS SCS SCS ‘Gateway’
——————————————————————— ------4-------- Non-standardised
or standardised
interfaces
HSS CSE

Figure 3: SCSs and network functional entities implemented in separate physical entities,
SCSs distributed across several 'gateways'

Option 2

The OSA interfaces are implemented in the same physical entities as the traditional network entities (e.g. HSS, CSE),
seefigure 4.

= OSA API

SCS SCS SCS

HSS CSE

Figure 4. SCSs and network functional entities implemented in same physical entities

Option 3

Option 3 isthe combination of option 1 and option 2, i.e. ahybrid solution.

3GPP
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—_— — — — OSA API
SCS SCS ‘Gateway’
Y A \
————————/————\ ———————————— Non-standardised
or standardised
Interfaces
HSS CSE

Figure 5: Hybrid implementation (combination of option 1 and 2)

It shall be noted that in all casesthereis only one Framework. This framework may reside within one of the physical
entities containing an SCS or in a separate physical entity.

From the application point of view, it shall make no difference which implementation option is chosen, i.e. in all cases
the same network functionality is perceived by the application. The applications shall always be provided with the same
set of interfaces and a common access to framework and service capability feature interfaces. It is the framework that
will provide the applications with an overview of available service capability features and how to make use of them.

The implementation of applications that make use of the OSA interfaces is not constrained or limited to a particular
programming language; middleware choice or physical architecture by the OSA interfaces themselves. Applications
may be realised as functional entities that can be distributed across one or more physical entities, e.g. platforms,
processes etc. For example, alogical application providing call routing capability may be realised as a number of
discrete physical applications in order to support differentiated application behaviour; application scalability or
application resilience. However, the logical relationship established between applications, framework and SCFs, must
always be maintained such that the integrity, security and use of the OSA interfaces remains consistent.

A range of options exist that allows applications to be realised as a number of physical entitiesin a manner that
mai ntains the integrity of the OSA architecture:

Option 1
The application is produced asa single physical entity.

App
3\ OSA AP

/i \

Framework =—1— SCF
I

| Physical
OSA
Internal Functional
API

Figure 6: Application function implemented as a single physical entity
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Option 2

The functionality of the application is realised using multiple physical entities. Figure 7 and Figure 8 represent
alternative solutions where the same application obtains a reference to the same SCF interface. In Figure 7, each
physical application uses a unique set of interfaces supplied by the Framework for each application access session,
whereas in Figure 8 the Framework shares the same interfaces. In either case the Framework resolves the application
sessions to a single FW-Svc session, and a single service manager is provided to the functional application.

App
OSA API
|
|
Framework == SCF

1

| Physical
OSA y
Internal Functional
API

Shared Interface
Reference

Figure 7: Application function implemented in several physical entities (unique Framework Interface
References for each application entity)

OSA API
|
Framework =—p— SCF
1
| Physical
OSA
Internal Functional
API
Shared Interface
Reference

Figure 8: Application function implemented in several physical entities (sharing common Framework
Interface References)

The application examples above depict an OSA Gateway with both Framework and SCF functions supported on a

single physical entity. Further Gateway architecturesin which the Framework and SCFs are supported in multiple
discrete physical entities are al'so possible.

3GPP



Release 6 14 3GPP TS 23.198 V1.0.0 (2004-12)

5.2 Basic mechanisms in the Open Service Access

This subclause explains which basic mechanisms are executed in OSA prior to offering and activating applications.

Some of the mechanisms are applied only once (e.g. establishment of service agreement), others are applied each time a
user subscription is made to an application (e.g. enabling the call attempt event for a new user).

Basic mechanisms between Application and Framework:

- Authentication: Once an off-line service agreement exists, the application can access the authentication
function. The authentication model of OSA is a peer-to-peer model. The application must authenticate the
framework and vice versa. The application must be authenticated before it is allowed to use any other OSA
function.

- Authorisation: Authorisation is distinguished from authentication in that authorisation is the action of
determining what a previously authenticated application is alowed to do. Authentication must precede
authorisation. Once authenticated, an application is authorised to access certain service capability features.

- Discovery of framework functions and network service capability features. After successful authentication,
applications can obtain available framework functions and use the discovery function to obtain information on
authorised network service capability features. The Discovery function can be used at any time after successful
authentication.

- Establishment of service agreement: Before any application can interact with a network service capability
feature, a service agreement must be established. A service agreement may consist of an off-line (e.g. by
physically exchanging documents) and an on-line part. The application has to sign the on-line part of the service
agreement before it is allowed to access any network service capability feature.

- Accessto network service capability features: The framework must provide access control functions to
authorise the access to service capability features or service data for any APl method from an application, with
the specified security level, context, domain, etc.

Basic mechanism between Framework and Service Capability Server:

- Registering of network service capability features. SCFs offered by a Service Capability Server can be
registered at the Framework. In this way the Framework can inform the Applications upon request about
available service capability features (Discovery). For example, this mechanism is applied when installing or
upgrading a Service Capability Server.

Basic mechanisms between Application Server and Service Capability Server:

- Request of event notifications. This mechanism is applied when a user has subscribed to an application and that
application needs to be invoked upon receipt of events from the network related to the user. For example, when a
user subscribesto an incoming call screening application, the application needs to be invoked when the user
receives acall. It will therefore request to be notified when a call setup is performed, with the user number as
Cadlled Party Number.

5.3 Handling of end-user related security

Once OSA bhasic mechanisms have ensured that an application has been authenticated and authorised to use network
service capability features, it isimportant to also handle end-user related security aspects. These aspects consist of the
following.

- End-user authorisation to applications, limiting the access of end-users to the applications they are subscribed to.

- Application authorisation to end-users, limiting the usage by applications of network capabilities to authorised
(i.e. subscribed) end-users.

- End-user's privacy, alowing the user to set privacy options.

These aspects are addressed in the foll owing subclauses.
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5.3.1 End-user authorisation to applications
An end-user is authorised to use an application only when he or she is subscribed to it.

In the case where the end-user has subscribed to the application before the application accesses the network SCFs, then
the subscription is part of the Service Level Agreement signed between the HE and the HE-VASP.

After the application has been granted access to network SCFs, subscriptions are controlled by the Home Environment.
Depending on the identity of an authenticated and authorised end-user, the Home Environment may use any relevant
policy to define and possibly restrict the list of services to which a particular end-user can subscribe. At any time, the
Home Environment may decide, unilaterally or after agreement with the HE-V ASP, to cancel a particular subscription.

Service subscription and activation information need to be shared between the Home Environment and the HE-VASP,
so that the HE-V ASP knows which end-users are entitled to use its services. Appropriate online and/or offline
synchronisation mechanisms (e.g. SLA re-negotiation) can be used between the HE and the HE-V ASP, which are not
specified in OSA release 5.

End-to-end interaction between a subscribed end-user and an application may require the usage of appropriate
authentication and authorisation mechanisms between the two, which are independent from the OSA API, and therefore
not in the scope of OSA standardisation.

5.3.2  Application authorisation to end-users

The Home Environment is entitled to provide service capabilities to an application with regard to a specific end-user if
the following conditions are met:

1) the end-user is subscribed to the application;
2) the end-user has activated the application;
3) the usage of this network service capability does not violate the end-users privacy settings (see next subclause).

The service capability server ensures that the above conditions are met whenever an application attempts to use a
service capability feature for a given end-user, and to respond to the application accordingly, possibly using relevant
error parameters). The mechanism used by the SCSto ensure thisisinternal to the HE (e.g. access to user profile) and is
not standardised in OSA release 5.

5.3.3 End-user's privacy

The Home Environment may permit an end-user to set privacy options. For instance, it may permit the end-user to
decide whether his or her location may be provided to 3" parties, or whether he or she accepts information to be pushed
to hisor her terminal. Such privacy settings may have an impact on the ability of the network to provide service
capability features to applications (e.g. user location, user interaction). Thus, even if an application is authorised to use
an SCF and the end-user is subscribed to this application and this application is activated, privacy settings may still
prevent the HE from fulfilling an application request.

The service capability server ensures that a given application request does not violate an end-users privacy settings or
that the application has relevant privilegesto override them (e.g. for emergency reasons). The mechanism used by the
SCSto ensure thisisinternal to the HE and is not standardised in OSA release 5.

6 Framework service capability features
6 Framework

6.1 Trust and Security Management Functions

The Trust and Security Management functions provide:

- thefirst point of contact for an application to access a network viathe OSA APIs,
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- the authentication methods for the application and network to perform a mutual authentication;
- theapplication with the ability to select a service capability feature to make use of;
- the application with a portal to access other framework functions.

The process by which the application accesses the network viathe OSA APIs has been separated into 3 stages, each
supported by a different framework function:

1) Initial Contact with the framework;
2) Authentication to the framework;

3) Access to framework functions and service capability features.

6.1.1 Initial Contact

The application gains areference to the OSA Initial Contact function for the network that they wish to access. This may
be gained through a URL, aNaming or Trading Service or an equivalent service, a stringified object reference, etc. At
this stage, the application has no guarantee that this is areference to the network, so it this reference to initiate an
authentication process.

Initial Contact supports a particular method to alow the authentication process to take place (using the Authentication
SCF defined in subclause 6.1.2). This method must be the first invoked by the application. Invocations of other methods
will fail until authentication has been successfully completed.

Once the application has authenticated with the network, it can gain access to other framework functions and service
capability features. Thisis done by invoking a method, by which the application requests a certain type of access
service capability feature. The OSA Access function is defined in subclause 6.1.3.

6.1.2 Authentication

Once the application has made initial contact with the network, and any time during their interactions, authentication of
the application and network may be required.

The OSA APIs supports multiple authentication techniques. The procedure used to select an appropriate technique for a
given situation is described below. The authentication mechanisms may be supported by cryptographic processes to
provide confidentiality, and by digital signaturesto ensure integrity. The inclusion of cryptographic processes and
digital signaturesin the authentication procedure depends on the type of authentication technique selected. In some
cases strong authentication may need to be enforced by the network to prevent misuse of resources. In addition it may
be necessary to define the minimum encryption key length that can be used to ensure a high degree of confidentiality.

Editor’s note: Chelo: this needs to be double checked to align with last security updates

The application must authenticate with the framework before it is able to use any of the other interfaces supported by
the framework. Invocations on other interfaces will fail until authentication has been successfully completed.

6.1.3 OSA Access

This function supports stage 1 requirements related to authorization and service registration.

During an authenticated session accessing the Framework, the application will be able to select and access an instance
of aframework function or network service capability feature.

In order to use network SCFs, the application must first be authorised to do so by establishing a service agreement with
the network. The application uses the discovery SCF to retrieve the ID of the SCF they wish to use. They may then
check that they are authorised to use the SCF. The network is informed that the application wishes to use the SCF.
Finally, a service agreement is signed digitally between the two parties.

Establishing a service agreement is a business level transaction, which requires the HE-V ASP that owns the application
to agree terms for the use of an SCF with the Home Environment. Service agreements can be reached using either off-
line or on-line mechanisms. Off-line agreements will be reached outside of the scope of OSA interactions, and so are

3GPP



Release 6 17 3GPP TS 23.198 V1.0.0 (2004-12)
not described here. However, applications can make use of service agreements that are made off-line. Some Home
Environments may only offer off-line mechanisms to reach service agreements.

After a service agreement has been established between the application and the Home Environment domains, the
application will be able to make use of this agreement to access the SCF.

6.2 Discovery

Before a network SCF can be discovered, the application must know what "types' of SCFs are supported by the
Framework and what " properties’ are applicable to each SCF  type. Once the HE-V ASP finds out the desired set of
SCFs supported by the network, it subscribes (a sub-set of) these SCFs using the Subscription framework function. The
HE-VASP (or the applicationsin its domain) can find out the set of SCFs availableto it (i.e., the SCFs that it can use).

6.3 Integrity Management functions

6.3.1 Load Manager
The Load Manager function permits to manage the load on both the application and network sides.

The framework should allow the load to be distributed across multiple machines and across multiple component
processes, according to aload balancing policy. The separation of the load balancing mechanism and load balancing
policy ensures the flexibility of the load balancing functionality. The load balancing policy identifies what load
balancing rules the framework should follow for the specific application. It might specify what action the framework
should take as the congestion level changes. For example, some real-time critical applications will want to make sure
continuous service is maintained, below a given congestion level, at al costs, whereas other applications will be
satisfied with disconnecting and trying again later if the congestion level rises. Clearly, the load balancing policy is
related to the QoS level to which the application is subscribed.

6.3.2 Fault Manager

The Fault Manager function is used by the application to inform the framework of events which affect the integrity of
the framework and SCFs, and to request information about the integrity of the system.

6.3.3 Heartbeat Management

The Heartbeat Management function allows theinitialisation of a heartbeat supervision of the client application. In case
of SCF supervision, it is the framework's responsihility to check the health status of the respective SCF.

Since the OSA APIs are inherently synchronous, the heartbeats themselves are synchronous for efficiency reasons.

6.3.4 OAM

The OAM function is used to query the system date and time. The application and the framework can synchronise the
date and time to a certain extent. Accurate time synchronisation is outside the scope of the OSA APIs.

6.5

Editor’s note: Chelo: this section is deleted because PM is not part of the Framework. But we still need a section on
PM somewhere in the stage 2 document.

7 Network service capability features

Network service capability features are provided to the applications by service capability serversto enable accessto
network resources.
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7.1 Call Control

The Call Control SCF supports stage 1 requirements related to CS call control, IMS session control and call/session
charging.

The Call Control network service capability feature supports the following functionality:

1) management function for call/session-related issues, e.g. enable or disable call/session-related event
notifications.

2) call/session control, e.g. route, disconnect.

7.1.1 Mapping of OSA APIs in CS domain

In the CS domain the OSA Call Control SCF may be mapped to CAP and MAP protocols.

7.1.2 Mapping of OSA APIs in IMS

OSA SCSisone of the three types of "application servers' communicating with S-CSCF in the IMS [8]. OSA
Application Server is connected by OSA API to OSA Service Capability Server (SCS) that is connected through |SC
interface to S-CSCF and through Sh interface to HSS. I SC interface is based on the use of SIP protocol, see TS 23.218
[10]. The details and functionality of the Sh interface are for further study in TS 23.228 [§].

OSA functions for IMS session control are supported by the following entities:
- The Serving-CSCF (S-CSCF), which performs session control services for an originating or terminating party.

- The Media Resource Function (MRF), which performs conference control and media control functions for
multiparty multimedia sessions.

Call/session control
interface(s) or SCK(s)

IMS logical -

Sesion '-..,Emappl ng

Control

SCY(s)
5 3

Sh Ee i

A 4 v ¢
HSS S-CSCF MRF

Figure 6: Mapping of OSA IMS session control on the IMS
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The stage 3 specification of OSA for IMS session control shall take into account this distribution of responsibilities
between the S-CSCF and the MRF, by specifying specific OSA SCF(s) or interface(s) for the S-CSCF, and specific
OSA SCF(s) or interface(s) for the MRF. Thisisto permit clear mapping of OSA on the corresponding entities
functionality, as well as alowing multivendorship.

IMS session control SCF(s) or interface(s) applicable to the S-CSCF shall be mapped onto the IMS Service Control
(1SC).

The MRF is either controlled by the OSA SCS by (1) using SIP 3rd party cal control viathe S-CSCF or (2) using a
direct interface to the MRF. These two options are till under investigation.

TS22.127 [3] classifies IMS session control functions as follows:
- session control requirements,
- mediacontrol requirements;
- information requirements.

IMS session control SCF(s) or interface(s) applicable to the S-CSCF shall support session control and information
requirements applicable to the originating or terminating party of 2-party session.

These OSA SCHF(s) or interface(s) and their implementation shall take into account that the S-CSCF:
- Isanentity that is dynamically associated to the user when sheregistersto the IMS;
- May behave as a SIP registrar, proxy server, and user agent;
- May receive the request from a session party to initiate an ad-hoc conference (to be associated to an MRF);
- May generate CDRs.

IMS session control SCF(s) or interface(s) applicable to the MRF shall support all session control, media control, and
information requirements.

These OSA SCF(s) or interface(s) and their implementations shall take into account that the MRF:
- May support both ad-hoc and pre-arranged conferences;
- Controls media stream resources associated to the conference;
- Behavesasa SIP user agent with regard to each party of the conference;
- Supports conference booking and floor control;

- Isdivided into Media Resource Function Controller (MRFC) and Media Resource Function Protocol (MRFP),
which interface via an H.248 fully compliant interface.

7.2 Data Session Control
The Data Session Control SCF supports stage 1 requirements related to PS call control.
The Data Session Control network service capability feature supports the following functionality:

1) management functions for data session related issues, e.g. enable or disable data session-related event
notifications

2) session control, e.g. route, disconnect.
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7.3 Mobility

The Mobility SCF addresses stage 1 requirements for user location and user statusbased on network-related
information.

The Mobility SCF provides terminal location information and general terminal status monitoring. The following
information is reported when requested provided that the network is able to support the corresponding capability:

- user whom the report concerns;

- VLR number;

- Céll Global Identification or Location Area |dentification;

- location number (network specific, refer to ITU-T Q.763);

- geographical location (e.g. in terms of universal latitude and longitude co-ordinates);

- accuracy (value depending on local regulatory requirements and level of support in serving/home networks; note
that the accuracy of the serving network might differ from that in the home environment);

- age of location information (last known date/time made available in GMT);
- status of the user'sterminal.

Connection of an external LCS client by means of OSA API to GMLC isshown in TS 23.271 [13], figure 6.1: General
arrangement of LCS.

An application uses the Mohility SCF to perform the following:
- user location requests,
- requests for starting (or stopping) the generation by the network of periodic user location reports;

- requests for starting (or stopping) the generation by the network of user location reports based on location
changes;

- report of location information;
- notification of location update.

The application can also for each user start/stop receipt of notifications and modify the required accuracy by selecting
another option from the network provided options.

7.4 Terminal Capabilities

The Terminal Capabilities SCF provides applications information about the terminal capabilities of the user. It shall be
possible for an application to request Terminal Capabilities as defined by MEXE (MEXE User Profile) [1]. The terminal
capabilities are provided by a MEXE compliant terminal to the MEXE Service Environment either on request or by the

terminal itself.

Terminal Capabilities are available only after a capability negotiation has previoudy taken place between the user’s
MEXE terminal and the MEXE Service environment as specified in [1].

NOTE: For Release 5 only WAP and MEXE devices can supply terminal capabilities.
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7.5 User Interaction

The User Interaction SCFs support stage 1 requirements for information transfer.
There are two user interaction SCFs:
- Generic User Interaction: used by applications to interact with end users;

- Call User Interaction: used by applications to interact with end users participating to a call.

7.6 Charging

The Charging SCF addresses stage 1 requirements for charging related to service usage (and not call/session control).

This SCF permits an application to access subscriber accounts maintained by the network and charge subscribers for
service usage.

Provided, that these functions are supported by the underlying network an application providing a service to the
subscriber can use the Charging SCF to:

- Check, if —for the service to be provided by the application — the charge is covered by the subscribers account or
credit limit.

- Reserve —for the service to be provided by the application— a charge in the subscribers account, that can be
deduced from the account after service delivery.

- Deduct an amount from the subscriber's account.

- Release areservation acquired earlier.

- Add non-monetary unitsto a subscriber's account.

- Deduct non-monetary units from a subscriber's account.

Reverse a completed charge transaction, e.g. after repudiation.

7.7 Account Management

The Account Management SCF addresses stage 1 requirements related to the features to monitor subscriber's account:
- retrieval of transaction history for a certain subscriber's account;
- query of the balance of the account of one or several subscriber's;

- request of notifications on certain criteriafor one or several subscribers.

7.8 Presence

The Presence SCF addresses stage 1 requirements on presence related capability functions.

OSA shall alow an application access to presence capabilities within the network. Presence related information may be
requested or supplied by an OSA application and may include, but not be limited to presence information pertaining to
the presence service or user availability. Presenceinformation, i.e. a set of attributes characterising current properties of
apresentity, isdescribed in TS 22.141 [11].

An OSA application shall be able:

- toregister asawatcher, to request a presentity's presence information and to be notified of changesin the
presence information.

- toregister as a presentity, to publish presence information, to retrieve watcher information and to manage related
parameters (e.g. access rules). Presence management may include the setting of user preferences, the update of
accessrules...etc.
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7.8.1 Mapping of OSA APIs

The Presence OSA APIs can be mapped to reference points Peu and Pw of the Presence Server.

Presence Service
Interface or SCF

Presence Service SCS

Peu Pw

\ 4 A

Presence Server

Figure 7: Mapping of OSA Presence APIs

Reference points Peu (i.e. between a Presence User Agent and the Presence Server) and Pw (i.e. between Watcher
Applications and the Presence Server) are described in TS 23.141 [14].

7.9 Multi Media Messaging (MMM)

The Multi Media Messaging SCF addresses the stage 1 requirement for multimedia messaging.
The Multi Media Messaging SCF alows applications to:

- send and receive messages both within and outside the context of a session (for session-based and single-shot
messaging respectively)

- put messagesin the mailbox for storage or for sending by the messaging system (with a copy in the mailbox)

- cancel amessage previously sent or query the status of a message previously sent

- manipulate folders and messages in the mailbox (e.g. copy, move, delete)

- list messagesin the mailbox and retrieve complete messages, message headers, message body or parts of the
message body

7.9.1 Mapping of OSA APIs in MMM

The Messaging SCF can interface to various messaging network elements or contain those network elements. Examples
of network elements are SMS-C, MM S-C, WAP Push Proxy or an e-mail server. OSA Multi Media Messaging SCF
does not mandate what network protocols to use to interface to those network elements. However, atypical example of
the interface used to interface to MMS-CisMM?7 [15].
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8 OSA Internal API

The OSA internal API between framework and service capability servers (SCSs) supports registering of network service
capability features (SCFs), permits the framework to retrieve a network SCF manager interface when an application is
granted access to a network SCF, and enables integrity management by means of |oad management, heartbeat
management and fault management.

8.1 OSA Access and Discovery

To support registration, the OSA Access and Discovery interfaces shall be supported at the OSA internal API.

8.2 Registration of network service capability features at the

framework
The Framework needs to know the Service Capability Features provided by the SCSs, in order to make them available
to applications. For this purpose network service capability features have to be registered with the Framework, and they
need to be registered in such a way that applications can discover them.

NOTE: Framework and Service Capability Servers are located within the same trusted domain. Therefore no
authentication mechanisms are required between them.

8.2.1 Service Registration

The Service Registration interface provides the methods used for the registration of network SCFs at the framework.

8.2.2 Service Factory

The Service Factory interface allows the framework to get access to a manager interface of anetwork SCF. It isused, in
order to return an SCF manager interface reference to the application. Each SCF has a manager interface that is the
initial point of contact for the network SCF.

8.3 Integrity Management

Integrity Management interfaces allow the framework to perform load management, heartbeat management and fault
management.

8.3.1 Load Management

L oad management enabl es the framework to manage the load allowing it to be distributed across multiple SCSs by
means of load balancing.

8.3.2 Heartbeat Management

Heartbeat management allows the initialisation of a heartbeat supervision of a network SCF.

8.3.3 Fault Management

Fault management allows to inform the framework of events which affect the integrity of the framework and network
SCFs, and to request information about the integrity of the system.
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9 Parlay X Web Services: OSA at a higher level of
abstraction

9.1 General

The general architecture of a solution including Web Services and/or OSA links in deployment allows a number of
deployment configurations. These configurations are derivatives of a basic architecture model, enabling a variety of
deployment options.

A typical Parlay X Web Services deployment model is shown in the Figure 9.1. This model shows the publication of
Parlay X Web Services through aregistry, making those Web Services available for discovery, and for applications to
use Web Services access methods to interact with the Gateway, where the Web Service interfaces are implemented.

Application Server

| J Find
Application —‘

Web Service Registry
interfaces J
Web Service Definition
Web Service Gateway
| J Publish
Parlay X Web Service u

Figure 9.1 : Parlay X Web Services deployment model

Interfaces to the Web Services Registry are drawn in Figure 9.1 for consistency with Web Service architectures, but
they are not in the scope of the Parlay X Web Services.

This architecture may be combined with existing OSA deployment configurations, providing the overall architecture as
illustrated in Figure 9.2.
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Application Server
| |
Application
Web Service Registry
| |
Parlay X Web Service Definition
Interfaces
Web Service Gateway

| |
Parlay X Web Service

OSA

OSA Gateway

Various
SCS

Various ~
Network

Element

Framework

Figure 9.2 : The overall Parlay X Web Services architecture

9.1.1 Deployment Scenario A: Web Services to OSA

This scenario addresses sol utions that combine Web Services interfaces facing the exterior of the network with OSA
interfaces facing the interior of the network.

Application

Parlay X interfaces

Parlay X Web
Services Gateway

OSA

OSA Gateway

Figure 9.3 Deployment Scenario A: Web Services to OSA
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Environment Description

The Application will utilize Web Services to discover and interact with the network, and will not have visibility to the
OSA implementation behind the Parlay X Web Services Gateway. The Parlay X Web Services Gateway attaches to the
OSA Gateway through an OSA interface. The information published to the Web Services Registry provides the
Application with the connection information required to connect with the Parlay X Web Services Gateway.

9.1.2 Deployment Scenario B: Web Services to Network Element

This scenario addresses sol utions that combine Web Services interfaces facing the exterior of the network with network
element specific interfaces facing the interior of the network.

Application

Parlay X interfaces

Parlay X Web
Services Gateway

Element defined interface

Network Element

Figure 9.4 : Deployment Scenario B: Web Services to Network Element

Environment Description

The Application will utilize Web Services to discover and interact with the network, and will not have visibility to the
implementation behind the Parlay X Web Services Gateway. The Parlay X Web Services Gateway attachesto the
Network Element through an interface defined by the Network Element. These interfaces (i.e. Element defined
interface) are not in the scope of this specification. The information published to the Web Services Registry provides
the Application with the connection information required to connect with the Parlay X Web Services Gateway.

The next clauses describe the Web Services supported by OSA Release 6.

9.2 Third Party Call

This Web Service supports the functionality to create and manage a call initiated by an application (third party call).
Using the Third Party Call Web Service, applications can invoke call handling functions without detailed
telecommunication knowledge. The functionality provided is:

- Make acall which sets up acall between two addresses

- Get call information givesinformation about how the call progressed in the network
- End call will cease the call

- Cancel Call Request allows the network to prevent call setup before completion

The third party application can suggest a charge against the receiving subscriber's account.

9.3 Network-Initiated Third Party Call

These functions are for notification or even handling of calls initiated by a subscriber in the network. A (third party)
application can determine how the call should be treated. The overall scope of this Web serviceisto provide simple call
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control related functions to application developers. Using the Network-Initiated Third Party Call Web Service,
application developers can apply simple logic to network-initiated calls without specific Telco knowledge. The Web
Services alow the application to handle the following conditions occurring in the set-up of acall:

- Dedtination busy

- Addressis not Reachable

- Dedtination is not answering

- A specific number has been called by subscriber

The third party application can suggest a charge against the subscriber’ s account on which behalf these services were
rendered.

9.4 SMS

The overall scope of this Web Serviceisto provide to applications the means to handle SMSin a simple way. For
receiving a message from the network, the application may use either polling or notification mechanisms. The
notification mechanism is more common: network-initiated messages are sent to autonomous application-side web
services. Both mechanisms are supported, but the provisioning of the notification-related criteriais not specified.
Services are specified to enable an application to:

- Send any SMS

- Send alogo embodied inan SMS

- Send aringtone embodied in an SMS

- Retrieve the delivery status of an SMS

- Request to be notified of received SMSs

- Request to be notified of delivery receipt of asent SMS
- Retrieve SM'S messages sent to an address

For reasons of efficiency, SMSs, whether their payload istext, alogo or ringtone, can be sent to groups of recipients. In
order for such groupsto be reusable; a group with recipients is uniquely identified and addition/deletion of group
membersis allowed.

The third party application can suggest a charge against the receiving subscriber's account.

9.5 Multimedia Message

Thisis additional to the SM S web services and handles more general messaging case.  Multimedia Message services
provide generic messaging features (including SMS) to send and receive messages. For receiving a message from the
network the application may use either polling or notification mechanisms. Network-initiated messages are sent to
autonomous application-side web services. The following functions are supported:

- Send amessage to an address

- Retrieve the delivery status of a message

- Retrieve by polling for received messages

- Retrieve message parts by URI references

- Retrieve whole messages as SOAP attachments

- Notification to the application that a message has been received for a specific address.

For reasons of efficiency, MM Ses can be sent to groups of recipients. In order for such groups to be reusable; a group
with recipientsis uniquely identified and addition/deletion of group membersis allowed.
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The third party application can suggest a charge against the receiving subscriber's account.

9.6 Payment

The Payment Web Services support payment reservation, pre-paid payments, and post-paid payments. They support
charging of both volume and currency amounts, a conversion function, and a settlement function in case of afinancially
resolved dispute. The functions supported enable the application to:

- Charge/refund an account by a currency amount

- Chargefrefund an account by volume (e.g. minutes)

- Cdculate a currency amount from a volume for a specific account

- Reserve acurrency amount on an account

- Charge aprior reservation to the account

- Release areservation by returning to an account the amount remaining in areservation

- Reserve avolume amount of an account

9.7 Account Management

The Parlay X Account Management supports account querying, direct recharging and recharging through vouchers. The
application can manage various aspects of an account using the functionality to:

Return the currency balance on an account
- Request what date the credit on an account is due to expire
- Update the currency/account balance on an account

- Return the transaction history on an account

9.8 Terminal Status

The Parlay X Terminal Status Web Serviceis used for getting terminal statusinformation. The functionality supported
issmple:

- Requests a subscriber’s terminal’s status subject to the subscriber's policies.
- Request to be notified of termina status change.

For reasons of efficiency, Terminal status can be retrieved from groups of subscribers. In order for such groupsto be
reusable; a group with recipientsis uniquely identified and addition/deletion of group membersis allowed.

9.9 Terminal Location

The Parlay X Terminal Location Web Service is used for getting location information, it does not require specific
telecommunication skills, but some knowledge of location co-ordinatesis required. One service is specified to:

- Request the location of one subscriber’s terminal subject to subscriber’s privacy policies.
- Request to be notified of terminal location change.

For reasons of efficiency, Terminal location can be retrieved from groups of subscribers. In order for such groupsto be
reusable; a group with recipientsis uniquely identified and addition/deletion of group membersis allowed.
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9.10 Audio Call

The Parlay X Audio Call Web Service supports the creation of a call with associated audio content that is used when the
call iscompleted. The third party application can suggest a charge against the receiving subscriber’s account. The
function supported is:

- Play audio, setting up acall and using provided audio content to communicate with the callee
- Retrieval of status

- Application ability to end the call

9.11 Call Handling

The Parlay X Call Handling Web Service enables call handling rules to be provisioned, allowing third party
applications to specify how to handle calls for addresses without requiring the application to handle network
interactions, simplifying access to this capability for application developers. The function supported is:

- Provision rules for accepting, blocking, forwarding and answering calls for an address
- Query rules associated with an address
- Remove rule processing for an address or group of addresses

For reasons of efficiency, call handling rules can be provisioned for groups of addresses. In order for such groupsto be
reusable; a group with recipientsis uniquely identified and addition/deletion of group membersis allowed.

9.12 Multimedia Conferencing

The Multimedia Conferencing is a simple Web Service that allows the creation of a multimedia conference and the
dynamic management of the participants and the mediainvolved. The interface can be used by an application for
creating a multimedia conference call and for dynamically managing the participants and the mediainvolved in the call:

- Create a conference without participants
- Query the conference status/ participants
- Add/delete a participant

- Add/delete media per participant

- Query participant status

- End the conference

9.13 Presence

The Parlay X Presence Web Service allows for presence information to be obtained about one or more users and to
register presence for thesame. The service supportsthreeinterfaces. awatcher interface for requesting and
subscribing presence data, a watcher naotification interface in order to receive presence events, and a presentity interface
for supplying presence data and managing subscriptions:

- Requests used by the watcher to obtain presence data. After subscripting to presence data, the watcher can select
between a polling mode and a notification mode for receiving the presence data.

- Requests offered by the application to receive presence notifications.
- Requests used to provision presence data and manage access to the data by its watchers.

Support for groups of addressesis essential, e.g. when managing acess to presence data. In order for such groupsto be
reusable; a group with recipients is uniquely identified and addition/deletion of group membersis allowed.
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