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References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 29.228: " IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents".

[2]
3GPP TS 29.229:  " Cx and Dx interfaces based on the Diameter protocol; Protocol details".

[3]
3GPP TS 29.328: " IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents".

[4]
3GPP TS 29.329: " Sh Interface based on the Diameter protocol; Protocol details".

[5]
3GPP TS 32.225: " Telecommunication management; Charging management; Charging data description for the IP Multimedia Subsystem (IMS)".

[6]
3GPP TS 29.234: "3GPP System to WLAN Interworking; Stage 3 Description".

[7]
3GPP TS 29.109: " Generic Authentication Architecture (GAA); Zh and Zn Interfaces based on the Diameter protocol; Protocol details".

[8]
3GPP TS 29.209: " Technical Specification Group Core Network; Policy control over Gq interface".

[9]
IETF RFC 3588: "Diameter Base Protocol".
[10]
IETF RFC 3589:  "Diameter Command Codes for Third Generation Partnership Project (3GPP) Release 5".

[11]
IANA’s Enterprise-Numbers: http://www.iana.org/assignments/enterprise-numbers 

[12]
IANA’s AAA parameters register: ftp://ftp.iana.org/assignments/aaa-parameters/
[X]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".
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*********************************************************SECOND CHANGE********************************************************
7
Attribute-Value-Pair codes

The AVP codes are used together with the vendor identifier to identify each attribute uniquely. There are multiple AVP namespaces. The IETF IANA namespace, that is, the AVPs with vendor identifier zero or without vendor identifier, is controlled by IANA.  Each vendor controls the AVP codes within their AVP namespaces. 

7.1
3GPP specific AVP codes

The 3GPP specific AVPs have the Vendor-Specific bit ('V' bit) set in the AVP header and they carry the 3GPP’s vendor identifier in the Vendor-ID field of the AVP header. The 3GPP specific AVP codes are presented in the following table. 
Table 7.1: 3GPP specific AVP codes

	AVP Code
	Attribute Name
	Data Type
	Specified in the 3GPP TS 



	Note: The AVP codes from 1 to 255 are reserved for backwards compatibility with 3GPP RADIUS Vendor Specific Attributes (See TS 29.061 [X])

	Note: The AVP codes from 256 to 299 are reserved for future use.

	
	
	
	29.234 [6]

	Note: The AVP codes from 300 to 399 are reserved for TS 29.234

	
	
	
	29.109 [7]

	Note: The AVP codes from 400 to 499 are reserved for TS 29.109

	
	
	
	29.209 [8]

	Note: The AVP codes from 500 to 599 are reserved for TS 29.209

	600
	Visited-Network-Identifier
	OctetString
	29.229 [2]


	601
	Public-Identity
	UTF8String
	

	602
	Server-Name
	UTF8String
	

	603
	Server-Capabilities
	Grouped
	

	604
	Mandatory-Capability
	Unsigned32
	

	605
	Optional-Capability
	Unsigned32
	

	606
	User-Data
	OctetString
	

	607
	SIP-Number-Auth-Items
	Unsigned32
	

	608
	SIP-Authentication-Scheme
	UTF8String
	

	609
	SIP-Authenticate
	OctetString
	

	610
	SIP-Authorization
	OctetString
	

	611
	SIP-Authentication-Context
	OctetString
	

	612
	SIP-Auth-Data-Item
	Grouped
	

	613
	SIP-Item-Number
	Unsigned32
	

	614
	Server-Assignment-Type
	Enumerated
	

	615
	Deregistration-Reason
	Grouped
	

	616
	Reason-Code
	Enumerated
	

	617
	Reason-Info
	UTF8String
	

	618
	Charging-Information
	Grouped
	

	619
	Primary-Event-Charging-Function-Name
	DiameterURI
	

	620
	Secondary-Event-Charging-Function-Name
	DiameterURI
	

	621
	Primary-Charging-Collection-Function-Name
	DiameterURI
	

	622
	Secondary-Charging-Collection-Function-Name
	DiameterURI
	

	623
	User-Authorization-Type
	Enumerated
	

	
	
	
	

	624
	User-Data-Already-Available
	Enumerated
	

	625
	Confidentiality-Key
	OctetString
	

	626
	Integrity-Key
	OctetString
	

	627
	User-Data-Request-Type
	Enumerated
	

	Note: The AVP codes from 628 to 699 are reserved for TS 29.229.

	700
	User-Identity
	Grouped
	29.329 [4]

	701
	MSISDN
	OctetString
	

	702
	User-Data
	OctetString
	

	703
	Data-Reference
	Enumerated
	

	704
	Service-Indication
	OctetString
	

	705
	Subs-Req-Type
	Enumerated
	

	706
	Requested-Domain
	Enumerated
	

	707
	Current-Location
	Enumerated
	

	708
	Identity-Set
	Enumerated
	

	Note: The AVP codes from 709 to799 are reserved for TS 29.329.

	
	
	
	32.225 [5]

	Note: The AVP codes from 800 to 899 are reserved for TS 32.225
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