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5.3.2
Watcher

5.3.2.1
General

A watcher is an entity that is subscsence tuple. The watcher application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [30] and draft‑ietf‑simple-event-filter-funct-00 [31].

The watcher application may indicate its support for partial notification using the Accept header field in accordance with draft-ietf-simple-partial-notify-01 [24].

The watcher application shall interpret the received presence information according to the following:

a)
a tuple including a <contact-type> element as defined in draft-ietf-simple-rpid-03 [26] with the value "presentity" means general information about the preseribed or requests presence information about a presentity from the PS.

In addition to the procedures specified in subclause 5.3.2, the watcher shall support the procedures specified in 3GPP TS 24.229 [9] appropriate to the functional entity in which the watcher is implemented.

5.3.2.2
Subscription for presence information state changes and notification acceptance

When the watcher application intends to subscribe for presence information state changes of a presentity, it shall generate a SUBSCRIBE request in accordance with RFC 3265 [19] and draft-ietf-simple-presence-10 [27].

The watcher application shall implement the "application/pidf+xml" content type as described in draft‑ietf‑impp‑cpim‑pidf-08 [21] together with the PIDF extensions defined in draft-ietf-simple-rpid-03 [26].

The watcher application may implement the PIDF extensions defined in draft-ietf-simple-cipid-01 [32].

The watcher application shall implement draft-ietf-simple- prescaps-ext-00 [25] in order to be able to understand SIP user agent capabilities extensions included in the presence document. The extension may be used by the watcher application for interpreting the type of the service described by the prentity;

b)
a tuple including a <relationship> element and <contact-type> element with the value "presentity" as defined in draft-ietf-simple-rpid-03 [26] means information about an alternate contact to the presentity;

c)
a tuple including a <contact-type> element as defined in draft-ietf-simple-rpid-03 [26] with the value "service" means communication mean specific information. The communication mean described by the tuple is deduced from the URI scheme of the contact address information present in the <contact> element as defined in draft‑ietf‑impp-cpim-pidf-08 [21]. If the URI scheme of the contact address information provides ambiguous information about the communication means, the watcher application shall further examine other elements of the tuple to decide the communication mean. Such elements can be the <methods> element, any of the different media type specific elements as defined in draft-ietf-simple-prescaps-ext-00 [25], or the <relationship> element as defined in draft-ietf-simple-rpid-03 [26].

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this version of the specification.

5.3.2.3
Subscription for presence information state changes of presentity collections

When the watcher application intends to subscribe for presence information state changes of a presentity collection, it shall generate a SUBSCRIBE request in accordance with draft-ietf-simple-event-list-04 [22], additionally to the procedures described in subclause 5.3.2.2.
In case the watcher wants the RLS to apply privacy preferences to those subscriptions that the RLS issues, it shall insert an XML body called 'application/rls-privacy+xml' (for schema definition see Annex B) to its presencelist SUBSCRIBE request.

When the watcher prefers the RLS to send out a SUBSCRIBE request anonymously for particular URI present in the resourcelist, then the watcher sets a privacy element corresponding to the particular URI inside the 'application/rls-privacy+xml' content type. If the watcher wishes to apply identical privacy preferences for all URIs in the resourcelist, then it can define them as a general attribute for the XML body without listing any URI.
5.3.2.4
Subscription for the watcher information event template package

Upon activation of the presence service, the watcher application may subscribe recursively for the watcher information state changes in accordance with draft-ietf-simple-winfo-package-05 [28] and draft-ietf-simple-winfo-format-04 [29].

The watcher application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-simple-filter-format-00 [30] and draft-ietf-simple-event-filter-funct-00 [31].

5.3.2.5
Subscription for the xcap-change package

In order to get notifications of changes to XML documents manipulated via the Ut reference point the watcher may generate a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-package-01 [39].
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5.3.4
Resource List Server (RLS)

5.3.4.1
General

The Resource List Server (RLS) is an implementation of the presence list server. The RLS is an entity that accepts subscriptions to resource lists and sends notifications to update subscribers of the state of the resources in a resource list.

In addition to the procedures specified in subclause 5.3.4, the RLS shall support the procedures specified in 3GPP TS 24.229 [9] appropriate for an AS in which the RLS is implemented.

5.3.4.2
Subscription acceptance to resource lists and notification of state changes

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection, the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9] subclause 5.7.1.5. In case of successful subscription, the RLS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft‑ietf-simple-event-list-04 [22] by adding a Require header field with value "eventlist" to the request.

If the body of the SUBSCRIBE request from the watcher contains filters, the RLS shall apply the requested filtering function on notifications in accordance with draft-ietf-simple-filter-format-00 [30] and draft‑ietf‑simple‑event‑filter‑funct-00 [31].
If the body of the SUBSCRIBE request from the watcher includes a content type 'application/rls-privacy+xml' (for scheme definition see Annex B), then RLS must take that into consideration when sending back-end subscriptions. If privacy preference indicated for a particular URI in the 'application/rls-privacy+xml' content type, then RLS inserts the "Privacy" header with appropriate privacy values into the SUBSCRIBE request sent to the resource represented by the particular URI. If there is no URI inserted in the 'application/rls-privacy+xml' content type, then the generic privacy preference is propagated to all the resources resulted by the presencelist lookup.
5.3.4.3
Subscription to presence information 

When the RLS receives a SUBSCRIBE request for the presence information event package of a presentity collection and installs the corresponding subscription, the RLS shall resolve the list URI to individual URIs and generate SUBSCRIBE requests for each of the individual URIs as per the procedures in RFC 3265 [19], draft‑ietf‑simple‑presence-10 [27] and draft-ietf-simple-event-list-04 [22] if the state information for the resource represented by the individual URI is otherwise not available.

Editor's note: There is a need for a mechanism that can protect an IMS network from list loops potentially caused by lists of lists. Unless referenced IETF specifications provide support for implementation of this kind of protection, a mechanism or restrictions on the usage of list of lists must be identified and described here.

5.3.4.4
Subscription acceptance to xcap-change and notification of state changes

When the RLS receives a SUBSCRIBE request having the Event header value "xcap-change", the RLS shall first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then it shall perform authorization as described in 3GPP TS 24.229 [9] subclause 5.7.1.5. Afterwards, the RLS shall generate a response to the SUBSCRIBE request and notifications in accordance with draft‑ietf‑simple‑xcap‑package‑01 [39].

------------------Next change-------------
Annex B (normative):
XML Schema Definition

B.1
Introduction

This annex contains the XML schema definition for an XML document carrying the privacy preferences of the watcher sending SUBSCRIBE request to RLS.

Editor’s note: The content-type “application/rls-privacy+xml” needs to be registered with IANA.
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"

elementFormDefault="qualified"  attributeFormDefault="unqualified">

<xs:simpleType name="PrivacyValue">

  <xs:restriction base="xs:string">

    <xs:enumeration value="header"/>

    <xs:enumeration value="session"/>

    <xs:enumeration value="user"/>

    <xs:enumeration value="none"/>

    <xs:enumeration value="critical"/>

  </xs:restriction>

</xs:simpleType>

<xs:simpleType name="listOfPrivacyValues">

  <xs:list itemType="PrivacyValue"/>

</xs:simpleType>

<xs:element name="PrivacyPreferences" type="PrivacyPreferencesType"/>

<xs:complexType name="PrivacyPreferencesType">

  <xs:sequence>

    <xs:element name="PrivacyPreference" minOccurs="0" maxOccurs="unbounded">

      <xs:complexType>

        <xs:sequence>

          <xs:element name="uri" type="xs:anyURI" />

          <xs:element name="PrivacyValue" type="listOfPrivacyValues" />

        </xs:sequence>

      </xs:complexType>

    </xs:element>

  </xs:sequence>

  <xs:attribute name="general" type="listOfPrivacyValues" use="optional" />

</xs:complexType>

</xs:schema>
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