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5.1.2
Service primitives used by SNDCP layer

The SNDCP layer uses the service primitives provided by the SM sublayer and the LLC layer (see table 2). SM is specified in 3GPP TS 24.008 [5a] and LLC in 3GPP TS 44.064 [6].

Table 2: Service primitives used by the SNDCP entity

	Generic Name
	Type
	Parameters

	
	Request
	Indication
	Response
	Confirm
	

	SNDCP ( LLC

	LL‑RESET
	-
	X
	-
	-
	TLLI

	LL‑ESTABLISH
	X
	-
	-
	-
	TLLI, XID Requested

	LL‑ESTABLISH
	-
	X
	-
	-
	TLLI, XID Requested, N201-I, N201-U

	LL‑ESTABLISH
	-
	-
	X
	-
	TLLI, XID Negotiated

	LL‑ESTABLISH
	-
	-
	-
	X
	TLLI, XID Negotiated, N201-I, N201-U

	LL‑RELEASE
	X
	-
	-
	-
	TLLI, Local

	LL‑RELEASE
	-
	X
	-
	-
	TLLI, Cause

	LL‑RELEASE
	
	
	-
	X
	TLLI

	LL‑XID
	X
	-
	-
	-
	TLLI, XID Requested

	LL‑XID
	-
	X
	-
	-
	TLLI, XID Requested, N201-I, N201-U

	LL‑XID
	-
	-
	X
	-
	TLLI, XID Negotiated

	LL‑XID
	-
	-
	-
	X
	TLLI, XID Negotiated, N201-I, N201-U

	LL‑DATA
	X
	-
	-
	-
	TLLI, SN‑PDU, Reference, QoS Parameters, Radio Priority

	LL‑DATA
	-
	X
	-
	-
	TLLI, SN‑PDU

	LL‑DATA
	-
	-
	-
	X
	TLLI, Reference

	LL‑UNITDATA
	X
	-
	-
	-
	TLLI, SN‑PDU, QoS Parameters, Radio Priority, Cipher

	LL‑UNITDATA
	-
	X
	-
	-
	TLLI, SN‑PDU

	LL-STATUS
	-
	X
	-
	-
	TLLI, Cause

	SNDCP ( SM

	SNSM-ACTIVATE
	
	X
	-
	-
	TLLI, NSAPI, QoS profile, SAPI, Radio Priority

	SNSM-ACTIVATE
	-
	-
	X
	
	TLLI, NSAPI

	SNSM-DEACTIVATE
	-
	X
	-
	-
	TLLI, NSAPI(s), LLC Release Indicator, XID Negotiation Indicator

	SNSM-DEACTIVATE
	-
	-
	X
	-
	TLLI, NSAPI

	SNSM-MODIFY
	-
	X
	-
	-
	TLLI, NSAPI, QoS Profile, SAPI, Radio Priority, Send N‑PDU Number, Receive N‑PDU Number

	SNSM-MODIFY
	-
	-
	X
	-
	TLLI, NSAPI

	SNSM-STATUS
	X
	-
	-
	-
	TLLI, SAPI, Cause

	SNSM-SEQUENCE
	-
	X
	X
	-
	TLLI, NSAPI, Receive N‑PDU Number

	SNSM-STOP-ASSIGN
	-
	X
	-
	-
	TLLI, NSAPI


****************  NEXT MODIFIED SECTION  ********************

5.1.2.21
SNSM-DEACTIVATE.indication

Indication used by the SM entity to inform the SNDCP entity that an NSAPI has been deallocated and cannot be used by the SNDCP entity anymore. All buffered N‑PDUs corresponding to this NSAPI are deleted.

Upon reception of the SNSM-DEACTIVATE.indication, the SNDCP entity shall, if necessary, release the acknowledged peer-to-peer LLC operation for the associated SAPI. The release criteria and procedure are described in subclause 6.2.2. If the XID Negotiation Indicator is included in the the SNSM-DEACTIVATE.indication and compression entities have been negotiated for the NSAPI, the NSAPI shall be removed from the Applicable NSAPIs of these compression entities by explicit XID negotiation. If no XID Negotiation Indicator is included, the NSAPI shall be removed locally, without XID negotiation (see subclause 6.8).
5.1.2.22
SNSM-DEACTIVATE.response

Response used by the SNDCP layer to inform SM entity that the NSAPI indicated is no longer in use and that the acknowledged peer-to-peer LLC operation for the associated SAPI is released, if necessary.

******  NEXT SECTION PROVIDED FOR INFORMATION ***********

6.2.2
Release of acknowledged peer-to-peer LLC operation

6.2.2.1
Release criteria

If acknowledged peer-to-peer LLC operation is established for the SAPI used by a PDP context that is going to be deactivated or mapped to another SAPI, and if there is no other NSAPIs that require acknowledged peer-to-peer LLC operation using the original SAPI, then the SNDCP layer shall initiate the release procedure.

The SNDCP layer shall initiate the release, using the procedure described in subclause 6.2.2.2, upon receipt of the SNSM-DEACTIVATE.indication primitive.

The SNDCP layer at the SGSN shall also initiate the release upon receipt of the SNSM-MODIFY.indication primitive if an existing NSAPI is specified.

6.2.2.2
Release procedure

The SNDCP layer shall initiate the release by sending a LL‑RELEASE.request primitive to the relevant LLC SAP. The Local parameter shall be set if the release is the result of receipt of the SNSM-DEACTIVATE.indication primitive, otherwise it shall not be set.

****************  NEXT MODIFIED SECTION  ********************

6.8
XID parameter negotiation

Negotiation of XID parameters between peer SNDCP entities may be carried out to ensure optimal information transfer. The parameters are called SNDCP exchange identity (XID) parameters.

SNDCP XID parameter negotiation may be initiated by the SNDCP entity at the MS or at the SGSN. If SNDCP XID parameters are to be changed, SNDCP XID negotiation shall be initiated prior to data transfer - the MS shall initiate SNDCP XID negotiation upon receipt of SNSM-ACTIVATE.indication; the SGSN shall initiate SNDCP XID negotiation upon receipt of the SNSM-MODIFY.indication primitive if an NSAPI has been put into use (in the case of an Inter-SGSN Routeing Area Update), or if the change in QoS profile to an existing NSAPI results in a change in compressor(s) used by the NSAPI.

When an NSAPI no longer uses a compression entity due to a PDP context deactivation or a PDP context modification, an SNDCP XID negotiation shall be performed to remove the NSAPI from the Applicable NSAPIs of the compression entity. The negotiation shall be initiated by the MS upon receipt of the SNSM-DEACTIVATE.indication with XID Negotiation Indicator in the case of explicit PDP context deactivation by peer-to-peer signalling between the SM entities. The negotiation shall be initiated by the SGSN upon receipt of the SNSM-MODIFY.indication in the case of PDP context modification. If a PDP context is deactivated locally, without peer-to-peer signalling between the SM entities, the SM entity at the MS and the SM entity at the SGSN each shall send an SNSM-DEACTIVATE.indication without XID Negotiation Indicator to its respective SNDCP entity. Upon receipt of this primitive without XID Negotiation Indicator the SNDCP entity shall remove the NSAPI from the Applicable NSAPIs of the compression entity without any XID negotiation.
The XID negotiation is a one-step procedure; i.e. the initiating end proposes parameter values, and the responding end either accepts these or offers different values in their place according to the XID negotiation rules described in the present document; the rules limit the range of parameter values as well as the sense of negotiation. The initiating end accepts (or rejects) the values in the response; this concludes the negotiation.

The block format for the SNDCP XID parameter negotiation is shown in figure 10. Not all parameters have to be included in the XID block, only parameters that are negotiated. Parameters may be included in any order. Also it shall be possible to negotiate parameters for more than one NSAPI in one XID block since more than one NSAPI can use the same SAPI.

	Bit
	8
	7
	6
	5
	4
	3
	2
	1

	Octet 1
	Parameter type=0

	Octet 2
	Length=1

	Octet 3
	Version number

	Octet 4
	Parameter type=1

	Octet 5
	Length=n-5

	Octet 6
	P
	X
	X
	Entity number

	Octet 7 (optional)
	

	Octet 8
	Length=k-8

	Octet 9 … (optional)
	

	Octet j
	High-order octet

	…
	…

	Octet k
	Low-order octet

	Octet k+1
	P
	X
	X
	Entity number

	Octet k+2 (optional)
	

	Octet k+3
	Length=m-(k+3)

	Octet k+4… (optional)
	

	Octet k+y
	High-order octet

	…
	…

	Octet m
	Low-order octet

	…
	…

	Octet n
	Low-order octet

	Octet n+1
	Parameter type=2

	Octet n+2
	Length=r-(n+2)

	Octet n+3
	P
	X
	X
	Entity number

	Octet n+4 (optional)
	

	Octet n+5
	Length=p-(n+5)

	Octet n+6… (optional)
	

	Octet n+w
	High-order octet

	…
	…

	Octet p
	Low-order octet

	Octet p+1
	P
	X
	X
	Entity number

	Octet p+2 (optional)
	

	Octet p+3
	Length=q-(p+3)

	Octet p+4… (optional)
	

	Octet p+v
	High-order octet

	…
	…

	Octet q
	Low-order octet

	…
	…

	Octet r
	Low-order octet


Figure 10: Example of SNDCP XID block format

The SNDCP user uses SN‑XID.request to initiate the negotiation of the XID parameters. The SNDCP entity sends the proposed SNDCP XID parameters to the LLC SAP with the LL‑XID.request or LL‑ESTABLISH.request. The LLC SAP shall issue an XID command containing the SNDCP XID parameters (see 3GPP TS 44.064 [6]). The peer LLC SAP shall, upon receipt of the XID command, indicate the SNDCP XID parameters to SNDCP entity using LL‑XID.indication or LL‑ESTABLISH.indication. The peer SNDCP entity shall select appropriate values for the proposed parameters or negotiate the appropriate values with the SNDCP user entity with the SN‑XID.indication and SN‑XID.response primitives. When the appropriate parameter values are known by the peer SNDCP entity, it shall use the LL‑XID.response or LL‑ESTABLISH.response primitive to continue negotiation. Upon reception of the response, the LLC SAP shall send the received parameters to the SNDCP entity using the LL‑XID.confirm or LL‑ESTABLISH.confirm primitive. The SNDCP entity delivers the negotiated parameters to the SNDCP user. This is illustrated in figure 11. The originator of the negotiation shall apply the new parameter values after it has received the 'confirm' primitive. The responding end of the negotiation shall apply the new parameter values after it has sent the replying 'response' primitive.

Following the sending of the LL‑XID.request primitive, the SNDCP layer shall suspend the transfer of SN‑DATA and SN‑UNITDATA primitives to the LLC SAP to which the LL‑XID.request is sent. Transfer of SN‑DATA and SN‑UNITDATA primitives shall resume when the SNDCP XID negotiation ends through one of the following means:

-
successful (receiving LL‑XID.confirm);

-
failure (receiving LL‑RELEASE.indication, or LL‑STATUS.indication); or

-
successful following collision resolution (receiving LL‑ESTABLISH.indication and sending LL‑ESTABLISH.response, or receiving LL‑XID.indication and sending LL‑XID.response, see subclause 6.2.1.4).

LLC may also initiate LLC XID negotiation, in which case LLC may send an LL‑XID.indication to inform SNDCP the values of N201-I and N201-U. This is illustrated in figure 12. If the SNDCP entity receives an LL‑XID.indication without an SNDCP XID block, it shall not respond with the LL‑XID.response primitive.

Negotiation of SNDCP version number is always between the peer SNDCP entities. The version number is not known by the SNDCP user. However, negotiation of the parameters for compression algorithms may be carried out between the SNDCP user entities.

Negotiation of SNDCP XID parameters for an NSAPI shall be carried out in the SAPI to which the NSAPI is mapped.
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Figure 11: SNDCP XID negotiation procedure
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Figure 12: LLC XID negotiation procedure 
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