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*** First modified section ***

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

A&O
Active & Operative

ACM
Address Complete Message

ANM
ANswer Message

AoC
Advice of Charge

BC
Bearer Capability

BOIC-exHC&BOIZC
Barring of Outgoing International Calls except those directed to the HPLMN Country & Barring of Outgoing InterZonal Calls

BOIZC
Barring of Outgoing InterZonal Calls

BOIZC-exHC
Barring of Outgoing InterZonal Calls except those directed to the HPLMN Country

CCBS
Completion of Calls to Busy Subscriber

CFB
Call Forwarding on Busy

CFNRc
Call Forwarding on mobile subscriber Not Reachable

CFNRy
Call Forwarding on No Reply

CFU
Call Forwarding Unconditional

CLIP
Calling Line Identity Presentation

CLIR
Calling Line Identity Restriction

COLP
COnnected Line identity Presentation

COLR
COnnected Line identity Restriction

CUG
Closed User Group

CW
Call Waiting

FTN
Forwarded-To Number

FTNW
Forwarded-To NetWork

GMSCB
Gateway MSC of the B subscriber

GPRS
General Packet Radio Service

HLC
Higher Layer Compatibility

HLRB
The HLR of the B subscriber

HPLMNB
The HPLMN of the B subscriber

IAM
Initial Address Message

IPLMN
Interrogating PLMN - the PLMN containing GMSCB

IWU
Inter Working Unit

LLC
Lower Layer Compatibility

MO
Mobile Originated

MPTY
MultiParTY

MT
Mobile Terminated

NDUB
Network Determined User Busy

NRCT
No Reply Call Timer

PLMN BC
(GSM or UMTS) PLMN Bearer Capability

PRN
Provide Roaming Number

PUESBINE
Provision of User Equipment Specific Behaviour Information to Network Entities

SGSN
Serving GPRS support node

SIFIC
Send Information For Incoming Call

SIFOC
Send Information For Outgoing Call

SIWF
Shared Inter Working Function

SIWFS
SIWF Server. SIWFS is the entity where the used IWU is located. 

SRI
Send Routeing Information

UDUB
User Determined User Busy

UESBI-Iu
User Equipment Specific Behaviour Information over the Iu interface

VLRA
The VLR of the A subscriber

VLRB
The VLR of the B subscriber

VMSCA
The Visited MSC of the A subscriber

VMSCB
The Visited MSC of the B subscriber

VPLMNA
The Visited PLMN of the A subscriber

VPLMNB
The Visited PLMN of the B subscriber

*** Next modified section ***

7.1.1.2
Procedure Process_Access_Request_MSC

Sheet 1: the processing starting with the input signal "Send UESBI-Iu to Access Network" is specific to PUESBINE. If the MSC does not support PUESBINE, this signal will not be received.
Sheet 1: the task "Convert IMEISV to UESBI" is defined in 3GPP TS 23.195 [25a].

Sheet 2: instead of using the explicit procedure Obtain_IMEI_MSC, the VMSC may encapsulate the request for the IMEI in the Start security procedures message; the BSS relays the response in the Security procedures complete message to the MSC.

Sheet 2: the VMSC maps the negative response received on the B interface to the appropriate reject cause according to the rules defined in 3GPP TS 29.010 [31].

Sheet 2: The Start security procedures message may indicate one of several ciphering algorithms, or (for GSM only) no ciphering.

Sheet 2, sheet 3: At any stage, the MS may terminate the transaction with the network by sending a CM service abort message.

Sheet 2, sheet 3: if the VMSC receives a Set-up message from the MS while the access request is being handled, the message is saved for processing after the access request has been handled.

*** Next modified section ***

7.1.1.6
Procedure Obtain_IMEI_MSC

The Send IMEI request to the MS specifies the IMEISV as the requested identity.

The MS may terminate the transaction with the network while the VMSC is waiting for the MS to return its IMEI. If a CC connection has not been established, the MS uses CM Service Abort; otherwise it uses a Release, Release Complete or Disconnect. The VMSC aborts the transaction with the VLR and returns an aborted result to the parent process.

*** Next modified section ***
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Figure 7a: Procedure Process_Access_Request_MSC (sheet 1)

*** For information ***
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Figure 11: Procedure Obtain_IMEI_MSC

*** Next modified section ***

7.1.2
Functional requirements of VLR

7.1.2.1
Process OCH_VLR

7.1.2.2
Procedure Process_Access_Request_VLR

Sheet 1: the processing starting with the test "IMEISV stored" and finishing with the output signal "Send UESBI-Iu to RNC" is specific to PUESBINE. If the VLR does not support PUESBINE, the processing starts with the test "Identity known?"


Sheet 1: it is a network operator decision (subject to MoU requirements) how often an MS should be authenticated.

Sheet 2: the process Subscriber_Present_VLR is described in 3GPP TS 29.002 [29].

Sheet 2: it is a network operator decision (subject to MoU requirements) whether a GSM connection should be ciphered. A UMTS connection shall always be ciphered.

Sheet 3: it is a network operator decision (subject to MoU requirements) how often an IMEI should be checked.

Sheet 3, sheet 4, sheet 5: the procedure CCBS_Report_MS_Activity is specific to CCBS; it is specified in 3GPP TS 23.093 [23].

Sheet 5: it is a network operator decision whether emergency calls are allowed from an ME with no SIM.

*** Next modified section ***

7.1.2.10
Procedure Obtain_IMEI_VLR

*** Next modified section ***
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Figure 7.1.2.2a: Procedure Process_Access_Request_VLR (sheet 1)

*** Next modified section ***
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Figure 7.1.2.10: Procedure Obtain_IMEI_VLR

*** Next modified section ***

8.1.27
Provide IMEI

This message contains no information elements.

8.1.28
Provide IMEI ack

The following information element is required:

	Information element name
	Required
	Description

	IMEI
	M
	IMEISV (as defined in 3GPP TS 23.003 [5]) of the ME involved in the access request.


8.1.29
Provide IMSI

This message contains no information elements.

*** Next modified section ***

8.1.40
Send Info For Outgoing Call negative response

The negative response information element can take the following values:

-
Bearer service not provisioned;

-
Call barred (Operator determined barring);

-
Call barred (Supplementary service barring);

-
CUG reject (Inconsistent access information - index incompatible with basic service);

-
CUG reject (Inconsistent access information - no CUG selected);

-
CUG reject (Outgoing calls barred within the CUG);

-
CUG reject (Unknown CUG index);

-
Teleservice not provisioned.

8.1.40A
Send UESBI-Iu to Access Network
The following information element is required:

	Information element name
	Required
	Description

	IMEI (with software version)
	C
	IMEISV as defined in 3GPP TS 23.003 [5]. 


8.1.41
Start security procedures

The following information elements are required for a UMTS connection:

	Information element name
	Required
	Description

	CK
	M
	Ciphering key to be used to cipher communication over the radio link (see 3GPP TS 33.102 [32]).

	IK
	M
	Integrity key to be used to verify the integrity of messages transferred over the radio link (see 3GPP TS 33.102 [32]).


The following information elements are required for a GSM connection:

	Information element name
	Required
	Description

	Ciphering mode
	M
	Indicates whether ciphering of the radio connection is required, and if so which ciphering algorithm is to be used.

	Kc
	C
	Ciphering key to be used if ciphering of the radio connection is required. Shall be present if the ciphering mode indicates that ciphering of the radio connection is required, otherwise shall be absent.


*** End of document ***
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