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*** FIRST MODIFICATION *** 

3 Definition of subscriber data for IP Multimedia 
domain 

3.1 Data related to subscription, identification and numbering 

3.1.1 Private User Identity 

The Private User Identity is in the form of a Network Access Identifier (NAI), which is defined in RFC 2486 [48]. 

The Private User Identity is permanent subscriber data and is stored in HSS and in S-CSCF. 

3.1.2 Public User Identities 

The Public User Identities contain one or several instances of Public User Identity, which is defined in 3GPP TS 23.003 
[5]. 

The Public User Identities are permanent subscriber data and are stored in HSS and in S-CSCF. 

3.1.3 Barring indication 

Flag associated to each public identity to indicate that the identity is barred from any IMS communication (except 
registrations and re-registrations). 

The Barring indication is permanent subscriber data and is stored in the HSS and in the S-CSCF. 

3.1.4 List of authorized visited network identifiers 

The list of authorized visited network identifiers is associated with the public user identity of IMS subscribers to 
indicate which visited network identifiers are allowed for roaming. 

The list of visited network identifiers is permanent subscriber data and is stored in the HSS. This list can be a linear list 
of visited network identifiers or a compound list of network identifier types e.g. home PLMN or home country; 
however the exact structure of the list is an implementation option.  

 

*** NEXT MODIFICATION *** 
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5.3 IP Multimedia Service Data Storage 

Table 5.3: Overview of data used for IP Multimedia services 

PARAMETER Subclause HSS S-CSCF IM-SSF AS TYPE 
Private User Identity 3.1.1 M M  - P 
Public Identity 3.1.2 M M  - P 
Barring Indication 3.1.3 M M  - P 
List of authorized visited network identifiers 3.1.4 M -  - P 
Registration Status 3.2.1 M -  - T 
S-CSCF Name 3.2.2 M -  - T 
Diameter Client Address of S-CSCF 3.2.3 M -  - T 
Diameter Server Address of HSS 3.2.3 - M  - T 
RAND, XRES, CK, IK and AUTN 3.3.1 M C  - T 
Server Capabilities 3.4.1 C C  - P 
Subscribed Media Profile Identifier 3.5.1 C C  - P 
Initial Filter Criteria 3.5.2 C C  - P 
Service Indication 3.5.4 M -  M P 
GsmSCF address for IM CSI 3.8.4 C -  - P 
IM-SSF address for IM CSI 3.8.5  C  -         - T 
O-IM-CSI 3.8.1 C - C - P 
VT-IM-CSI 3.8.2 C - C - P 
D-IM-CSI 3.8.3 C - C - P 
 

*** END OF MODIFICATION *** 
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