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and the Request-URI after the request has visited all the ASs.

Consequences if ¥ Services based on Request-URI modification won't work in Rel-5
not approved:

Clauses affected: ¥ 5433

Y|N
Other specs #’| X Other core specifications ¥k 23.218
affected: X | Test specifications
X| O&M Specifications

| |Other comments: ¥ CR 369 rev3 includes agreed text from CR414 rev2

How to create CRs using this form:
Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.
Below is a brief summary:

1) Fill out the above form. The symbols above marked 3 contain pop-up help information about the field that they are
closest to.

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word
"revision marks" feature (also known as "track changes") when making the changes. All 3GPP specifications can be



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 2

downloaded from the 3GPP server under ftp:/ftp.3gpp.ora/specs/ For the latest version, look for the directory name
with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of
the clause containing the first piece of changed text. Delete those parts of the specification which are not relevant to
the change request.

5.4.3.3 Requests terminated at the served user

When the S-CSCF receives, destined for aregistered served user, an initia request for adialog or arequest for a
standal one transaction, prior to forwarding the request, the S-CSCF shall:

1) determine whether the request contains a barred public user identity in the Request-URI of therequest or not. In
case the Request URI contains a barred public user identity for the user, then the S-CSCF shall rgject the request
by generating a 404 (Not Found) response. Otherwise, continue with therest of the steps;

2) removeits own URL from the topmost Route header;

3) save the Request-URI from the request;

43)check if an original dialog identifier that the S-CSCF previoudy placed in a Route header is present in the
topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the
request has been sent from an Application Server in response to a previously sent request;

54) check whether the initial request matches the next unexecuted initial filter criteriain the priority order and apply

thefilter crlterlaon the Sl P method as described in 3GPP TS 23 218 [5] subcl ause 6.5.check-whetherthe initial
: ‘ Iftherelsamatch

665) insert a P-Charging-Function-Addresses header field (see subclause 7.2.4), if not present, populated with
values received from the HSS if the message is forwarded within the S-CSCF home network, including towards
AS,

674) storethe value of theicid parameter received in the P-Charging-V ector header and retain theicid parameter
in-the P-Charging-V ector header;

887) storethevalue of the orig-ioi parameter received in the P-Charging-Vector header, if present. The orig-ioi
parameter identifies the sending network of the request message. The orig-ioi parameter shal only be retained in
the P-Charging-Vector header if thenext hopisto an AS;

998)—¢check) check whether the Request-URI equal s towith the saved value of the Request-URI. If thereisno
match, then:

a) if therequestis an INVITE request, save the Contact, CSeq and Record-Route header field valuesreceived in
the reguest such that the S—CSCF is abl e to reI ease the sess on |f needed; andmeaseef—amnttlal—reqees—tepa
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b) forward the request-make-arouting-decision based on the Request-URI and skip the following steps;

If thereis amatch, then continue with the further steps;

1019) in casethere are no Route headersin the request, then determine, from the destination public user identity,
the list of preloaded routes saved during registration or re-registration, as described in subclause 5.4.1.2.
Furthermore, the S CSCF shall:;

at19) build the Route header field with the values determined in the previous step;

b120) determine, from the destination public user identity, the saved Contact URIL where the user isreachable
saved at regigtration or reregistration, as described in subclause 5.4.1.2;

c131) build a Request-URI with the contents of the saved Contact URIL determined in the previous step;

d142) insert a P-Called-Party-1D SIP header field including the Request-URI received in the INVITE;

1153) _ incaseof aninitial request for adialog create a Record-Route header containing itsown SIP URL and
save the necessary Record-Route header fields and the Contact header from the request in order to rel ease the
dialog when needed; and

1264) _ optionally, apply any privacy required by RFC 3323 [33] to the P-Asserted-Identity header; and

NOTE: Theoptional procedure above isin addition to any procedure for the application of privacy at the edge of
the trust domain specified by RFC 3323 [33].

1375) forward the request based on the topmost Route header.

When the S-CSCF receives, destined for an unregistered user, an initial request for adialog or arequest for a standalone
transaction, the S-CSCF shall:

1) execute the procedures described in the steps 1, 2, 3.3 and 443 in the above paragraph (when the S-CSCF
receives, destined for the registered served user, an initial request for adialog or arequest for a sandalone
transaction);

2) if the S-.CSCF does not have the user profile, then initiate the S-CSCF Registration/deregistration notification
with the purpose of downloading the relevant user profile (i.e. for unregistered user) and informing the HSS that
the user isunregistered, but this S-CSCF will assess triggering of services for the unregistered user, as described
in 3GPP TS 29.228 [14];

34) execute the procedure described in step 5, 6, 7, 8, 9, 11, 1245 and 1356 in the above paragraph (when the S-

CSCF receives, destined for the registered served user, an initia request for adialog or arequest for a standalone
transaction).

In case that no AS needs to be contacted, then S-CSCF shall return an appropriate unsuccessful SIP response.
Thisresponse may be a 480 (Temporarily unavailable) and terminate these procedures;-and

When the S-CSCF receives aresponse to the initial request for a dialog (whether the user isregistered or not), it shall
save the necessary Record-Route header fields and the Contact header field from theresponse in order to release the
diaog if needed. In the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URL contained in the
received P-Asserted-1dentity header, the S-CSCF shall add a second P-Asserted-1dentity header containing this tel-URI
In case theresponseis forwarded to an ASthat islocated within the trust domain, the S-CSCF shall retain the P-Access-
Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header.
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When the S-CSCF receives the 200 (OK) response for a standal one transaction request, the S-CSCF shall insert a P-
Charging-Function-Addresses header (see subclause 7.2.5) populated with values received from the HSS if the message
is forwarded within the S-CSCF home network, including towards an AS.

When the S-CSCF receives, destined for a served user, atarget refresh request for adialog, prior to forwarding the
request, the S-CSCF shall:

1) removeits own URL from the topmost Route header;

2) create a Record-Route header containing its own SIP URL and save the Contact header from the target refresh
reguest in order to release the dialog when needed; and

3) forward the request based on the topmost Route header.

When the S-CSCF receives a response to the target refresh request for adialog (whether the user isregistered or not), it
shall save the necessary Record-Route header fields and the Contact header field from the responsein order to release
the dialog if needed. In case the responseis forwarded to an AS that islocated within the trust domain, the S-CSCF
shall retain the P-Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header.

When the S-CSCF receives, destined for the served user, a subsequent request other than target refresh request for a
diaog, prior to forwarding the request, the S-CSCF shall:

1) removeits own URL from the topmost Route header; and

2) forward the request based on the topmost Route header.
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First proposed change

5.2.6 General treatment for all dialogs and standalone transactions
excluding the REGISTER method

5.26.1 Introduction

The procedures of subclause 5.2.6 and its subclauses are genera to all requests and responses, except those for the
REGISTER method.

5.2.6.2 Determination of mobile-originated or mobile-terminated case

Upon receipt of an initial request or atarget refresh request or a stand-alone transaction, the P-CSCF shall:

- perform the procedures for the mobile-terminating case as described in subclause 5.2.6.4 if the request makes use
of the information for mobile-terminating calls, which was added to the Path header entry of the P-CSCF during
registration (see subclause 5.2.2), e.g. the message isreceived at a certain port or the topmost Route header
contains a specific user part or parameter;

- perform the procedures for the mobile-originating case as described in subclause 5.2.6.3 if thisinformation is not
used by the request.

5.2.6.3 Requests initiated by the UE

When the P-CSCF receives an initia request for adialog or arequest for a standal one transaction, and the request
contains a P-Preferred-1dentity header that matches one of the registered public user identities, the P-CSCF shall
identify theinitiator of the request by that public user identity.

When the P-CSCF receives an initia request for adialog or arequest for a standal one transaction, and the request
contains as P-Preferred-1dentity header that does not match one of the registered public user identities, or does not
contain a P-Preferred-1dentity header, the P-CSCF shall identify theinitiator of the request by a default public user
identity. If thereis more then one default public user identity available, the P-CSCF shall randomly select one of them.

NOTE: The contents of the From header do not form any part of this decision process.

When the P-CSCF receives from the UE an initial request for adialog, and a Service-Route header list exists for the
initiator of the request, the P-CSCF shall:

1) verify that thelist of URIsreceived in the Service-Route header (during the last successful regigtration or re-
registration) is matches the preloaded Route headersin the received request. This verification is done on a per
URI basis, not as awhole string. If the verification fails, then the P-CSCFshall either:

a) return a400 (Bad Reguest) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 2 onwards; or

b) replace the preloaded Route header valuein the request with the value of the Service-Route header received
during thelast 200 (OK) response for aregistration or reregistration;

2) additsown SIPYRL-URI to the top of the Record-Route header. The P-CSCF SIP URI is built in a format that
contains the port number of the security association established from the UE to the P-CSCF and either:

a) the P-CSCF FQDN that resolves to the I P address of the security association established from the UE to the
P-CSCF,; or

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF;

3GPP
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3) removethe P-Preferred-ldentity header, if present, and insert a P-Asserted-1dentity header with avalue
representing theinitiator of the request; and
4) createanew, globally unique value for theicid parameter and insert it into the P-Charging-V ector header; and

5) if therequestis an INVITE request, save the Contact, CSeq and Record-Route header field valuesreceived in the
request such that the P-CSCF is able to rel ease the session if needed;

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

1) storethe valuesreceived in the P-Charging-Function-Addresses header;

2) storethelist of Record-Route headers from the received response;

3) storethediaog ID and associate it with the private user identity and public user identity involved in the session;
and

4) if the response correspondsto an INVITE request, save the Contact and Record-Route header field values
received in the response-in-erder-to such that the P-CSCF is able to release the dialog-session if needed;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives from the UE atarget refresh request for adialog, the P-CSCF shall:
1) verify if therequest relatesto adialog in which the originator of the request isinvolved:

a) if theregquest doesnot relates to an existing dialog in which the originator isinvolved, then the P-CSCF shall
answer the request by sending a 403 (Forbidden) response back to the originator. The response may include a
Warning header containing the warn-code 399. The P-CSCF will not forward theregquest. No other actions
arerequired;

b) if therequest relatesto an existing diaog in which the originator isinvolved, then the P-CSCF shall continue
with the following steps;

2) verify that the list of Route headersin therequest isincluded, preserving the same order, in thelist of Record-
Route headers that was received during the last target refresh request for the same dialog. This verification is
done on aper URI basis, not as awhole string. If the verification fails, then the P-CSCF shall either:

a) return a400 (Bad Reguest) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the Route header value in the request with the one received during the last target refresh request for
the same dialog in the Record-Route header; and

| 3) additsown SIP URL-URI to the Record-Route header. The P-CSCF SIP URI is built in a format that contains
the port number of the security association established from the UE to the P-CSCF and either:

a) the P-CSCF FQDN that resolves to the I P address of the security association established from the UE to the
P-CSCF,; or

b) the P-CSCF IP address of the security association established from the UE to the P-CSCFbefore forwarding
the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26] ;-

and

4) if therequest is an INVITE request, save the Contact, Csegq and Record-Route header field valuesreceived in the
request such that the P-CSCF is able to rel ease the session if needed;

When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:
1) storethelist of Record-Route headers from the received response; and

2) if the response corresponds to an INVITE request, save the Contact and Record-Route header field values
received in the response-in-erder-to such that the P-CSCF is able to release the dialog-session if needed;

3GPP
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before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives from the UE the request for a standal one transaction, and a Service-Route header list exists
for theinitiator of the request, the P-CSCF shall:

1) verify that thelist of URIsreceived in the Service-Route header (during the last successful registration or re-
registration) matches the prel oaded Route headers in the received request. This verification is done on a per URI
basis, not as a whole string. If the verification fails, then the P-CSCFshall either:

a) return a400 (Bad Reguest) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the preloaded Route header valuein the request with the one received during the last registration in
the Service-Route header of the 200 (OK) responsg;

2) remove the P-Preferred-1dentity header, if present, and insert a P-Asserted-Identity header with avalue
representing theinitiator of the request; and

3) createanew, globally unique value for theicid parameter and insert it into the P-Charging-Vector header;
before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives any response to the above request, the P-CSCF shall:
1) storethe valuesreceived in the P-Charging-Function-Addresses header;
before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives from the UE subsequent requests other than atarget refresh request, the P-CSCF shall:
1) verifyif therequest relatesto adialog in which the originator of the request isinvolved:

a) if therequest doesnot relates to an existing dialog in which the originator isinvolved, then the P-CSCF shall
answer the request by sending a 403 (Forbidden) response back to the originator. The response may include a
Warning header containing the warn-code 399. The P-CSCF will not forward thereguest. No other actions
arerequired;

b) if therequest relatesto an existing diaog in which the originator isinvolved, then the P-CSCF shall continue
with the following steps; and

2) verify that the list of Route headersin the request matches the list of Record-Route headers that was received
during the last target refresh request for the same dialog. This verification isdone on aper URI basis, not asa
whole string. If the verification fails, then the P-CSCF shall either:

a) return a400 (Bad Reguest) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the Route header value in the request with the one received during the last target refresh request for
the same dialog in the Record-Route header;

before forwarding the request to the UE, (based on the topmost Route header,) in accordance with the procedures of
RFC 3261 [26].

When the P-CSCF receives from the UE the request for an unknown method, and a Service-Route header list exists for
theinitiator of the request, the P-CSCF shall:

1) verify that thelist of URIsreceived in the Service-Route header (during the last successful regigtration or re-
registration) isincluded, preserving the same order, as a subset of the preloaded Route headersin thereceived
reguest. This verification isdone on aper URI basis, not asawhole string. If the verification fails, then the P-
CSCF shall either:

a) return a400 (Bad Reguest) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 2 onwards; or

b) replace the Route header value in the request with the one received during the last regigtration in the Service-
Route header of the 200 (OK) response; and

3GPP
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2) remove the P-Preferred-ldentity header, if present, and insert a P-Asserted-1dentity header with avalue
representing theinitiator of the request;
before forwarding the request, based on the topmaost Route header, in accordance with the procedures of RFC 3261 [26].

5.2.6.4 Requests terminated by the UE

When the P-CSCF receives, destined for the UE, an initial request for a diaog, prior to forwarding the request, the P-
CSCF shall:

1) removeits own SIPYRL-URI from the topmost Route header;
2) savethe Record-Route header list;

3) convert thelist of Record-Route header valuesinto alist of Route header values and save thislist of Route
headers;

4) if therequest isan INVITE request, save a copy of the Contact, -CSeq and Record-Route header field values
received in the request-ir-erderte- such that the P-CSCF is able to release the dialog-session if needed;

5) additsown SIP URI to thetop of thelist of Record-Route headers and save thelist. The P-CSCF SIP URI is
built in aformat that contains the port number of the security association established from the UE to the P-CSCF
and either:

a) the P-CSCF FQDN that resolves to the I P address of the security association established from the UE to the
P-CSCF,; or

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF;

6) additsown addressto the top of thereceived list of Via header and save the list. The P-CSCF Via header entry
isbuilt in aformat that contains the port number of the security association established from the UE to the P-
CSCF and either:

a) the P-CSCF FQDN that resolves to the I P address of the security association established from the UE to the
P-CSCF,; or

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF;
7) storethe valuesreceived in the P-Charging-Function-Addresses header;
8) remove and store theicid parameter received in the P-Charging-V ector header; and
9) saveacopy of the P-Called-Party-1D header;
before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

1) remove the P-Preferred-1dentity header, if present, and insert a P-Asserted-Identity header with the value saved
from the P-Called-Party-1D header that was received in the request;

2) verify that the list of Via headers matchesthe saved list of Via headers received in the request corresponding to
the same dial og, including the P-CSCF via header value. This verification is done on a per Viaheader value
basis, not as awhole string. If the verification fails, then the P-CSCF shall either:

a) discard theresponse; or
b) replace the Viaheader values with those received in the request;

3) verify that the list of URIsreceived in the Record-Route header of the request corresponding to the same dialog
isincluded, preserving the same order, as a subset of the Record-Route header list of thisresponse. This
verification isdone on aper URI basis, not asawhole string. If the verification fails, then the P-CSCF shall
either:

a) discard theresponse; or

3GPP
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b) replace the Viaheader values with those received in the request;

4) storethediaog ID and associate it with the private user identity and public user identity involved in the session;_
and

5) if theresponse corresponds to an INVITE request, save the Contact and Record-Route header field value
received in the response such that the P-CSCF is able to release the session if needed;

before forwarding the response in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives any other response to the above request, the P-CSCF shall:

1) verify that thelist of Via headers matchesthe saved list of Via headers received in the request corresponding to
the same dial og, including the P-CSCF via header value. This verification is done on a per Viaheader value
basis, not as awhole string. If these lists do not match, then the P-CSCF shall either:

a) discard theresponse; or
b) replacethe Viaheader values with those received in the request;
before forwarding the response in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives, destined for the UE, a target refresh request for a dialog, prior to forwarding the request,
the P-CSCF shall:

1) removeits own SIPYRL-URI from the topmost Route header value;

42)add its own address to the top of the received list of Viaheader and save the list. The P-CSCF Viaheader entry
isbuilt in aformat that contains the port number of the security association established from the UE to the P-
CSCF and either:

a) the P-CSCF FQDN that resolves to the I P address of the security association established from the UE to the
P-CSCF,; or

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF;
and

3) if therequestis an INVITE request, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the P-CSCF is able to rel ease the session if needed;

before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives any response to the above request, the P-CSCF shall:

1) verify that thelist of Via headers matchesthe saved list of Via headers received in the request corresponding to
the same dial og, including the P-CSCF via header value. This verification is done on a per Viaheader value
basis, not asawhole string. If the verification fails, then the P-CSCF shall either:

a) discard theresponse; or
b) replace the Viaheader values with those received in the request;
and

2) if theresponse corresponds to an INVITE request, save the Contact and Record-Route header field values
received in the response such that the P-CSCF is able to release the session if needed;

before forwarding the response in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives, destined for the UE, arequest for a stand-alone transaction, prior to forwarding the request,
the P-CSCF shall:
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1) additsown addressto the top of thereceived list of Via header and save the list. The P-CSCF Viaheader entry
isbuilt in aformat that contains the port number of the security association established from the UE to the P-
CSCF and either:

a) the P-CSCF FQDN that resolves to the I P address of the security association established from the UE to the
P-CSCF; or

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF;
2) storethevaluesreceived in the P-Charging-Function-Addresses header; and
3) remove and store theicid parameter received in the P-Charging-Vector header;
before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives any response to the above request, the P-CSCF shall:

1) verify that thelist of Via headers matchesthe saved list of Via headers received in the request corresponding to
the same dial og, including the P-CSCF via header value. This verification is done on a per Viaheader value
basis, not as a whole string. If these lists do not match, then the P-CSCF shall either:

a) discard theresponse; or
b) replace the Via header values with those received in therequest; and

2) removethe P-Preferred-ldentity header, if present, and insert an P-Asserted-1dentity header with the value saved
from Request-URI of the request;

before forwarding the response in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives, destined for the UE, a subsequent request for adialog that isnot atarget refresh request,
prior to forwarding the request, the P-CSCF shall:

1) add itsown addressto the top of thereceived list of Viaheader and save the list The P-CSCF Via header entry is
built in a format that contains the port number of the security association established from the UE to the P-CSCF
and either:

a) the P-CSCF FQDN that resolves to the I P address of the security association established from the UE to the
P-CSCF,; or

b) the P-CSCF IP address of the security association established from the UE to the P-CSCF; and
2) remove and store theicid parameter from P-Charging-V ector header;
before forwarding the request to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives any response to the above request, the P-CSCF shall:

1) verify that thelist of Via headers matches the saved list of Via headersreceived in the request corresponding to
the same dial og, including the P-CSCF via header value. This verification is done on a per Viaheader value
basis, not as a whole string. If these lists do not match, then the P-CSCF shall either:

a) discard theresponse; or
b) replace the Viaheader values with those received in the request;

before forwarding the response in accordance with the procedures of RFC 3261 [26].

3GPP



Error! No text of specified style in document. 8 Error! No text of specified style in document.

Next proposed change

5.4.3.2 Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for adialog or areguest for a standal one transaction,
prior to forwarding the request, the S-CSCF shall:

1)

2)
3)

4)

5)

6)

7)

8)

9)

determine whether the request contains a barred public user identity in the P-Asserted-Identity or From header
fields of the request or not. In case any of the said header fields contains a barred public user identity for the
user, then the S-CSCF shall reject the request by generating a 403 (Forbidden) response. The response may
include a Warning header containing the warn-code 399. Otherwise, continue with therest of the steps;

remove its own SIP URL-URI from the topmost Route header;

check if an original dialog identifier that the S-CSCF previoudy placed in a Route header is present in the
topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the
request has been sent from an Application Server in response to a previously sent request;

check whether theinitial request matchestheinitia filter criteria based on a public user identity in the P-
Asserted-ldentity header, the S-CSCF shall forward thisrequest to that application server, then check for
matching of the next following filter criteria of lower priority, and apply the filter criteria on the SIP method
received from the previously contacted application server asdescribed in 3GPP TS 23.218 [5] subclause 6.4.
Depending on the result of the previous process, the S-=CSCF may contact one or more application server(s)
before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF
shall:

a) insert the ASURL-URI to be contacted into the Route header as the topmost entry followed by its own URL-
URI populated as specified in the subclause 5.4.3.4; and

b) if the ASislocated outside the trust domain then the S-CSCF shall remove the P-Access-Network-1nfo
header field and its values in the request; if the ASislocated within the trust domain, then the S-CSCF shall
retain the P-Access-Network-Info header field and its valuesin the request that is forwarded to the AS;

store the value of theicid parameter received in the P-Charging-Vector header and retain theicid parameter in
the P-Charging-Vector header. Optionally, the SS=CSCF may generate anew, globally uniqueicid and insert the
new value in theicid parameter of the P-Charging-Vector header when forwarding the message. If the S-CSCF
createsanew icid, then it is responsible for maintaining the two icid values in the subsequent messaging;

insert an orig-ioi parameter into the P-Charging-Vector header. The S-CSCF shall set the orig-ioi parameter to a
value that identifies the sending network. The S-CSCF shall not include the term-ioi parameter;

insert a P-Charging-Function-Addresses header populated with values received from the HSS if the messageis
forwarded within the S-CSCF home network, including towards AS;

in the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URL-URI contained in the
received P-Asserted-ldentity header, add a second P-Asserted-ldentity header containing thistel-URI;

if the outgoing Request-URI isa TEL URL, the S-CSCF shall trandate the E.164 address (see RFC 2806 [22]) to
aglobally routeable SIP URL-URI using an ENUM/DNS trandlation mechanism with the format specified in
RFC 2916 [24]. Databases aspects of ENUM are outside the scope of the present document. If this trandation
fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an
announcement) in the originator's home network or the S-CSCF may send an appropriate SIP response to the
originator;

10)determine the destination address (e.g. DNS access) using the URE-URI placed in the topmost Route header if

present, otherwise based on the Request-URI;
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11)if network hiding is needed dueto local policy, put the address of the I-CSCF(THIG) to the topmost route
header;

12)in case of aninitial request for adlalog the S-CSCF shall create a Record-Route header contai nlng itsown SI P

13)in case the request is forwarded to the destination network (either viaan I-CSCF(THIG) or directly), remove the
P-Access-Network-Info header; and

14)route the request based on SIP routeing procedures; and-

15)if therequest is an INVITE request, save the Contact, Cseq and Record-Route header field values received in the
request such that the SSCSCF is able to rel ease the session if needed;

When the S-CSCF receives any response to the above request, the S-CSCF may:
1) apply any privacy required by RFC 3323 [33] to the P-Asserted-1dentity header.
NOTE 1: Thisheader would normally only be expected in 1xx or 2xx responses.

NOTE 2: The optional procedure above isin addition to any procedure for the application of privacy at the edge of
the trust domain specified by RFC 3323 [33].

When the S-CSCF receives aresponse to theinitial request for adidog,_if the response correspondsto an INVITE
request, it-the S-CSCF shall save the necessary-Contact and Record-Route header fields val ues-and-the-Contact-header-
from-in the response in order to be able to rel ease the disleg-session if needed.

When the S-CSCF receives from the served user atarget refresh request for adial og, prior to forwarding the request the
S-CSCF shall:

1) removeits own YRE-URI from the topmost Route header;

2) create a Record-Route header containing its own SIP URIL-and-save the Contact-header-from-the request-i-
orderte-releasathedialegwhea-nesded;

3) if thereguest isan INVITE request, save the Contact, Cseq and Record-Route header field valuesreceived in the
reguest such that the S-CSCF is able to rel ease the session if needed;

34)in casetherequest isforwarded to the destination network or to an AS located outside the trust domain, remove
the P-Access-Network-Info header; and

45)route the request based on the topmost Route header.

When the S-CSCF receives a response to the target refresh request for adialog, if the response correspondsto an
INVITE request, it+the S-CSCF shall save the Contact andnecessary-Record-Route header fieldsfield values and-the-
Contaet-headerfrom in the response r-erdertosuch that the S-CSCF is able to rel ease the diateg-session if needed.

When the S-CSCF receives from the served user a subsequent request other than atarget refresh request for adiaog,
prior to forwarding the request the S-CSCF shall:

1) removeits own YRE-URI from the topmost Route header;

2) in casetherequest isforwarded to the destination network or to an AS located outside the trust domain, remove
the P-access-network-info header; and

3) route therequest based on the topmost Route header.

Next proposed change
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5.4.3.3 Requests terminated at the served user

When the S-CSCF receives, destined for aregistered served user, an initia request for adialog or arequest for a
standal one transaction, prior to forwarding the request, the S-CSCF shall:

1) determine whether the request contains a barred public user identity in the Request-URI of therequest or not. In
case the Request URI contains a barred public user identity for the user, then the S-CSCF shall rgject the request
by generating a 404 (Not Found) response. Otherwise, continue with therest of the steps;

2) removeits own URL-URI from the topmost Route header;

3) check if an original dialog identifier that the S-CSCF previoudy placed in a Route header is present in the
topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the
request has been sent from an Application Server in response to a previously sent request;

4) check whether theinitial request matches theinitial filter criteria based on the public user identity in the
Request-URI, the S-CSCF shall forward thisrequest to that application server, then check for matching of the
next following filter criteria of lower priority, and apply thefilter criteria on the SIP method received from the
previously contacted application server as described in 3GPP TS 23.218 [5] subclause 6.5. Depending on the
result of the previous process, the SS=CSCF may contact one or more application server(s) before processing the
outgoing Request-URI. In case of contacting one or more application server(s) the SSCSCF shall:

insert the AS URL-URI to be contacted into the Route header as the topmost entry followed by its own UREL-
URI populated as specified in the subclause 5.4.3.4;

5) insert a P-Charging-Function-Addresses header populated with valuesreceived from the HSS if the messageis
forwarded within the S-CSCF home network, including towards AS;

6) storethevalue of theicid parameter received in the P-Charging-Vector header and retain theicid parameter in
the P-Charging-V ector header;

7) storethevalue of the orig-ioi parameter received in the P-Charging-Vector header, if present. The orig-ioi
parameter identifies the sending network of the request message. The orig-ioi parameter shall only beretained in
the P-Charging-Vector header if the next hop isto an AS;

8) in casethere are no Route headersin the request, then determine, from the destination public user identity, the
list of preloaded routes saved during regigtration or re-registration, as described in subclause 5.4.1.2;

9) build the Route header field with the values determined in the previous step;

10) determine, from the destination public user identity, the saved Contact URL-URI where the user isreachable
saved at regigtration or reregistration, as described in subclause 5.4.1.2;

11) build a Request-URI with the contents of the saved Contact YRL-URI determined in the previous step;
12)insert a P-Called-Party-1D SIP header field including the Request-URI received in the INVITE;

13)if thereguestisan INVITE request, save the Contact, CSeq and Record Route header fleld vaI uesreceived in the

14) optionally, apply any privacy required by RFC 3323 [33] to the P-Asserted-1 dentity header; and

NOTE: Theoptional procedure above isin addition to any procedure for the application of privacy at the edge of
the trust domain specified by RFC 3323 [33].

15)forward the request based on the topmost Route header.

When the S-CSCF receives, destined for an unregistered user, an initial request for adialog or arequest for a standalone
transaction, the S-CSCF shall:

3GPP



Error! No text of specified style in document. 11 Error! No text of specified style in document.

1) execute the procedures described in the steps 1, 2 and 3 in the above paragraph (when the S-CSCF receives,
destined for the registered served user, an initial request for adialog or arequest for a sandal one transaction);

2) if the S-.CSCF does not have the user profile, then initiate the S-CSCF Registration/deregistration notification
with the purpose of downloading the relevant user profile (i.e. for unregistered user) and informing the HSS that
the user isunregistered, but this SSCSCF will assess triggering of services for the unregistered user, as described
in 3GPP TS 29.228 [14];

3) keep the user registration status as unregistered for the duration of the dialog. When the dialog expires, the S-
CSCF shall inform appropriately the HSS according to the procedures described in 3GPP TS 29.228 [14];

4) execute the procedure described in step 4 and 5 in the above paragraph (when the S-CSCF receives, destined for
theregistered served user, an initial request for a dialog or arequest for a gandal one transaction).

In case that no AS needs to be contacted, then S-CSCF shall return an appropriate unsuccessful SIP response.
Thisresponse may be a 480 (Temporarily unavailable) and terminate these procedures; and

5) execute the procedures described in the steps 6, 7, 12, 13, 14 and 15 in the above paragraph (when the S-CSCF
receives, destined for the registered served user, an initial request for adialog or arequest for a sandalone
transaction).

When the S-CSCF receives aresponse to the initial request for a dialog (whether the user isregistered or not), it shall:

1) -if theresponse correspondsto an INVITE request, save the nrecessary-Contact and Record-Route header fields
values and-the Contact-headerfield-fromin the response in-erder-tosuch that the S CSCF is able to release the
dialeg-seession if needed;-

2) hin the case where the S-CSCF has knowledge of an associated tel-UR-URL for a SIP URL-URI contained in
the received P-Asserted-1dentity header, the S-CSCF shall add a second P-Asserted-Identity header containing
thistel-URIURL.

3) Incasetheresponseis forwarded to an ASthat islocated within the trust domain, the S-CSCF shall retain the P-
Access-Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header.

When the S-CSCF receives aresponse to arequest for a standal one transaction (whether the user isregistered or not), in
the case where the S-CSCF has knowledge of an associated tel-JRFURL for a SIP URL-URI contained in the received
P-Asserted-1dentity header, the S-CSCF shall add a second P-Asserted-1dentity header containing thistel-URIURL. In
case theresponse is forwarded to an AS that islocated within the trust domain, the S-CSCF shall retain the P-Access-
Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header.

When the S-CSCF receives the 200 (OK) response for a standal one transaction request, the S-CSCF shall insert a P-
Charging-Function-Addresses header populated with values received from the HSS if the messageis forwarded within
the S-CSCF home network, including towards an AS.

When the S-CSCF receives, destined for a served user, atarget refresh request for adialog, prior to forwarding the
request, the S-CSCF shall:

1) removeits own YRE-URI from the topmost Route header;

2) if therequestisan INVITE request, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the SSCSCF is able to rel ease the session if needed;

2) creme a Record Route header contai nmg |ts own SIP JeLRL—U URlanesave-the-Centact-heade—tram-thetarger

3) forward the request based on the topmost Route header.

When the S-CSCF receives aresponse to the target refresh request for adialog (whether the user isregistered or not), i+
the S-.CSCF shall:

1) if the response corresponds to an INVITE request, save the necessary-Record-Route and Contact header fields.
val ues and-the- Contact-headerfield-fromin the responseih-erder-to- such that the S CSCF is able to release the
dialeg-session if needed:;-

2) HAin casetheresponseis forwarded to an ASthat islocated within the trust domain, the S-CSCF shall retain the
P-Access-Network-Info header; otherwise, the SS-CSCF shall remove the P-Access-Network-Info header.

3GPP



Error! No text of specified style in document. 12 Error! No text of specified style in document.
When the S-CSCF receives, destined for the served user, a subsequent request other than target refresh request for a
diaog, prior to forwarding the request, the S-CSCF shall:

1) removeits own YREL-URI from the topmost Route header; and

2) forward the request based on the topmost Route header.

When the S-CSCF receives a response to a a subsequent request other than target refresh request for adialog, in case
theresponseis forwarded to an ASthat islocated within the trust domain, the S-CSCF shall retain the P-Access-
Network-Info header; otherwise, the S-CSCF shall remove the P-Access-Network-Info header.
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Annex A (normative):
Profiles of IETF RFCs for 3GPP usage

A.l Profiles

A.1.1 Relationship to other specifications

Thisannex contains a profile to the IETF specifications which are referenced by this specification, and the PICS
proformas underlying profiles do not add requirements to the specifications they are proformas for.

Thisannex provides a profile specification according to both the current IETF specifications for SIP, SDP and other
protocols (as indicated by the "RFC status' column in the tables in this annex) which arereferenced by this
specification and to the 3GPP specifications using SIP (asindicated by the "Profile status’ column in thetablesin this
annex.

In the"RFC status' column the contents of the referenced specification takes precedence over the contents of the entry
in the column. However, anumber of the referenced specifications reference RFC 2543 rather than RFC 3261 [26], and
therefore certain extensons (particularly new headers) have not been included in these referenced specifications. 3GPP
apply the extensions of the bis draft to IETF specifications that reference RFC 2543, and where this consideration
applies to the entry in the "RFC status’ column, then the entry should apply and override the referenced IETF
specification.

In the"Profile status' column, there are anumber of differences from the "RFC status' column. Where these differences
occur, these differences take precedence over any requirements of the IETF specifications. Where specification
concerning these requirements exists in the main body of the present document, the main body of the present document
takes precedence.

Where differences occur in the "Profile status' column, the "Profile status' normally gives more strength toa"RFC
status' and is not be in contradiction with the "RFC status’, e.g. it may change an optiona "RFC status’ to amandatory
"Profile status'. If the "Profile status' weakens the strength of a"RFC status' then additionally thiswill be indicated by
further textual description in the present document.

For dl IETF specifications that are not referenced by this document or that are not mentioned within the 3GPP profile
of SIP and SDP, the generic rules as defined by RFC 3261 [26] and in addition therulesin clauses 5 and 6 of this
specification apply, e.g..

- aproxy which is built in accordance to this specification passes on any unknown method, unknown header field
or unknown header parameter after applying procedures such as filtering, insertion of P-Asserted-1dentity
header, etc.;

- an UA which isbuilt in accordance to this specification will

- handlereceived unknown methods in accordance to the procedures defined in RFC 3261 [26], e.g. respond
with a400 (Bad Request) response; and

- handle unknown header fields and unknown header parametersin accordance to the procedures defined in
RFC 3261 [26], e.g. respond with a 420 (Bad Extension) if an extension identified by an option tag in the
Require header of the received request is not supported by the UA.
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A.1.2 Introduction to methodology within this profile

This subclause does not reflect dynamic conformance reguirements but static ones. In particular, an condition for
support of a PDU parameter does not reflect requirements about the syntax of the PDU (i.e. the presence of a parameter)
but the capahility of the implementation to support the parameter.

In the sending direction, the support of a parameter means that the implementation is able to send this parameter (but it
does not mean that the implementation aways sends it).

In thereceiving direction, it means that the implementation supports the whole semantic of the parameter that is
described in the main part of this specification.

As a consequence, PDU parameter tables in this subclause are not the same as the tables describing the syntax of a PDU
in the reference specification, e.g. RFC 3261 [26] tables 2 and 3. It isnot rare to see a parameter which isoptional in the
syntax but mandatory in subclause below.

The various statii used in this subclause are in accordance with therulesin table A. 1.

Table A.1: Key to status codes

Status code Status name Meaning

M mandatory the capability shall be supported. It is a static view of the fact that the
conformance requirements related to the capability in the reference
specification are mandatory requirements. This does not mean that a given
behaviour shall always be observed (this would be a dynamic view), but that it
shall be observed when the implementation is placed in conditions where the
conformance requirements from the reference specification compel it to do so.
For instance, if the support for a parameter in a sent PDU is mandatory, it
does not mean that it shall always be present, but that it shall be present
according to the description of the behaviour in the reference specification
(dynamic conformance requirement).

®) optional the capability may or may not be supported. It is an implementation choice.

n/a not applicable it is impossible to use the capability. No answer in the support column is
required.

X prohibited (excluded) | itis not allowed to use the capability. This is more common for a profile.

C <integer> conditional the requirement on the capability ("m", "o", "n/a" or "x") depends on the

support of other optional or conditional items. <integer> is the identifier of
the conditional expression.

o.<integer> qualified optional for mutually exclusive or selectable options from a set. <integer> is the
identifier of the group of options, and the logic of selection of the options.
i irrelevant capability outside the scope of the given specification. Normally, this notation

should be used in a base specification ICS proforma only for transparent
parameters in received PDUs. However, it may be useful in other cases, when
the base specification is in fact based on another standard.

In the context of this specification the "i" status code mandates that the implementation does not change the content of
the parameter. It isan implementation option if the implementation acts upon the content of the parameter (e.g. by
setting filter criteriato known or unknown parts of parameters in order to find out the route a message hasto take).

It must be understood, that this 3GPP SIP profile does not list all parameters which an implementation will treat as
indicated by the status code "irrelevant”. In general an implementation will pass on all unknown messages, header fields
and header parameters, aslong asit can perform itsnormal behaviour.

The following additiona comments apply to the interpretation of the tablesin this Annex.
NOTE 1: Thetablesare constructed according to the conventiona rules for ICS proformas and profile tables.

NOTE 2: Thenotation (either directly or as part of a conditional) of "m" for the sending of a parameter and "i" for
thereceipt of the same parameter, may be taken as indicating that the parameter is passed on
trangparently, i.e. without modification. Where a conditional applies, this behaviour only applies when the
conditional is met.
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A.1.3 Roles

Table A.2: Roles

Error! No text of specified style in document.

ltem Roles Reference RFC status Profile status

1 User agent [26] 0.1 0.1

2 Proxy [26] 0.1 0.1

0.1: It is mandatory to support exactly one of these items.

NOTE: For the purposes of the present document it has been chosen to keep the specification simple by the tables
specifying only one role at a time. This does not preclude implementations providing two roles, but an
entirely separate assessment of the tables shall be made for each role.

Table A.3: Roles specific to this profile
Iltem Roles Reference RFC status Profile status

1 UE 5.1 n/a 0.1

2 P-CSCF 5.2 n/a 0.1

3 I-CSCF 5.3 n/a 0.1

3A I-CSCF (THIG) 5.3 n/a cl

4 S-CSCF 5.4 n/a 0.1

5 BGCF 5.6 n/a 0.1

6 MGCF 5.5 n/a 0.1

7 AS 5.7 n/a 0.1

TA AS acting as terminating UA, or redirect | 5.7.2 n/a c2

server

7B AS acting as originating UA 5.73 n/a c2

7C AS acting as a SIP proxy 5.74 n/a c2

7D AS performing 3rd party call control 5.7.5 n/a c2

8 MRFC 5.8 n/a 0.1

cl: IF A.3/3 THEN 0 ELSE x - - I-CSCF.

c2: IF A.3/7 THEN 0.2 ELSE n/a - - AS.

0.1: It is mandatory to support exactly one of these items.

0.2 It is mandatory to support at least one of these items.

NOTE: For the purposes of the present document it has been chosen to keep the specification simple by the tables

specifying only one role at a time. This does not preclude implementations providing two roles, but an
entirely separate assessment of the tables shall be made for each role.
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i
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29) item A.162/32 — Service-Route — no, this is not mandated to be supported by

P- and I-CSCF, that’s simply wrong. Even an "0" is wrong here, it's just "i". RTFM
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A.2.1.2 Major capabilities

5 Error! No text of specified style in document.

Table A.4: Major capabilities
Iltem Does the implementation support Reference RFC status Profile status
Capabilities within main protocol
1 client behaviour for registration? [26] subclause 10.2 m c3
2 registrar? [26] subclause 10.3 0 c4
2A initiating a session? [26] subclause 13 0 0
3 client behaviour for INVITE requests? [26] subclause 13.2 cl8 cl8
4 server behaviour for INVITE requests? [26] subclause 13.3 cl8 c18
5 session release? [26] subclause 15.1 cl8 cl8
6 timestamping of requests? [26] subclause 8.2.6.1 0 0
7 authentication between UA and UA? [26] subclause 22.2 0 0
8 authentication between UA and [26] subclause 22.2 o] n/a
registrar?
8A authentication between UA and proxy? | [26] 20.28, 22.3 0 0
9 server handling of merged requests due | [26] 8.2.2.2 m m
to forking?
10 client handling of multiple responses [26] 13.2.2.4 m m
due to forking?
11 insertion of date in requests and [26] subclause 20.17 o] o]
responses?
12 downloading of alerting information? [26] subclause 20.4 0 0
Extensions
13 the SIP INFO method? [25] 0 n/a
14 reliability of provisional responses in [27] c19 c18
SIP?
15 the REFER method? [36] 0 0
16 integration of resource management [30] c19 c18
and SIP?
17 the SIP UPDATE method? [29] c5 c18
19 SIP extensions for media authorization? | [31] 0 cl4
20 SIP specific event notification? [28] 0 cl3
21 the use of NOTIFY to establish a [28] 4.2 o] n/a
dialog?
22 acting as the notifier of event [28] c2 cl5
information?
23 acting as the subscriber to event [28] c2 cl6
information?
24 session initiation protocol extension [35] o] c6
header field for registering non-adjacent
contacts?
25 private extensions to the Session [34] o] m
Initiation Protocol (SIP) for network
asserted identity within trusted
networks
26 a privacy mechanism for the Session [33] o] m
Initiation Protocol (SIP)
26A request of privacy by the inclusion of a [33] c9 cl1
Privacy header
26B application of privacy based on the [33] c9 n/a
received Privacy header
26C passing on of the Privacy header [33] c9 cl2
transparently
26D application of the privacy option [33] 5.1 c10
"header" such that those headers which
cannot be completely expunged of
identifying information without the
assistance of intermediaries are
obscured?
26E application of the privacy option [33] 5.2 c10
"session” such that anonymization for
the session(s) initiated by this message
occurs?
26F application of the privacy option "user" [33]5.3 c10
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such that user level privacy functions
are provided by the network?
26G application of the privacy option "id" [34] 7 c10 n/a
such that privacy of the network
asserted identity is provided by the
network?
27 a messaging mechanism for the [50] o] c7
Session Initiation Protocol (SIP)?
28 session initiation protocol extension [38] o] cl7
header field for service route discovery
during registration?
29 compressing the session initiation [55] o] c8
protocol?
c2: IF A.4/20 THEN 0.1 ELSE n/a - - SIP specific event notification extension.
c3: IF A.3/1 OR A.3/4 THEN m ELSE n/a - - UE or S-CSCF functional entity.
c4: IF A.3/4 OR A.3/7 THEN m ELSE n/a - - S-CSCF or AS functional entity.
c5: IF A.4/16 THEN m ELSE o - - integration of resource management and SIP extension.
c6: IF A.3/4 OR A.3/1 THEN m ELSE n/a. - - S-CSCF or UE.
c7: IF A.3/4 THEN m ELSE (IF A.3/1 OR A.3/7B OR A.3/7D THEN o ELSE n/a) - - S-CSCF or UA or AS acting
as originating UA, or AS performing 3" party call controlc8: IF A.3/1 THEN m ELSE n/a - - UE behaviour.
c9: IF A.4/26 THEN 0.2 ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).
clo: IF A.4/26B THEN 0.3 ELSE n/a - - application of privacy based on the received Privacy header.
cl1l: IF A.3/1 OR A.3/6 THEN o0 ELSE n/a - - UE or MGCF.
clz: IF A.3/7D THEN m ELSE n/a - - AS performing 3rd-party call control.
c13: IF A.3/1 OR A.3/4 THEN m ELSE o - - UE behaviour or S-CSCF.
cl4: IF A.3/1 THEN m ELSE IF A.3/2 THEN o ELSE n/a — UE or P-CSCF
cl15: IF A.4/20 and A.3/4 THEN m ELSE o — SIP specific event notification extensions and S-CSCF.
clé: IF A.4/20 and (A.3/1 OR A.3/2) THEN m ELSE o - - SIP specific event notification extension and UE or P-
CSCF.
cl7: IF A.3/1 0 A3./4 THEN m ELSE n/a — UE or S-CSCF
cl8: IF A.4/2A THEN m ELSE n/a - - initiating sessions
cl9: IF A.4/2A THEN o ELSE n/a - - initiating sessions
0.1: At least one of these capabilities is supported.
0.2: At least one of these capabilities is supported.
0.3: At least one of these capabilities is supported.

A.2.2 Proxy role

A.2.2.1 Introduction

This subclause contains the ICS proforma tables related to the proxy role. They need to be completed only for proxy
implementations.

Prerequisite: A.2/2 - - proxy role
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A.2.2.2 Major capabilities

Error! No text of specified style in document.

Table A.162: Major capabilities

Item

Does the implementation support

Reference

RFC status

Profile status

Capabilities within main protocol

initiate session release?

[26] 16

cl4

stateless proxy behaviour?

[26] 16.11

0.l

cl5

stateful proxy behaviour?

[26] 16.2

0.1

cl6

forking of initial requests?

[26] 16.1

cl

~Nog|~lw

support of TLS connections on the
upstream side?

[26] 16.7

n/a

[ee]

support of TLS connections on the
downstream side?

[26] 16.7

n/a

8A

authentication between UA and proxy?

[26] 20.28,
22.3

insertion of date in requests and
responses?

[26] 20.17

10

suppression or modification of alerting
information data?

[26] 20.4

11

reading the contents of the Require
header before proxying the request or
response?

[26] 20.32

12

adding or modifying the contents of the
Require header before proxying the
REGISTER request or response

[26] 20.32

13

adding or modifying the contents of the
Require header before proxying the
request or response for methods other
than REGISTER?

[26] 20.32

14

being able to insert itself in the
subsequent transactions in a dialog
(record-routing)?

[26] 16.6

c2

15

the requirement to be able to use
separate URIs in the upstream direction
and downstream direction when record
routeing?

[26] 16.7

c3

c3

16

reading the contents of the Supported
header before proxying the response?

[26] 20.37

17

reading the contents of the
Unsupported header before proxying
the 420 response to a REGISTER?

[26] 20.40

18

reading the contents of the
Unsupported header before proxying
the 420 response to a method other
than REGISTER?

[26] 20.40

19

the inclusion of the Error-Info header in
3XX - 6XX responses?

[26] 20.18

19A

reading the contents of the
Organization header before proxying
the request or response?

[26] 20.25

198

adding or concatenating the
Organization header before proxying
the request or response?

[26] 20.25

19C

reading the contents of the Call-Info
header before proxying the request or
response?

[26] 20.25

19D

adding or concatenating the Call-Info
header before proxying the request or
response?

[26] 20.25

19E

delete Contact headers from 3xx
responses prior to relaying the
response?

[26] 20

Extensions
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20 the SIP INFO method? [25] 0 0

21 reliability of provisional responses in [27] o] i
SIP?

22 the REFER method? [36] 0 o]

23 integration of resource management [30] o] i
and SIP?

24 the SIP UPDATE method? [29] c4 i

26 SIP extensions for media authorization? | [31] 0 c7

27 SIP specific event notification [28] 0 i

28 the use of NOTIFY to establish a dialog | [28] 4.2 0 n/a

29 Session Initiation Protocol Extension [35] o] c6

Header Field for Registering Non-
Adjacent Contacts

30 extensions to the Session Initiation [34] o] m
Protocol (SIP) for asserted identity
within trusted networks

30A act as first entity within the trust domain | [34] c5 c8
for asserted identity

30B act as subsequent entity within trust [34] c5 c9
network that can route outside the trust
network

31 a privacy mechanism for the Session [33] o] m
Initiation Protocol (SIP)

31A request of privacy by the inclusion of a [33] n/a
Privacy header

31B application of privacy based on the [33] c10
received Privacy header

31C passing on of the Privacy header [33] cl0
transparently

31D application of the privacy option [33] 5.1 X

"header" such that those headers which
cannot be completely expunged of
identifying information without the
assistance of intermediaries are
obscured?

31E application of the privacy option [33] 5.2 n/a n/a
"session” such that anonymization for
the session(s) initiated by this message
occurs?

31F application of the privacy option "user" [33] 5.3 n/a n/a
such that user level privacy functions
are provided by the network?

31G application of the privacy option "id" [34] 7 cl1 cl2
such that privacy of the network
asserted identity is provided by the
network?

32 Session Initiation Protocol Extension [38] o] i17
Header Field for Service Route
Discovery During Registration

33 a messaging mechanism for the [50] o] m
Session Initiation Protocol (SIP)

34 Compressing the Session Initiation [55] o] c7
Protocol
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cl: IF A.162/5 THEN o ELSE n/a - - stateful proxy behaviour.

c2: IF A.3/2 OR A.3/3A OR A.3/4 THEN m ELSE o- - P-CSCF, I-CSCF(THIG) or S-CSCF.

c3: IF (A.162/7 AND NOT A.162/8) OR (NOT A.162/7 AND A.162/8) THEN m ELSE IF
A.162/14 THEN o ELSE n/a - - TLS interworking with non-TLS else proxy insertion.

c4: IF A.162/23 THEN m ELSE o - - integration of resource management and SIP.

c5: IF A.162/30 THEN o ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for
asserted identity within trusted networks.

c6: IF A.3/2 OR A.3/3A THEN m ELSE n/a - - P-CSCF or I-CSCF (THIG).

c7: IF A.3/2 THEN m ELSE n/a - - P-CSCF.

c8: IF A.3/2 AND A.162/30 THEN m ELSE n/a - - P-CSCF and extensions to the Session
Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:

clo: IF A.162/31 THEN 0.2 ELSE n/a - - a privacy mechanism for the Session Initiation
Protocol (SIP).

cl1: IF A.162/31B THEN o0 ELSE x - - application of privacy based on the received Privacy
header.

clz:

cl3:

cl4d IF A.3/2 OR A.3/4 THEN m ELSE x - - P-CSCF or S-CSCF

c15 IF A.3/2 OR A.3/4 OR A.3/6 then m ELSE o - - P-CSCF or S-CSCF of MGCF

c16 IF A.3/2 OR A.3/4 OR A.3/6 then 0 ELSE m - - P-CSCF or S-CSCF of MGCF

cl7 IF A.3/20ELSE - - P-CSCF

0.1: It is mandatory to support at least one of these items.

0.2 It is mandatory to support at least one of these items.

NOTE:  An AS acting as a proxy may be outside the trust domain, and therefore not able to
support the capability for that reason; in this case it is perfectly reasonable for the
header to be passed on transparently, as specified in the PDU parts of the profile.
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First Change

A.1.1 Relationship to other specifications

This annex contains a profile to the IETF specifications, and the PICS proformas underlying profiles do not add
requirements to the specifications they are proformas for.

Thisannex provides a profile specification according to both the current IETF specifications for SIP, SDP and other
protocols (as indicated by the "RFC status' column in the tables in this annex) and to the 3GPP specifications usng SIP
(asindicated by the "Profile status' column in the tables in this annex.

In the"RFC status’ column the contents of the referenced specrfl catl on takes precedence over the contents of the entry
mthecolumn —lowey ' .

In the "Profile status' column, there are anumber of differences from the "RFC status' column. Where these differences
occur, these differences take precedence over any requirements of the IETF specifications. Where specification
concerning these requirements exists in the main body of the present document, the main body of the present document
takes precedence.

Where differences occur in the "Profile status' column, the "Profile status' normally gives more strength toa"RFC
status' and is not be in contradiction with the "RFC status’, e.g. it may change an optiona "RFC status’ to amandatory
"Profile status'. If the "Profile status' weakens the strength of a"RFC status' then additionally thiswill be indicated by
further textual description in the present document.

NOTE 1: Thereferenced specifications consist of the set of IETF specificationsthat existed at the time of freezing
of this document. Further extensions continue to be specified to SIP, SDP and other protocols, and
profiles detailing the support or absence of support of these will not be specified in thismajor version. An
exception exists where the extension specifies functiondity that had been agreed by stage 1 and stage 2 to
be included in this major version (wherethe related IETF draft had not been completed in time).

NOTE 2: Absence of areferenced specification does not necessarily preclude the use end-to-end by the UE or AS
of such an extension. However, the UE or AS cannot depend on the support of such an extension by other
functional entities within the IM CN subsystem within thismajor version.
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A.2.1.3 PDUs
Table A.5: Supported methods
Iltem PDU Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 ACK request [26] 13 m m [26] 13 m m
2 BYE request [26]15.1 | o [26]15.1 | o
3 BYE response [26]15.1 | o [26] 15.1 | o
4 CANCEL request [26] 9 0 [26] 9 0
5 CANCEL response [26] 9 0 [26] 9 0
|| & INFOrequest [25} 2 c2 nla [25} 2 c2 nla
[ # INFOresponse [25} 2 c2 nla [25} 2 c2 nla
8 INVITE request [26] 13 m m [26] 13 m m
9 INVITE response [26] 13 m m [26] 13 m m
9A MESSAGE request [50] 4 c7 c7 [50] 7 c7 c7
9B MESSAGE response [50] 4 c7 c7 [50] 7 c7 c7
10 NOTIFY request [28] 8.1.2 | c4 c4 [28] 8.1.2 | c3 c3
11 NOTIFY response [28] 8.1.2 | c3 c3 [28] 8.1.2 | c4 c4
12 OPTIONS request [26] 11 m m [26] 11 m m
13 OPTIONS response [26] 11 m m [26] 11 m m
14 PRACK request [27]1 6 c5 c5 [27]1 6 c5 c5
15 PRACK response [27] 6 c5 c5 [27] 6 c5 c5
16 REFER request [36] 3 cl cl [36] 3 cl cl
17 REFER response [36] 3 cl cl [36] 3 cl cl
18 REGISTER request [26] 10 0 [26] 10 n/a
19 REGISTER response [26] 10 n/a [26] 10 m
20 SUBSCRIBE request [28] 8.1.1 | c3 c3 [28] 8.1.1 | c4 c4
21 SUBSCRIBE response [28] 8.1.1 | c4 c4 [28] 8.1.1 | c3 c3
22 UPDATE request [30] 6.1 c6 c6 [30] 6.2 c6 c6
23 UPDATE response [30] 6.2 c6 c6 [30] 6.1 c6 c6
cl: IF A.4/15 THEN m ELSE n/a - - the REFER method extension.
c3: IF A.4/23 THEN m ELSE n/a - - recipient for event information.
c4: IF A.4/22 THEN m ELSE n/a - - notifier of event information.
c5: IF A.4/14 THEN m ELSE n/a - - reliability of provisional responses extension.
Cc6: IF A.4/17 THEN m ELSE n/a - - the SIP update method extension.
c7: IF A.4/27 THEN m ELSE n/a - - the SIP MESSAGE method.

Editor'snote: Optional status of BY E in RFC statusis given because RFC states SHOULD (client and server).

Editor'snote: Optional status of REGISTER in RFC statusis given because RFC states RECOMMENDED (client);
for the UAS, not statement is made, but it is assumed that this therefore meansn/a.
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A.2.1.4.6 INFO-methedVoid

tem Header Sending Reeebing
Rek RFC- Mrefile Rek RFC- Mrefile
status status status status

1 Aeeept Rel2ot | e o 2620 | m m
2 Aeeept-Enceding Rel2o2 | e o 26202 | m m
3 Aceept-Language Rel202 | e o 26202 | m m
3A Allew 26205 | e o 261205 | m s}
4 Allew-Bvents Pele22 | et el Pele22 | e2 €2
5 Autherizatien a7 | e3 e3 2el2e7 | e3 e3
6 Call-tb 261208 | m m 261208 | m m
7 Ceptast 262040 | e o 262040 | e o
A Cenrtent-Rispesitien Rej204t | e o 2612001 | m s}
8 Ceptent-Enceding Rejl2o12 | e o 2612002 | m m
SA Ceptent-Language Rejl2od2 | e o 2612002 | m m
9 Ceptent-Length R2e}20-14 | m m 262044 | m m
10 Ceptent-Type 2612015 | m s} 2612015 | m s}
11 Cseg 2612006 | m m 2612006 | m m
12 Date 262017 | e4 4 P2el2et? | wm il
14 Trem 2612020 | m m 2612020 | m m
15 Mese-Terwards Rel2o22 | e o 26j2022 | nfa Al
IEA MIEAersien Rej2024 | e o 2612024 | m s}
16 Organization 2612025 | e o 2612025 | e o
17 Trierty 2612025 | o 2612025 | o
LFA Drivaey B3h42 €6 e B3h42 €6 e
19 Prese-Regrire R26j2028 | e Al 2612020 | nia Al
20 Reeeord-Raute 2612020 | nia e 2612020 | nia e
21 Reguire R26j20-32 | e o 2612022 | m m
22 Rette 2el2e34 | wm il 2612634 | rla e
23 Subjest 2612035 | e o 2612035 | e o
24 Supperted Rej2037 | e o 2612027 | m s}
25 Fraestermp 2612038 | &8 €8 2612028 | m m
26 e 2612029 | m m 2612029 | m m
27 ser-Agent 2612044 | e o 2612044 | e o
28 Mia 2612042 | m m 2612042 | m m
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PrereguieteABH—-200-Crring)
RFEC- Profile- RFEC- Profile-
Shatus Shatus Shatus Shatus
1 Call-tb 26}20:8 | na Al m m
2 Ceptent-Length 26}2044 | nla Al s} s}
3 Cseg 26]20-46 | nia Al m m
4 Date R26j2047 | nfa Al m m
5 Trem 2612020 | nfa Al m m
6 e 2612032 | nia Al m m
7 Mia 2612042 | nia Al s} s}

Boccbidino
HEe oo HEe oo
status status status status
1 Call-tb 261208 | m m m m
LA Centent-Bispesitien Rej2ot | e o m m
2 Ceptent-Enceding Rejl2oi2 | e o s} s}
24 Ceptent-Language Rejl2od2 | e o m m
3 Ceptent-Length 262044 | m m m m
4 Ceptent-Trpe 2612005 | m m m m
5 Cseg 2612006 | m m m m
6 Date e =3 lid) lid)
7 Trem 2612020 | m m m m
A MHEAersien Re}2024 | e o m m
8 Organization 2612025 | e o m m
SA Nepvacy B3t42 €3 Al €3 Al
8B Sepver 2612035 | e o o o
9 Fraestermp 2612028 | m m €2 €2
10 e 2612029 | m m m m
JOA ser-Agent 2612044 | e o o o
11 Mia 2612042 | m s} s} s}
12 Marpiag 2612043 | e-fhete) o o o

—
RFC- Mrefile RFC- Mrefile
status status status status
1 Allew 26205 | e o m m
2 Avthenteaten-nie P2elees | et el €2 €2
5 Reguire 2612022 | m m m m
7 Supperted 2612027 | m m m m
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RFC- Mrefile RFC- Mrefile
status status status status
OA Allew 26205 | e o m m
1 Errer-tate Rejlzoie | e o o o
3 Reguire 2612022 | m m m m
5 Supperted 2612027 | m m m m
RFC- Prefile RFC- Mrefile
status status status status
OA Allew 26205 | e o m m
1 Errer-tate Rej2oie | e o o o
2 Nrese-Avthenticate 2612027 | &4 el el el
3 Reguire 2612022 | m s} s} s}
5 Supperted 2612027 | m m m m
8 SAAAAM-Authentieate 2612044 | m m m m

RFC- Mrefile RFC- Mrefile
status status status status
1 Allew 261205 | m m m m
2 Ereslne - e e e e
4 Reguire m m m m
6 Supperted s} s} s} s}
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RFC- Mrefile RFC- Mrefile
status status status status

1 Allew 26205 | e o m m

2 Errer-tate Rejlzoie | e o o o

3 Nrese-Avthenticate 2612027 | &4 el el el

4 Reguire 2612022 | m m m m

5 Supperted 2612027 | m m m m

6 SAAAAM-Authentieate 26}2044 | e o . o o
RFC- Mrefile RFC- Mrefile
status status status status

OA Aeeept Rejl2od | et o1 s} s}

0B Aeeept-Enceding Rej202 | et o1 m m

0c Aceept-Language 262023 | et o1 m m

ob Allew 26205 | e o m m

1 Errer-tate Rej2oie | e o o o

3 Reguire 2612022 | m s} s} s}

5 Supperted 2612027 | m m m m
RFC- Mrefile RFC- Mrefile
status status status status

OA Allew 26205 | e o m m

1 Errer-tate Rej2oie | e o o o

3 Reguire 2612022 | m m m m

5 Supperted 2612027 | m s} s} s}

6 pstppered 2612040 | m m m m
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Rek RFC- Mrefile RFC- Mrefile

status status status status
OA Allew 26205 | e o m m
1 Errer-tate Rejlzoie | e o o o
3 Reguire 2612022 | m m m m
5 Supperted 2612027 | m m m m

Rek RFC- Prefile- RFC- Mrefile

status status status status
OA Allew 26205 | e o m m
1 Errer-tate Rej2oie | e o o o
3 Reguire 2612022 | m m m m
5 Supperted 2612027 | m s} s} s}

Mrefile

status
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A.2.2.3 PDUs
Table A.163: Supported methods
Iltem PDU Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 ACK request [26] 13 m m [26] 13 m m
2 BYE request [26] 16 0 m [26] 16 0 m
3 BYE response [26] 16 0 m [26] 16 0 m
4 CANCEL request [26] 16.10 | o m [26] 16.10 | o m
5 CANCEL response [26]16.10 | 0 m [26]16.10 | 0 m
6 INFO-reguest 2512 €2 €2 2512 €2 €2
7 N O-respense 2512 €2 €2 2512 €2 €2
8 INVITE request [26] 16 m m [26] 16 m m
9 INVITE response [26] 16 m m [26] 16 m m
9A MESSAGE request [50] 4 c5 c5 [50] 7 c5 c5
9B MESSAGE response [50] 4 c5 c5 [50] 7 c5 c5
10 NOTIFY request [28] 8.1.2 | c3 c3 [28] 8.1.2 | c3 c3
11 NOTIFY response [28] 8.1.2 | c3 c3 [28] 8.1.2 | c3 c3
12 OPTIONS request [26] 16 m m [26] 16 m m
13 OPTIONS response [26] 16 m m [26] 16 m m
14 PRACK request [27]1 6 c6 c6 [27]1 6 c6 c6
15 PRACK response [27] 6 c6 c6 [27] 6 c6 c6
16 REFER request [36] 3 cl cl [36] 3 cl cl
17 REFER response [36] 3 cl cl [36] 3 cl cl
18 REGISTER request [26] 16 m m [26] 16 m m
19 REGISTER response [26] 16 m m [26] 16 m m
20 SUBSCRIBE request [28] 8.1.1 | c3 c3 [28] 8.1.1 | c3 c3
21 SUBSCRIBE response [28] 8.1.1 | c3 c3 [28] 8.1.1 | c3 c3
22 UPDATE request [30] 7 c4 c4 [30] 7 c4 c4
23 UPDATE response [30] 7 c4 c4 [30] 7 c4 c4
cl: IF A.162/22 THEN m ELSE n/a - - the REFER method.
c3 IF A.162/27 THEN m ELSE n/a - - SIP specific event notification.
c4 IF A.162/24 THEN m ELSE n/a - - the SIP UPDATE method.
c5: IF A.162/33 THEN m ELSE n/a - - the SIP MESSAGE method.
Cc6: IF A.162/21 THEN m ELSE n/a - - reliability of provisional responses.
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A.2.2.4.6 INFO-methedVoid

tem Header Sending Reeebing
Rek RFC- Mrefile Rek RFC- Mrefile
status status status status
1 Aeeept 2620 | m m Ref2ot |4 i
2 Aeeept-Eneeding 26202 | m m Ref2o2 |4 i
3 Aceept-Language 26202 | m m R2e2023 |4 i
3A Allew 261205 | m s} 26205 |4 i
4 Allew-Bvents Pele22 | w» il Pele22 | et el
5 Autherzaten 26207 | m m R2e20F |4 i
6 Call-1b P2elees | P2el2es |
7 Contact 2eleete | m il 2el2ed0 | i
A Cenrtent-Rispesitien 2612001 | m s} R2ej204d |4 4
8 Ceptent-Enceding 2612002 | m m R2ej2oA2 | €4
SA Ceptent-Language 2612002 | m m R2ef2o42 |4 4
9 Ceptent-Length R2e}20-14 | m m 262044 | m m
10 Centert-Fype 2el204E | m il 2el20ds | i 4
11 Cseg 2612006 | m m 2612006 | m m
12 Date P2el2ed? | wm il 2el2ed7 | e2 €2
14 Trem 2612020 | m m 2612020 | m m
15 Mese-Terwards 2612022 | m m 2612022 | m m
IEA MIEAersien 2612024 | m s} 26}2024 | 4 i
16 Organizatien 2612028 | m m 2612025 | &3 €3
17 Doty 2el2e26 | w il 262028 | i i
LFA Drivaey B3h42 €9 €9 B3h42 1o 1o
18 Nrese-Autherzation 2612028 | m m 2612028 | &8 €8
19 Prese-Regrire 2612029 | m s} 2612029 | m s}
20 Reeeord-Raute 2elee2e | » il 2612030 | 7 &7
25 Reguire P2elee22 | wm il 2612032 | &4 €5
22 Reute 2612034 | m m 2612034 | m m
23 Subjeet 2el2e36 | m il 2612038 | i i
24 Supperted 2612027 | m s} 2612037 | &6 €6
25 Fraestermp 2612028 | m m 2612038 | 4 i
26 e 2612029 | m m 2612029 | m m
27 ser-Agent 2612041 | m m 2612044 | 4 i
28 Mia 2612042 | m m 2612042 | m m
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Mrefile
status
tem Header Sending Reeebing
status status status status
1 Call-tb 261208 | m m 261208 | m m
2 Ceptent-Length R2e}20-14 | m m 262044 | m m
3 Cseg 2612006 | m m 2612006 | m m
4 Date R2el2et? | m il 2eleod7 | et el
5 Trem 2612020 | m m 2612020 | m m
6 e 2612029 | m m 2612029 | m m
7 Mia 2612042 | m m 2612042 | m m

3GPP



Error! No text of specified style in document. 13 Error! No text of specified style in document.

Mrefile

status
1 Allew 261208 | m m 26205 |4 i
2 Authertieation-late 26120-6 | m s} Rej20-6 |4 i
4 Reeeord-Raute 2elee2e | » il 2612030 | e3 e3
5 Reguire P2elee22 | » il 2el2e32 | e2 €2
7 Supperted 2612027 | m m 2612037 | 4 i
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Mrefile

status
OA Allew 261205 | m m 26205 |4 i
1 Errer-tate 2612018 | m m Ref2ode |+ i
3 Reguire P2elee22 | » il 2el2e32 | e2 €2
4 Retry-After 2612022 | m m 2612032 |+ i
6 Supperted 2612027 | m s} 2612037 | 4 i
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Prefile
status
1 Allew 261208 | m m 26205 |4 i
2 Errer-tate 2612018 | m s} Rejzo4e | i
4 Reguire P2elee22 | wm il 2el2e32 | e2 €2
6 Supperted 2612027 | m m 2612037 | 4 i

1 Allew 261205 | m s} 26205 |4 i
2 Errer-tate 2612448 | m m Rej2o4e |+ i
3 Nrese-Avthenticate 2612027 | m m 2612027 | m m
4 Reguire P2elee22 | wm il 2el2e32 | e2 €2
5 Supperted 2612027 | m m 2612037 | ¢ i
6 SAAAAAL-Authentieate 2612044 | m s} 2612044 | 4 i
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tem Header Sending Reeebing
Rek RFC- Mrefile Rek RFC- Mrefile
status status status status
OA Allew 261208 | m m 26205 |4 i
1 Errer-tate 2612018 | m s} Rejzo4e | i
3 Reguire P2elee22 | wm il 2el2e32 | e2 €2
5 Supperted 2612027 | m m 2612037 | ¢ i
6 pstppered 2612040 | m m 2612040 | &3 €3
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* % % % an Change * % % %
9 GPRS aspects when connected to the IM CN
subsystem
9.1 Introduction

A UE accessing the IM CN subsystem, and the IM CN subsystem itself, utilise the services provided by GPRS to
provide packet-mode communication between the UE and the IM CN subsystem.

Requirements for the UE on the use of these packet-mode services are specified in this clause. Requirementsfor the
GGSN in support of this communication are specified in 3GPP TS 29.061 [11] and 3GPP TS 29.207 [12].

9.2

9.2.1

Procedures at the UE

PDP context activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE shall:

a) perform a GPRS attach procedure;

b) establish a PDP context used for SIP signalling according to the APN and GGSN selection criteria described in
3GPP TS 23.060 [4] and 3GPP TS 27.060 [10A]. This PDP context shall remain active throughout the period the
UE is connected to the IM CN subsystem, i.e from theinitial registration and at least until the deregigtration. As
aresult, the PDP context provides the UE with information that makes the UE able to construct an | Pv6 address;
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The UE shall choose one of the following options when performing establishment of this PDP context:
I. A dedicated PDP context for SIP signalling:

The UE shall indicate to the GGSN that thisis a PDP context intended to carry IM CN subsystem-rel ated
signalling only by setting the IM CN Subsystem Signalling Flag. The UE may also use this PDP context for
DNS and DHCP signalling according to the static packet filters as described in 3GPP TS 29.061 [11]. The
UE can aso set the Signdling Indication attribute within the QoS IE;

I1. A genera-purpose PDP context:

The UE may decide to use a general-purpose PDP Context to carry IM CN subsystem-related signaling. The
UE shall indicate to the GGSN that thisis a generd-purpose PDP context by not setting the IM CN
Subsystem Signalling Flag. The UE may carry both signalling and media on the general -purpose PDP
context. The UE can also set the Signalling Indication attribute within the QoS IE.

The UE indicates the IM CN Subsystem Signalling Flag to the GGSN within the Protocol Configuration Options
|E of the ACTIVATE PDP CONTEXT REQUEST message or ACTIVATE SECONDARY PDP CONTEXT
REQUEST message. Upon successful signalling PDP context establishment the UE receives an indication from
GGSN in theform of IM CN Subsystem Signalling Flag within the Protocol Configuration Options IE. If the
flag isnot received, the UE shall consider the PDP context as a general -purpose PDP context.

The encoding ofhew the IM CN Subsystem Signalling Fag withinis-earried-in the
Protocol Configuration Options IE is previded-described in 3GPP TS 24.008 [8].

The UE can indicate arequest for prioritised handling over the radio interface by setting the Signalling
Indication attribute (see 3GPP TS 23.107 [4A]). The general QoS negotiation mechanism and the encoding of
the Signalling Indication attribute within the QoS | E are described in 3GPP TS 24.008 [8].

NOTE-2: A generd-purpose PDP Context may carry both IM CN subsystem signaling and media, in case the media
does not need to be authorized by Service Based Local Policy mechanisms defined in
3GPP TS 29.207 [12] and the media stream is not mandated by the P-CSCF to be carried in a separate
PDP Context.

¢) acquire a P-CSCF address(es).
The methods for P-CSCF discovery are:

I. Employ Dynamic Host Configuration Protocol for 1Pv6 (DHCPv6) draft-ietf-dhc-dhepv6 [40], the DHCPv6
options for SIP servers draft-ietf-sip-dhcpv6 [41] and if needed DNS after PDP context activation.

The UE shdl ether:

- inthe DHCP query, request alist of SIP server domain names of P-CSCF(s) and the list of Domain Name
Servers (DNS); or

- request alist of SIP server 1Pv6 addresses of P-CSCF(s).
Il. Transfer P-CSCF address(es) within the PDP context activation procedure.

The UE shall indicate the request for a P-CSCF address to the GGSN within the Protocol Configuration
Options |E of the ACTIVATE PDP CONTEXT REQUEST message or ACTIVATE SECONDARY PDP
CONTEXT REQUEST message.

If the GGSN provides the UE with alist of P-CSCF I Pv6 addresses in the ACTIVATE PDP CONTEXT
ACCEPT message or ACTIVATE SECONDARY PDP CONTEXT ACCEPT message, the UE shall assume
that thelist is prioritised with the first address within the Protocol Configuration Options IE asthe P-CSCF
address with the highest priority.
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The UE can fredly select method | or 11 for P-CSCF discovery. In case several P-CSCF addresses are provided to
the UE, the selection of P-CSCF address shall be performed according to the resolution of host name as indicated
in RFC 3261 [26]. If sufficient information for P-CSCF address selection is not available, selection of the P-
CSCF address by the UE isimplementation specific.

If the UE isdesigned to use | above, but receives P-CSCF address(es) according to 11, then the UE shall either
ignore the received address(es), or use the address(es) in accordance with 11, and not proceed with the DHCP
request according to I.

The UE may request a DNS Server 1Pv6 address(es) via draft-ietf-dhc-dhcpv6-26 [40] or by the Protocol
Configuration Options |E when activating a PDP context according to 3GPP TS 27.060 [10A].

Detaited-descriptionThe encoding of hew-the request and response for 1Pv6 address(es) for DNS server(s) and
list of P-CSCF address(es) withinare-earriedHin the Protocol Configuration Options | E is previded-described in
3GPP TS 24.008 [8].

9.2.1A Modification of a PDP context used for SIP signalling

The PDP context shall not be modified from a dedicated PDP context for SIP signalling to a general -purpose PDP
context or vice versa. The IM CN Subsystem Signalling Flag shall not be set in the Protocol Configuration Options IE
of theMODIFY PDP CONTEXT REQUEST message.

The UE shall not indicate therequest for a P-CSCF address to the GGSN within the Protocol Configuration Options IE
of the MODIFY PDP CONTEXT REQUEST message. The UE shall ignore P-CSCF address(es) if received from the
GGSN in the Protocol Configuration Options IE of the MODIFY PDP CONTEXT RESPONSE message.

9.2.1B Re-establishment of the PDP context for signalling
If the dedicated PDP context for SIP signalling islost due to e.g. a GPRS routeing area update procedure, the UE shall

attempt to re-establish the dedicated PDP context for SIP signalling. If this procedure does not succeed, the UE shall
deactivate all PDP contexts established as aresult of SIP signalling according to the 3GPP TS 24.008 [8].
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5.1.1.6 Mobile-initiated deregistration
The UE can deregister apreviously registered public user identity at any time.

The UE shall integrity protect the REGISTER request using IK, see 3GPP TS 33.203 [19], derived asaresult of an
earlier regigration, if IK isavailable.

Prior to sending a REGISTER reguest for deregistration, the UE shall release all dialogs related to the public user
identity that is going to be deregistered or to one of theimplicitly registered public user identities.

On sending a REGISTER request, the UE shall populate the header fields as follows:
a) the Authorization header, with the username field, set to the value of the private user identity;
b) the From header set to the SIP URI that contains the public user identity to be deregistered;
¢) the To header set to the SIP URI that containsthe public user identity to be deregistered;

d) the Contact header set to either the value of "*" or SIP URI(s) that contain(s) in the hostport parameter the IP
address of the UE or FQDN and protected port value bound to the security association;

€) the Expires header, or the expires parameter of the Contact header, set to the value of zero, appropriate to the
deregistration requirements of the user;

f) aReguest-URI set to the SIP URI of the domain name of the home network; and

g) aP-Access-Network-Info header that contains information concerning the access network technology and, if
applicable, thecdl 1D (see subclause 7.2A.4).

The UE shall extract or derive from the UICC a public user identity, the private user identity, and the domain nameto
be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A.

On receiving the 200 (OK) response to the REGISTER request, the UE shall remove al registration detailsrelating to
this public user identity.

If there are no more public user identities registered, the UE shall delete the security associations and related keys it
may have towards the P-CSCF.

If all public user identities are deregistered and the security association isremoved, then the UE shall consider
subscription to the reg event package cancelled (i.e. asif the UE had sent a SUBSCRIBE request with an Expires
header containing a value of zero).

NOTE: When the UE has received the 200 (OK) for the REGISTER request of the last registered public user
identity, the UE removes the security association established between the P-CSCF and the UE. Therefore
further SIP signalling (e.g. the NOTIFY contaning the deregistration event) will not reach the UE.

XXXXXXXIXKXXXXXXXXXXXXXXXXXXNEXT CHA NGEXXXXXXXXXXXXKXXXXXKXXXXKXXXIKXXXXXKXXXXXXXXXXXXXXXXK

5.1.1.7 Network-initiated deregistration

Upon receipt of a NOTIFY request on the dial og which was generated during subscription to the reg event package as
described in subclause 5.1.1.3, including one or more <registration> el ement(s) with the state attribute set to
"terminated” and the event attribute set to "rejected” or "deactivated”, the UE shall remove all registration details
relating to these public user identities. In case of a "deactivated” event attribute, the UE shall start thereregistration
procedure as described in subclause 5.1.1.4. In case of a"rejected” event attribute, the UE shall release al dialogs
related to those public user identities.
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Upon receipt of a NOTIFY request with dl <registration> element(s) having their state attribute set to "terminated” (i.e.
al public user identities are deregistered) and the Subscription-State header contains the value of "terminated”, the UE
shall remove the security associations towards the P-CSCF &fter the server transaction (as defined in RFC 3261 [26])
pertaining to the NOTIFY request terminates.

NOTE 1: If the security association towards the P-CSCF isremoved, then the UE considers the subscription to the
registration event package terminated (i.e. asif the UE had sent a SUBSCRIBE request with an Expires
header containing a vaue of zero, or a NOTIFY request was received with Subscription-State header
containing the value of "terminated”).

NOTE 2: When the P-CSCF has removed the security association established between the P-CSCF and the UE,
further SIP signalling (e.g. the NOTIFY contaning the deregistration event) will not reach the UE.

XXXXXXXIXXXXKXXXXXXXXXXXXXXNEXT CHA NGEXXXXXXXXXXXXKXXXXXKXXXXKXXXIKXXXXXKXXXXXXKXXXXXXXXXK

5414 User-initiated deregistration

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero, the S-CSCF
shall:

- check whether the P-CSCF included the Integrity-protection parameter into the Authorization header field set to
yes, indicating that the REGISTER request was received integrity protected. The S-CSCF shall only proceed
with the following steps if the integrity protection parameter is set to yes;

- release each multimedia session which was initiated with the public user identity found in the P-Asserted-
Identity header field or with one of theimplicitly registered public used identities by applying the steps listed in
subclause 5.4.5.1.2;

- deregister the public user identity found in the To header field together with the implicitly registered public user
identities;

- send athird-party REGISTER request, as described in subclause 5.4.1.7, to each Application Server that matches
the Filter Criteriafrom the HSS for the REGISTER event; and

- if thisisaderegidration request for the last registered public user identity and there are till active multimedia
sessi ons associated with this user, release each multimedia session bel onging to the served user by applying the
steps listed in subclause 5.4.5.1.2.

Based on operators policy the S-CSCF can request from HSS to either be kept or cleared asthe S-CSCF allocated to
this subscriber. In both cases the state of the subscriber identity is stored as unregistered in the HSS and the S-CSCF-.
Based on HSS decision, the S-CSCF may either keep all or only a part of the user profile or removesit. If al public user
identities of the UE are deregistered, then the S-CSCF may consider the UE and P-CSCF subscriptionsto the reg event
package cancelled (i.e. asif the UE had sent a SUBSCRIBE request with an Expires header containing a value of zero).

If the Authorization header of the REGISTER request did not contain an Integrity-protection parameter, or the
parameter was s&t to the value 'no', the S-CSCF shall respond to the request with a 403 (Forbidden) response. The
response may contain a Warning header with awarn-code 399.

XXXXXXXIXXXXKXXXXXXXXXXXXXXNEXT CHA NGEXXXXXXXXXXXXKXXXXXKXXXXXKXXXIKXXXXXKXXXXXXKXXXKXXXXXXK

5415 Network-initiated deregistration

Prior to initiating the network-initiated deregistration for the last registered public user identity while there are still
active multimedia sessions belonging to this user, the S-CSCF shall release all multimedia sessions belonging to this
user as described in subclause 5.4.5.1.
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When a network-initiated deregistration event occurs for one or more public user identity, the S-CSCF shall send a
NOTIFY request to the UE on the dial og which was generated by the UE subscribing to the registration event package.
When the S-CSCF receives afinal response to the NOTIFY request or upon atimeout, the S-CSCF shall release all
remaining dialogs related to the public user identity being deregistered and shall generate a NOTIFY request on all
remaining dial ogs which have been established due to subscription to the reg event package of that user. For each
NOTIFY request, the S-CSCF shall:

- set the Request-URI and Route header to the saved route information during subscription;
- set the Event header to the "reg” value;

- inthebody of the NOTIFY request, include as many <registration> el ements as many public user identities the
S-CSCF isaware of the user owns;

- set the aor attribute within each <regidtration> element to one public user identity:
- set the <contact> sub-element of each <registration> el ement to the contact address provided by the UE;
- if the public user identity:
- hasbeen deregistered then:
- set the state attribute within the <registration> element to "terminated”;
- set the state attribute within the <contact> element to "terminated”; and

- set the event attribute within the <contact> element to "deactivated" if the S-CSCF expects the UE to
reregister or "regjected” if the S-CSCF does not expect the UE to reregister; or

- has been kept registered then:
- set the state attribute within the <registration> element to "active"; and
- set the state attribute within the <contact> e ement to "active'.

When sending a fina NOTIFY request with all <registration> element(s) having their sate attribute set to "terminated"
(i.e. dl public user identities are deregistered), the S-CSCF shall also terminate the subscription to the registration event
package by setting the Subscription-State header to the value of "terminated”.

The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

Also, the S-CSCF shdl send athird-party REGISTER request, as described in subclause 5.4.1.7, to each Application
Server that matches the Filter Criteria from the HSS for the REGISTER event.
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5.1.1.6 Mobile-initiated deregistration
The UE can deregister apreviously registered public user identity at any time.

The UE shall integrity protect the REGISTER request using IK, see 3GPP TS 33.203 [19], derived asaresult of an
earlier regigration, if IK isavailable.

On sending a REGISTER request, the UE shall populate the header fields as follows:
a) the Authorization header, with the username field, set to the value of the private user identity;
b) the From header set to the SIP URI that containsthe public user identity to be deregistered;
¢) the To header set to the SIP URI that containsthe public user identity to be deregistered;

d) the Contact header set to either the value of "*" or SIP URI(s) that contain(s) in the hostport parameter the IP
address of the UE or FQDN and protected port value bound to the security association;

€) the Expires header, or the expires parameter of the Contact header, set to the value of zero, appropriate to the
deregistration requirements of the user;

f) aReguest-URI set to the SIP URI of the domain name of the home network; and

g) aP-Access-Network-Info header that contains information concerning the access network technology and, if
applicable, thecdl ID (see subclause 7.2A.4).

The UE shall extract or derive from the UICC a public user identity, the private user identity, and the domain nameto
be used in the Request-URI in the registration, according to the procedures described in subclause 5.1.1.1A.

On receiving the 200 (OK) response to the REGISTER request, the UE shall remove al registration detailsrelating to
this public user identity.

The UE shall release al dialogs prior to deregistering the last registered public user identity.

If there are no more public user identities registered, the UE shall delete the security associations and related keys it
may have towards the P-CSCF.

If all public user identities are deregistered and the security association isremoved, then the UE shall consider
subscription to the reg event package cancelled (i.e. asif the UE had sent a SUBSCRIBE request with an Expires
header containing a value of zero).

NOTE: When the UE has received the 200 (OK) for the REGISTER request of the only tastregistered-public user
identity currently registered with its associated set of implicitly registered public user identities (i.e. no
other isregistered), the UE removes the security association established between the P-CSCF and the UE.
Therefore further SIP signalling (e.g. the NOTIFY contaning the deregistration event) will not reach the
UE.

khkkkkhkkkhkkhhkkhhhhhkhhhkhkkhhhkkhkkhhhkhkhhhkrdkkdkxixx*x Next chmge*********************************

5.25.1 User-initiated deregistration

When the P-CSCF receives a 200 (OK) response to a REGISTER request (sent according to subclause 5.2.2), it shall
check the value of the Expires header field and/or expires parameter in the Contact header field. When the value of the
Expires header field or expires parameter equals zero, then the P-CSCF shall:

1) remove the public user identity found in the To header field, and all the associated public user identities, from
theregistered public user identities list and all related stored information; and
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2) check if the user has|eft any other registered public user identity. When al of the public user identities of a user
are deregistered, the P-CSCF shall, if the subscription to the reg event package for that user is still alive,
terminate the subscription to the reg event package for that user by sending a SUBSCRIBE request with an
Expires header containing a value of zero. The P-CSCF shall & so remove the security associations towards that
user after the server transaction (as defined in RFC 3261 [26]) pertaining to this deregistration terminates.

NOTE 1: Thereisno requirement to distinguish a REGISTER request relating to aregistration from that relating to
a deregistration. For administration reasons the P-CSCF may distinguish such requests, however thishas
no impact on the SIP procedures.

NOTE 2: When the P-CSCF has sent the 200 (OK) for the REGISTER request of the only tastregistered-public
user identity currently registered with its associated set of implicitly registered public user identities (i.e.
no other isregistered), the P-CSCF removes the security association established between the P-CSCF and
the UE. Therefore further SIP sgnalling (e.g. the NOTIFY contaning the deregigration event) will not
reach the UE.

khkkkkhkkkhkkhhkkhhhhhkhhhkhhkhhhkhkkhhdhkhhhkrdkkhkxixx*x Next chmge*********************************

5414 User-initiated deregistration

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero, the S-CSCF
shall:

- check whether the P-CSCF included the Integrity-protection parameter into the Authorization header field set to
yes, indicating that the REGISTER request was received integrity protected. The S-CSCF shall only proceed
with the following steps if the integrity protection parameter is set to yes;

- deregister the public user identity found in the To header field together with the implicitly registered public user
identities;

- send athird-party REGISTER request, as described in subclause 5.4.1.7, to each Application Server that matches
the Filter Criteria from the HSS for the REGISTER event; and

- if thisisaderegidration request for the only fastregisteredpublic user identity currently registered with its
associated set of implicitly registered public user identities (i.e. no other isregistered) and there are still active
multimedia sessions associated with this user, rel ease each multimedia session bel onging to the served user by
applying the steps listed in subclause 5.4.5.1.2.

Based on operators policy the S-CSCF can request from HSS to either be kept or cleared asthe S-CSCF allocated to
this subscriber. In both cases the state of the subscriber identity is stored as unregistered in the HSS and the S-CSCF.
Based on HSS decision, the S-CSCF may either keep all or only a part of the user profile or removesit. If al public user
identities of the UE are deregistered, then the S-CSCF may consider the UE and P-CSCF subscriptionsto the reg event
package cancelled (i.e. asif the UE had sent a SUBSCRIBE request with an Expires header containing a value of zero).

If the Authorization header of the REGISTER request did not contain an Integrity-protection parameter, or the
parameter was s&t to the value 'no', the S-CSCF shall respond to the request with a 403 (Forbidden) response. The
response may contain a Warning header with awarn-code 399.

khkkkkhkkkhkkhhkkhhhhhkhhhkhkhhhkhkkhhdkhkhhhkrdkkhkxdx*x Next chmge*********************************

5415 Network-initiated deregistration

Prior to initiating the network-initiated deregistration for the only tastregistered-public user identity currently registered
with its associated set of implicitly registered public user identities (i.e. no other isregistered) while there are till active
multimedia sessions bel onging to this user, the S-CSCF shall release all multimedia sessions belonging to this user as
described in subclause 5.4.5.1.
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When a network-initiated deregistration event occurs for one or more public user identity, the S-CSCF shall send a
NOTIFY request to the UE on the dial og which was generated by the UE subscribing to the registration event package.
When the S-CSCF receives a final response to the NOTIFY request or upon atimeout, the S-CSCF shall generatea
NOTIFY request on all remaining dial ogs which have been established due to subscription to the reg event package of
that user. For each NOTIFY request, the S-CSCF shall:

- set the Request-URI and Route header to the saved route information during subscription;
- set the Event header to the "reg” value;

- inthebody of the NOTIFY request, include as many <registration> el ements as many public user identities the
S-CSCF isaware of the user owns;

- set the aor attribute within each <regidtration> element to one public user identity:
- set the <contact> sub-element of each <registration> el ement to the contact address provided by the UE;
- if the public user identity:
- hasbeen deregistered then:
- set the state attribute within the <registration> element to "terminated”;
- set the state attribute within the <contact> element to "terminated”; and

- set the event attribute within the <contact> element to "deactivated" if the S-CSCF expects the UE to
reregister or "rgjected” if the S-CSCF does not expect the UE to reregister; or

- has been kept registered then:
- set the state attribute within the <registration> element to "active"; and
- set the state attribute within the <contact> e ement to "active'.

When sending a fina NOTIFY request with all <registration> element(s) having their sate attribute set to "terminated"
(i.e. dl public user identities are deregistered), the S-CSCF shall also terminate the subscription to the registration event
package by setting the Subscription-State header to the value of "terminated”.

The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

Also, the S-CSCF shdl send athird-party REGISTER request, as described in subclause 5.4.1.7, to each Application
Server that matches the Filter Criteria from the HSS for the REGISTER event.

khkkkkhkkkhkkhhkkhhhhhhhhkhhkhhhkhkkhhdkhkhhhdkrdkkdkxixx*x Next chmge*********************************

5.45.1.2A Release of the existing dialogs due to registration expiration

When the registration lifetime of the only tast-registered-public user identity currently registered with its associated set
of implicitly registered public user identities (i.e. no other isregistered) expires while there are still active multimedia
sessions belonging to the served user, the S-CSCF shall rel ease each multimedia session bel onging to the served user by
applying the steps listed in the subclause 5.4.5.1.2.
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54.1.1 Introduction
The S-CSCF shall act asthe SIPregistrar for all UAs of the IM CN subsystem with public user identities.

The S-CSCF shall support the use of the Path and Service-Route header. The S-CSCF must also support the Require
and Supported headers. The Path header is only applicable to the REGISTER request and its 200 (OK) response. The
Service-Route header is only applicable to the 200 (OK) response of REGISTER.

The network operator defines minimum and maximum times for each registration. These values are provided within the
S-CSCF.

The procedures for notification concerning automatically registered public user identities of a user are described in
subclause 5.4.2.1.2.
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54.1.7 Notification of Application Servers about registration status

During registration, the S-CSCF shall include a P-Access-Network-Info header (asreceived in the REGISTER request
from the UE) in the 3rd-party REGISTER towards application servers, if the ASis part of thetrust domain. If the ASis
not part of the trust domain, the S-CSCF shall not include any P-Access-Network-Info header. The SSCSCF shall not
include a P-Access-Network-Info header in any responses to the REGISTER request.

If theregistration procedure described in subclauses 5.4.1.2, 5.4.1.4 or 5.4.1.5 (as appropriate) was successful, the S-
CSCF shall send athird-party REGISTER reguest to each Application Server with the following information:

a) the Request-URI, which shall contain the ASs SIP URL;
b) the From header, which shal contain the SSCSCF's SIP URL;

¢) the To header, which shal contain either the public user identity as contained in the REGISTER request received
from the UE or one of theimplicitly registered public user identities, as configured by the operator;

d) the Contact header, which shall contain the SSCSCFs SIP URL;

e) forinitial registration and user-initiated reregisration (subclause 5.4.1.2), the Expires header, which shall
contain the same value that the S-CSCF returned in the 200 (OK) response for the REGISTER request received
form the UE;

f) for user-initiated deregistration (subclause 5.4.1.4) and network-initiated deregistration (subclause 5.4.1.5), the
Expires header, which shall contain the value zero;

g) forinitial registration and user-initiated reregistration (subclause 5.4.1.2), a message body, if thereis Filter
Criteriaindicating the need to include HSS provided datafor the REGISTER event (e.g. HSS may provide AS
specific data to be included in the third-party REGISTER, such as IMSI to be delivered to IM SSF). If thereisa
service information XML element provided in the HSS Filter Criteriafor an AS (see 3GPP TS 29.228 [14]), then
the S-CSCF shall includeit in the message body of the REGISTER request within the <service-info> XML
element as described in subclause 7.6. For the messages including the 3GPP IMS XML body, the S-CSCF shall
set the value of the Content-Type header to include the MIME type specified in subclause 7.6;

h) for initia registration, the P-Charging-Vector header, which shall contain the sameicid parameter that the S-
CSCF received in the original REGISTER request from the UE;

i) for initia registration, a P-Charging-Function-Addresses header, which shall contain the valuesreceived from
the HSS if the message is forwarded within the S-CSCF home network.
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