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First amended section

2 References
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document.
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non-specific.

•  For a specific reference, subsequent revisions do not apply.

•  For a non-specific reference, the latest version applies.
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Next amended section

3.2 Abbreviations
For the purposes of the present document, the following abbreviations apply:

APN Access Point Name
ATM Asynchronous Transfer Mode
BG Border Gateway
CHAP Challenge Handshake Authentication Protocol
DHCP Dynamic Host Configuration Protocol
DHCPv6 Dynamic Host Configuration Protocol version 6
DNS Domain Name System
DVMRP Distance Vector Multicast Routing Protocol
GGSN Gateway GPRS Support Node
GTP-U GPRS Tunnelling Protocol for user plane
ICMP Internet Control Message Protocol
IETF Internet Engineering Task Force
IGMP Internet Group Management Protocol
IMS                      IP Multimedia Core Network Subsystem
IP Internet Protocol
IPCP IP Control Protocol (PPP NCP for IPv4)
IPV6CP IPv6 Control Protocol (PPP NCP for IPv6)
IPv4 Internet Protocol version 4
IPv6 Internet Protocol version 6
ISDN Integrated Services Digital Network
ISP Internet Service Provider
LAC L2TP Access Concentrator
LAN Local Area Network
LNS L2TP Network Server
MIP Mobile IP
MLD Multicast Listener Discovery
MOSPF Multicast Open Shortest Path First
MS Mobile Station
MT Mobile Terminal
MTU Maximum Transfer Unit
NAI Network Access Identifier
PAP Password Authentication Protocol
PCF                      Policy Control Function
PDCP Packet Data Convergence Protocol
PDN Packet Data Network
PDU Protocol Data Unit
PEP                      Policy Enforcement Point
PIM-SM Protocol Independant Multicast – Sparse Mode
PPP Point-to-Point Protocol
PS Packet Switched
RADIUS Remote Authentication Dial In User Service
SBLP                   Service Based Local Policy
SGSN Serving GPRS Support Node
SMDS Switched Multimegabit Data Service
TCP Transmission Control Protocol
TE Terminal Equipment
TEID Tunnel End-point Identifier
UDP User Datagram Protocol
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Next amended section

3.3 Symbols
For the purposes of the present document, the following symbols apply:

Gb Interface between an SGSN and a BSC.
Gi Reference point between Packet Domain and an external packet data network.
Gn Interface between two GSNs within the same PLMN.
Go                        Interface between a GGSN and a PCF.
Gp Interface between two GSNs in different PLMNs. The Gp interface allows support of Packet

Domain network services across areas served by the co-operating  PLMNs.
Gs Interface between an SGSN and MSC.
Iu Interface between the RNS and the core network. It is also considered as a reference point.
R The reference point between a non-ISDN compatible TE and MT. Typically this reference point

supports a standard serial interface.
Um The interface between the MS and the fixed network part in A/Gb mode. The Um interface is the

A/Gb mode network interface for providing packet data services over the radio to the MS. The MT
part of the MS is used to access the GSM services through this interface.

Uu Interface between the mobile station (MS) and the fixed network part in Iu mode. The Uu interface
is the Iu mode network interface for providing packet data services over the radio to the MS. The
MT part of the MS is used to access the UMTS services through this interface.

Next amended section
(To be inserted after clause 13)

13a      Interworking with IMS

13a.1    General
Interworking with the IP Multimedia Core Network Subsystem (IMS) puts additional requirements on the GGSN.
When the MS connects to the IP Multimedia Core Network Subsystem (IMS), specific parameters in Session
Management messages may be handled. The IMS specific parameters are: IMS signalling flag, P-CSCF address request,
returned P-CSCF address(es), media authorization token(s) and flow identifier(s).

For interworking with the IMS, the Go interface (see 3GPP TS 29.207 [53]) is used to correlate the session (SIP/SDP)
and the bearer (PDP Contexts).

The mechanisms in GGSN to support IMS shall be:

- P-CSCF discovery

- Dedicated signalling PDP contexts; with associated static packet filters to permit signalling to/from designated
servers

- Go interface for charging correlation and policy control of PDP contexts for IMS media flows

These mechanisms are however not restricted to the IMS and could be used for other services that could benefit from
these mechanisms.
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13a.2    IMS Interworking Model
The signalling interface between MS and P-CSCF is a logical interface, i.e. it is using GPRS as a bearer. The Go
interface is used for network communication between the GGSN and the PCF. For a description of the IMS
architecture, refer to 3GPP TS 23.228 [52]. For a more detailed view of GGSN IMS interworking, see 3GPP TS 29.207
[53].

13a.2.1   IMS Specific Configuration in the GGSN

The GGSN shall have a list of preconfigured addresses of signalling servers (P-CSCF servers). This list shall be
provided to MSs on request. The list shall be possible to preconfigure per APN.

The GGSN shall have preconfigured static packet filters, to be applied on dedicated signalling PDP contexts. The static
packet filters shall filter up-link and down-link packets and only allow traffic to/from the preconfigured signalling
servers and to DNS and DHCP servers. The static packet filters shall be possible to pre-configure per APN.

It shall be possible to enable/disable the use of the Go interface per APN. If disabled, the GGSN may reject Create PDP
Context Requests that include binding information based on operator policy.

The GGSN shall support IPv6 addresses and protocol for IMS signalling and IMS bearers.

The GGSN shall provide support for P-CSCF discovery in two different ways (see TS 23.228):

- GPRS procedure for P-CSCF discovery, i.e. request and provision of P-CSCF address(es) within the PCO IE in
GPRS Session Management procedures (see TS 24.008).

- Via DHCPv6 servers i.e. the GGSN shall provide the functionality of a DHCPv6 relay agent

On APNs providing IMS services, the information advertised in Router Advertisements from GGSN to MSs shall be
configured in the same manner as for other APNs prviding IPv6 services (see subclause 11.2.1.3.4), except that the “O-
flag” shall be set even when the “M-flag” is cleared.

Note:         When the “M-flag” is cleared, the “O- flag” shall be set in IPv6 Router Advertisement messages sent by
the GGSN for APNs used for IMS services. This will trigger a DHCP capable MS to start a DHCPv6
session to retrieve server addresses and other configuration parameters. An MS which doesn’t support
DHCP will simply ignore the “O-flag”. An MS may simultaneously use stateless address
autoconfiguration for configuring its IPv6 address and stateful autoconfiguration for configuring IMS
specific parameters. An MS which doesn’t support DHCP, shall request IMS specific configuration (e.g.
P-CSCF address) in the PCO IE in the Create PDP Context message.

The GGSN shall support a DHCPv6 relay agent.

13a.2.2   IMS Specific Procedures in the GGSN

13a.2.2.1       Request for Signalling Server Address

When an MS indicates a request for a P-CSCF address in the PCO IE in a Create PDP Context Request message, the
GGSN shall respond with one or more P-CSCF server addresses if available for this APN. If the GGSN has no P-CSCF
address available, the GGSN shall ignore the request. If the GGSN provides more than one P-CSCF IPv6 address in the
response, the GGSN shall sort the addresses with the highest priority P-CSCF server first in the PCO IE. The GGSN
may use different prioritisations for different MSes, eg for load sharing between the P-CSCF servers. The coding of the
PCO IE is described in the 3GPP TS 24.008 [54]. This procedure shall be followed regardless of whether or not the MS
uses a dedicated signalling PDP context, and irrespective of the Go status for the APN.

13a.2.2.2       Establishment of a PDP Context Dedicated for Signalling

The GGSN shall allow IMS signalling on a “general-purpose PDP context”, in which case the IMS signalling shall be
provided like any other transparent services provided by the packet domain.

The GGSN may (dependent on operator policy) also support dedicated signalling PDP Contexts for IMS services. An
MS may request a dedicated signalling PDP context (see 3GPP TS 24.229 [55]). The operator may provide special
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properties to dedicated signalling PDP contexts, e.g special charging and enhanced QoS. It is out of the current scope of
this TS to further specify these properties.

For a PDP Context marked as a dedicated signalling PDP Context, the GGSN shall apply static packet filters, which
shall only allow packets to be sent to and from a pre-configured set of signalling servers, such as P-CSCF(s), DHCP
server(s) and DNS server(s). The static packet filters for down-link signalling traffic shall have the format of a TFT and
be sorted so that they precede both the SBLP based filters and the UE specified TFT filters. This will secure the use of
the correct PDP context for the signalling traffic, and that only authorized traffic uses the signalling PDP context. The
static packet filters shall be pre-configured in the GGSN by the operator. For dedicated signalling PDP Contexts, any
TFT specified by the MS shall be replaced by the GGSN pre-configured static packet filters.

13a.2.2.3       Creation of a PDP Context for IMS Media Flows

For PDP Contexts used to carry IMS media flows, specific policies may be applied. The policy includes packet filtering,
which enables a specific charging for these PDP Contexts, see 3GPP TS 29.207 [53].

The creation of a PDP Context to be used to carry media flows involves interaction between the MS and the GGSN and
between the GGSN and the P-CSCF/PCF. The interaction between the GGSN and the P-CSCF/PCF, i.e. the Go
interface, is described in detail in 3GPP TS 29.207 [53]. The interaction between the MS and GGSN is described in
3GPP TS 29.208 [56].

If binding information (media authorization token and flow identifiers) is included in a Create PDP Context Request
message, the GGSN shall use the Go interface to authorize the request and retrieve a policy for filtering. If the Go
interface is not enabled for the APN, the request may be rejected based on operator policy.

The GGSN identifies the PCF to interact with using a PCF identifier. The PCF identifier is part of the media
authorization token in the binding information, and is a fully qualified domain name (see 3GPP TS 29.207 [53]).
Inclusion of both binding information and an indication for a dedicated signalling PDP Context in the same Create PDP
Context Request message is not permitted. If both are received together, the GGSN shall reject the PDP context request.
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