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TSG CN WG4 has been discussing for several meetings the appropriate mechanism to allow for the transition to IPv6 in the UMTS PS core network domain. Namely, the WG has been attempting to define the appropriate GTPv1 mechanism to enable the transition to IPv6 without causing session termination when a MS moves from the coverage area of an IPv6 capable SGSN to the coverage area of a IPv4 only SGSN.

The CN4 WG was originally discussing a proposal from Nokia, defining new IEs in 29.060 for R5. These IEs, the "Alternative GGSN address for User plane" and "Alternative GGSN address for control plane", could have been included in the create PDP context response and Update PDP context response, so that a Release 5 SGSN using IPv6 could be also given a IPv4 address to pass to a neighbouring (presumably Release 4 or earlier) IPv4 only SGSN. Also, an SGSN using IPv4 could be provided with an alternate IPv6 address, so that it could handoff a session to an IPv6 capable only SGSN. These nodes may be introduced in a future release, where IPv4 will no longer be mandatory).

While this method works fine when all IPv6 capable SGSNs are R5, it is exposed to problems when there is a mixed R5 and Pre-R5 environment and Pre-R5 nodes use IPv6.

Here is a description of the issue:

The GTP protocol does not change version when transitioning to Release 5, so, from all respects there is no way for a GGSN using the newly introduced R5 IEs to find out whether the SGSN is R5 or Pre-R5.That is whether the SGSN can interpret or not the R5 IEs.

As such, there is no way for the operator of the GGSN to be sure that the peer SGSN (potentially in a roaming partner visited network) is an IPv6 capable node supporting the new R5 IEs or it is Pre-R5 node using the GTPv1 IPv6 transport option. The GGSN operator has to trust the visited network is complying with the newly defined S2 recommendation not to deploy IPv6 capable pre-R5 SGSNs unless there is certainty they will never have to handoff sessions to an IPv4 only SGSN. If the visited network operator did not comply with this new recommendation, then the SGSN would not be able to interpret the new IEs and the handoff to a IPv4 only SGSN would not be possible. This may have to happen, for instance, because the MS selected a cell under the coverage of another operator in a visited country.

Since it is hard to predict the evolution and deployments of IPv6, and also since competing operators in the same country may not desire to disclose to competitors whether they have upgraded to R5, or whether or not their nodes are IPv6 or IPv4 only, a solution resilient to this would be highly desirable. This would allow operators to have more freedom in the evolution of their network, without the need of coordinating with competing operators in the same region in which they operate their business.

This has motivated Lucent in presenting a counter-proposal that would mandate, for an IPv4/IPv6 capable R5 GGSN, to place the IPv4 address in the "GGSN address for control plane" and "GGSN address for user plane" IEs (these can be interpreted by a pre-R5 node) and the IPv6 IP address in the "Alternate GGSN Address" IEs. In this way, independent of the release supported by the SGSN, the IPv4 IP address contained in the GGSN IP address IE could always be interpreted by a Pre-R5 node. This would enable protection from the possibility that the Pre-R5 node would only be aware of the IPv6 address of the GGSN, and thus be unable to handover the session to a IPv4 only SGSN, perhaps operated by a competing provider, in international roaming scenario.

Conclusion

In the interest of protecting operators from possible future deployment and operation issues, Lucent would like the CN Plenary to kindly ask CN4 to re-consider their initial non-consensus based position (in the attached Tdoc N4-020618) and to adopt the network operation friendly, all encompassing solution proposed in the attached CR (Tdoc N4-020612).

Note also that Tdoc N4-020618 includes this cautionary statement in the proposal: 

"NOTE:
Interoperability problems can arise if a pre-Release-5 GSN uses IPv6 transport".

This clearly highlights that the Nokia proposal comes with an implicit risk that the Lucent proposal in Tdoc N4-020612 avoids by design.

