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TpCallEventType

Defines a specific call event report type.

	Name
	Value
	Description

	P_CALL_EVENT_UNDEFINED
	0
	Undefined

	P_CALL_EVENT_ORIGINATING_CALL_ATTEMPT
	1
	An originating call attempt takes place (e.g. Off-hook event).

	P_CALL_EVENT_ORIGINATING_CALL_ATTEMPT_AUTHORISED
	2
	An originating call attempt is authorised

	P_CALL_EVENT_ADDRESS_COLLECTED
	3
	The destination address has been collected.

	P_CALL_EVENT_ADDRESS_ANALYSED
	4
	The destination address has been analysed.

	P_CALL_EVENT_ORIGINATING_SERVICE_CODE
	5
	Mid-call originating service code received.

	P_CALL_EVENT_ORIGINATING_RELEASE
	6
	A originating call/call leg is released

	P_CALL_EVENT_TERMINATING_CALL_ATTEMPT
	7
	A terminating call attempt takes place

	P_CALL_EVENT_TERMINATING_CALL_ATTEMPT_AUTHORISED
	8
	A terminating call is authorized

	P_CALL_EVENT_ALERTING
	9
	Call is alerting at the call party.

	P_CALL_EVENT_ANSWER
	10
	Call answered at address.

	P_CALL_EVENT_TERMINATING_RELEASE
	11
	A terminating call leg has been released or the call could not be routed.

	P_CALL_EVENT_REDIRECTED
	12
	Call redirected to new address: an indication from the network that the call has been redirected to a new address (no events disarmed as a result of this).

	P_CALL_EVENT_TERMINATING_SERVICE_CODE
	13
	Mid call terminating service code received.

	P_CALL_EVENT_QUEUED
	14
	The Call Event has been queued.  (no events are disarmed as a result of this)


EVENT HANDLING RULES:

The following general event handling rules apply to dynamically armed events:
When requesting events for one leg;

1. When the monitor mode is set to P_CALL_MONITOR_MODE_DO_NOT_MONITOR all events armed for that eventtype are disarmed. The additionalEventCriteria are not taken into account.

2. When requesting two events for the same event type with different criteria and/or different monitor mode the last used criteria and monitor mode apply.
3. Events that are not applicable to a leg are refused with exception P_INVALID_EVENT_TYPE. The same exception is used when criteria are used that are not applicable to the leg,
E.g., requesting P_CALL_EVENT_TERMINATING_SERVICE_CODE on an originating leg is refused with exception P_INVALID_EVENT_CRITERIA.
When P_CALL_EVENT_ORIGINATING_RELEASE is requested with P_BUSY in the criteria the request is refused with the same exception.
When receiving events:
· If an armed event is  met, then it is disarmed, unless explicit stated that it will not to be disarmed.

· If an event is met that causes the release of the related leg, then all events related to that leg are disarmed .

· When an event is met on a call leg irrespective of the event monitor mode, then only events belonging to that call leg may become disarmed (see  table below) .

· If a call is released, then all events  related to that call are disarmed.


Note: Event disarmed means monitor mode is set to DO_NOT_MONITOR. and 
event armed means monitor mode is set to INTERRUPT or NOTIFY..


The table below defines the disarming rules for dynamic events. In case such an event occurs on a call leg the table shows which events are disarmed (are not monitored anymore) on that call leg and should be re-armed by eventReportReq() in case the application is still interested in these events.

	Event Occurred
	Events Disarmed

	P_CALL_EVENT_UNDEFINED
	Not Applicable

	P_CALL_EVENT_ORIGINATING_CALL_ATTEMPT
	Not applicable, can only be armed as trigger

	P_CALL_EVENT_ORIGINATING_CALL_ATTEMPT_AUTHORISED
	P_CALL_EVENT_ORIGINATING_CALL_ATTEMPT_AUTHORISED

	P_CALL_EVENT_ADDRESS_COLLECTED
	P_CALL_EVENT_ADDRESS_COLLECTED

	P_CALL_EVENT_ADDRESS_ANALYSED
	P_CALL_EVENT_ADDRESS_COLLECTED

P_CALL_EVENT_ADDRESS_ANALYSED

	
	

	P_CALL_EVENT_ALERTING
	P_CALL_EVENT_ALERTING

P_CALL_EVENT_TERMINATING_RELEASE with criteria:

P_USER_NOT_AVAILABLE

P_BUSY

P_NOT_REACHABLE

P_ROUTING_FAILURE

P_CALL_RESTRICTED

P_UNAVAILABLE_RESOURCES

	P_CALL_EVENT_ANSWER
	P_CALL_EVENT_ALERTING

P_CALL_EVENT_ANSWER
P_CALL_EVENT_TERMINATING_RELEASE with criteria:

P_USER_NOT_AVAILABLE

P_BUSY

P_NOT_REACHABLE

P_ROUTING_FAILURE

P_CALL_RESTRICTED

P_UNAVAILABLE_RESOURCES

P_NO_ANSWER



	P_CALL_EVENT_ORIGINATING_RELEASE
	All pending network events for the call leg are disarmed

	P_CALL_EVENT_TERMINATING_RELEASE
	All pending network events for the call leg are disarmed

	P_CALL_EVENT_ORIGINATING_SERVICE_CODE
	P_CALL_EVENT_ORIGINATING_SERVICE_CODE *) see NOTE 1

	P_CALL_EVENT_TERMINATING_SERVICE_CODE
	P_CALL_EVENT_TERMINATING_SERVICE_CODE *) see NOTE

	NOTE 1: Only the detected service code or  the range to which the service code belongs is disarmed.


TpAdditionalCallEventCriteria

Defines the Tagged Choice of Data Elements that specify specific criteria. 
	
	Tag Element Type
	

	
	TpCallEventType
	


	Tag Element

Value
	Choice Element

Type
	Choice Element

Name

	P_CALL_EVENT_UNDEFINED
	NULL
	Undefined

	P_CALL_EVENT_ORIGINATING_CALL_ATTEMPT
	NULL
	Undefined

	P_CALL_EVENT_ORIGINATING_CALL_ATTEMPT_AUTHORISED
	NULL
	Undefined

	P_CALL_EVENT_ADDRESS_COLLECTED
	TpInt32
	MinAddressLength

	P_CALL_EVENT_ADDRESS_ANALYSED
	NULL
	Undefined

	P_CALL_EVENT_ORIGINATING_SERVICE_CODE
	TpCallServiceCodeSet
	OriginatingServiceCode

	P_CALL_EVENT_ORIGINATING_RELEASE
	TpReleaseCauseSet
	OriginatingReleaseCauseSet

	P_CALL_EVENT_TERMINATING_CALL_ATTEMPT
	NULL
	Undefined

	P_CALL_EVENT_TERMINATING_CALL_ATTEMPT_AUTHORISED
	NULL
	Undefined

	P_CALL_EVENT_ALERTING
	NULL
	Undefined

	P_CALL_EVENT_ANSWER
	NULL
	Undefined

	P_CALL_EVENT_TERMINATING_RELEASE
	TpReleaseCauseSet
	TerminatingReleaseCauseSet

	P_CALL_EVENT_REDIRECTED
	NULL
	Undefined

	P_CALL_EVENT_TERMINATING_SERVICE_CODE
	TpCallServiceCodeSet
	TerminatingServiceCode

	P_CALL_EVENT_QUEUED
	NULL
	Undefined


…

TpCallServiceCodeSet
Defines a Numbered Set of Data  Elements of TpCallServiceCode.
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