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1. Overall Description:

CN5 thanks SA1 for their reply to CN5's Liaison Statement on direction for implementing SA1's OSA and VHE Requirements. CN5 will use the prioritization proposed by SA1 as a direction and guidance in order to complete the work that is required for finishing the OSA content in the Release 5 timeframe. CN5 notes SA1's concern that such a prioritization might prohibit input contributions to be assigned a fair share of the meeting time and agenda allocation. CN5 will take every precaution to prevent this from happening.

CN5 thanks SA1 for pointing their attention to the SA1 CR clarifying that OSA does not require that all SCF's need to be 3GPP standardized entities (S1-011111). After studying this document a certain amount of confusion has arisen on the exact meaning and impact of this requirement. The following text was copied from the "summary of change" section of the SA1 CR in S1-011111.

This CR clarifies that OSA does not require that all SCFs, to which OSA provides an API interface, need to be 3GPP standardised entities, nor that the existence of a standardised interface / protocol to communicate with that SCF is required.

Thus it is permissible to e.g. build a OSA API function into a WAP gateway to retrieve terminal capabilities from terminal supporting the WAP protocol.

If, on the other hand, the SCF is a 3GPP standardised entity and if a standardised interface / protocol to communicate with that SCF exists it is recommended to define a mapping of the OSA API functions to that interface / protocol.
It is CN5's main responsibility and charter to standardize Service Capability Features, as an SCF is the external view of the network functionalities residing in the core network. It is the SCF that provides access to the network capabilities on which the application developers can rely when designing new applications. As such, an SCF constitutes the server side OSA interfaces. In the view of CN5 it is the Service Capability Server (SCS) that does not require to be a 3GPP standardized entity.

The following is the first modified section (with changes highlighted), proposed in S1-011111:

1
Scope

This document specifies the stage 1 requirements for realisation of an Open Service Access  (OSA).

OSA enables applications to make use of network functionality through an open standardised interface (the OSA API). OSA provides the glue between applications and network functionality. In this way applications implementing the services become independent from the underlying network technology. 

Applications which make use of network functionality offered through the OSA interface are not standardised by 3GPP.

The network functionality offered through the OSA interface may or may not be standardised by 3GPP. 

OSA is one toolkit, amongst others, that enables certain aspects of the requirements of the Virtual Home Environment (VHE) concept to be realised.

CN5 is in agreement with this enhancement of the scope of OSA.

The following is the next modified section (with changes highlighted), proposed in S1-011111:

6
High level requirements to OSA

The following high level requirements apply to the OSA application programming interface (API). The standardised API shall be:

-
independent of vendor specific solutions;

-
independent of programming languages, operating systems, underlying communication technologies,  etc. used in the service capabilities;

-
secure, scalable and extensible;

-
independent of the location where service capabilities are implemented;

-
independent of supported server capabilities in the network;

-
independent of the transport mechanism between the service capability features server and the application server;

-
Access to Service Capability Features shall be realised using modern state of the art access technologies, e.g. distributed object oriented technique might be considered.;

-
OSA shall be aligned as far as possible with equivalent work in other bodies, such as ETSI SPAN, Parlay and JAIN;

-
OSA shall allow applications access to home network service capability features. Access to Service capability features other than those provided by the home network is not required.

· OSA does not require that SCFs, to which OSA provides an API interface, need to be 3GPP standardised entities, nor that the existence of a standardised interface / protocol to communicate with these SCFs is required.
Thus it is permissible to e.g. build a OSA API function into a WAP gateway to retrieve terminal capabilities from terminal supporting the WAP protocol.

Note:  If the SCF, to which OSA provides an API interface, is a 3GPP standardised entity and if a standardised interface / protocol to communicate with that SCF exists it is recommended that 3GPP defines a mapping of the OSA API functions to that interface / protocol.
CN5 would like SA1 to confirm that the interpretation of this high level requirement is that OSA APIs can be defined by CN5 even if there is no 3GPP standardized network support for the functionality (yet). If so, CN5 would like to propose the following rewording:

· It is not required that SCSs, which provide the implementation of OSA interfaces (SCFs), be mappable to 3GPP standardised functionality, nor that the existence of a standardised interface / protocol to communicate with 3GPP standardized network elements is required.
Thus it is permissible to e.g. build a OSA API function into a WAP gateway to retrieve terminal capabilities from terminal supporting the WAP protocol.

2. Actions:

To SA1 group.

ACTION: 
CN5 asks the SA1 to verify CN5's interpretation of the new high-level OSA requirement. In case this is correct, CN5 asks SA1 to approve the suggestions for improvement of the text as highlighted above. 
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