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According to SA agreement, the additional description to 29.002 is as follows;

1) External Client is used by “call related privacy class”
User can establish the privacy class for specific external Clients during the communication. 

2) The addition of the “Location request not allowed” to the “Notification to MS User Parameter”
The establishment of “Location request not allowed” is added.

3) The addition of the “Supported LCS capability sets”
The parameter ”Supported LCS capability sets” indicates the supported LCS capability set in the VLR or SGSN. This parameter is sent by Update Location/ Update GPRS Location message from the VLR/SGSN to HLR. HLR knows the supported LCS capability set at the visited node, and sends the corresponded LCS information to the VLR or SGSN by ISD message.

              LCS capability set 1 indicates LCS Release 98 or Release 99 version.

              LCS capability set 2 indicates LCS Release 4 or later versions.
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7.6
Definition of parameters

Following is an alphabetic list of parameters used in the common MAP-services in subclause 7.3:

	Application context name
	7.3.1
	Refuse reason
	7.3.1

	Destination address
	7.3.1
	Release method
	7.3.2

	Destination reference
	7.3.1
	Responding address
	7.3.1

	Diagnostic information
	7.3.4
	Result
	7.3.1

	Originating address
	7.3.1
	Source
	7.3.5

	Originating reference
	7.3.1
	Specific information
	7.3.1/7.3.2/7.3.4

	Problem diagnostic
	7.3.6
	User reason
	7.3.4

	Provider reason
	7.3.5
	
	


Following is an alphabetic list of parameters contained in this clause:

	Absent Subscriber Diagnostic SM
	7.6.8.9
	Invoke Id
	7.6.1.1

	Access connection status
	7.6.9.3
	ISDN Bearer Capability

IST Alert Timer

IST Information Withdrawn

IST Support Indicator
	7.6.3.41

7.6.3.66

7.6.3.68

7.6.3.69

	Access signalling information
	7.6.9.5
	Kc
	7.6.7.4

	Additional Absent Subscriber Diagnostic SM
	7.6.8.12
	Linked Id
	7.6.1.2

	Additional number
	7.6.2.46
	LMSI
	7.6.2.16

	Additional signal info

Additional SM Delivery Outcome
	7.6.9.10

7.6.8.11
	Location Information
	7.6.2.30

	Age Indicator
	7.6.3.72
	Location update type

Long Forwarded-to Number

Long FTN Supported
	7.6.9.6

7.6.2.22A

7.6.2.22B

	Alert Reason
	7.6.8.8
	Lower Layer Compatibility

LSA Information

LSA Information Withdraw
	7.6.3.42

7.6.3.56

7.6.3.58

	
	
	MC Information
	7.6.4.48

	
	
	MC Subscription Data
	7.6.4.47

	Alert Reason Indicator
	7.6.8.10
	Mobile Not Reachable Reason
	7.6.3.51

	Alerting Pattern
	7.6.3.44
	Modification request for CSI
	7.6.3.81

	All GPRS Data
	7.6.3.53
	Modification request for SS Information
	7.6.3.82

	All Information Sent
	7.6.1.5
	More Messages To Send
	7.6.8.7

	AN-apdu
	7.6.9.1
	
	

	APN
	7.6.2.42
	MS ISDN
	7.6.2.17

	Authentication set list
	7.6.7.1
	MSC number
	7.6.2.11

	B-subscriber Address
	7.6.2.36
	MSIsdn-Alert
	7.6.2.29

	
	
	Multicall Bearer Information
	7.6.2.52

	
	
	Multiple Bearer Requested
	7.6.2.53

	
	
	Multiple Bearer Not Supported
	7.6.2.54

	B subscriber Number
	7.6.2.48
	MWD status
	7.6.8.3

	
	
	NbrUser
	7.6.4.45

	B subscriber subaddress
	7.6.2.49
	Network Access Mode
	7.6.3.50

	Basic Service Group
	7.6.4.40
	Network node number
	7.6.2.43

	Bearer service
	7.6.4.38
	Network resources
	7.6.10.1

	
	
	Network signal information
	7.6.9.8

	Call Barring Data
	7.6.3.83
	New password
	7.6.4.20

	Call barring feature
	7.6.4.19
	No reply condition timer
	7.6.4.7

	Call barring information
	7.6.4.18
	North American Equal Access

preferred Carrier Id
	7.6.2.34

	Call Direction
	7.6.5.8
	Number Portability Status
	7.6.5.14

	Call Forwarding Data
	7.6.3.84
	ODB Data
	7.6.3.85

	Call Info
	7.6.9.9
	ODB General Data
	7.6.3.9

	Call reference

Call Termination Indicator
	7.6.5.1

7.6.3.67
	ODB HPLMN Specific Data
	7.6.3.10

	Called number
	7.6.2.24
	OMC Id
	7.6.2.18

	Calling number
	7.6.2.25
	Originally dialled number
	7.6.2.26

	CAMEL Subscription Info
	7.6.3.78
	Originating entity number
	7.6.2.10

	CAMEL Subscription Info Withdraw
	7.6.3.38
	Override Category
	7.6.4.4

	Cancellation Type
	7.6.3.52
	P-TMSI
	7.6.2.47

	Category
	7.6.3.1
	PDP-Address
	7.6.2.45

	CCBS Feature
	7.6.5.8
	PDP-Context identifier
	7.6.3.55

	CCBS Request State
	7.6.4.49
	
	

	Channel Type
	7.6.5.9
	PDP-Type
	7.6.2.44

	Chosen Channel
	7.6.5.10
	Pre-paging supported
	7.6.5.15

	Ciphering mode
	7.6.7.7
	Previous location area Id
	7.6.2.4

	Cksn
	7.6.7.5
	Protocol Id
	7.6.9.7

	CLI Restriction
	7.6.4.5
	Provider error
	7.6.1.3

	CM service type
	7.6.9.2
	QoS-Subscribed
	7.6.3.47

	
	
	Radio Resource Information
	7.6.6.10

	Complete Data List Included
	7.6.3.54
	Rand
	7.6.7.2

	CS Allocation Retention priority
	7.6.3.87
	
	

	CUG feature
	7.6.3.26
	Regional Subscription Data
	7.6.3.11

	CUG index
	7.6.3.25
	Regional Subscription Response
	7.6.3.12

	
	
	Relocation Number List
	7.6.2.19A

	CUG info
	7.6.3.22
	Requested Info
	7.6.3.31

	CUG interlock
	7.6.3.24
	Requested Subscription Info
	7.6.3.86

	CUG Outgoing Access indicator
	7.6.3.8
	Roaming number
	7.6.2.19

	CUG subscription
	7.6.3.23
	Roaming Restricted In SGSN Due To Unsupported Feature
	7.6.3.49

	CUG Subscription Flag
	7.6.3.37
	Roaming Restriction Due To Unsupported Feature
	7.6.3.13

	
	
	Current Security Context
	7.6.7.8

	
	
	Selected RAB ID
	7.6.2.56

	Current location area Id
	7.6.2.6
	Service centre address
	7.6.2.27

	Current password
	7.6.4.21
	Serving Cell Id
	7.6.2.37

	eMLPP Information
	7.6.4.41
	SGSN address
	7.6.2.39

	Encryption Information
	7.6.6.9
	
	

	Equipment status
	7.6.3.2
	SGSN CAMEL Subscription Info
	7.6.3.75

	Extensible Basic Service Group
	7.6.3.5
	SGSN number
	7.6.2.38

	Extensible Bearer service
	7.6.3.3
	SIWF Number

SoLSA Support Indicator
	7.6.2.35

7.6.3.57

	Extensible Call barring feature
	7.6.3.21
	SM Delivery Outcome
	7.6.8.6

	Extensible Call barring information
	7.6.3.20
	SM-RP-DA
	7.6.8.1

	Extensible Call barring information for CSE
	7.6.3.79
	SM-RP-MTI
	7.6.8.16

	Extensible Forwarding feature
	7.6.3.16
	SM-RP-OA
	7.6.8.2

	Extensible Forwarding info
	7.6.3.15
	SM-RP-PRI
	7.6.8.5

	Extensible Forwarding information for CSE
	7.6.3.80
	SM-RP-SMEA
	7.6.8.17

	Extensible Forwarding Options
	7.6.3.18
	SM-RP-UI
	7.6.8.4

	Extensible No reply condition timer
	7.6.3.19
	Sres
	7.6.7.3

	Extensible QoS-Subscribed
	7.6.3.74
	SS-Code
	7.6.4.1

	Extensible SS-Data
	7.6.3.29
	SS-Data
	7.6.4.3

	Extensible SS-Info
	7.6.3.14
	SS-Event
	7.6.4.42

	Extensible SS-Status
	7.6.3.17
	SS-Event-Data
	7.6.4.43

	Extensible Teleservice
	7.6.3.4
	SS-Info
	7.6.4.24

	External Signal Information
	7.6.9.4
	SS-Status
	7.6.4.2

	Failure Cause
	7.6.7.9
	
	

	Forwarded-to number
	7.6.2.22
	Stored location area Id
	7.6.2.5

	Forwarded-to subaddress
	7.6.2.23
	Subscriber State
	7.6.3.30

	Forwarding feature
	7.6.4.16
	Subscriber Status
	7.6.3.7

	Forwarding information
	7.6.4.15
	Super-Charger Supported in HLR
	7.6.3.70

	Forwarding Options
	7.6.4.6
	Super-Charger Supported in Serving Network Entity
	7.6.3.71

	GGSN address
	7.6.2.40
	Supported CAMEL Phases in VLR
	7.6.3.36

	GGSN number
	7.6.2.41
	Supported CAMEL Phases in SGSN
	7.6.3.36A

	
	
	Supported LCS Capability Sets
	7.6.11.17

	GMSC CAMEL Subscription Info
	7.6.3.34
	Suppress T-CSI
	7.6.3.33

	GPRS enhancements support indicator
	7.6.3.73
	Suppression of Announcement
	7.6.3.32

	GPRS Node Indicator
	7.6.8.14
	Target cell Id
	7.6.2.8

	GPRS Subscription Data
	7.6.3.46
	Target location area Id
	7.6.2.7

	
	
	Target RNC Id
	7.6.2.8A

	GPRS Subscription Data Withdraw
	7.6.3.45
	Target MSC number
	7.6.2.12

	GPRS Support Indicator
	7.6.8.15
	Teleservice
	7.6.4.39

	Group Id
	7.6.2.33
	TMSI
	7.6.2.2

	GSM bearer capability
	7.6.3.6
	Trace reference
	7.6.10.2

	Guidance information
	7.6.4.22
	Trace type
	7.6.10.3

	Handover number
	7.6.2.21
	User error
	7.6.1.4

	High Layer Compatibility
	7.6.3.43
	USSD Data Coding Scheme
	7.6.4.36

	HLR Id
	7.6.2.15
	USSD String
	7.6.4.37

	HLR number
	7.6.2.13
	UU Data
	7.6.5.12

	HO-Number Not Required
	7.6.6.7
	UUS CF Interaction
	7.6.5.13

	IMEI
	7.6.2.3
	VBS Data
	7.6.3.40

	IMSI
	7.6.2.1
	VGCS Data
	7.6.3.39

	Integrity Protection Information
	7.6.6.8
	
	

	Inter CUG options
	7.6.3.27
	VLR CAMEL Subscription Info
	7.6.3.35

	Intra CUG restrictions
	7.6.3.28
	VLR number
	7.6.2.14

	
	
	VPLMN address allowed
	7.6.3.48

	
	
	Zone Code
	7.6.2.28


Next Change

7.6.3.60
LCS Information

This parameter defines the LCS related information for an MS subscriber and contains the following components:

-
GMLC List
(see subclause 7.6.3.61).

-
LCS Privacy Exception List
(see subclause 7.6.3.62).

-
MO-LR List
(see subclause 7.6.3.65A).

7.6.3.61
GMLC List

This parameter contains the addresses of all GMLCs that are permitted to issue a non-call related or call related MT-LR location request for this MS. Usage of this parameter is defined in GSM 03.71.

7.6.3.62
LCS Privacy Exception List

This parameter defines the classes of LCS Client that are allowed to locate any target MS. For each class, the following information is provided:

-
SS-Code
(see subclause 7.6.4.1);

-
a list of LCS privacy exception parameters
(see subclause 7.6.3.63).

7.6.3.63
LCS Privacy Exception Parameters

This parameter gives the status of each LCS privacy exception class and any additional parameters relevant to this class. The parameter contains the following information:

-
provisioned SS-Status
(see subclause 7.6.3.17);

-
privacy notification to MS user
(see subclause 7.6.3.65B);

-
external client List
(see subclause 7.6.3.64);

-
internal client List
(see subclause 7.6.3.65).

7.6.3.64
External Client List 

This parameter is only applicable to the non-call related privacy class and call related privacy class, and gives the identities of the external clients that are allowed to locate a target MS for a MT-LR. Each identity is an international (e.g.E.164) address. For each identified external client, GMLC restrictions may be defined. It may also be indicated if the MS shall be notified of a non-restricted MT-LR from each identified LCS client and, if so, whether notification only or notification with privacy verification shall apply. Usage of this parameter is defined in GSM 03.71.

7.6.3.65
Internal Client List 

This parameter is only applicable to the PLMN operator privacy class and gives the identities of the internal PLMN operator clients that are allowed to locate a target MS for an NI-LR or MT-LR. Usage of this parameter is defined in GSM 03.71.

7.6.3.65A
MO-LR List

This parameter defines the classes of MO-LR for which a subscription exists for a particular MS. For each class, the following information is provided:

-
SS-Code
(see subclause 7.6.4.1).
7.6.3.65B
Privacy Notification to MS User

This parameter is applicable to the non-call related privacy class and call related privacy class. For non-call/call related privacy class it indicates whether the MS user shall be notified for a non-call/call related MT-LR from any value added LCS client when the MT-LR is restricted and be enabled to accept or override the restriction. Usage of this parameter is defined in GSM 03.71.
7.6.3.65C
GMLC List Withdraw

This parameter indicates whether the subscriber’s LCS GMLC list shall be deleted from the VLR. The parameter does not apply to, and shall be ignored if received by, an SGSN.
Next Change

7.6.11.11
Location Estimate

This parameter gives an estimate of the location of an MS in universal coordinates and the accuracy of the estimate.

7.6.11.12
Location Type

This parameter indicates the type of location estimate required by the LCS client. Possible location estimate types include:

· current location;

· current or last known location;

· initial location for an emergency services call.

7.6.11.13
NA-ESRD

This parameter only applies to location for an emergency services call in North America and gives the North American Emergency Services Routing Digits.

7.6.11.14
NA-ESRK

This parameter only applies to location for an emergency services call in North America and gives the North American Emergency Services Routing Key.

7.6.11.15
Void

7.6.11.16
Privacy Override

This parameter indicates if MS privacy is overridden by the LCS client when the GMLC and VMSC for an MR-LR are in the same country.

7.6.11.17
Supported LCS Capability Sets
This parameter indicates which capability sets of LCS are supported in the VLR or SGSN.

Next Change

8.1.2
MAP_UPDATE_LOCATION service

8.1.2.1
Definition

This service is used by the VLR to update the location information stored in the HLR.

The MAP_UPDATE_LOCATION service is a confirmed service using the service primitives given in table 8.1/2.

8.1.2.2
Service primitives

Table 8.1/2: MAP_UPDATE_LOCATION

	Parameter name
	Request
	Indication
	Response
	Confirm

	Invoke Id
	M
	M(=)
	M(=)
	M(=)

	IMSI
	M
	M(=)
	
	

	MSC Address
	M
	M(=)
	
	

	VLR number
	M
	M(=)
	
	

	LMSI
	U
	C(=)
	
	

	Supported CAMEL Phases
	C
	C(=)
	
	

	SoLSA Support Indicator
	C
	C(=)
	
	

	IST Support Indicator
	C
	C(=)
	
	

	Super-Charger Supported in Serving Network Entity
	C
	C(=)
	
	

	Long FTN Supported
	C
	C(=)
	
	

	Supported LCS Capability Sets
	C
	C(=)
	
	

	HLR number
	
	
	C
	C(=)

	User error
	
	
	C
	C(=)

	Provider error
	
	
	
	O


8.1.2.3
Parameter definitions and use

Invoke Id

See definition in subclause 7.6.1.

IMSI

See definition in subclause 7.6.2.

MSC Address

See definition for MSC number in subclause 7.6.2. The MSC address is used for short message delivery only and for each incoming call set-up attempt the MSRN will be requested from the VLR.

VLR number

See definition in subclause 7.6.2.

LMSI

See definition in subclause 7.6.2. It is an operator option to provide the LMSI from the VLR; it is mandatory for the HLR to support the LMSI handling procedures.

Supported CAMEL Phases

This parameter indicates which phases of CAMEL are supported. Must be present if a CAMEL phase different from phase 1 is supported. Otherwise may be absent.
HLR number

See definition in subclause 7.6.2. The presence of this parameter is mandatory in case of successful HLR updating.

SoLSA Support Indicator

This parameter is used by the VLR to indicate to the HLR in the Update Location indication that SoLSA is supported. If this parameter is not included in the Update Location indication and the Subscriber is marked as only allowed to roam in Subscribed LSAs, then the HLR shall reject the roaming and indicate to the VLR that roaming is not allowed to that Subscriber in the VLR. 

This SoLSA Support Indicator shall be stored by the HLR per VLR where there are Subscribers roaming. If a Subscriber is marked as only allowed to roam in Subscribed LSAs while roaming in a VLR and no SoLSA Support indicator is stored for that VLR, the location status of that Subscriber shall be set to Restricted.

IST Support Indicator

This parameter is used to indicate to the HLR that the VMSC supports basic IST functionality, that is, the VMSC is able to terminate the Subscriber Call Activity that originated the IST Alert when it receives the IST alert response indicating that the call(s) shall be terminated. If this parameter is not included in the Update Location indication and the Subscriber is marked as an IST Subscriber, then the HLR may limit the service for the subscriber (by inducing an Operator Determined barring of Roaming, Incoming or Outgoing calls), or allow service assuming the associated risk of not having the basic IST mechanism available. 

This parameter can also indicate that the VMSC supports the IST Command service, including the ability to terminate all calls being carried for the identified subscriber by using the IMSI as a key. If this additional capability is not included in the Update Location indication and the HLR supports the IST Command capability, then the HLR may limit the service for the subscriber (by inducing an Operator Determined barring of Roaming, Incoming or Outgoing calls), or allow service assuming the associated risk of not having the IST Command mechanism available.

Long FTN Supported
This parameter indicates that the VLR supports Long Forwarded-to Numbers.

Super-Charger Supported in Serving Network Entity

This parameter is used by the VLR to indicate to the HLR that the VLR supports the Super-Charger functionality and whether subscription data has been retained by the VLR. If subscription data has been retained by the VLR the age indicator shall be included. Otherwise the VLR shall indicate that subscriber data is required.

If this parameter is absent then the VLR does not support the Super-Charger functionality.
Supported LCS Capability Sets
This parameter indicates by its presence that LCS is supported and the capability sets of LCS which are supported.
User error

In case of unsuccessful updating, an error cause shall be returned by the HLR. The following error causes defined in subclause 7.6.1 may be used, depending on the nature of the fault:

-
unknown subscriber;

-
roaming not allowed;


This cause will be sent if the MS is not allowed to roam into the PLMN indicated by the VLR number. The cause is qualified by the roaming restriction reason "PLMN Not Allowed" or "Operator Determined Barring". If no qualification is received (HLR with MAP Version 1), "PLMN Not Allowed" is taken as default.

-
system failure;

-
unexpected data value.

Provider error

For definition of provider errors see subclause 7.6.1.

Next Change

8.1.7
MAP_UPDATE_GPRS_LOCATION service

8.1.7.1
Definition

This service is used by the SGSN to update the location information stored in the HLR.

The MAP_UPDATE_GPRS_LOCATION service is a confirmed service using the service primitives given in table 8.1/7.

8.1.7.2
Service primitives

Table 8.1/7: MAP_UPDATE_GPRS_LOCATION

	Parameter name
	Request
	Indication
	Response
	Confirm

	Invoke Id
	M
	M(=)
	M(=)
	M(=)

	IMSI
	M
	M(=)
	
	

	SGSN number
	M
	M(=)
	
	

	SGSN address
	M
	M(=)
	
	

	Supported CAMEL Phases
	C
	C(=)
	
	

	SoLSA Support Indicator
	C
	C(=)
	
	

	Super-Charger Supported in Serving Network Entity
	C
	C(=)
	
	

	GPRS enhancements support indicator
	C
	C(=)
	
	

	Supported LCS Capability Sets
	C
	C(=)
	
	

	HLR number
	
	
	C
	C(=)

	User error
	
	
	C
	C(=)

	Provider error
	
	
	
	O


8.1.7.3
Parameter definitions and use

Invoke Id

See definition in subclause 7.6.1.

IMSI

See definition in subclause 7.6.2.

SGSN number

See definition in subclause 7.6.2.

SGSN address

See definition in subclause 7.6.2.

Supported CAMEL Phases

This parameter indicates which phases of CAMEL are supported. The SGSN can only support CAMEL phase 3 or greater.

SoLSA Support Indicator

This parameter is used by the SGSN to indicate to the HLR in the Update GPRS Location indication that SoLSA is supported. If this parameter is not included in the Update GPRS Location indication and the Subscriber is marked as only allowed to roam in Subscribed LSAs, then the HLR shall reject the roaming and indicate to the SGSN that roaming is not allowed to that Subscriber in the SGSN.

This SoLSA Support Indicator shall be stored by the HLR per SGSN where there are Subscribers roaming. If a Subscriber is marked as only allowed to roam in Subscribed LSAs while roaming in a SGSN and no SoLSA Support indicator is stored for that SGSN, the location status of that Subscriber has to be set to Restricted.

Super-Charger Supported in Serving Network Entity

This parameter is used by the SGSN to indicate to the HLR that the SGSN supports the Super-Charger functionality and whether subscription data has been retained by the SGSN. If subscription data has been retained by the SGSN the age indicator shall be included. Otherwise the SGSN shall indicate that subscriber data is required.

If this parameter is absent then the SGSN does not support the Super-Charger functionality.
GPRS enhancements support indicator

This parameter is used by the SGSN to indicate to the HLR in the Update GPRS Location indication that GPRS enhancements are supported. If this parameter is included in the Update GPRS Location indication the HLR may send the extensible QoS in the PDP contexts to the SGSN.
HLR number

See definition in subclause 7.6.2. The presence of this parameter is mandatory in case of successful HLR updating.

Supported LCS Capability Sets
This parameter indicates by its presence that LCS is supported and the capability sets of LCS which are supported.
User error

In case of unsuccessful updating, an error cause shall be returned by the HLR. The following error causes defined in subclause 7.6.1 may be used, depending on the nature of the fault:

-
unknown subscriber;

-
roaming not allowed.


This cause will be sent if the MS is not allowed to roam into the PLMN indicated by the SGSN number. The cause is qualified by the roaming restriction reason "PLMN Not Allowed" or "Operator Determined Barring".

-
system failure;

-
unexpected data value.

The diagnostic in the Unknown Subscriber may indicate “Imsi Unknown” or “Gprs Subscription Unknown”.

Provider error

For definition of provider errors see subclause 7.6.1.

Next Change

17.7
MAP constants and data types

17.7.1
Mobile Service data types
.$MAP-MS-DataTypes {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-MS-DataTypes (11) version7 (7)}

DEFINITIONS

IMPLICIT TAGS

::=

BEGIN

EXPORTS


-- location registration types


UpdateLocationArg,


UpdateLocationRes,


CancelLocationArg,


CancelLocationRes, 


PurgeMS-Arg, 


PurgeMS-Res,


SendIdentificationArg,


SendIdentificationRes, 


UpdateGprsLocationArg,


UpdateGprsLocationRes,


IST-SupportIndicator,

SupportedLCS-CapabilitySets,

-- gprs location registration types


GSN-Address,


-- handover types


ForwardAccessSignalling-Arg,


PrepareHO-Arg,


PrepareHO-Res,


PrepareSubsequentHO-Arg, 


PrepareSubsequentHO-Res,


ProcessAccessSignalling-Arg,


SendEndSignal-Arg,


SendEndSignal-Res,


-- authentication management types


SendAuthenticationInfoArg,


SendAuthenticationInfoRes, 


AuthenticationFailureReportArg,

AuthenticationFailureReportRes,


-- security management types


EquipmentStatus,


Kc,


-- subscriber management types


InsertSubscriberDataArg,


InsertSubscriberDataRes,


DeleteSubscriberDataArg,


DeleteSubscriberDataRes,


SubscriberData,


ODB-Data,


SubscriberStatus,


ZoneCodeList,


maxNumOfZoneCodes, 


O-CSI, 

D-CSI,


O-BcsmCamelTDPCriteriaList, 


T-BCSM-CAMEL-TDP-CriteriaList,


SS-CSI,


ServiceKey,


DefaultCallHandling,


CamelCapabilityHandling,


BasicServiceCriteria,


SupportedCamelPhases,


maxNumOfCamelTDPData,


CUG-Index,


CUG-Interlock,


InterCUG-Restrictions,


IntraCUG-Options,


NotificationToMSUser,

IST-AlertTimerValue,


T-CSI,


T-BcsmTriggerDetectionPoint,


-- fault recovery types


ResetArg,


RestoreDataArg,


RestoreDataRes,


-- subscriber information enquiry types


ProvideSubscriberInfoArg,


ProvideSubscriberInfoRes,


SubscriberInfo,


LocationInformation,


SubscriberState,


-- any time information enquiry types


AnyTimeInterrogationArg,


AnyTimeInterrogationRes,


-- any time information handling types


AnyTimeSubscriptionInterrogationArg,


AnyTimeSubscriptionInterrogationRes,


AnyTimeModificationArg,


AnyTimeModificationRes,


-- subscriber data modification notification types


NoteSubscriberDataModifiedArg,


NoteSubscriberDataModifiedRes,


-- gprs location information retrieval types


SendRoutingInfoForGprsArg,


SendRoutingInfoForGprsRes,


-- failure reporting types


FailureReportArg,


FailureReportRes,


-- gprs notification types


NoteMsPresentForGprsArg,


NoteMsPresentForGprsRes,


-- Mobility Management types

NoteMM-EventArg,


NoteMM-EventRes

;

IMPORTS


maxNumOfSS,


SS-SubscriptionOption,


SS-List,


SS-ForBS-Code,


Password

FROM MAP-SS-DataTypes {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-SS-DataTypes (14) version7 (7)}


SS-Code

FROM MAP-SS-Code {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-SS-Code (15) version7 (7)}


Ext-BearerServiceCode

FROM MAP-BS-Code {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-BS-Code (20) version7 (7)}


Ext-TeleserviceCode

FROM MAP-TS-Code {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-TS-Code (19) version7 (7)}


AddressString,

ISDN-AddressString, 


ISDN-SubaddressString, 


FTN-AddressString,


AccessNetworkSignalInfo,


IMSI, 


TMSI,


HLR-List,


LMSI,


Identity,


GlobalCellId,


CellGlobalIdOrServiceAreaIdOrLAI,


Ext-BasicServiceCode,


NAEA-PreferredCI,


EMLPP-Info, 


MC-SS-Info,


SubscriberIdentity,


AgeOfLocationInformation,


LCSClientExternalID,


LCSClientInternalID,


Ext-SS-Status

FROM MAP-CommonDataTypes {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-CommonDataTypes (18) version7 (7)}


ExtensionContainer

FROM MAP-ExtensionDataTypes {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-ExtensionDataTypes (21) version7 (7)}


AbsentSubscriberDiagnosticSM

FROM MAP-ER-DataTypes {

   ccitt identified-organization (4) etsi (0) mobileDomain (0)

   gsm-Network (1) modules (3) map-ER-DataTypes (17) version7 (7)}

;

-- location registration types

UpdateLocationArg ::= SEQUENCE {


imsi


IMSI,


msc-Number
[1] ISDN-AddressString,


vlr-Number
ISDN-AddressString,


lmsi


[10] LMSI
OPTIONAL,


extensionContainer
ExtensionContainer
OPTIONAL,


... ,


vlr-Capability
[6] VLR-Capability
OPTIONAL }

VLR-Capability ::= SEQUENCE{


supportedCamelPhases  
[0] SupportedCamelPhases
OPTIONAL,


extensionContainer
ExtensionContainer
OPTIONAL,


... ,

solsaSupportIndicator
[2] NULL

OPTIONAL,

istSupportIndicator
[1] IST-SupportIndicator
OPTIONAL,


superChargerSupportedInServingNetworkEntity
[3] SuperChargerInfo
OPTIONAL,


longFTN-Supported
[4]
NULL

OPTIONAL,


supportedLCS-CapabilitySets
[5]  SupportedLCS-CapabilitySets
OPTIONAL }

SuperChargerInfo ::= CHOICE {


sendSubscriberData
[0] NULL,


subscriberDataStored
[1] AgeIndicator }

AgeIndicator ::= OCTET STRING (SIZE (1..6))


-- The internal structure of this parameter is implementation specific.

IST-SupportIndicator ::=  ENUMERATED {


basicISTSupported
(0),


istCommandSupported
(1),


...}

-- exception handling:

-- reception of values > 1 shall be mapped to ' istCommandSupported '
SupportedLCS-CapabilitySets ::= BIT STRING {


lcs capability set1 (0),


lcs capability set2 (1) } (SIZE (2..16)) 

-- Core network signalling capability set1 indicates LCS Release98 or Release99 version.
-- Core network signalling capability set2 indicates LCS Release4 or later version.
-- A node shall mark in the BIT STRING all LCS capability sets it supports.

-- Other bits than listed above shall be discarded. 
UpdateLocationRes ::= SEQUENCE {


hlr-Number
ISDN-AddressString,


extensionContainer
ExtensionContainer
OPTIONAL,


... }

-- gprs location registration types

UpdateGprsLocationArg ::= SEQUENCE {


imsi


IMSI,


sgsn-Number
ISDN-AddressString,



sgsn-Address
GSN-Address,


extensionContainer
ExtensionContainer
OPTIONAL,


... ,


sgsn-Capability
[0] SGSN-Capability
OPTIONAL }

SGSN-Capability ::= SEQUENCE{


solsaSupportIndicator
NULL


OPTIONAL,


extensionContainer
[1] ExtensionContainer
OPTIONAL,


... ,


superChargerSupportedInServingNetworkEntity
[2] SuperChargerInfo
OPTIONAL ,


gprsEnhancementsSupportIndicator 
[3] NULL

OPTIONAL,


supportedCamelPhases  
[4] SupportedCamelPhases
OPTIONAL,


supportedLCS-CapabilitySets
[5]  SupportedLCS-CapabilitySets
OPTIONAL }

GSN-Address ::= OCTET STRING (SIZE (5..17))


-- Octets are coded according to TS GSM 03.03

UpdateGprsLocationRes ::= SEQUENCE {


hlr-Number
ISDN-AddressString,


extensionContainer
ExtensionContainer
OPTIONAL,


...}

---

-- subscriber management types

InsertSubscriberDataArg ::= SEQUENCE {


imsi


[0] IMSI

OPTIONAL,


COMPONENTS OF
SubscriberData,


extensionContainer
[14] ExtensionContainer
OPTIONAL,


... ,



naea-PreferredCI
[15] NAEA-PreferredCI
OPTIONAL,


-- naea-PreferredCI is included at the discretion of the HLR operator.


gprsSubscriptionData
[16] GPRSSubscriptionData
OPTIONAL,


roamingRestrictedInSgsnDueToUnsupportedFeature [23] 
NULL









OPTIONAL, 


networkAccessMode
[24] NetworkAccessMode
OPTIONAL,


lsaInformation
[25] LSAInformation
OPTIONAL,


lmu-Indicator
[21]
NULL

OPTIONAL,


lcsInformation
[22]
LCSInformation
OPTIONAL,



istAlertTimer
[26] IST-AlertTimerValue
OPTIONAL,



superChargerSupportedInHLR
[27] AgeIndicator
OPTIONAL,



mc-SS-Info
[28] MC-SS-Info
OPTIONAL,


cs-AllocationRetentionPriority
[29] CS-AllocationRetentionPriority

OPTIONAL
 }


-- If the Network Access Mode parameter is sent, it shall be present only in 


-- the first sequence if seqmentation is used

CS-AllocationRetentionPriority ::= OCTET STRING (SIZE (1))

-- This data type encodes each priority level defined in TS 23.107 as the binary value


-- of the priority level.

IST-AlertTimerValue ::= INTEGER (15..255)

LCSInformation ::= SEQUENCE {


gmlc-List
[0]
GMLC-List
OPTIONAL,


lcs-PrivacyExceptionList
[1]
LCS-PrivacyExceptionList
OPTIONAL,


molr-List

[2]
MOLR-List
OPTIONAL,


...}

GMLC-List ::= SEQUENCE SIZE (1..maxNumOfGMLC) OF





ISDN-AddressString


-- if segmentation is used, the complete GMLC-List shall be sent in one segment

maxNumOfGMLC  INTEGER ::= 5

---

LCS-PrivacyExceptionList ::= SEQUENCE SIZE (1..maxNumOfPrivacyClass) OF





LCS-PrivacyClass

maxNumOfPrivacyClass  INTEGER ::= 4

LCS-PrivacyClass ::= SEQUENCE {


ss-Code

SS-Code,


ss-Status

Ext-SS-Status,


notificationToMSUser
[0] NotificationToMSUser
OPTIONAL,


-- notificationToMSUser  is expected only for 


-- SS-code = callunrelated or SS-code = callrelated


externalClientList
[1] ExternalClientList
OPTIONAL,


-- externalClientList is expected only for SS-code = callunrelated or SS-code = callrelated

plmnClientList
[2] PLMNClientList
OPTIONAL,


-- plmnClientList is expected only for SS-code = plmn operator


extensionContainer
[3] ExtensionContainer
OPTIONAL,


-- if segmentation is used, the complete LCS-PrivacyClass shall be sent in one segment


...}
ExternalClientList ::= SEQUENCE SIZE (0..maxNumOfExternalClient) OF





ExternalClient

maxNumOfExternalClient  INTEGER ::= 5

PLMNClientList ::= SEQUENCE SIZE (1..maxNumOfPLMNClient) OF




LCSClientInternalID

maxNumOfPLMNClient  INTEGER ::= 5

ExternalClient ::= SEQUENCE {


clientIdentity
LCSClientExternalID,


gmlc-Restriction
[0] GMLC-Restriction
OPTIONAL,


notificationToMSUser
[1] NotificationToMSUser
OPTIONAL,


extensionContainer
[2] ExtensionContainer
OPTIONAL,


... }

GMLC-Restriction ::= ENUMERATED {


gmlc-List

(0),


home-Country
(1) ,


... }

-- exception handling:

-- At reception of any other value than the ones listed the receiver shall ignore

-- GMLC-Restriction.

NotificationToMSUser ::= ENUMERATED {


notifyLocationAllowed
(0),


notifyAndVerify-LocationAllowedIfNoResponse
(1),


notifyAndVerify-LocationNotAllowedIfNoResponse
(2),


...,


locationNotAllowed (3) }

-- exception handling:

-- At reception of any other value than the ones listed the receiver shall ignore

-- NotificationToMSUser.

MOLR-List ::= SEQUENCE SIZE (1..maxNumOfMOLR-Class) OF





MOLR-Class

maxNumOfMOLR-Class  INTEGER ::= 3

MOLR-Class ::= SEQUENCE {


ss-Code

SS-Code,


ss-Status

Ext-SS-Status,


extensionContainer
[0] ExtensionContainer
OPTIONAL,


...}
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