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4.4 MM specific procedures 
A MM specific procedure can only be started if no other MM specific procedure is running or no MM connection exists 
between the network and the mobile station. The end of the running MM specific procedure or the release of all MM 
connections have to be awaited before a new MM specific procedure can be started. 

During the lifetime of a MM specific procedure, if a MM connection establishment is requested by a CM entity, this 
request will either be rejected or be delayed until the running MM specific procedure is terminated (this depends on the 
implementation). 

Any MM common procedure (except IMSI detach) may be initiated during a MM specific procedure. 

Unless it has specific permission from the network (follow-on proceed) the mobile station side should await the release 
of the RR connection used for a MM specific procedure before a new MM specific procedure or MM connection 
establishment is started. 

NOTE: The network side may use the same RR connection for MM connection management. 

4.4.1 Location updating procedure 
The location updating procedure is a general procedure which is used for the following purposes: 

- normal location updating (described in this section); 

- periodic updating (see section 4.4.2); 

- IMSI attach (see section 4.4.3). 

The normal location updating procedure is used to update the registration of the actual Location Area of a mobile 
station in the network. The location updating type information element in the LOCATION UPDATING REQUEST 
message shall indicate normal location updating. The conditions under which the normal location updating procedure is 
used by a mobile station in the MM IDLE state are defined for each service state in section 4.2.2. 

Only applicable for mobile stations supporting VGCS listening or VBS listening: A mobile station in RR group receive 
mode is in the MM IDLE state, substate RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING GROUP 
CALL (LIMITED SERVICE). To perform a location updating, the MS in RR group receive mode shall leave the group 
receive mode, establish an independent dedicated RR connection to perform the location updating as described above 
and return to the RR group receive mode afterwards. 

The normal location updating procedure shall also be started if the network indicates that the mobile station is unknown 
in the VLR as a response to MM connection establishment request. 

To limit the number of location updating attempts made, where location updating is unsuccessful, an attempt counter is 
used. The attempt counter is reset when a mobile station is switched on or a SIM card is inserted. 

Upon successful location updating the mobile station sets the update status to UPDATED in the SIM, and stores the 
received Location Area Identification in the SIM. The attempt counter shall be reset. 

The detailed handling of the attempt counter is described in 4.4.4.6 to 4.4.4.9. 

The Mobile Equipment shall contain a list of "forbidden location areas for roaming", as well as a list of "forbidden 
location areas for regional provision of service". These lists shall be erased when the MS is switched off or when the 
SIM is removed, and periodically (with period in the range 12 to 24 hours). The location area identification received on 
the BCCH that triggered the location updating request shall be added to the suitable list whenever a location update 
reject message is received with the cause "Roaming not allowed in this location area" or with the cause "Location Area 
not allowed". The lists shall accommodate each 10 or more location area identifications. When the list is full and a new 
entry has to be inserted, the oldest entry shall be deleted.  

The Mobile Equipment shall store a list of "equivalent PLMNs". This list is replaced or deleted at the end of each 
location update procedure, routing area update procedure and GPRS attach procedure. The stored list consists of a list of 
equivalent PLMNs as downloaded by the network plus the PLMN code of the network that downloaded the list. The 
stored list shall not be deleted when the MS is switched off. The stored list shall be deleted if the SIM is removed. The 
maximum number of possible entries in the stored list is six. 
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The cell selection processes in the different states are described in TS 03.22 and GSM 05.08. 

The location updating procedure is always initiated by the mobile station. 
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****************** NEXT MODIFIED SECTION ***************** 

4.4.4 Generic Location Updating procedure 

4.4.4.1 Location updating initiation by the mobile station 

Any timer used for triggering the location updating procedure (e.g. T3211, T3212) is stopped if running. 

As no RR connection exists at the time when the location updating procedure has to be started, the MM sublayer within 
the mobile station will request the RR sublayer to establish a RR connection and enter state WAIT FOR RR 
CONNECTION (LOCATION UPDATE). The procedure for establishing an RR connection is described in GSM 04.18 
section 3.3 and TS 25.331 section 8.2.3. 

The mobile station initiates the location updating procedure by sending a LOCATION UPDATING REQUEST 
message to the network, starts the timer T3210 and enters state LOCATION UPDATING INITIATED. The location 
updating type information element shall indicate what kind of updating is requested. 

4.4.4.1a Network Request for Additional mobile station Capability Information 

In GSM, the network may initiate the classmark interrogation procedure, for example, to obtain further information on 
the mobile station's encryption capabilities. 

4.4.4.2 Identification request from the network 

The network may initiate the identification procedure, e.g. if the network is unable to get the IMSI based on the TMSI 
and LAI used as identification by the mobile station (see section 4.3.3). 

4.4.4.3 Authentication by the network 

The authentication procedure (see section 4.3.2) may be initiated by the network upon receipt of the LOCATION 
UPDATING REQUEST message from the mobile station. (See the cases defined in GSM 02.09). 

4.4.4.4 Security mode setting by the network 

In GSM, the security mode setting procedure (see GSM 04.18 section 3.4.7) may be initiated by the network, e.g., if a 
new TMSI has to be allocated. 

In UMTS, the security mode control procedure (see TS 25.331 section 8.1.10) may be initiated by the network, e.g., if a 
new TMSI has to be allocated. 

4.4.4.5 Attempt Counter 

To limit the number of location updating attempts made, where location updating is unsuccessful, an attempt counter is 
used. It counts the number of consecutive unsuccessful location update attempts. 

The attempt counter is incremented when a location update procedure fails. The specific situations is specified in 
section 4.4.4.9. 

The attempt counter is reset when: 

- the mobile station is powered on; 

- a SIM is inserted; 

- location update is successfully completed; 

- location update completed with cause #11, #12 or #13 (see section 4.4.4.7). 

and in case of service state ATTEMPTING to UPDATE: 

- a  MS detects that a new location area is entered; 
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- expiry of timer T3212; 

- location update is triggered by CM sublayer requests. 

The attempt counter is used when deciding whether to re-attempt a location update after timeout of timer T3211. 

4.4.4.6 Location updating accepted by the network 

If the location updating is accepted by the network a LOCATION UPDATING ACCEPT message is transferred to the 
mobile station. 

In case the identity confidentiality service is active (see section 4.3.1 and 4.4.4.4), the TMSI reallocation may be part of 
the location updating procedure. The TMSI allocated is then contained in the LOCATION UPDATING ACCEPT 
message together with the location area identifier LAI. The network shall in this case start the supervision timer T3250 
as described in section 4.3.1. 

If the network wishes to prolong the RR connection to allow the mobile station to initiate MM connection establishment 
(for example if the mobile station has indicated in the LOCATION UPDATING REQUEST that it has a follow-on 
request pending) the network shall send "follow on proceed" in the LOCATION UPDATING ACCEPT and start timer 
T3255. 

The mobile station receiving a LOCATION UPDATING ACCEPT message shall store the received location area 
identification LAI, stop timer T3210, reset the attempt counter and set the update status in the SIM to UPDATED. If the 
message contains an IMSI, the mobile station is not allocated any TMSI, and shall delete any TMSI in the SIM 
accordingly. If the message contains a TMSI, the mobile station is allocated this TMSI, and shall store this TMSI in the 
SIM and a TMSI REALLOCATION COMPLETE shall be returned to the network. If neither IMSI nor TMSI is 
received in the LOCATION UPDATING ACCEPT message, the old TMSI if any available shall be kept. 

If the LAI or PLMN identity contained in the LOCATION UPDATING ACCEPT message is a member of any of the 
"forbidden lists" then any such entries shall be deleted. 

The network may also send a list of "equivalent PLMNs" in the LOCATION UPDATING ACCEPT message. Each 
entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the 
network, except that any PLMN code that is already in the "forbidden PLMN list" shall be removed from the 
“equivalent PLMNs” list before it is stored by the mobile station. In addition the mobile station shall add to the stored 
list the PLMN code of the network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each 
other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be 
replaced on each occurrence of the LOCATION UPDATING ACCEPT message. If no list is contained in the message, 
then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while switched off 
so that it can be used for PLMN selection after switch on. 

After that, the mobile station shall act according to the presence of the "Follow-on proceed" information element in the 
LOCATION UPDATING ACCEPT; if this element is present and the mobile station has a CM application request 
pending, it shall send a CM SERVICE REQUEST to the network and proceed as in section 4.5.1.1. Otherwise, it shall 
start timer T3240 and enter state WAIT FOR NETWORK COMMAND. 

Furthermore, the network may grant authorisation for the mobile station to use GSM-Cordless Telephony System (CTS) 
in the Location Area and its immediate neighbourhood. The mobile should memorise this permission in non-volatile 
memory. If the "CTS permission" IE is not present in the message, the mobile is not authorised to use GSM-CTS, and 
shall accordingly delete any memorised permission. 

NOTE: the interaction between CTS and GPRS procedures are not yet defined. 

4.4.4.7 Location updating not accepted by the network 

If the location updating cannot be accepted the network sends a LOCATION UPDATING REJECT message to the 
mobile station. The mobile station receiving a LOCATION UPDATING REJECT message shall stop the timer T3210, 
store the reject cause, delete the list of “equivalent PLMNs”, start T3240, enter state LOCATION UPDATING 
REJECTED await the release of the RR connection triggered by the network. Upon the release of the RR connection the 
mobile station shall take the following actions depending on the stored reject cause: 
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# 2: IMSI unknown in HLR; 

# 3: Illegal MS; or 

# 6: Illegal ME. 

 The mobile station shall set the update status to ROAMING NOT ALLOWED (and store it in the SIM according 
to section 4.1.2.2), and delete any TMSI, stored LAI and ciphering key sequence number and shall consider the 
SIM as invalid until switch-off or the SIM is removed. 

# 11: PLMN not allowed; 

# 12: Location Area not allowed; or 

# 13: Roaming not allowed in this location area. 

 The mobile station shall delete any LAI, TMSI and ciphering key sequence number stored in the SIM, reset the 
attempt counter, set the update status to ROAMING NOT ALLOWED (and store it in the SIM according to 
section 4.1.2.2). The mobile station shall store the LAI or the PLMN identity in the suitable forbidden list, i.e. in 
the "forbidden PLMN list" for cause #11, in the list of "forbidden location areas for regional provision of 
service" for cause #12, and in the list of "forbidden location areas for roaming" for cause #13. In addition, the 
MS will memorize if cause #13 was received, so to perform a PLMN selection instead of a cell selection when 
back to the MM IDLE state. 

Other values are considered as abnormal cases and the specification of the mobile station behaviour in those cases is 
given in section 4.4.4.9. 
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**************** NEXT MODIFIED SECTION ******************* 

4.7.3 GPRS attach procedure 
The GPRS attach procedure is used for two purposes: 

- normal GPRS attach, performed by the MS to IMSI attach for GPRS services only. The normal GPRS attach 
procedure shall be used by GPRS MSs in MS operation mode C, independent of the network operation mode. It 
shall also be used by GPRS MSs in MS operation modes A or B if the network operates in network operation 
mode II or III . 

- combined GPRS attach procedure, used by GPRS MSs in MS operation modes A or B to attach the IMSI for 
GPRS and non-GPRS services provided that the network operates in network operation mode I. 

With a successful GPRS attach procedure a GMM context is established. 

Section 4.7.3.1 describes the GPRS attach procedure to attach the IMSI only for GPRS services. The combined GPRS 
attach procedure used to attach the IMSI for both GPRS and non-GPRS services is described in section 4.7.3.2. 

If an IMSI attach for non-GPRS services is requested and a GMM context exists, the routing area updating procedure 
shall be used as described in section 4.7.5.2. 

To limit the number of subsequently rejected attach attempts, a GPRS attach attempt counter is introduced. The GPRS 
attach attempt counter shall be incremented as specified in section 4.7.3.1.5. Depending on the value of the GPRS 
attempt counter, specific actions shall be performed. The GPRS attach attempt counter shall be reset when: 

- the MS is powered on; 

- a SIM is inserted; 

- a GPRS attach procedure is successfully completed; or 

- a combined GPRS attach procedure is completed for GPRS services only with cause #2, #16, #17 or #22 

- a GPRS attach procedure is completed with cause #11, #12 or #13, 

and additionally when the MS is in substate ATTEMPTING-TO-ATTACH: 

- expiry of timer T3302; 

- a new routing area is entered; or 

- an attach is triggered by CM sublayer requests. 

The mobile equipment shall contain a list of "forbidden location areas for roaming", as well as a list of "forbidden 
location areas for regional provision of service". The handling of these lists is described in section 4.4.1; the same lists 
are used by GMM and MM procedures. 

The Mobile Equipment shall contain a list of "equivalent PLMNs". The handling of this list is described in section 
4.4.1, the same list is used by GMM and MM procedures. 

4.7.3.1 GPRS attach procedure for GPRS services 

The GPRS attach procedure is a GMM procedure used by GPRS MSs to IMSI attach for GPRS services. 

The attach type information element shall indicate "GPRS attach". 

4.7.3.1.1 GPRS attach procedure initiation 

In state GMM-DEREGISTERED, the MS initiates the GPRS attach procedure by sending an ATTACH REQUEST 
message to the network, starts timer T3310 and enters state GMM-REGISTERED-INITIATED.  

The MS capable both UMTS and GSM or only GSM system shall include a valid P-TMSI, if any is available, the P-
TMSI signature associated with the P-TMSI and the routing area identity associated with the P-TMSI in the ATTACH 
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REQUEST message. If there is no valid P-TMSI available, the IMSI shall be included instead of the P-TMSI and P-
TMSI signature. 

The MS shall also indicate within the DRX parameters whether it supports the split pg cycle option on CCCH. The 
optional support of the split pg cycle on CCCH by the network is indicated in SI13 or PSI1. Split pg cycle on CCCH is 
applied by both the network and the MS when the split pg cycle option is supported by both (see GSM 05.02). 

In UMTS, if the MS wishes to prolong the established PS signalling connection after the GPRS attach procedure, it may 
set a follow-on request pending indicator on. 

4.7.3.1.2 GMM common procedure initiation 

The network may initiate GMM common procedures, e.g. the GMM identification and GMM authentication and 
ciphering procedure, depending on the received information such as IMSI, CKSN, old RAI, P-TMSI and P-TMSI 
signature. 

4.7.3.1.3 GPRS attach accepted by the network 

If the GPRS attach request is accepted by the network, an ATTACH ACCEPT message is sent to the MS.  

The P-TMSI reallocation may be part of the GPRS attach procedure. The P-TMSI that shall be allocated is then 
included in the ATTACH ACCEPT message together with the routing area identifier. The network shall, in this case, 
change to state GMM-COMMON-PROCEDURE-INITIATED and shall start timer T3350 as described in section 4.7.6. 
Furthermore, the network may assign a P-TMSI signature for the GMM context which is then also included in the 
ATTACH ACCEPT message. If the LAI or PLMN identity that has been transmitted in the ATTACH ACCEPT 
message is a member of any of the "forbidden" lists, any such entry shall be deleted. Additionally, the network shall 
include the radio priority level to be used by the MS for mobile originated SMS transfer in the ATTACH ACCEPT 
message.  

In GSM, the Cell Notification information element shall be included in the ATTACH ACCEPT message by the network 
which indicates that the Cell Notification is supported by the network. 

In UMTS, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on 
request pending in ATTACH REQUEST. The network may also prolong the PS signalling connection without any 
indication from the mobile terminal. 

The MS, receiving an ATTACH ACCEPT message, stores the received routing area identification, stops timer T3310, 
reset the GPRS attach attempt counter, reset the routing area updating attempt counter, enters state GMM-
REGISTERED and sets the GPRS update status to GU1 UPDATED.  

If the message contains a P-TMSI, the MS shall use this P-TMSI as the new temporary identity for GPRS services. In 
this case, an ATTACH COMPLETE message is returned to the network. The MS shall delete its old P-TMSI and shall 
store the new one. If no P-TMSI has been included by the network in the ATTACH ACCEPT message, the old P-TMSI, 
if any available, shall be kept. 

If the message contains a P-TMSI signature, the MS shall use this P-TMSI signature as the new temporary signature for 
the GMM context. The MS shall delete its old P-TMSI signature, if any is available, and shall store the new one. If the 
message contains no P-TMSI signature, the old P-TMSI signature, if available, shall be deleted. 

The network may also send a list of "equivalent PLMNs" in the ATTACH ACCEPT message. Each entry of the list 
contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the network, except that 
any PLMN code that is already in the “forbidden PLMN” list shall be removed from the “equivalent PLMNs” list 
before it is stored by the mobile station. In addition the mobile station shall add to the stored list the PLMN code of the 
network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each other for PLMN selection, 
cell selection/re-selection and handover. The stored list in the mobile station shall be replaced on each occurrence of the 
ATTACH ACCEPT message. If no list is contained in the message, then the stored list in the mobile station shall be 
deleted. The list shall be stored in the mobile station while switched off so that it can be used for PLMN selection after 
switch on. 

After that in UMTS, if the mobile station has indicated follow-on request pending and  has a CM application request 
pending, it shall send an appropriate message (for example ACTIVATE PDP CONTEXT REQUEST) to the network. 

In GSM, if the ATTACH ACCEPT message contains the Cell Notification information element, then the MS shall start 
to use the LLC NULL frame to perform cell updates. The network receiving an ATTACH COMPLETE message stops 
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timer T3350, changes to GMM-REGISTERED state and considers the P-TMSI sent in the ATTACH ACCEPT message 
as valid. 

4.7.3.1.4 GPRS attach not accepted by the network 

If the attach request cannot be accepted by the network, an ATTACH REJECT message is transferred to the MS. The 
MS receiving the ATTACH REJECT message, deletes the list of “equivalent PLMNs”, stops timer T3310 and takes one 
of the following actions depending upon the reject cause: 

# 3 (Illegal MS); or 

# 6 (Illegal ME) 

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according 
to section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence 
number. The new GMM state is GMM-DEREGISTERED. The SIM shall be considered as invalid for GPRS 
services until switching off or the SIM is removed. 

If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 
ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The new 
MM state is MM IDLE. The SIM shall be considered as invalid also for non-GPRS services until switching 
off or the SIM is removed. 

# 7 (GPRS services not allowed)  

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according 
to section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence 
number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. 
The new state is GMM-DEREGISTERED. 

# 8  (GPRS services and non-GPRS services not allowed) 

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to 
section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence 
number. The new GMM state is GMM-DEREGISTERED. The new MM state is MM IDLE. 

The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and 
ciphering key sequence number. The SIM shall be considered as invalid for GPRS and non-GPRS services 
until switching off or the SIM is removed.  

# 11 (PLMN not allowed) 

# 12 (Location area not allowed); or 

# 13 (Roaming not allowed in this location area)  

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored, 
shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to 
section 4.1.3.2), shall reset the GPRS attach attempt counter and shall change to state GMM-
DEREGISTERED. 

If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 
ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. and shall 
reset the location update attempt counter. The new MM state is MM IDLE. 

The MS shall store the LAI or the PLMN identity in the appropriate forbidden list, i.e. in the "forbidden 
PLMN list" for cause #11, in the list of "forbidden location areas for regional provision of service" for cause 
#12 or in the list of "forbidden location areas for roaming" for cause #13. If cause #11 or #13 was received, 
the MS shall perform a PLMN selection instead of a cell selection. 

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is specified in 
section 4.7.3.1.5. 
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***************** NEXT MODIFIED SECTION ******************* 

4.7.5 Routing area updating procedure 
This procedure is used for: 

- normal routing area updating to update the registration of the actual routing area of an MS in the network. This 
procedure is used by GPRS MSs in MS operation mode C and by GPRS MSs in MS operation modes A or B that 
are IMSI attached for GPRS and non-GPRS services if the network operates in network operation mode II or III; 

- combined routing area updating to update the registration of the actual routing and location area of an MS in the 
network. This procedure is used by GPRS MSs in MS operation modes A or B that are IMSI attached for GPRS 
and non-GPRS services provided that the network operates in network operation mode I; or 

- periodic routing area updating. This procedure is used by GPRS MSs in MS operation mode C and by GPRS 
MSs in MS operation modes A or B that are IMSI attached for GPRS or for GPRS and non-GPRS services 
independent of the network operation mode; 

- IMSI attach for non-GPRS services when the MS is IMSI attached for GPRS services. This procedure is used by 
GPRS MSs in MS operation modes A or B, if  the network operates in network operation mode I.  

- in GSM, resuming GPRS services when the RR sublayer indicated a resumption failure after dedicated mode 
was left, see GSM 04.18.  

- UMTS to GSM and for GSM to UMTS intersystem change, see section 4.7.1.7. 

Section 4.7.5.1 describes the routing area updating procedures for updating the routing area only. The combined routing 
area updating procedure used to update both the routing and location area is described in section 4.7.5.2. 

The routing area updating procedure is always initiated by the MS. It is only invoked in state GMM-REGISTERED. 

To limit the number of subsequently rejected routing area update attempts, a routing area updating attempt counter is 
introduced. The routing area updating attempt counter shall be incremented as specified in section 4.7.5.1.5. Depending 
on the value of the routing area updating attempt counter, specific actions shall be performed. The routing area updating 
attempt counter shall be reset when: 

- a GPRS attach procedure is successfully completed; or 

- a routing area updating procedure is successfully completed; 

and additionally when the MS is in substate ATTEMPTING-TO-UPDATE: 

- a new routing area is entered; 

- expiry of timer T3302; or 

- at request from registration function.  

The mobile equipment shall contain a list of "forbidden location areas for roaming", as well as a list of "forbidden 
location areas for regional provision of service". The handling of these lists is described in section 4.4.1. 

The Mobile Equipment shall contain a list of "equivalent PLMNs". The handling of this list is described in section 
4.4.1. 

In, GSM, user data transmission in the MS shall be suspended during the routing area updating procedure; user data 
reception shall be possible. User data transmission in the network shall be suspended during the routing area updating 
procedure, if a new P-TMSI is assigned. 

In UMTS, user data transmission and reception in the MS shall not be suspended during the routing area updating 
procedure. User data transmission in the network shall not be suspended during the routing area updating procedure. 

4.7.5.1 Normal and periodic routing area updating procedure 

Periodic routing area updating is used to periodically notify the availability of the MS to the network. The value of the 
update type IE in the ROUTING AREA UPDATE REQUEST message shall indicate "periodic updating". The 
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procedure is controlled in the MS by timer T3312. When timer T3312 expires, the periodic routing area updating 
procedure is started. Start and reset of timer T3312 is described in section 4.7.2.2. 

In GSM, the normal routing area updating procedure is initiated when the MS detects a change of the routing area in 
state GMM-REGISTERED, or when the MS determines that GPRS resumption shall be performed. The ROUTING 
AREA UPDATE REQUEST message shall always be the first data sent by the MS when a routing area border is 
crossed. The routing area identification is broadcast on the broadcast channel(s).  

In UMTS, the normal routing area updating procedure is initiated when the MS detects a change of the routing area in 
state GMM-REGISTERED. The ROUTING AREA UPDATE REQUEST message shall always be the first GMM 
message sent by the MS when a routing area border is crossed.  

A normal routing area updating shall abort any ongoing GMM procedure. Aborted GMM procedures may be repeated 
after the normal routing area updating procedure has been successfully performed. The value of the update type IE 
included in the message shall indicate "normal routing area updating". 

4.7.5.1.1 Normal and periodic routing area updating procedure initiation 

To initiate the normal routing area updating procedure, the MS sends the message ROUTING AREA UPDATE 
REQUEST to the network, starts timer T3330 and changes to state GMM-ROUTING-AREA-UPDATING-
INITIATED. The message ROUTING AREA UPDATE REQUEST shall contain the P-TMSI signature when received 
within a previous ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT message. 

In UMTS, if the MS wishes to prolong the established PS signalling connection after the normal routing area updating 
procedure, it may set a follow-on request pending indicator on. 

4.7.5.1.2 GMM Common procedure initiation 

The network may initiate GMM common procedures, e.g. the GMM authentication and ciphering procedure. 

4.7.5.1.3 Normal and periodic routing area updating procedure accepted by the network 

If the routing area updating request has been accepted by the network, a ROUTING AREA UPDATE ACCEPT 
message shall be sent to the MS. The network may assign a new P-TMSI and/or a new P-TMSI signature for the MS. If 
a new P-TMSI and/or P-TMSI signature have been assigned to the MS, it/they shall be included in the ROUTING 
AREA UPDATE ACCEPT message together with the routing area identification.  

In GSM the Cell Notification information element shall be included in the ROUTING AREA UPDATE ACCEPT 
message in order to indicate the ability of the network to support the Cell Notification.  

The network shall change to state GMM-COMMON-PROCEDURE-INITIATED and shall start the supervision timer 
T3350 as described in section 4.7.6. 

If the LAI or PLMN identity contained in the ROUTING AREA UPDATE ACCEPT message is a member of any of 
the "forbidden" lists then any such entry shall be deleted. 

In UMTS, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on 
request pending in ROUTING AREA UPDATE REQUEST. The network may also prolong the PS signalling 
connection without any indication from the mobile terminal. 

Upon receipt of a ROUTING AREA UPDATE ACCEPT message, the MS stores the received routing area 
identification, stops timer T3330, shall reset the routing area updating attempt counter and sets the GPRS update status 
to GU1 UPDATED. If the message contains a P-TMSI, the MS shall use this P-TMSI as new temporary identity for 
GPRS services and shall store the new P-TMSI. If no P-TMSI was included by the network in the ROUTING AREA 
UPDATING ACCEPT message, the old P-TMSI shall be kept. Furthermore, the MS shall store the P-TMSI signature if 
received in the ROUTING AREA UPDATING ACCEPT message. If no P-TMSI signature was included in the 
message, the old P-TMSI signature, if available, shall be deleted. 

In GSM, if the ROUTING AREA UPDATE ACCEPT message contains the Cell Notification information element, then 
the MS shall start to use the LLC NULL frame to perform cell updates. 

The network may also send a list of "equivalent PLMNs" in the ROUTING AREA UPDATE ACCEPT message. Each 
entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the 
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network, except that any PLMN code that is already in the “forbidden PLMN” list shall be removed from the 
“equivalent PLMNs” list before it is stored by the mobile station. In addition the mobile station shall add to the stored 
list the PLMN code of the network that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each 
other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be 
replaced on each occurrence of the ROUTING AREA UPDATE ACCEPT message. If no list is contained in the 
message, then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while 
switched off so that it can be used for PLMN selection after switch on. 

A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA 
UPDATE ACCEPT message contained: 

- a P-TMSI; and/or 

- Receive N-PDU Numbers (see 04.65 [78] and TS 25.322).  

In this case the Receive N-PDU Numbers values valid in the MS, shall be included in the ROUTING AREA UPDATE 
COMPLETE message. 

NOTE: In UMTS, after a routing area updating procedure, the mobile station can initiate Service Request 
procedure to request the resource reservation for the active PDP contexts if the resources have been 
released by the network or send upper layer message (e.g. ACTIVATE PDP CONTEXT REQUEST) to 
the network via the existing PS signaling connection. 

After that in UMTS, if the mobile station has indicated follow-on request pending and  has a CM application request 
pending, it shall send an appropriate message (for example ACTIVATE PDP CONTEXT REQUEST) to the network. 

4.7.5.1.4 Normal and periodic routing area updating procedure not accepted by the 
network 

If the routing area updating cannot be accepted, the network sends a ROUTING AREA UPDATE REJECT message to 
the MS. An MS that receives a ROUTING AREA UPDATE REJECT message, deletes the list of “equivalent PLMNs”, 
and stops timer T3330 . The MS shall then take different actions depending on the received reject cause value: 

# 3 (Illegal MS); or 

# 6 (Illegal ME) 

 The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to 
section 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI 
signature, RAI and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS 
services until switching off or the SIM is removed. 

 If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING 
NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is MM 
IDLE. The SIM shall be considered as invalid also for non-GPRS services until switching off or the SIM is 
removed. 

# 7 (GPRS services not allowed)  

 The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to 
section 4.1.3.2.9) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence 
number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed. 
The new state is GMM-DEREGISTERED. 

# 9 (MS identity cannot be derived by the network) 

 The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to section 
4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and 
GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach 
procedure. 

# 10 (Implicitly detached)  

 The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS shall then perform a new 
attach procedure. The MS should also activate PDP context(s) to replace any previously active PDP contexts. 
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NOTE: In some cases, user interaction may be required and then the MS cannot activate the PDP context(s) 
automatically. 

# 11 (PLMN not allowed); 

# 12 (Location area not allowed); or 

# 13 (Roaming not allowed in this location area) 

- The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set 
the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) 
and enter the state GMM-DEREGISTERED. 

 If the MS is IMSI attached via MM procedures, the MS shall in addition set the update status to U3 ROAMING 
NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number and shall reset the 
location update attempt counter. The new MM state is MM IDLE. 

 The MS shall store the LAI or the PLMN identity in the appropriate forbidden list, i.e. in the "forbidden PLMN 
list" for cause #11, in the list of "forbidden location areas for regional provision of service" for cause #12 or in 
the list of "forbidden location areas for roaming" for cause #13. If #11or  #13 was received, the MS shall 
perform a PLMN selection instead of a cell selection. 

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in 
section 4.7.5.1.5. 
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****************** NEXT MODIFIED SECTION ********************** 

9.2.13 Location updating accept 
This message is sent by the network to the mobile station to indicate that updating or IMSI attach in the network has 
been completed. See table 9.2.15/TS 24.008. 

Message type: LOCATION UPDATING ACCEPT 

Significance:  dual 

Direction:   network to mobile station 

Table 9.2.15/TS 24.008: LOCATION UPDATING ACCEPT message content 

IEI Information element Type / Reference Presence Format Length 
 Mobility management Protocol discriminator M V 1/2 
 protocol discriminator 10.2    
 Skip Indicator Skip Indicator M V 1/2 
  10.3.1    
 Location Updating Message type M V 1 
 Accept message type 10.4    
 Location area Location area M V 5 
 identification identification    
  10.5.1.3    
17 Mobile identity Mobile identity O  TLV 3-10 
  10.5.1.4    
A1 Follow on proceed Follow on proceed O T 1 
  10.5.3.7    
A2 CTS permission CTS permission O T 1 
  10.5.3.10    
4A Equivalent PLMNs PLMN list O TLV 5-17 
  10.5.x.y    
 

9.2.13.1 Follow on proceed 

The follow on proceed information element appears if the network wishes to indicate that the mobile station may 
attempt an MM connection establishment using the same RR connection. 

9.2.13.2 CTS permission 

The CTS permission  information element appears if the network wishes to allow the mobile station to use GSM-
Cordless Telephony System in the Location Area. 

9.2.13.3 Equivalent PLMNs 

The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent 
PLMNs. 
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******************* NEXT MODIFIED SECTION **************************** 

9.4.2 Attach accept 
This message is sent by the network to the MS to indicate that the corresponding attach request has been accepted. See 
table 9.4.2/TS 24.008. 

Message type: ATTACH ACCEPT 

Significance:  dual 

Direction:   network to MS 

Table 9.4.2/TS 24.008: ATTACH ACCEPT message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Skip indicator Skip indicator 
10.3.1 

M V 1/2 

 Attach accept message identity Message type 
10.4 

M V 1 

 Attach result Attach result 
10.5.5.1 

M V 1/2 

 Force to standby Force to standby  
10.5.5.7 

M V 1/2 

 Periodic RA update timer GPRS Timer 
10.5.7.3 

M V 1 

 Radio priority for SMS Radio priority 
10.5.7.2 

M V 1/2 

 Spare half octet Spare half octet  
10.5.1.8 

M V 1/2 

 Routing area identification Routing area identification 
10.5.5.15 

M V 6 

19 P-TMSI signature P-TMSI signature 
10.5.5.8 

O TV 4 

17 Negotiated READY timer 
value 

GPRS Timer 
10.5.7.3 

O TV 2 

18 Allocated P-TMSI Mobile identity 
10.5.1.4 

O TLV 7 

23 MS identity Mobile identity 
10.5.1.4 

O TLV 6 - 7 

25 GMM cause GMM  cause  
10.5.5.14 

O TV 2 

2A T3302 value GPRS Timer 
10.5.7.3 

O TLV 3 

8C Cell Notification Cell Notification 
10.5.5.21 

O T 1 

4A Equivalent PLMNs PLMN List 
10.5.x.y 

O TLV 5-17 

 

9.4.2.1 P-TMSI signature 

This IE may be included to assign an identity to the MS's GMM context. 

9.4.2.2 Negotiated READY timer 

This IE may be included to indicate a value for the READY timer. 

9.4.2.3 Allocated P-TMSI 

This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined GPRS attach. 
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9.4.2.4 MS identity 

This IE may be included to assign or unassign a TMSI to an MS in case of a combined GPRS attach. 

9.4.2.5 GMM cause 

This IE shall be included when IMSI attach for non-GPRS services was not successful during a combined GPRS attach 
procedure. 

9.4.2.6 T3302 value 

This IE may be included to indicate a value for the T3302 timer. 

9.4.2.7 Cell Notification (GSM only) 

In GSM, this IE shall be included by the SGSN in order to indicate the ability to support the Cell Notification. 

9.4.2.8 Equivalent PLMNs 

The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent 
PLMNs. 
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***************** NEXT MODIFIED SECTION ************************** 

9.4.15 Routing area update accept 
This message is sent by the network to the MS to provide the MS with GPRS mobility management related data in 
response to a routing area update request message . See table 9.4.15/TS 24.008. 

Message type: ROUTING AREA UPDATE ACCEPT 

Significance:  dual 

Direction:   network to MS 

Table 9.4.15/TS 24.008: ROUTING AREA UPDATE ACCEPT message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Skip indicator Skip indicator 
10.3.1 

M V 1/2 

 Routing area update accept 
message identity 

Message type 
10.4 

M V 1 

 Force to standby Force to standby  
10.5.5.7 

M V 1/2 

 Update result Update result 
10.5.5.17 

M V 1/2 

 Periodic RA update timer GPRS Timer 
10.5.7.3 

M V 1 

 Routing area identification Routing area identification 
10.5.5.15 

M V 6 

19 P-TMSI signature P-TMSI signature 
10.5.5.8 

O TV 4 

18 Allocated P-TMSI Mobile identity 
10.5.1.4 

O TLV 7 

23 MS identity  Mobile identity 
10.5.1.4 

O TLV 7 

26 List of Receive N-PDU Numbers Receive N-PDU Number list 
10.5.5.11 

O TLV 4 - 19 

17 Negotiated READY timer value GPRS Timer 
10.5.7.3 

O TV 2 

25 GMM cause GMM cause  
10.5.5.14 

O TV 2 

2A T3302 value GPRS Timer 
10.5.7.3 

O TLV 3 

8C Cell Notification Cell Notification 
10.5.5.21 

O T 1 

4A Equivalent PLMNs PLMN List 
10.5.x.y 

O TLV 5-17 

 

9.4.15.1 P-TMSI signature 

This IE may be included to assign an identity to the MS's GMM context. 

9.4.15.2 Allocated P-TMSI 

This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined routing area updating procedure. 

9.4.15.3 MS identity 

This IE may be included to assign or unassign a TMSI to a MS in case of a combined routing area updating procedure. 
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9.4.15.4 List of Receive N-PDU Numbers 

This IE shall be included in case of an inter SGSN routing area updating, if there are PDP contexts that have been 
activated in acknowledged transfer mode. 

9.4.15.5 Negotiated READY timer value 

This IE may be included to indicate a value for the READY timer. 

9.4.15.6 GMM cause 

This IE shall be included if IMSI attach was not successful for non-GPRS services during a combined GPRS routing 
area updating procedure. 

9.4.15.7 T3302 value 

This IE may be included to indicate a value for the T3302 timer. 

9.4.15.8 Cell Notification  (GSM only) 

In GSM, this IE shall be included if by the SGSN in order to indicate the ability to support the Cell Notification. 

9.4.15.9 Equivalent PLMNs 

The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent 
PLMNs. 
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******************* NEXT MODIFIED SECTION ********************* 

10.5.x.y PLMN list 

The purpose of the PLMN List information element is to provide a list of PLMN codes to the mobile station. 

The PLMN List information element is coded as shown in figure 10.5.z/3GPP TS 24.008 and table 10.5.w/3GPP TS 
24.008. 

The PLMN List is a type 4 information element with a minimum length of 5 octets and a maximum length of 17 octets. 

8 7 6 5 4 3 2 1  
  

PLMN List IEI 
 
octet 1 

 
Length of PLMN List contents 

 
octet 2 

 
MCC digit 2, PLMN 1 

 
MCC digit 1, PLMN 1 

 
octet 3 

 
MNC digit 3, PLMN 1 

 
MCC digit 3, PLMN 1 

 
octet 4 

 
MNC digit 2, PLMN 1 

 
MNC digit 1, PLMN 1 

 
octet 5 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
 

 
MCC digit 2, PLMN 5 

 
MCC digit 1, PLMN 5 

 
octet 15 

 
MNC digit 3, PLMN 5 

 
MCC digit 3, PLMN 5 

 
octet 16 

 
MNC digit 2, PLMN 5 

 
MNC digit 1, PLMN 5 

 
octet 17 

 
Figure 10.5.z/3GPP TS 24.008 PLMN List information element 

Table 10.5.w/3GPP TS 24.008: PLMN List information element 

 
MCC, Mobile country code (octet 3, octet 4 bits 1 to 4) 
The MCC field is coded as in ITU-T Rec. E212, Annex A.  
 
MNC, Mobile network code (octet 5, octet 4 bits 5 to 8). 
The coding of this field is the responsibility of each administration  but  BCD  
coding  shall be used. The MNC shall consist of 2 or 3 digits. For PCS 1900 for 
NA, Federal regulation mandates that a 3-digit MNC shall be used. However a 
network operator may decide to use only two digits in the MNC over the radio 
interface. In this case, bits 5 to 8 of octet 4 shall be coded as "1111". Mobile 
equipment shall accept MNC coded in such a way. 
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