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M apping specification of the OSA APIsand network protocols (3GPP TR 29.998)

The Parts of 29.998 contain a possible mapping from the APIs defined in 29.198 to various network protocols (i.e.
MAP [7], CAP[§], etc.). It is an informative document, since this mapping is considered as implementation- /
vendor-dependent. On the other hand this mapping will provide potential service designers with a better
understanding of the relationship of the OSA API interface classes and the behaviour of the network associated to
these interface classes.

The purpose of the OSA API isto shield the complexity of the network, its protocols and specific implementation from
the applications. This means that applications do not have to be aware of the network nodes, a Service Capability Server
interacts with, in order to provide the Service Capability Features (SCF) to the application. The specific underlying
network and its protocols are transparent to the application.
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29.198-1 Part 1: Overview

29.198-2 Part 2: Common Data Definitions
29.198-3 Part 3: Framework
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The M apping specification of the OSA APIsand network protocols (3GPP TR 29.998) is also structured as above.
A mapping to network protocols is however not applicable for al Parts, but the numbering of Partsis kept.
Alsoin case a Part is not supported in a Release, the numbering of the parts is maintained.
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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document isthe first part of the 3GPP Specification defining the Application Programming Interface (API)
for Open Service Access (OSA), and provides an overview of the content and structure of the various parts of this
specification, and of the relation to other standards documents .

The OSA-specifications define an architecture that enables service application developers to make use of network
functionality through an open standardised interface, i.e. the OSA APIs. The concepts and the functional architecture
for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are defined in
3GPPTS22.127 [2].

This specification has been defined jointly between ETSI SPAN12, 3GPP TSG CN WG5 and the Parlay consortium
[24], in co-operation with the JAIN consortium [25].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

« References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.
¢ For anon-specific reference, subsequent revisions do apply.
For the purposes of the present document, the following references apply:
[1] 3GPP TR 21.905: "3G Vocabulary".
3GPP TS 22.121: " Service aspects; The Virtual Home Environment (Release 4)".
2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".
[3] 3GPP TS 23.127: "Virtua Home Environment (Release 4)".

3GPP TS 23.057: "Mobile Station Application Execution Environment (MEXE)".

[4] 3GPP TS 23.078: "CAMEL Phase 3, stage 2".

[5] 3GPP TS 22.101: "Universal Mobile Telecommunications System (UMTYS): Service Aspects;
Service Principles’.

[6] World Wide Web Consortium Composite Capability/Preference Profiles (CC/PP): A user side
framework for content negotiation (www.w3.0rg).

[7] 3GPP TS 29.002: "Mobile Application Part (MAP)".

[8] 3GPP TS 29.078: "CAMEL Phase 3, , CAMEL Application Part (CAP) Specification".

[9] Wireless Application Protocol (WAP), Version 1.2, UAProf Specification (www.wapforum.org).

[10] Wireless Application Protocol (WAP), version 1.2, WAP Service I ndication specification,
(www.wapforum.org).

[11] Wireless Application Protocol (WAP), version 1.2, WAP Push Architecture Overview
(www.wapforum.org).

[12] Wireless Application Protocol (WAP), version 1.2, WAP Architecture (www.wapforum.org).

[13] SUN IDL Compiler (www.javasoft.com/products/jdk/idl/index.html).

3GPP



Release 4 6 3GPP TS 29.198-1 V1.0.0 (2001-03)

[14] UML Unified ModellingLanguage (www.rational.com/uml).
[15] Object Management Group (www.omg.org).
[16] 3GPP TS 22.002: "Circuit Bearer Services supported by a PLMN".
[17] 3GPP TS 22.003: "Circuit Teleservices supported by a PLMN".
[18] 3GPP TS 24.002:; "Public Land Mobile Network (PLMN) Access Reference Configuration”.
[19] ITU-T Q.763: "Signalling System No. 7 — ISDN user part formats and codes'.
[20] ITU-T Q.931: "ISDN user-network interface layer 3 specification for basic call control”.
[21] SO 8601: "Data elements and interchange formats -- Information interchange -- Representation of
dates and times'.
[22] SO 4217: "Codes for the representation of currencies and funds'.
[23] 3GPP TS 23.127v4: " Service Requirements for Open Service Access'.
[24] http://www.parlay.org
[25] http://www.jain.org
3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of this specification, the following definitions apply:
Applications: Services, which are designed using service capability features.

Gateway: Synonym for Service Capability Server. From the viewpoint of applications, a Service Capability Server can
be seen as a gateway to the core network.

HE-VASP: Home Environment VValue Added Service Provider. ThisisaVASP that has an agreement with the Home
Environment to provide services.

Home Environment: responsible for overall provision of servicesto users

Local Service: A service, which can be exclusively provided in the current serving network by aValue Added Service
Provider.

OSA Interface: Standardised Interface used by application to access service capability features.

Personal Service Environment: contains personalised information defining how subscribed services are provided and
presented towards the user. The Personal Service Environment is defined in terms of one or more User Profiles.

Service Capabilities: Bearers defined by parameters, and/or mechanisms needed to realise services. These are within
networks and under network control.

Service Capability Feature: Functionality offered by service capabilities that are accessible viathe standardised OSA
interface

Service Capability Server: Functiona Entity providing OSA interfaces towards an application
Service: term used as an alternative for Service Capability Feature in this specification

User Interface Profile: Contains information to present the personalised user interface within the capabilities of the
terminal and serving network.

User Profile: Thisisalabel identifying a combination of one user interface profile, and one user services profile.

3GPP
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User Services Profile: Containsidentification of subscriber services, their status and reference to service preferences.

Value Added Service Provider: provides services other than basic telecommunications service for which additional
charges may be incurred.

Virtual Home Environment: A concept for personal service environment portability across network boundaries and
between terminals.

Further definitions are given in 3GPP TS 22.101 [5].

3.2 Abbreviations

For the purposes of this Standard the following abbreviations apply:

API Application Programming Interface
CAMEL Customised Application for Mobile network Enhanced Logic
CAP CAMEL Application Part

CSE Camel Service Environment

HE Home Environment

HE-VASP Home Environment - VValue Added Service Provider
HLR Home Location Register

INAP Intelligent Networks Application Part
IDL Interface Description Language
MAP Mobile Application Part

ME M obile Equipment

MEXE Mobile Station (Application) Execution Environment
MS Mobile Station

MSC Mobile Switching Centre

OSA Open Service Access

PLMN Public Land Mobile Network

PSE Personal Service Environment

SAT SIM Application Tool-Kit

SCF Service Capability Feature

SCP Service Control Point

SIM Subscriber Identity Module

SMS Short Message Service

SMTP Simple Mail Transfer Protocol

UE User Equipment

UsIM User Service Identity Module

VLR Visited Location Register

VASP Value Added Service Provider

VHE Virtual Home Environment

WAP Wireless Application Protocol

WGP Wireless Gateway Proxy

WPP Wireless Push Proxy

Further abbreviations are given in the 3GPP TR 21.905 [1].

3GPP
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4 Open Service Access APIs

The OSA-specifications define an architecture that enables service application developers to make use of network
functionality through an open standardised interface, i.e. the OSA APIs. The network functionality is describes as
Service Capability Features or Services [note]. The OSA Framework is a general component in support of Services
(Service Capabilities) and Applications. The concepts and the functional architecture for the Open Service Access
(OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are defined in 3GPP TS 22.127 [2].

The OSA APl is split into three types of interface classes, Service and Framework.

¢ Interface classes between the Applications and the Framework, that provide applications with basic mechanisms
(e.g. Authentication ) that enable them to make use of the service capabilitiesin the network.

¢ Interface classes between Applications and Service Capability Features (SCF), which are individua services that
may be required by the client to enable the running of third party applications over the interface e.g. Messaging
type service.

¢ Interface classes between the Framework and the Service Capability Features, that provide the mechanisms
necessary for multi-vendorship.

These interfaces represent interfaces 1, 2 and 3 of the Figure below. The other interfaces are not yet part of the scope of
the work.

Enterprise
operator
admin tool

Client
Application

Not in scope of
thisversion of
the API

Framewor k ’J
operator e

admin J

Not in scope of
|

thisversion of
the API
] Service
---1- supplier
admin tool

|

I

g Telecom Network \

Within the OSA concept a set of Service Capability Features has been specified. The OSA documentation is structured
in parts. Thefirst Part (this document) contains an overview, the second Part contains common data definitions, the
third Part the Framework interfaces. The rest of the Parts contain the description of the SCF's.

NOTE:

The terms ‘ Service’ and * Service Capability Feature’ are used as alternatives for the same concept in this specification.
Inthe OSA API itself the Service Capability Features as identified in the 3GPP requirements and architecture are
reflected as *service', in terms like serviceFactory, serviceDiscovery.
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5 Structure of the OSA API (29.198) and Mapping
(29.998) documents

The Open Service Access (OSA) Application Programming Interface (API) specifications consist of two sets of
documents:

API specification (3GPP TS 29.198)

The Parts of 29.198 - apart from Part 1 (the present document) and Part 2 - define the interfaces, parameters and
state models that belong to the API specification. UML (Unified Modelling Language) is used to specify the
interface classes.

Assuch it provides a UML interface class description of the methods (API calls) supported by that interface and the
relevant parameters and types. The interfaces are specified in IDL (Interface Description Language).

M apping specification of the OSA APIsand network protocols (3GPP TR 29.998)

The Parts of 29.998 contain a possible mapping from the APIs defined in 29.198 to various network protocols (i.e.
MAP [7], CAP[§], etc.). It is an informative document, since this mapping is considered as implementation- /
vendor-dependent. On the other hand this mapping will provide potential service designers with a better
understanding of the relationship of the OSA API interface classes and the behaviour of the network associated to
these interface classes.

The purpose of the OSA API isto shield the complexity of the network, its protocols and specific implementation from
the applications. This means that applications do not have to be aware of the network nodes, a Service Capability Server
interacts with, in order to provide the Service Capability Features (SCF) to the application. The specific underlying
network and its protocols are transparent to the application.

The API specification (3GPP TS 29.198) is structured in the following Parts:

29.198-1 Part 1: Overview

29.198-2 Part 2: Common Data Definitions
29.198-3 Part 3: Framework

29.198-4 Part 4 Call Control SCF
29.198-5 Part 5 User Interaction SCF
29.198-6 Part 6 Mobility SCF

29.198-7 Part 7 Terminal Capabilities SCF
29.198-8 Part 8 Data Session Control SCF
29.198-9 Part 9 Generic Messaging SCF
29.198-10 Part 10 Connectivity Manager SCF
29.198-11 Partll Account Management SCF

29.198-12  Part 12 Charging SCF

The M apping specification of the OSA APIsand network protocols (3GPP TR 29.998) is also structured as above.
A mapping to network protocolsis however not applicable for all Parts, but the numbering of Partsis kept.
Alsoin case aPart is not supported in a Release, the numbering of the partsis maintained.

Sub-structure of the Parts of 29.198
The Parts with API specification themsel ves are sub-structured as follows:

¢ The Sequence diagrams give the reader a practical idea of how each of the service capability featureis
implemented.

¢ The Class relationships section show how each of the interfaces applicable to the SCF, relate to one another

3GPP
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«  TheInterface specification section describes in detail each of the interfaces shown within the Class diagram part.

e The State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway.

e The Data definitions clauses show a detailed expansion of each of the data types associated with the methods
within the classes. It isto be noted that some data types are used in other methods and classes and are therefore
defined within the Common Data types part of this specification.

e |IDL description of the interface (normative Annex)

6 Methodology

Following is a description of the methodology used for the establishment of API specification for OSA.

6.1 Tools and Languages

The Unified Modelling Language (UML) [14] is used as the means to specify class and state transition diagrams.
Additionally, Object Management Group’s (OMG) [15] Interface Definition Language (IDL) is used as the meansto
programmatically define the interfaces. IDL files are either generated manually from class diagrams or by using a UML
tool. In the case IDLs are manually written and/or being corrected manually, correctness has been verified using a
CORBAZ2 (orbos/97-02-25) compliant IDL compiler, e.g. [13].

6.2 Packaging
A hierarchical packaging scheme is used to avoid polluting the global name space. The root is defined as:
org.open_service access

Note that the CORBA module hierarchy defined in the IDLs does not necessarily parallels the logical UML package
hierarchy.

6.3 Colours

For clarity, class diagrams follows a certain colour scheme. Blue for application interface packages and yellow for all
the others.

6.4 Naming scheme

The following naming schemeis used for both documentation and IDLSs.
packages
lowercase.
Using the domain-based naming (For example, org.threegpp.osa)
classes, structuresand types. Start with T
TpCapitalizedWithInternaWordsAlsoCapitalized
Exception class:
TpClassNameEndsWithException
Interface. Start with Ip:

IpThislsAninterface
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constants:
P_UPPER_CASE_WITH_UNDERSCORES AND_START WITH_P
methods:
firstWordL owerCaseButl nternal WordsCapitalized()
method’s parameters
firstWordL owerCaseButl nternal WordsCapitalized
collections (set, array or list types)
TpCollectionEndswWithSet
class/structure members
FirstWordAndl nternal WordsCapitalized

Spaces in between words are not allowed.

6.5 State Transition Diagram text and text symbols

The descriptions of the State Transitionsin the State Transition Diagrams follow the convention:

when_this event_is received [guard conditionistrue] /do_this action ~send_this _message

Furthermore, text underneath aline through the middle of a State indicates an exit or entry event (normally specified
which one).

6.6 Error results

As OMG IDL supports exception handling with high efficiency, OSA methods communicate errors in the form of
CORBA exceptions of type TpGeneral Exception in the IDLs; the CORBA methods themselves always return void. But
in the documentation, errors are communicated using a return parameter of type TpGeneral Result.

6.7 References

In the interface specification whenever parameters are to be passed by reference, the "Ref" suffix is appended to their
corresponding datatype (e.g. IpAninterfaceRef anlnterface), a reference can aso be viewed as alogical indirection.
Therefore, structured or primitive data type passed as out parameters are references. An interface passed asanin
parameter is also areference but an interface passed as an out parameter is adouble indirection (i.e.: RefRef)

Original Data type IN parameter declaration | OUT parameter declaration
TpPrimitive parm : IN TpPrimitive parm : OUT TpPrimitiveRef
TpStructured parm : IN TpStructured parm: OUT TpStructuredRef
Iplnterface parm : IN IplnterfaceRef parm : OUT IplnterfaceRef Ref

In IDL, however, the following rules apply:

- Interfaces are implicitly passed by reference.

- out parameters are also implicitly passed by reference.
Thisleads to:

- Interface asan in parameter: Passed by Reference.

3GPP
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- Structure or primitive type as an in parameter: Passed by Value.
- Structure or primitive type as an out parameter: Passed by Reference.
- Interface as an out parameter: As reference passed by reference.

To simplify the documentation without adding ambiguities, parameters (interfaces, structures and primitive data types)
are used as is when specified asin or out parametersin the IDL. This means that there will be no "Ref" added after the
data types of parametersin the IDL.

6.8 Number of out parameters

In order to support mapping to as many languages as possible, thereisonly 1 out parameter allowed per operation.

6.9 Strings and Collections

For character strings, the String data type is used without regard to the maximum length of the string. In IDL, the data
type String is typedefed! from the CORBA primitive string. This CORBA primitive is made up of alength and a
variable array of byte.

For homogeneous collections of instances of a particular data type the following naming scheme is used:
<datatype>Set. In OMG IDL, this maps to a sequence of the datatype. A CORBA sequence isimplicitly made of a
length and a variable array of elements of the same type.

Example: typedef sequence<TpSessionl D> TpSessionl DSet;

Collection types can be implemented (for example, in C++) as a structure containing an integer for the number part,
and an array for the data part.

Example:_The TpAddressSet data type may be defined in C++ as:
typedef struct {
short numnber ;
TpAddr ess address [];
} TpAddressSet;

The array "address' is allocated dynamically with the exact number of required TpAddress elements based on
"number".

6.10 Prefixes

OSA constants and data types are not defined in the global name space but in the org.threegpp.osa module.

6.11  Naming space across CORBA modules

The following shows the naming space used in this specification.
nodul e org {
nodul e open_servi ce_access {
/* The fully qualified nane of the follow ng constant
is org::open_service_access::P_TH S IS AN OSA GLOBAL_CONST */

const long P_TH S IS AN OSA GLOBAL_CONST= 1999;

1a typedef is a type definition declaration in IDL.

3GPP
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/1 Add ot her OSA gl obal constants and types here
nodul e fw {
/* no scoping required to access P_TH S IS AN OSA GLOBAL_CONST */
const long P_FWCONST= TH S | S AN OSA GLOBAL_CONST;
s
nodul e nm {
/'l scoping required to access P_FW CONST

const |ong P_M CONST= fw : P_FW CONST;

3GPP
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History
Document history
1.0.0 10 March 2001 Submitted by CN5 to CN#11 for approval and placement under Change Control
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Foreword
This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1. Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application devel opers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the Common Data Definitions of the OSA. The Common Data definitions contain data-types
that are common acros the rest of the OSA API. All aspects of the Common data are defined here, these being:

« Datadefinitions
e IDL Description of the interfaces

This specification has been defined jointly between 3GPP TSG CN WG5, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2. References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".
[2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".
[3] 3GPP TS 23.127: "Virtual Home Environment (Release 4)".
3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.
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4 Common Data definitions

The following sections describe each aspect of the Common data definitions.
The order is asfollows:

«  The Data definitions section shows a detailed expansion of each of the data types associated with the methods
within the classes. Note that some data types are used in other methods and classes and are therefore defined
within the Common Data types part of this specification.

5 Common System Data Definitions

These data definitions are assumed to be provided by the client operating system.

5.1 Standard Data Types

The APIs assume that the following data types can be supported.

5.1.1 TpBoolean

Defines a Boolean data type.

5.1.2 TpInt32

Defines asigned 32 bit integer.

5.1.3  TpInt32Ref

Definesa5.24 Referenceto aTplnt32.

5.1.4  TpFloat

Defines asingle precision real number

5.1.5  TpFloatRef

Defines a Reference to a TpFloat

5.1.6  TpLongstring

Defines a Byte string, comprising length and data. The length must be at least a 32 bit integer.

5.1.7  TpLongstringRef
Definesa5.2.4 Referenceto a TpLongstring.

5.1.8  TpString

Defines a Byte string, comprising length and data. The length must be at least a 16 bit integer.

5.1.9  TpStringRef

Definesa5.2.4 Referenceto aTpString.

3GPP
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5.1.10 TpAssignmentID

Thisdatatypeisidentical to a Tplnt32. It specifies a number which identifies an individual event notification enabled
by the application or service.

5.1.11 TpAssignmentIDRef
Defines a Reference to type TpAssignmentID.

5.1.12 TpSessionlD

Defines a network unique session ID. The API usesthisID to identify sessions, e.g. call or cal leg sessions, within an
object implementing an interface capable of handling multiple sessions. For the different services, the sessionIDs are
unique only in the context of a service manager instantiation (e.g., within the context of one generic call control
manager). As such if an application creates two instances of the same service manager it shall use different
instantiations of the callback objects which implement the callback interfaces.

Thesession ID isidentical to a Tplnt32 type.

5.1.13 TpSessionIDRef

Defines a Reference to a TpSessioniD.

5.1.14 TpSessionIDSet

Definesa Numbered Set of Data Elements of TpSessionID.

5.2 Other Data Sorts

The APIs assumes that the following data syntaxes can be supported

5.2.1 Sequence of Data Elements

This describes a sequence of datatypes. This may be defined as a structure (for example, in C++) or simply a sequence
of data elements within a structure.

Example
The TpAddress data type may be defined in C++ as:
typedef struct {

TpAddr essPl an Pl an;

TpString Addr Stri ng;

TpString Nane;

TpAddr essPresentation..... Present ati on;
....TpAddressScreening........ Screeni ng;
.. TpString. .. SubAddressStri ng;

} TpAddress;
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5.2.2  Tagged Choice of Data Elements

This describes a data type which actually evaluates to one of a choice of a number of data elements. This data element
contains two parts: atag data type (the tag part) which is used to identify the chosen data type, and the chosen data type
itself (the union part). This form of datatypeisalso referred to as atagged union.

This data type can be implemented (for example, in C++) as a structure containing an integer for the tag part, and a
union for the union part.

This data type is implementation specific. Please refer to the appropriate IDL documents (and the resulting language
mappings) to see how this data type is implemented.
Example
TheTpCal | Err or datatype may be defined in C++ as:
typedef struct {
TpCal | Error Type Tag;
uni on {
TpCal | Errorl nf oUndef i ned Undefi ned;
TpCal | Errorl nf oRouti ngAborted Routi ngAborted,;
TpCal | Error | nfoCal | Abandoned Cal | Abandoned;
TpCal | Error I nfol nval i dAddress | nval i dAddr ess;
TpCal | Errorlnfolnvali dState I nval i dSt at e;
TpCal | ErrorinfolnvalidCriteria InvalidCriteria;
} callErrorlnfo;

} TpCal |l Error;

5.2.3 Numbered Set of Data Elements

This describes a data type which comprises an integer which indicates the total number of data elementsin the set (the
number part), and an unordered set of data elements (the data part). Set data types do not contain duplicate data
elements.

Example
The TpAddressSet data type may be defined in MIDL as:
typedef struct TpAddressSet

{
Tplnt 32 Nunber; [size_is(Nunber)] TpAddress Set[];

}
TpAddr essSet ;

524 Reference

This describes areference (or pointer) to adatatype. Thisis primarily used to describe 'out’ method parameters.
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This data type may be implemented (for example, in C++) as a pointer. However, in some languages it may not be
necessary for 'out' parameters to be implemented as pointers.

Example
The TpAddressRef data type may be defined in C++ as:

typedef TpAddress * TpAddr essRef

5.3 Interface Related Data Definitions

5.3.1 IpInterface

Defines the address of a generic interface instance.

5.3.2 IpInterfaceRef

Definesa5.2.4 Reference to type Iplnterface.

534 IpinterfaceRefRef
Definesa5.2.4 Reference to type IplnterfaceRef.

54 Method Result Data Definitions

54.1  TpResult

Defines the 5.2.1 Sequence of Data Elements that specify the result of a method call. All methods in the APIsreturn a
result of type TpResult.

Sequence Element Name Sequence Element Type

Resul t Type TpResul t Type
ResultFacility TpResul tFacility
Resul tlnfo TpResul tInfo

5.4.2  TpResultType

Defines whether the method was successful or not.

~ Name  Value Description
P_RESULT_FAI LURE 0 Method failed
P_RESULT_SUCCESS 1 Method was successful

5.4.3  TpResultFacility

Defines the facility code of aresult. In phase 2 of the APIs, only P RESULT _FACILITY_UNDEFINED must be used.

Name Value Description

3GPP
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|P_RESULT_FAC| LI TY_UNDEFI NED | 0 | Undefined |

544  TpResultinfo

Defines further information relating to the result of the method, such as error codes.

Name Value Description
P_RESULT_I NFO_UNDEFI NED 0000h No further information present
P_I NVALI D_DOVAI N_I D 0001h Invalid client ID
P_I NVALI D_AUTH_CAPABI LI TY 0002h Invalid authentication capability
P_I NVALI D_AGREEMENT_TEXT 0003h Invalid agreement text
P_I NVALI D_SI GNI NG_ALGORI THM 0004h Invaid signing algorithm
P_I NVALI D_| NTERFACE_NAME 0005h Invalid interface name
P_I NVALI D_SERVI CE_I D 0006h Invalid service ID
P_I NVALI D_EVENT_TYPE 0007h Invalid event type
P_SERVI CE_NOT_ENABLED 0008h The service ID does not correspond to a service that has been enabled
P_I NVALI D_ASSI GNMENT_I D 0009h The assignment ID isinvalid
P_I NVALI D_PARAMETER 000Ah The method has been called with an invalid parameter
P_I NVALI D_PARAMETER VALUE 000Bh A method parameter has an invalid value
P_PARAMETER_M SSI NG 000Ch A mandatory parameter has not been specified in the method call
P_RESOURCES_UNAVAI LABLE 000Dh The required resources in the network are not available
P_TASK_REFUSED 00OEh The regquested method has been refused
P_TASK_CANCELLED 000Fh The requested method has been cancelled
P_I NVALI D_DATE_TI ME_FORVAT 0010h Invalid date and time format provided
P_NO_CALLBACK_ADDRESS SET 0011h The requested method is refused because no callback addressis set
P_I NVALI D_SI GNATURE 0012h Invalid digital signature
P_I NVALI D_SERVI CE_TOKEN 0013h The service token has not been issued, or it has expired.
P_ACCESS_DEN ED 0014h Theclient isnot currently authenticated with the framework
P_I NVALI D_PROPERTY 0015h | Theframework does not recognise the property supplied by the client
P_METHOD_NOT_SUPPORTED 0016h The method is not allowed or supported within the context of the
current service agreement.
P_NO_ACCEPTABLE_AUTH_CAPABI LI TY 0017h An authentication mechanism, which is acceptable to the framework,
isnot supported by the client
P_I NVALI D_I NTERFACE_TYPE 0018h The interface reference supplied by the client is the wrong type.
P_I NVALI D_ACCESS_TYPE 0019h | Theframework does not support the type of access interface requested
by the client.
P_SERVI CE_ACCESS_DEN ED 001Ah The client application is not allowed to access this service.
P_USER _NOT_SUBSCRI BED 0030h An application is unauthorised to access information and request
services with regards to users that are not subscribed to the
application.
P_APPLI CATI ON_NOT_ACTI VATED 0031h An application is unauthorised to access information and request
services with regards to users that have deactivated that particular
application.
P_USER PRI VACY 0032h An application is unauthorised to access information and request
services with regards to users that have set their privacy flag regarding
that particular service.

Name Value Description
P_GCCS_SERVI CE_| NFORVATI ON_M SSI NG 0100h Information relating to the Call Control service could not be found
P_GCCS_SERVI CE_FAULT_ENCOUNTERED 0101h Fault detected in the Call Control service
P_GCCS_UNEXPECTED_SEQUENCE 0102h Unexpected sequence of methods, i.e., the sequence does not match
the specified state diagrams for the call or the call leg.
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Name Value Description
P_GCCS_| NVALI D_ADDDRESS 0103h Invalid address specified
P_GCCS_I| NVALI D CRI TERI A 0104h Invalid criteria specified
P_GCCS_| NVALI D_NETWORK_STATE 0105h | Although the sequence of method callsis allowed by the gateway, the

underlying protocol can not support it.

E.g., in some protocols some methods are only allowed by the
protocol, when the call processing is suspended, e.g., after reporting
an event that was monitored in interrupt mode.

Name Value Description
P_QVS_| NVALI D_NAI LBOX 0200h Invalid mailbox number
P_GVS_I NVALI D_AUTHENTI CATI ON_I NFO 0201h Invalid authentication information
P_GVE_I NVALI D_SESSI ON_I D 0202h Invalid session ID
P_GVB_LOCKI NG_LOCKED_NAI LBOX 0203h Application attempts to lock amailbox that has already been locked
P_GVB_UNLOCKI NG_UNLOCKED_MAI LBOX 0204h The session ID does not correspond to alocked mailbox
P_GV5_I NVALI D_MESSAGE_FORNVAT 0205h Invalid message format
P_GVB_HEADER NUMBER TOO LARGE 0206h The number istoo large for the service to handle
P_GVB_| NSUFFI Cl ENT_HEADERS 0207h Mandatory headers are not included
P_GVB_MESSAGE_NOT_REMOVED 0208h The message cannot be removed
P_GVB_I NSUFFI CI ENT_PRI VI LEGE 020%h The application does not have sufficient privilege to remove the
message
P_GVS_I NVALI D_FOLDER | D 020Ah Theidentity of thefolder isnot valid
P_GVB_FOLDER DOES _NOT_EXI ST 020Bh The folder does not exist
P_GVB_NUMBER _NOT_PCSI Tl VE 020Ch The number given isnot positive
P_GVB_I NVALI D_MESSAGE_ | D 020Dh Message ID is not valid
P_GV5_CHANG NG_READONLY_PROPERTY 020Eh The change has not been carried out because some of the properties
cannot be modified.
P_GVB_HEADER _DOES_NOT_EXI ST 020Fh Some of the headers do not exist
P_GVB_MAI LBOX_LOCKED 0210h Attempting to update a locked mailbox
P_GVvS_CANNOT_UNLOCK_MAI LBOX 0211h Attempting to unlock amailbox which islocked by another
application
P_GVE_PROPERTY_NOT_SET 0212h Failed attempt to set a property
P_GVvBS_FOLDER | S_OPEN 0213h Failed attempt to open the same folder more than once
P_Gv5_MAI LBOX_CPEN 0214h Failed attempt to remove an open mailbox
Name Value Description
P_GUI S I NVALI D CRI TERI A 0300h Invalid criteria specified
P_GU S I LLEGAL_I D 0301h Information id specified isinvalid
P_GUI S_I D_NOT_FOUND 0302h A legal information id is not known to the User Interaction Service
P_GU S_| LLEGAL_RANGE 0303h The values for minimum and maximum collection length are out of
range.
P_GU S_I NVALI D_COLLECTI ON_CRI TERI A 0304h Invalid collection criteria specified
P_GUI S_| NVALI D_NETWORK_STATE 0305h Although the sequence of method calls is alowed by the gateway, the

underlying protocol can not support it.

E.g., in some protocols some methods are only allowed by the
protocol, when the call processing is suspended, e.g., after reporting
an event that was monitored in interrupt mode.

P_GUI S_UNEXPECTED_SEQUENCE 0306h Unexpected sequence of methods, i.e., the sequence does not match
the specified state diagrams.
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55 Date and Time Related Data Definitions

55.1  TpDate

This datatypeisidentical to aTpString. It specifies the datain accordance with International Standard SO 8601. This
is defined as the string of charactersin the following format:

YYYY- MMt DD
where the date is specified as.
YYYY four digits year
MM two digits month
DD two digits day
The date elements are separated by a hyphen character (-).
EXAMPLE 1. The4 December 1998, is encoded as the string:
1998-12- 04

55,2  TpTime

Thisdatatypeisidentical to a TpString. It specifies the time in accordance with International Standard 1SO 8601. This
is defined as the string of charactersin the following format:

HH: MM SS. nmm

or
HH: MM SS. nmmZ

where thetimeis specified as:

HH two digits hours (24h notation)

MM two digits minutes

SS two digits seconds

nmm three digits fractions of a second (i.e. milliseconds)

The time elements are separated by a colon character (: ).The date and time are separated by a space. Optionaly, a
capital letter Z may be appended to the time field to indicate Universal Time (UTC). Otherwise, local time is assumed.

EXAMPLE 2:  10:30 and 15 seconds is encoded as the string:
10: 30: 15. 000
for local time, or in UTC it would be: 10: 30: 15. 000Z

5.5.3 TpDateAndTime

This datatypeisidentical to aTpString. It specifies the data and time in accordance with International Standard 1SO
8601. Thisis defined asthe string of charactersin the following format:

YYYY- M DD HH: MM SS. nmm

or

YYYY- M DD HH MM SS. ¥

where the date is specified as:

3GPP
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YYYY four digits year
MM two digits month
DD two digits day

The date elements are separated by a hyphen character (-).

Thetimeis specified as:

HH two digits hours (24h notation)

MM two digits minutes

SS two digits seconds

nmm three digits fractions of a second (i.e. milliseconds)

The time elements are separated by a colon character (: ).The date and time are separated by a space. Optionaly, a
capital letter Z may be appended to the time field to indicate Universal Time (UTC). Otherwise, local time is assumed.

EXAMPLE 3: The 4 December 1998, at 10:30 and 15 seconds is encoded as the string:
1998-12-04 10: 30: 15. 000
for local time, or in UTC it would be:
1998- 12- 04 10: 30: 15. 000Z

5.5.4  TpDateAndTimeRef
Definesab5.2.4 Referenceto type TpDateAndTime.

55,5  TpDuration

ThisdatatypeisaTpInt32 representing atimeinterval in milliseconds. A value of "-1" definesinfinite duration and a
value of "-2" represents a default duration.

5.6 Address Related Data Definitions

5.6.1 TpAddress

Defines the 5.2.1 Sequence of Data Elements that specify an address.

Sequence Element Name Sequence Element Type

Pl an TpAddr essPl an
Addr String TpString
Name TpString
Presentation TpAddr essPresent ati on
Scr eeni ng TpAddr essScr eeni ng
SubAddr essString TpString

TheAddr String defines the actual address information and the structure of the
string depends on the Plan. The follow ng table gives an overview of the format
of the AddrString for the different address plans.

Address Plan Addr String For mat Description Example

P_ADDRESS_PLAN_NOT_PRESENT Not applicable
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P_ADDRESS_PLAN_UNDEFI NED Not applicable
P_ADDRESS_PLAN | P For Ipv4 the dotted quad notation is used. Also for "127.0.0.1:42"
IPv6 the dotted notation is used. The address can
optionally be followed by a port number separated
by a colon.
P_ADDRESS PLAN_MULTI CAST An Ipv4 class D address or |pv6 equivalent in "224.0.0.0"
dotted notation.
P_ADDRESS_PLAN_UNI CAST A non multicast or broadcast IP address in dotted "127.0.0.1"
notation.
P_ADDRESS PLAN E164 An international number without the international "31161249111"

access code, including the country code and
excluding the leading zero of the area code.

P_ADDRESS_PLAN_AESA

The ATM End System Address in binary format

01234567890ABCDEF01234567890AB

(40 bytes) CDEF01234567

P_ADDRESS PLAN_URL A uniform resource locator as defined in IETF RFC "http://www.parlay.org"
1738
P_ADDRESS_PLAN_NSAP The binary representation of the Network Service 490001AA000400010420
Access Point
P_ADDRESS PLAN_SMIP An e-mail address as specified in IETF RFC822 "webmaster @parlay.org”
P_ADDRESS PLAN_NMSMAI L Identical to P_ADDRESS PLAN_SMIP "john.doe@hitech.com"
P_ADDRESS_PLAN_X400 The X400 address structured as a set of attibute "C=nl;ADMD=
value pairs separated by semicolons. ;PRMD=uninet;O=parlay; S=Doe;|=S,G
=John'
5.6.2 TpAddressRef
Definesa5.2.4 Reference to type TpAddress.
5.6.3 TpAddressSet
Definesa Numbered Set_of Data Elements of TpAddress.
5.6.4  TpAddressSetRef
Definesa5.2.4 Reference to type TpAddressSet.
5.6.5 TpAddressPresentation
Defines whether an address can be presented to an end user.
Name Value Description

P_ADDRESS PRESENTATI ON_UNDEFI NED 0 Undefined
P_ADDRESS PRESENTATI ON_ALLONED 1 Presentation Allowed
P_ADDRESS PRESENTATI ON_RESTRI CTED 2 Presentation Restricted
P_ADDRESS PRESENTATI ON_ADDRESS NOT_AVAI LABLE 3 Address not available for presentation
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5.6.6  TpAddressScreening
Defines whether an address can be presented to an end user.
Name Value Description

P_ADDRESS_SCREENI NG_UNDEFI NED 0 Undefined
P_ADDRESS_SCREENI NG_USER_VERI FI ED_PASSED 1 user provided address

verified and passed
P_ADDRESS_SCREENI NG_USER_NOT_VERI FI ED 2 user provided address

not verified

P_ADDRESS_SCREENI NG_USER_VERI FI ED_FAI LED 3 user provided address

verified and failed
P_ADDRESS_SCREENI NG_NETWORK 4 Network provided address (Note that even

though the application may provide the address
to the gateway, from the end-user point of
view it is still regarded as anetwork provided
address)

5.6.7  TpAddressPlan

Defines the address plan (or numbering plan) used. It is also used to indicate whether an addressis actually defined in a

TpAddress data element.

Name Value Description
P_ADDRESS_PLAN_NOT_PRESENT -1 No Address Present
P_ADDRESS_PLAN_UNDEFI NED 0 Undefined
P_ADDRESS_PLAN_| P 1 P
P_ADDRESS_PLAN_MULTI CAST 2 Multicast
P_ADDRESS_PLAN_UNI CAST 3 Unicast
P_ADDRESS_PLAN_E164 4 E.164
P_ADDRESS_PLAN_AESA 5 AESA
P_ADDRESS_PLAN_URL 6 URL
P_ADDRESS_PLAN_NSAP 7 NSAP
P_ADDRESS_PLAN_SMIP 8 SMTP
P_ADDRESS_PLAN_MBSMAI L1 ° Microsoft Mail
P_ADDRESS_PLAN_X400 10 X.400

For the case wherethe P_ADDRESS PLAN NOT_PRESENT i s i ndi cat ed,

information in the TpAddress is not valid.

the rest of the

5.6.8 TpAddressError
Defines the reasons why an addressisinvalid.

Name Value Description
P_ADDRESS_| NVALI D_UNDEFI NED 0 Undefined error
P_ADDRESS_| NVALI D_M SSI NG 1 Mandatory address not present
P_ADDRESS_| NVALI D_M SSI NG_ELEMENT 2 Mandatory address element not present
P_ADDRESS_| NVALI D_OUT_OF RANGE 3 Address is outside of the valid range
P_ADDRESS_| NVALI D_| NCOVPLETE 4 Address isincomplete

1 Thisvalueis not used in the scope of 3GPP
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Name Value Description

P_ADDRESS_| NVALI D_CANNOT_DECODE 5 Address cannot be decoded

5.6.9 TpAddressRange

Thistypeisidentica to TpAddress with the difference that the AddrString can contain wildcards.

Two wildcards are allowed: * which matches zero or more characters and ? which matches exactly one character. The
wildcards are only allowed at the end or at the beginning of the AddrString.

Some examples for E164 addresses:

o« "123" matches specifies number;

o "123*"  matches all numbers starting with 123 (including 123 itself);

o M1237*" matches all numbers starting with 123 and at least 5 digits long;

o M123777 matches all numbers starting with 123 and exactly 6 digitslong;
For e-mail style addresses, the wildcards are allowed at the beginning of the AddrString:

o "*@parlay.org" matchesall email addressesin the parlay.org domain.

The following address ranges are illegal:

e 173

o 1*3

o 7123

Legal occurrences of the ™' and '? charactersin AddrString should be escaped by a'\' character. To specify a'\'
character "\\' must be used.

5.6.10 TpURL

This datatypeisidentical to a TpString and contains a URL address. The usage of thistype is distinct from TpAddress,
which can aso hold aURL. The latter contains a user address which can be specified in many ways: 1P, e-mail, URL
etc. On the other hand, the TpURL type does not hold the address of a user and always represents a URL. Thistypeis

used in user interaction and defines the URL of the test or stream to be sent to an end-user. It is therefore inappropriate
to use ageneral address here.

5.7 Price-related Data Definitions

5.7.1 TpPrice

This datatypeisidentical to a TpString. It specifies price information. Thisis defined as a string of characters (digits) in
the following format:

DDDDDD. DD

5.7.2 TpAoCinfo
Defines the Sequence of Data Elements that specify the Advice Of Charge information to be sent to the terminal.

Sequence Element Name Sequence Element Type Description
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Char geOr der TpAoCOr der Char ge order
Currency TpString Currency unit according to | SO
4217: 1995
5.7.3  TpAoCOrder

Defines the Tagged Choice of Data Elements that specify the charge plan for the call.

Tag Element Type

TpAoCOrderCategory

Choice Element Name

Tag Element Value

Choice Element Type

P_CHARGE_ADVI CE_I| NFO

TpChar geAdvi cel nfo

Char geAdvi cel nfo

P_CHARGE_PER TI ME

TpChar gePer Ti ne

Char gePer Ti e

P_CHARGE_NETWORK TpString Net wor kChar ge
5.7.4  TpCallAoCOrderCategory
Name Value Description
P_CHARGE_ADVI CE_I NFO 0 Set of GSM Charge Advice Information el ements

according to 3GPPTS22.024
Charge per tine

P_CHARGE_PER TI ME
P_CHARGE_NETWORK

Qperator specific charge plan specification, e.g.
charging table name / charging table entry

5.7.5

Defines the Sequence of Data Elements that specify the two sets of Advice of Charge parameters. The first set defines
the current tariff. The second set may be used in case of atariff switch in the network.

TpChargeAdvicelnfo

Sequence Element Name Sequence Element Type Description

Current CAl
Next CAI

TpCAl El enent s
TpCAl El enent s

Current tariff
Next tariff after tariff switch

5.7.6  TpCAIlElements

Defines the Sequence of Data Elements that specify theCharging Advice Information elements according to
3GPP TS 22.024.
Sequence Element Name

Sequence Element Type Description

Uni t sPer | nterval Tpl nt 32 Units per interval
SecondsPer Ti el nt er val Tpl nt 32 Seconds per tine interval
Scal i ngFact or Tpl nt 32 Scal i ng factor
Uni t | ncr ement Tpl nt 32 Unit increnent
Uni t sPer Dat al nt er val Tpl nt 32 Units per data interval
Segnent sPer Dat al nt er al Tpl nt 32 Segnents per data interal
I'nitial SecsPerTi nel nterval Tpl nt 32 Initial secs per tinme interval
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5.7.7  TpChargePerTime

Defines the Sequence of Data Elements that specify the time based charging information.

Sequence Element Name Sequence Element Type Description
I'nitial Charge Tpl nt 32 Initial charge ampunt (in currency
units * 0.0001)
Curr ent Char gePer M nut e Tpl nt 32 Current tariff (in currency units
* 0.0001)
Next Char gePer M nut e Tpl nt 32 Next tariff (in currency units *
0.0001) after tariff switch
Only used in setAdvi ceOf Charge()

5.7.8 TpLanguage

This datatypeisidentical to a TpString, and defines the language. In case an indication for the language is not needed
an empty string must be used. In other cases valid language strings are defined in 1SO 639.
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Annex A (normative):
OMG IDL Description of the Common Data definitions

The OMG IDL representation of this specification is contained in atext file (osa.idl contained in archive
2919802IDL.Z1P) which accompani es the present document.
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Foreword
This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application devel opers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the Framework aspects of the interface. All aspects of the Framework are defined here, these
being:

e Sequence Diagrams

e ClassDiagrams

* Interface specification plus detailed method descriptions
e  State Transition diagrams

»  Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modelling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5S, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

« For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

[2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtual Home Environment (Release 4)".

[4] IETF PPP Authentication Protocols - Challenge Handshake Authentication Protocol [RFC 1994,
August1996]
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Overview of the Framework

This subclause explains which basic mechanisms are executed in the OSA Framework prior to offering and activating
applications.

The Framework API contains interfaces between the Application Server and the Framework, and between Network
Service Capabhility Server (SCS) and the Framework (these interfaces are represented by the yellow circlesin the
diagram below). The description of the Framework in this document separates the interfacesinto these two distinct
sets. Framework to Application interfaces and Framework to Service interfaces.

Some of the mechanisms are applied only once (e.g. establishment of service agreement), others are applied each time a
user subscription is made to an application (e.g. enabling the call attempt event for a new user).

Basic mechanisms between Application and Framework:

- Authentication: Once an off-line service agreement exists, the application can access the authentication
interface. The authentication model of OSA is a peer-to-peer model. The application must authenticate the
framework and vice versa. The application must be authenticated before it is allowed to use any other OSA
interface.

3GPP



Release 4 11 3GPP TS 29.198-3 V1.0.0 (2001-03)

- Authorisation: Authorisation is distinguished from authentication in that authorisation is the action of
determining what a previously authenticated application is allowed to do. Authentication must precede
authorisation. Once authenticated, an application is authorised to access certain service capability features.

- Discovery of framework and network service capability features: After successful authentication,
applications can obtain available framework interfaces and use the discovery interface to obtain information on
authorised network service capability features. The Discovery interface can be used at any time after successful
authentication.

- Establishment of service agreement: Before any application can interact with anetwork service capability
feature, a service agreement must be established. A service agreement may consist of an off-line (e.g. by
physically exchanging documents) and an on-line part. The application has to sign the on-line part of the service
agreement before it is allowed to access any network service capability feature.

- Accessto network service capability features: The framework must provide access control functions to
authorise the access to service capability features or service data for any APl method from an application, with
the specified security level, context, domain, etc.

Basic mechanism between Framework and Service Capability Server:

- Registering of network service capability features. SCFs offered by a Service Capability Server can be
registered at the Framework. In this way the Framework can inform the Applications upon request about
available service capability features (Discovery). For example, this mechanismis applied when installing or
upgrading a Service Capability Server.

The following sections describe each aspect of the Framework in the following order:

«  The sequence diagrams give the reader a practical idea of how each of the Framework isimplemented.

*  The class diagrams section show how each of the interfaces applicable to the Framework relate to one another.
« Theinterface specification section describes in detail each of the interfaces shown within the class diagram part.

*  The Sate Transition Diagrams (STD) show the progression of internal processes, either in the application or in the
gateway.

*  Thedata definitions section show a detailed expansion of each of the data types associated with the methods within
the classes. Note that some data types are used in other methods and classes and are therefore defined within the
common data types part of this specification.

5 The Base Interface Specification

5.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The genera format of an interface specification is
described below.

51.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for client applications are denoted by classes with name | p<name>.
The callback interfaces to the applications are denoted by classes with name | pApp<name>. For the interfaces
between a Service and the Framework, the Service interfaces are typically denoted by classes with name IpSvc<name>,
while the Framework interfaces are denoted by classes with name |pFw<name>
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5.1.2 Method descriptions

Each method (API method “call”) is described. All methodsin the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Err'
suffix for method results and errors, respectively. To handle responses and reports, the application or service developer
must implement the relevant | pApp<nane> or | pSvc<nane> interfaces to provide the callback mechanism.
5.1.3 Parameter descriptions

Each method parameter and its possible values are described. Parameters described as 'in' represent those that must have
avaue when the method is called. Those described as ‘out’ are those that contain the return result of the method when
the method returns.

514 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

5.2 Base Interface

5.2.1 Interface Class Ipinterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface

53 Service Interfaces

53.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as 'Service Interface'. The corresponding interfaces that
must be implemented by the application (e.g. for API callbacks) are denoted as'Application Interface'.

54 Generic Service Interface

5.4.1 Interface Class IpService

Inherits from: Iplnterface

All service interfacesinherit from the following interface.
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<<Interface>>

IpService

setCallback (applinterface : in IpinterfaceRef) : TpResult

setCallbackWithSessionID (applnterface : in IpinterfaceRef, sessionID : in TpSessionID) : TpResult

Method
set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke methods on the
application.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

Raises
TpCener al Excepti on

Method
set Cal | backWt hSessi onl X))

This method specifies the reference address of the application's callback interface that a service uses for interactions
associated with a specific session ID: e.g. a specific call, or call leg.

Parameters

applnterface : in IplnterfaceRef
Specifies a reference to the application interface, which is used for callbacks

sessionlD : in TpSessionlD
Specifies the session for which the service can invoke the application's callback interface.

Raises
TpCener al Excepti on
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6 Framework-to-Application Sequence Diagrams

6.1 Event Notification Sequence Diagrams

6.1.1 Enable Event Notification

ApplLogic : InAppEventNotification . IpAccess . IpEventNotification

1: obtainlhterface 0

2: new()
3: new()
: 4: createNotification ()
! 5: reportNotification( )

1: Thismessage is used to receive areference to the object implementing the | pEventNotification interface.

2: If thereis currently no object implementing the I pEventNotification interface, then oneis created using this
message.

3. Thismessage is used to create an object implementing the |pAppEventNotification interface.
4. enableNotification(eventCriteria : in TpFwEventCriteria, assignmentID : out TpAssignmentl DRef) : TpResult

This message is used to enable the notification mechanism so that subsequent framework events can be sent to the
application. The framework event the application requests to be informed of is the availability of new SCFs.

Newly installed SCFs become available after the invocation of registerService and announceServiceAvailability on the
Framework. The application uses the input parameter eventCriteria to specify the SCFs of whose availability it wants to
be notified: those specified in ServiceTypeNameL.ist.

The result of thisinvocation has many similarities with the result of invoking listServiceTypes:. in both cases the
application isinformed of the availability of alist of SCFs. The differences are:

in the case of invoking listServiceTypes, the application hasto take theinitiative, but it isinformed of ALL SCFs
available
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in the case of using the event notification mechanism, the application needs not take the initiative to ask about the
availability of SCFs, but it is only informed of the ones that are newly available.

5. The application is notified of the availability of new SCFs of the requested type(s).

6.2 Integrity Management Sequence Diagrams

6.2.1 Load Management: Suspend/resume notification from application

This sequence diagram shows the scenario of suspending or resuming notifications from the application based on the
evaluation of the load balancing policy as aresult of the detection of achangein load level of the framework.

. IPAppLoadManager . IpLoadManager

1: load change deﬁection and policy evaluation
[e\ ]

This is
implementation

2: suspendNotification( ) detail

e t——

Load balancing senice
makes a decision based
on pre-defined policy

3: load change detection,ahd policy evaluation

<

- resumeNotification() -

Iy
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6.2.2 Load Management: Framework queries load status

This sequence diagram shows how the framework requests |oad statistics for an application.

. IpLoadManager . IpApplLoadManager

I 1: queryAppLoadReq( ) :

2: get'load information
<

3: queryAppLoadRes()

(] L This is the

implementation
detail

6.2.3 Load Management: Application reports current load condition

This sequence diagram shows how an application reportsitsload condition to the framework load manager.

. IpApplLoadManager . IpLoadM anager

1: reportLoad()

2: ewaluate policy

=

This is the implementation
detail
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6.2.4 Load Management: Application queries load status

This sequence diagram shows how an application requests load statistics for the framework.

. IpApplLoadManager

1: queryLoadReq( )

. IpLoadManager

3: queryLoadRes()

2: g]t—Joad information

3GPP
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6.2.5 Load Management: Application callback registration and load control

This sequence diagram shows how an application registers itself and the framework invokes load management function
based on policy.

: IpAppLoadManager : IpLoadManager

1: registerLoadController()

[
Framework detects its N . I . . .
load condition change 2:load change ‘ tection & policy evaluation

and initiates load control ejl
gl - - 3:loadLevelNotification() '

1
= This is the
implementation detail

4:load change detection & policy evaluation

pm—

This is the
implementation detail

5:loadLevelNotification()

6: unregisterLoadController()

| g
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6.2.6 Heartbeat Management: Start/perform/end heartbeat supervision of
application

Application

IQAQQHEartBeat IpHeartB;atMgmt

1: enableHeartBeat( )

2: send()

0

3: send()

iy

— | At a certain point of
time the application
decides to stop
heartbeat supenision

4: disab IeHéartBeat( )
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6.2.7 Fault Management: Framework detects a Service failure

The framework has detected that the service has failed (probably by the use of the heartbeat mechanism). The
framework updates its own records and informs any client applications that are using the service to stop.

Client Application : IpAppFaultManager Framework : IpFault Manager

The framework should detect if ™
a senice fails, for example va

an unreturned heartbeat. The
framework informs all

applications that are using the
senice.

: s\cUnavailablelnd( )

| |

The application must
cease the use of this
senice instance.

1: The framework informs each client application that is using the service instance that the service is unavailable. The
client application is then expected to abandon use of this service instance and access a different service instance viathe
usual means (e.g. discovery, selectService etc.). The client application should not need to re-authenticate in order to
discover and use an alternative service instance. The framework will also need to make the relevant updatesto its
internal records to make sure the service instance is removed from service and no client applications are still recorded as
using it.
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6.2.8 Fault Management: Application requests a Framework activity test

Client Application : IpAppFaultManager Framework : IpFaultManager

Client application asks
framework to carry out an
activity test. The framework is
denoted as the target by a NULL
swcld parameter value.

j 1: activity TestReq( ) j
Framework carries out test and
returns result to client application.

2: activityTestRes( )

i |

1: The client application asks the framework to do an activity test. The client identifies that it would like the activity
test done for the framework, rather then a service, by supplying a NULL value for the svcld parameter.

2: Theframework does the requested activity test and sends the result to the client application.

3GPP



Release 4 22 3GPP TS 29.198-3 V1.0.0 (2001-03)

6.3 Service Discovery Sequence Diagrams

6.3.1 Service Discovery

The following figure shows how Applications discover a new Service Capability Feature in the network. Even
applications that have already used the OSA API of a certain network know that the operator may upgrade it any time;
thisiswhy they use the Service Discovery interfaces.

Before the discovery process can start, the Application needs areference to the Framework's Service Discovery
interface; thisis done via an invocation the method obtainlnterface on the Framework's Access interface.

Discovery is athree-step process:

Application : IpAccess : IpSeniceDiscovery

1: obtaininterface( )

E

: listSeniceTypes()

3: describeSeniceType( )

4: discowerSenice( )

2. Discovery: first step - list service types

In thisfirst step the application asks the Framework what service types that are available from this network. Service
types are standardized or non-standardised SCF names, and thus this first step allows the Application to know what
SCFs are supported by the network.

The following output is the result of thisfirst discovery step:
out listTypes

Thisisalist of service type names, i.e., alist of strings, each of them the name of a SCF or a SCF specialization (e.g.
"P_MPCC").

3: Discovery: second step - describe service type

In this second step the application requests what are the properties that describe a certain service type that it is interested
in, among those listed in thefirst step.

Thefollowing input is necessary:
in name

Thisisaservice type name: a string that contains the name of the SCF whose description the Application isinterested in
(eg."P_MPCC").
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And the output is:
out serviceTypeDescription
The description of the specified SCF type. The description provides information aboult:
the property names associated with the SCF,
the corresponding property value types,
the corresponding property mode (mandatory or read only) associated with each SCF property,
the names of the super types of thistype, and
whether the typeis currently enabled or disabled.
4: Discovery: third step - discover service

In thisthird step the application requests for a service that matches its needs by tuning the service properties (i. e.,
assigning values for certain properties).

The Framework then checks whether there is a match, in which case it sends the Application the servicel D that isthe
identifier this network operator has assigned to the SCF version described in terms of those service properties. Thisis
the moment where the servicel D identifier is shared with the application that is interested on the corresponding service.

Thisis done for either one service or more (the application specifies the maximum number of responsesit wishesto
accept).

Input parameters are:
in serviceTypeName

Thisisastring that contains the name of the SCF whose description the Applicationisinterested in (e.g. "P_MPCC").
in desiredPropertyList

Thisisagain alist like the one used for service registration, but where the value of the service properties have been fine

tuned by the Application to (they will be logically interpreted as "minimum", "maximum®, etc. by the Framework).
The following parameter is necessary as input:
in max
This parameter states the maximum number of SCFs that are to be returned in the "ServicelList" result.
And the output is:
out servicelList

Thisisalist of duplets: (servicel D, servicePropertyList). It provides alist of SCFs matching the requirements from the
Application, and about each: the identifier that has been assigned to it in this network (servicel D), and once again the
service property list.

6.4 Trust and Security Management Sequence Diagrams

6.4.1 Service Selection
The following figure shows the process of selecting an SCF.

After discovery the Application gets alist of one or more SCF versions that match its required description. It now needs
to decide which service it is going to use; it also needsto actually get away to useit.

Thisis achieved by the following two steps:
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. IpAppAccess Application . IpAccess Framework

1: selectSenvice( )

g

2: accessCheck( )

g

+ 3: signSeniceAgreement( )

' 4: signSeniceAgreement( ) '

| -

1: Service Selection: first step - selectService

In thisfirst step the Application identifies the SCF version it hasfinally decided to use. Thisis done by means of the
servicel D, which is the agreed identifier for SCF versions. The Framework acknowledges this selection by returning to
the Application anew identifier for the service chosen: a service token, that is a private identifier for this service
between this Application and this network, and is used for the process of signing the service agreement.

Input is:

in servicelD
This identifies the SCF required.
And output:

out serviceToken

Thisisafreeformat text token returned by the framework, which can be signed as part of a service agreement. It
contains operator specific information relating to the service level agreement.

3. Service Selection: second step - signServiceAgreement

In this second step an agreement is signed that allows the Application to use the chosen SCF version. And once this
contractual details have been agreed, then the Application can be given the means to actually useit. The meansare a
reference to the manager interface of the SCF version (remember that a manager is an entry point to any SCF). By
calling the getServiceManager operation on the service factory the Framework retrieves thisinterface and returnsit to
the Application. The service properties suitable for this application are also fed to the SCF (via the service factory
interface) in order for the SCS to instantiate an SCF version that is suitable for this application.

Input:
in serviceToken
Thisistheidentifier that the network and Application have agreed to privately use for a certain version of SCF.

in agreementText
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Thisisthe agreement text that isto be signed by the Framework using the private key of the Framework.
in signingAlgorithm

Thisisthe algorithm used to compute the digital signature.

Output:
out signatureAndServiceMgr

Thisisareference to a structure containing the digital signature of the Framework for the service agreement, and a
reference to the manager interface of the SCF.

6.4.2 Initial Access
The following figure shows an application accessing the OSA Framework for the first time.

Before being authorized to use the OSA SCFs, the Application must first of all authenticate itself with the Framework.
For this purpose the application needs a reference to the Initial Contact interfaces for the Framework; this may be
obtained through a URL, a Naming or Trading Service or an equivalent service, astringified object reference, etc. At
this stage, the Application has no guarantee that this is a Framework interface reference, but it to initiate the
authentication process with the Framework. The Initial Contact interface only supports the initiateAuthentication
method to allow the authentication process to take place.

Once the Application has authenticated with the Framework, it can gain access to other framework interfaces and SCFs.
Thisis done by invoking the requestAccess method, by which the application requests a certain type of access SCF.

: IpAppAPILevelAuthentication Application ‘ : Ipinitial ‘ ‘ : IpAPILevelAuthentication ‘ : IpAccess Framework ‘
1: initiateAuthentication( )
| | B | |
: 2: selectEncwptionMethod()
‘ l ‘
: 3: authenticate‘( )
I ‘ g I
: 4: au:themicate( ) '
L‘F 5: requestAccess( ) ' U
‘ U I
U 6: zobtainlnterface( )
| B

1: Initiate Authentication

The Application invokes initiateAuthentication on the Framework's "public” (initial contact) interface to initiate the
authentication process. It providesin turn areference to its own authentication interface. The Framework returns a
reference to its authentication interface.

2: Select Encryption Method

The Application invokes selectAuthMethod on the Framework's API Level Authentication interface, identifying the
authentication methods it supports. The Framework prescribes the method to be used.

3. Authenticate

3GPP



Release 4 26 3GPP TS 29.198-3 V1.0.0 (2001-03)

4: The Application and Framework authenticate each other using the prescribed method. The sequence diagram
illustrates one of a series of one or more invocations of the authenticate method on the Framework's API Level
Authentication interface. In each invocation, the Application supplies a challenge and the Framework returns the
correct response. Alternatively or additionally the Framework may issue its own challenges to the Application using
the authenticate method on the Application's APl Level Authentication interface.

5. Request Access

Upon successful (mutual) authentication, the Application invokes requestAccess on the Framework's API Level
Authenticaiton interface, providing in turn areference to its own accessinterface. The Framework returns a reference
to its access interface.

6: The client invokes obtainlnterface on the framework's Access interface to obtain areference to its service discovery
interface.

6.4.3 Authentication

This sequence diagram illustrates the two-way mechanism by which the client and the framework mutually authenticate
one another using an underlying distribution tecnology mechanism.

Application . Iplnitial Framework . IpAuthentication . IpAccess

1: initiateAuthentication( )

g

2: requestAccess( )

Underlying Distribution
Technology Mechanism is used
for application identification and
authentication.

: 3: obtainlnterface(: )

1: The application callsinitiateAuthentication on the OSA Framework Initial interface. This allows the application to
specify the type of authentication process. In this case, the application selects to use the underlying distribution
technology mechanism for identification and authentication.

2. The application invokes the requestA ccess method on the Framework's Authentication interface. The Framework
now uses the underlying distribution technology mechanism for identification and authentication of the application.

3. If the authentication was successful, the application can now invoke obtainl nterface on the framework's Access
interface to obtain areference to its service discovery interface.

6.4.4 API Level Authentication

This sequence diagram illustrates the two-way mechanism by which the client application and the framework mutually
authenticate one another.
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The OSA API supports multiple authentication techniques. The procedure used to select an appropriate technique for a
given situation is described below. The authentication mechanisms may be supported by cryptographic processes to
provide confidentiaity, and by digital signaturesto ensure integrity. The inclusion of cryptographic processes and
digital signaturesin the authentication procedure depends on the type of authentication technique selected. In some
cases strong authentication may need to be enforced by the Framework to prevent misuse of resources. In addition it
may be necessary to define the minimum encryption key length that can be used to ensure a high degree of
confidentiality.

The application must authenticate with the Framework beforeit is able to use any of the other interfaces supported by
the Framework. Invocations on other interfaces will fail until authentication has been successfully completed.

1) The application callsinitiateAuthentication on the OSA Framework Initial interface. This allows the application to
specify the type of authentication process. This authentication process may be specific to the provider, or the
implementation technology used. The initiateA uthentication method can be used to specify the specific process, (e.g.
CORBA security). OSA defines generic a authentication interface (API Level Authentication), which can be used to
perform the authentication process. The initiateAuthentication method allows the application to pass areference to its
own authentication interface to the Framework, and receive areference to the authentication interface preferred by the
client, in return. In this case the API Level Authentication interface.

2) The application invokes the selectEncryptionM ethod on the Framework's APl Level Authentication interface. This
includes the authentication capabilities of the application. The framework then chooses an authentication method based
on the authentication capabilities of the application and the Framework. If the application is capable of handling more
than one authentication method, then the Framework chooses one option, defined in the prescribedMethod parameter. In
some instances, the authentication capability of the application may not fulfil the demands of the Framework, in which
case, the authentication will fail.

3) The application and Framework interact to authenticate each other. Depending on the method prescribed, this
procedure may consist of a number of messages e.g. a challenge/ response protocol. This authentication protocol is
performed using the authenticate method on the API Level Authentication interface. Depending on the authentication
method sel ected, the protocol may require invocations on the APl Level Authentication interface supported by the
Framework; or on the application counterpart; or on both.

: IpAPPAPILevelAuthentication ‘ ‘ Application

‘ . Iplnitial H Framework H . IpAPILevelAuthentication

M 1:initiateAuthentication( )

[]

IpAppAuthentication reference is 7

passed to framework and
IpAuthentication reference is
returned.

2: selectEncryptionMethod( )

m This is an example of the
- sequence of
authentication

3: authenticate( ) , , ) operations. Different
authentication protocols

} } may hawe different
: authenticate( ) requirements on the
' : : /U order of operations.
' 5: authenticate( ) .
' : authenticate( ) U !
: requestAccess( ) '

'| passed to Framework, and
'| IpAccess reference is

[ '| IPAppAccess reference is
| returned.
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Framework-to-Application Class Diagrams

<<|nterface>>

IpAppEventNotification
(from App Interfaces)

*reportNotification()
*notificationTerminated()

<<uses>>

<Interface>>
IpEventNotification

(rom Framework Interfaces)

*createNotification()
*destroyNotification()

Figure: Event Notification Class Diagram

<<Interface>>
IpAppLoadManager

queryAppLoadReq()
queryLoadRes()
queryLoadErr()
loadLevelNotificatio...
resumeNotification()
suspendNotification()

<<Interface>>
<<Interface>>
IpPAppHeartBeatM gmt IpAppHeartBeat
enableAppHeartBeat()
disableAppHeartBeat() 0..niSei
changeTimePeriod()
suses>> , <<uses>> '
<<Interface>>
IpHeartBeatMgmt e
IpHeartBeat
enableHeartBeat()
disableHeartBeat() | 1 0..n
d
changeTimePeriod() SEIEY

<<uses>> '

<<Interface>>
IpAppFaultManager

activity TestRes()
appActivity TestReq()
fwFaultReportind()
fwFaultRecoveryInd()
swcUnavailablelnd()
genFaultStatsRecordRes()
fwUnavailablelnd()

<<Interface>>
IpPAppOAM

systemDateTimeQuery()

<<uses>> ,

<<Interface>>

<<Interface>>
IpFaultManager

<<uses>>

<<Interface>>
POAM

IpLoadManager
activity TestReq()
rtLoad
EEIEE( appActivity TestRes()
queryLoadReq() &
swcUnavailablelnd()
queryAppLoadRes() FaultStatsR dR
queryAppLoadEr() genFaultStatsRecordReq()

registerLoadController()
unregisterLoadController()
resumeNotification()
suspendNotification()

systemDateTimeQuery()

Figure: Integrity Management Package Overview
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<<Interface>>
IpSeniceDiscovery
(from Framework interfaces)

%istSeniceTypes()
*describeSeniceType()
*discoverSenice()
*istSubscribedSenices()

Figure: Service Discovery Package Overview
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<<Interface>>
Ipinitial
(from Framework interfaces)

*initiat eAuthe ntication()
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<<Interface>>
IpAppAccess
(from App interfaces)
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*signSeniceAgreement()
*terminateSeniceAgreement()
%terminateAccess()

<<Interface>>
IPAppAPILevelAuthentication
(from App interfaces)

%authenticate()
%abortAuthentication()

//‘

<<uses>>

<<uses>> '

<<Interface>>
IpAccess
(from Framework interfaces)

<<Interface>>
IpAPILevelAuthentication
(from Framework interfaces)

*obtaininterface()
*obtaininterface WithCallbac k()
*accessCheck()
*selectService()
*signSeniceAgreement()
*terminateSeniceAgreement()
*endAccess()

%*selectEncryptionMetho...
%authenticate()

*abortAuthentication()

v/

\/

<<Interface>>
IpAuthentication

(from Framework interfaces)

®requestAccess()

Figure: Trust and Security Management Package Overview

8 Framework-to-Application Interface Classes

8.1 Trust and Security Management Interface Classes

The Trust and Security Management Interfaces provide:

- thefirst point of contact for an application to access a Home Environment;

the authentication methods for the application and Home Environment to perform an authentication protocol;

- the application with the ability to select a service capability feature to make use of;

- the application with a portal to access other Framework interfaces.

The process by which the application accesses the Home Environment has been separated into 3 stages, each supported

by a different Framework interface:
1) Initial Contact with the Framework;

2) Authentication to the Framework;

3) Accessto Framework and Service Capability Features.
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8.1.1 Interface Class IpAppAPILevelAuthentication

Inherits from: Iplnterface.

<<Interface>>

IpAppAPILevelAuthentication

authenticate (prescribedMethod : in TpAuthCapability, challenge : in TpString, response : out TpStringRef) :
TpResult

abortAuthentication () : TpResult

Method

aut henti cat e()

This method is used by the framework to authenticate the client application using the mechanism indicated in
prescribedMethod. The client application must respond with the correct responses to the challenges presented by the
framework. The number of exchanges and the order of the exchanges is dependent on the prescribedM ethod. (These

may be interleaved with authenticate() calls by the client application on the IpAPILevel Authentication interface. Thisis
defined by the prescribedM ethod.)

Parameters

prescribedMet hod : in TpAuthCapability

see selectEncryptionM ethod() on the IpAPIILevel Authentication interface. This parameter contains the agreed method
for authentication. If thisis not the same value as returned by selectEncryptionMethod(), then an error code
(P_INVALID_AUTH_CAPABILITY) isreturned.

challenge : in TpString

The challenge presented by the framework to be responded to by the client application. The challenge mechanism used
will be in accordance with the IETF PPP Authentication Protocols - Challenge Handshake Authentication Protocol
[RFC 1994, August1996]. The challenge will be encrypted with the mechanism prescribed by
selectEncryptionMethod().

response : out TpStringRef
Thisisthe response of the client application to the challenge of the framework in the current sequence. The response

will be based on the challenge data, decrypted with the mechanism prescribed by selectEncryptionM ethod().
Raises
TpGener al Excepti on, TpFWEXcepti on

Method
abor t Aut henti cati on()

The framework uses this method to abort the authentication process. This method isinvoked if the framework wishes to
abort the authentication process, (e.g. if the client application respondsincorrectly to a challenge.) If this method has
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been invoked, calls to the requestAccess operation on IpAPILevel Authentication will return an error code
(P_ACCESS _DENIED), until the client application has been properly authenticated.

Parameters
No Parameters were identified for this method

Raises
TpGener al Excepti on, TpFWEXcepti on

8.1.2 Interface Class IpAppAccess
Inherits from: IpInterface.

The Access client application interface is used by the Framework to perform the steps that are necessary in order to
alow it to service access.

<<Interface>>

IpAppAccess

signServiceAgreement (serviceToken : in TpServiceToken, agreementText : in TpString, signingAlgorithm :
in TpSigningAlgorithm, digitalSignature : out TpStringRef) : TpResult

terminateServiceAgreement (serviceToken : in TpServiceToken, terminationText : in TpString,
digitalSignature : in TpString) : TpResult

terminateAccess (terminationText : in TpString, signingAlgorithm : in TpSigningAlgorithm, digitalSignature :
in TpString) : TpResult

Method

si gnSer vi ceAgr eenent ()

This method is used by the framework to request that the client application sign an agreement on the service. It is called
in response to the client application calling the selectService() method on the IpAccess interface of the framework. The

framework provides the service agreement text for the client application to sign. If the client application agrees, it signs
the service agreement, returning its digital signature to the framework.

Parameters

servi ceToken : in TpServiceToken

Thisisthe token returned by the framework in a call to the selectService() method. This token is used to identify the
service instance to which this service agreement corresponds. (If the client application selects many services, it can
determine which selected service corresponds to the service agreement by matching the service token.) If the
serviceToken isinvalid, or not known by the client application,then an error code (P_INVALID_SERVICE_TOKEN) is
returned.

agreenent Text : in TpString

Thisis the agreement text that is to be signed by the client application using the private key of the client application. If
the agreementText isinvalid, then an error code (P_INVALID_AGREEMENT_TEXT) isreturned.

3GPP




Release 4 33 3GPP TS 29.198-3 V1.0.0 (2001-03)

signingAl gorithm: in TpSigni ngAl gorithm

Thisis the algorithm used to compute the digital signature. If the signingAlgorithm isinvalid, or unknown to the client
application, an error code (P_INVALID_SIGNING_ALGORITHM) is returned.

digital Signature : out TpStringRef
The digitalSignature is the signed version of a hash of the service token and agreement text given by the framework.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
t er m nat eSer vi ceAgr eenent ()

This method is used by the framework to terminate an agreement for the service.

Parameters

servi ceToken : in TpServiceToken

Thisisthe token passed back from the framework in a previous selectService() method call. This token isused to
identify the service agreement to be terminated. If the serviceToken isinvalid, or unknown to the client application, an
error code (P_INVALID_SERVICE_TOKEN) isreturned.

termnationText : in TpString
Thisisthe termination text that describes the reason for the termination of the service agreement.

digital Signature : in TpString

Thisisasigned version of a hash of the service token and the termination text. The signing algorithm used is the same
as the signing algorithm given when the service agreement was signed using signServiceAgreement(). The framework
uses thisto confirm its identity to the client application. The client application can check that the terminationText has
been signed by the framework. If a match is made, the service agreement is terminated, otherwise an error code
(P_INVALID_SIGNATURE) isreturned.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
t erm nat eAccess()

The terminateAccess operation is used to end the client application's access session with the framework. The framework
is terminating the client application's access session. (For example, this may be done if the framework believes the
client application is masquerading as someone else. Using this operation will force the client application to re-
authenticate if it wishes to continue using the framework's services.)

After terminateAccess() is invoked, the client application will not longer be authenticated with the framework. The
client application will not be able to use the references to any of the framework interfaces gained during the access
session. Any callsto these interfaces will fail.
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Parameters

termnationText : in TpString
Thisisthe termination text describes the reason for the termination of the access session.

signingAl gorithm: in TpSigningAl gorithm

Thisis the al gorithm used to compute the digital signature. If the signingAlgorithm isinvalid, or unknown to the client
application, an error code (P_INVALID_SIGNING_ALGORITHM) is returned.

digital Signature : in TpString

Thisisasigned version of a hash of the termination text. The framework uses thisto confirm itsidentity to the client
application. The client application can check that the terminationText has been signed by the framework. If amatchis
made, the access session is terminated, otherwise an error code (P_INVALID_SIGNATURE) is returned.

Raises

TpCGener al Excepti on, TpFWEXcepti on

8.1.3 Interface Class Iplnitial
Inherits from: Iplnterface.

The Initial Framework interface is used by the client application to initiate the mutual authentication with the
Framework.

<<Interface>>

IpInitial

initiateAuthentication (appDomain : in TpAuthDomain, authType : in TpAuthType, fwDomain : out
TpAuthDomainRef) : TpResult

Method
I nitiateAuthentication()

This method isinvoked by the client application to start the process of mutual authentication with the framework, and
request the use of a specific authentication method.

Parameters
appDomain : in TpAut hDomai n

Thisidentifies the application domain to the framework, and provides a reference to the domain's authentication
interface.

structure TpAuthDomain {
domainiD: TpDomainiD;
authinterface:  IpInterfaceRef;
b The

domainlD parameter is an identifier either for aclient application (i.e. TpClientApplD) or for an enterprise operator (i.e.
TpENtOpID). It is used to identify the enterprise domain to the framework, (see authenticate() on

IpAPILevel Authentication). If the framework does not recognise the domaini D, the framework returns an error code
(P_INVALID_DOMAIN_ID).
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The authinterface parameter is areference to call the authentication interface of the client application. The type of
thisinterface is defined by the authType parameter. If the interface reference is not of the correct type, the framework
returns an error code (P_INVALID_INTERFACE_TYPE).

aut hType : in TpAut hType

This identifies the type of authentication mechanism requested by the client. It provides operators and clients with the
opportunity to use an alternative to the API level Authentication interface, e.g. an implementation specific
authentication mechanism like CORBA Security, using the Authentication interface, or Operator specific
Authentication interfaces. OSA API level Authentication is the default authentication mechanism
(P_OSA_AUTHENTICATION). If P_OSA_AUTHENTICATION is selected, then the appDomain and fwDomain
authlnterface parameters are references to interfaces of type Ip(App)APILevel Authentication. If
P_AUTHENTICATION is selected, the authl nterface parameters are refereces to interfaces of type
Ip(App)Authentication which is used when an underlying distibution technology authentication mechanism is used.

fwDomai n : out TpAut hDomai nRef

This provides the application domain with a framework identifier, and a reference to call the authentication interface of
the framework.

structure TpAuthDomain {
domainlD: TpDomainiD;
authinterface:  IplnterfaceRef;
h

The domainlD parameter is an identifier for the framework (i.e. TpFwID). It is used to identify the framework to the
enterprise domain.

The authinterface parameter is a reference to the authentication interface of the framework. The type of this
interface is defined by the authType parameter. The application domain uses thisinterface to authenticate with the
framework.

Raises
TpCGener al Excepti on, TpFWEXcepti on

8.1.4 Interface Class IpAuthentication
Inherits from: IpInterface.

The Authentication Framework interface is used by client application to request access to other interfaces supported by
the Framework. The mutual authentication process should in this case be done with some underlying distribution
technology authentication mechanism, e.g. CORBA Security.

<<Interface>>

IpAuthentication

requestAccess (accessType : in TpAccessType, appAccessinterface : in IpinterfaceRef, fwAccessinterface :
out IpinterfaceRefRef) : TpResult

Method

request Access()

Once application and framework are authenticated, the client application invokes the requestAccess operation on the

I pAuthentication or IpAPILevel Authentication interface. This allows the client application to request the type of access

they require. If they request P_OSA_ACCESS, then areference to the | pAccess interface is returned. (Operators can
define their own access interfaces to satisfy client requirements for different types of access.)
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If this method is called before the client application and framework have successfully completed the authentication
process, then the request fails, and an error code (P_ACCESS _DENIED) is returned.

Parameters

accessType : in TpAccessType

Thisidentifies the type of access interface requested by the client application. If the framework does not provide the
type of accessidentified by accessType, then an error code (P_INVALID_ACCESS TYPE) isreturned.

appAccessinterface : in IplnterfaceRef

This provides the reference for the framework to call the access interface of the client application. If the interface
reference is not of the correct type, the framework returns an error code (P_INVALID_INTERFACE_TYPE).

fwAccesslnterface : out |plnterfaceRef Ref
This provides the reference for the client application to call the access interface of the framework.

Raises
TpGener al Excepti on, TpFWEXcepti on

8.1.5 Interface Class IpAPILevelAuthentication
Inherits from: I pAuthentication.

The API Level Authentication Framework interface is used by client application to perform its part of the mutual
authentication process with the Framework necessary to be allowed to use any of the other interfaces supported by the
Framework.

<<Interface>>

IpAPILevelAuthentication

selectEncryptionMethod (authCaps : in TpAuthCapabilityList, prescribedMethod : out TpAuthCapabilityRef) :
TpResult

authenticate (prescribedMethod : in TpAuthCapability, challenge : in TpString, response : out TpStringRef) :
TpResult

abortAuthentication () : TpResult

Method
sel ect Encrypti onMet hod()

The client application uses this method to initiate the authentication process. The framework returns its preferred
mechanism. This should be within capability of the client application. If a mechanism that is acceptable to the
framework within the capability of the client application cannot be found, the framework returns an error code
(P_NO_ACCEPTABLE_AUTH_CAPABILITY).

Parameters
aut hCaps : in TpAut hCapabilityLi st

Thisisthe means by which the authentication mechanisms supported by the client application are conveyed to the
framework.
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prescri bedMet hod : out TpAut hCapabilityRef

Thisisreturned by the framework to indicate the mechanism preferred by the framework for the authentication process.
If the value of the prescribedM ethod returned by the framework is not understood by the client application, it is
considered a catastrophic error and the client application must abort.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method

aut henti cat e()

This method is used by the client application to authenticate the framework using the mechanism indicated in
prescribedM ethod. The framework must respond with the correct responses to the challenges presented by the client
application. The clientAppl D received in the initiateAuthentication() can be used by the framework to reference the

correct public key for the client application (the key management system is currently outside of the scope of the OSA
APIs). The number of exchanges and the order of the exchanges is dependent on the prescribedM ethod.

Parameters

prescribedMet hod : in TpAuthCapability

see selectEncryptionM ethod(). This parameter contains the method that the framework has specified as acceptable for
authentication. If thisis not the same value as returned by selectEncryptionMethod(), then the framework returns an
error code (P_INVALID_AUTH_CAPABILITY).

challenge : in TpString

The challenge presented by the client application to be responded to by the framework. The challenge mechanism used
will bein accordance with the IETF PPP Authentication Protocols - Challenge Handshake A uthentication Protocol
[RFC 1994, August1996]. The challenge will be encrypted with the mechanism prescribed by
selectEncryptionMethod().

response : out TpStringRef

Thisisthe response of the framework to the challenge of the client application in the current sequence. The response
will be based on the challenge data, decrypted with the mechanism prescribed by selectEncryptionM ethod().

Raises
TpCGener al Excepti on, TpFWEXcept i on

Method
abor t Aut henti cati on()

The client application uses this method to abort the authentication process. This method isinvoked if the client
application no longer wishes to continue the authentication process, (e.g. if the framework responds incorrectly to a
challenge.) If this method has been invoked, calls to the requestAccess operation on | pAPI Level Authentication will
return an error code (P_ACCESS_DENIED), until the client application has been properly authenticated.

Parameters
No Parameters were identified for this method
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Raises
TpGener al Excepti on, TpFWEXcepti on

8.1.6 Interface Class IpAccess

Inherits from: Iplnterface.

<<Interface>>

IpAccess

obtaininterface (interfaceName : in TpinterfaceName, fwinterface : out IpinterfaceRefRef) : TpResult

obtaininterfaceWithCallback (interfaceName : in TpinterfaceName, applinterface : in IpInterfaceRef,
fwinterface : out IpinterfaceRefRef) : TpResult

accessCheck (serviceToken : in TpServiceToken, securityContext : in TpSecurityContext, securityDomain :
in TpSecurityDomain, group : in TpSecurityGroup, serviceAccessTypes : in TpServiceAccessType,
serviceAccessControl : out TpServiceAccessControlRef) : TpResult

selectService (servicelD : in TpServicelD, serviceToken : out TpServiceTokenRef) : TpResult

signServiceAgreement (serviceToken : in TpServiceToken, agreementText : in TpString, signingAlgorithm :
in TpSigningAlgorithm, signatureAndServiceMgr : out TpSignatureAndServiceMgrRef) : TpResult

terminateServiceAgreement (serviceToken : in TpServiceToken, terminationText : in TpString,
digitalSignature : in TpString) : TpResult

endAccess (endAccessProperties : in TpEndAccessProperties) : TpResult

Method
obtai nl nterface()

This method is used to obtain other framework interfaces. The client application uses this method to obtain interface
references to other framework interfaces. (The obtainl nterfaceswithCallback method should be used if the client
application is required to supply a callback interface to the framework.)

Parameters

interfaceNanme : in TplnterfaceNane

The name of the framework interface to which areference to the interface is requested. If the interfaceName isinvalid,
the framework returns an error code (P_INVALID_INTERFACE_NAME).

fwnterface : out IplnterfaceRef Ref
Thisisthe reference to the interface requested.

Raises
TpGener al Excepti on, TpFWEXcepti on
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Method
obt ai nl nterfaceWthCal | back()

This method is used to obtain other framework interfaces. The client application uses this method to obtain interface
references to other framework interfaces, when it is required to supply a callback interface to the framework. (The
obtainl nterface method should be used when no callback interface needs to be supplied.)

Parameters

interfaceNane : in TplnterfaceNanme

The name of the framework interface to which areference to the interface is requested. If the interfaceName isinvalid,
the framework returns an error code (P_INVALID_INTERFACE_NAME).

applnterface : in IplnterfaceRef

Thisis the reference to the client application interface, which is used for callbacks. If an application interface is not
needed, then this method should not be used. (The obtainl nterface method should be used when no callback interface
needs to be supplied.) If the interface reference is not of the correct type, the framework returns an error code
(P_INVALID_INTERFACE_TYPE).

fwnterface : out IplnterfaceRef Ref
Thisisthe reference to the interface requested.

Raises
TpGener al Excepti on, TpFVWEXcepti on

Method
accessCheck()

This method may be used by the client application to check if it is authorised to access the specified service. The
response is used to indicate whether the request for access has been granted or denied and if granted the level of trust
that will be applied. The securityModelID and the relevant securitylL evel are defined as part of the registration data for
the service, and the service agreement. They are specific to the service.

securityModel ID:

The identity of the specific Security Model that is to be used to define a set of appropriate policies for the service that
can be used by the framework to determine access rights. The model may include blanket permission, session
permission or one shot permission. A number of security models will be stored by the framework, and referenced by the
access control module, according to the security model identifier of the service.

securityL evel:
Thetrust level required by the service for granting access. The Security Level is used by the framework's access control

module when it checks for access rights.

Parameters

servi ceToken : in TpServiceToken

The serviceT oken identifies the specific service that the client application wishes to access. The service Token identifies
the service type and service properties selected by the client application when it invoked selectService().

securityContext : in TpSecurityContext
A context isagroup of security relevant attributes that may have an influence on the result of the accessCheck request.
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securityDomain : in TpSecurityDomain

The security domain in which the client application is operating may influence the access control decisions and the
specific set of features that the requestor is entitled to use.

group : in TpSecurityGoup

A group can be used to define the access rights associated with all client applications that belong to that group. This
simplifies the administration of access rights.

servi ceAccessTypes : in TpServi ceAccessType

These are defined by the specific Security Model in use but are expected to include: Create, Read, Update, Delete as
well as those specific to services.

servi ceAccessControl : out TpServiceAccessContr ol Ref

This contains the access control policy information that controls access to the service feature, and the trustLevel that the
service provider has assigned to the client application.
structure TpServiceAccessControl {
policy:  TpString;
trustLevel:  TpString;
b
The policy parameter indicates whether access has been granted or denied. If granted then the parameter trustLevel
must also have avalue.
The trustLevel parameter indicates the trust level that the service provider has assigned to the client application.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
sel ect Servi ce()

This method is used by the client application to identify the service that the client application wishesto use. If the client
application is not allowed to access the service, then an error code (P_SERVICE_ACCESS_DENIED) isreturned.

Parameters

servicelD : in TpServicel D

Thisidentifies the service required. If the servicel D is not recognised by the framework, an error code
(P_INVALID_SERVICE_ID) isreturned.

servi ceToken : out TpServi ceTokenRef

Thisisafree format text token returned by the framework, which can be signed as part of a service agreement. This will
contain operator specific information relating to the service level agreement. The serviceToken has alimited lifetime. If
the lifetime of the serviceToken expires, a method accepting the serviceToken will return an error code
(P_INVALID_SERVICE_TOKEN). Service Tokens will automatically expire if the client application or framework
invokes the endAccess method on the other's corresponding access interface.

Raises
TpCGener al Excepti on, TpFWEXcepti on
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Method

Si gnSer vi ceAgr eenent ()

This method is used by the client application to request that the framework sign an agreement on the service, which
allows the client application to use the service. If the framework agrees, both parties sign the service agreement, and a

reference to the service manager interface of the serviceis returned to the client application. If the client application is
not allowed to access the service, then an error code (P_SERVICE_ACCESS _DENIED) isreturned.

Parameters

servi ceToken : in TpServiceToken

Thisisthe token returned by the framework in a call to the selectService() method. This token is used to identify the
service instance requested by the client application. If the serviceToken isinvalid, or has expired, an error code
(P_INVALID_SERVICE_TOKEN) is returned.

agreenent Text : in TpString

Thisisthe agreement text that is to be signed by the framework using the private key of the framework. If the
agreementText isinvalid, then an error code (P_INVALID_AGREEMENT_TEXT) isreturned.

signingAl gorithm: in TpSigningAl gorithm
Thisisthe algorithm used to compute the digital signature. If the signingAlgorithm isinvalid, or unknown to the
framework, an error code (P_INVALID_SIGNING_ALGORITHM) is returned.

si ghat ur eAndServi ceMygr : out TpSi gnat ur eAndSer vi ceMyr Ref

This contains the digital signature of the framework for the service agreement, and a reference to the service manager
interface of the service.
structure TpSignatureAndServiceMgr {
digitalSignature: TpString;
serviceMgrinterface: IplnterfaceRef;
1
The digitalSignature is the signed version of a hash of the service token and agreement text given by the client
application.
The serviceMgrinterface is areference to the service manager interface for the selected service.

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
t er m nat eSer vi ceAgr eenent ()

This method is used by the client application to terminate an agreement for the service.

Parameters

servi ceToken : in TpServiceToken

Thisisthe token passed back from the framework in a previous selectService() method call. This token isused to
identify the service agreement to be terminated. If the serviceToken isinvalid, or has expired, an error code
(P_INVALID_SERVICE_TOKEN) isreturned.

termnationText : in TpString
Thisisthe termination text describes the reason for the termination of the service agreement.
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digital Signature : in TpString

Thisisasigned version of a hash of the service token and the termination text. The signing algorithm used is the same
as the signing algorithm given when the service agreement was signed using signServiceAgreement().The framework
uses thisto check that the terminationText has been signed by the client application. If a match is made, the service
agreement is terminated, otherwise an error code (P_INVALID_SIGNATURE) isreturned.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
endAccess()

The endAccess operation is used to end the client application's access session with the framework. The client
application requests that its access session is ended. After it isinvoked, the client application will no longer be
authenticated with the framework. The client application will not be able to use the references to any of the framework
interfaces gained during the access session. Any calls to these interfaces will fail.

Parameters

endAccessProperties : in TpEndAccessProperties

Thisisalist of propertiesthat can be used to tell the framework the actions to perform when ending the access session
(e.g. existing service sessions may be stopped, or left running). If a property is not recognised by the framework, an
error code (P_INVALID_PROPERTY) is returned.

Raises
TpGener al Excepti on, TpFWEXcepti on

8.2 Service Discovery Interface Classes

8.2.1 Interface Class IpServiceDiscovery

Inherits from: Iplnterface.

The service discovery interface, shown below, consists of four methods. Before a service can be discovered, the
enterprise operator (or the client applications) must know what "types" of services are supported by the Framework and
what service "properties' are applicable to each service type. The "listServiceType() method returnsalist of all "service
types' that are currently supported by the framework and the " describeServiceType()" returns a description of each
service type. The description of service type includes the " service-specific properties’ that are applicable to each service
type. Then the enterprise operator (or the client applications) can discover a specific set of registered services that both
belong to a given type and possess the desired " property values', by using the "discoverService() method. Once the
enterprise operator finds out the desired set of services supported by the framework, it subscribes to (a sub-set of) these
services using the Subscription Interfaces. The enterprise operator (or the client applications in its domain) can find out
the set of services availableto it (i.e., the service that it can use) by invoking "listSubscribedServices()". The service
discovery APIs are invoked by the enterprise operators or client applications. They are described below.

<<Interface>>

IpServiceDiscovery

listServiceTypes (listTypes : out TpServiceTypeNameListRef) : TpResult
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describeServiceType (name : in TpServiceTypeName, serviceTypeDescription : out
TpServiceTypeDescriptionRef) : TpResult

discoverService (serviceTypeName : in TpServiceTypeName, desiredPropertyList : in
TpServicePropertyList, max : in TpInt32, serviceList : out TpServiceListRef) : TpResult

listSubscribedServices (servicelList : out TpServiceListRef) : TpResult

Method
| i st ServiceTypes()

This operation returns the names of all service typesthat are in the repository. The details of the service types can then
be obtained using the describeServiceType() method.

Parameters

listTypes : out TpServiceTypeNaneLi st Ref
The names of the requested service types.

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
descri beServi ceType()

This operation lets the caller obtain the details for a particular service type.

Parameters

nanme : in TpServi ceTypeNane
The name of the service type to be described.

- 1f the "name" is malformed, then the P_ILLEGAL_SERVICE_TY PE exception is raised.

- If the "name" does not exist in the repository, then the P_UNKNOWN_SERVICE_TY PE exception is raised.

servi ceTypeDescription : out TpServiceTypeDescri pti onRef

The description of the specified service type. The description provides information about:
- the service properties associated with this service type: i.e. alist of service property { name, mode and type} tuples,
- the names of the super types of this service type, and
- whether the service typeis currently enabled or disabled.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
di scover Servi ce()
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The discoverService operation is the means by which a client application is able to obtain the service IDs of the services
that meet its requirements. The client application passesin alist of desired service properties to describe the serviceit is
looking for, in the form of attribute/val ue pairs for the service properties. The client application also specifies the
maximum number of matched responsesit is willing to accept. The framework must not return more matches than the
specified maximum, but it is up to the discretion of the Framework implementation to choose to return less than the
specified maximum. The discoverService() operation returns a servicel D/Property pair list for those services that match
the desired service property list that the client application provided.

Parameters

servi ceTypeNane : in TpServiceTypeNane

The"serviceTypeName" parameter conveys the required service type. It is key to the central purpose of "service
trading”. It isthe basis for type safe interactions between the service exporters (viaregisterService) and service
importers (via discoverService). By stating a service type, the importer implies the service type and a domain of
discourse for talking about properties of service.

- If the string representation of the "type" does not obey the rules for service type identifiers, then the
P_ILLEGAL_SERVICE_TY PE exception israised.

- If the "type" is correct syntactically but is not recognised as a service type within the Framework, then the
P_UNKNOWN_SERVICE_TY PE exception israised.

The framework may return a service of a subtype of the "type" requested. A service sub-type can be described by the
properties of its supertypes.

desiredPropertyList : in TpServicePropertyli st

The "desiredPropertyList" parameter is alist of service property { name, mode and value list} tuples that the discovered
set of services should satisfy. These properties deal with the non-functional and non-computational aspects of the
desired service. The property values in the desired property list must be logically interpreted as " minimum®,
"maximum”, etc. by the framework (due to the absence of a Boolean constraint expression for the specification of the
service criterion). It is suggested that, at the time of service registration, each property value be specified as an
appropriate range of values, so that desired property values can specify an "enclosing” range of valuesto help in the
selection of desired services.

max : in Tplnt32
The"max" parameter states the maximum number of servicesthat are to be returned in the "serviceList" result.

servi ceLi st : out TpServicelLi st Ref

This parameter gives alist of matching services. Each service is characterised by its service ID and alist of service
property { name, mode and value list} tuples associated with the service.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
| i st Subscri bedSer vi ces()

Returns alist of services so far subscribed by the enterprise operator. The enterprise operator (or the client applications
in the enterprise domain) can obtain alist of subscribed services that they are allowed to access.

Parameters

servi ceLi st : out TpServicelLi st Ref

The "servicelList" parameter returns alist of subscribed services. Each service is characterised by itsservice ID and a
list of service property { name, mode and value list} tuples associated with the service.
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Raises

TpCGener al Excepti on, TpFVEXCcepti on

8.3 Integrity Management Interface Classes

8.3.1 Interface Class IpAppFaultManager

Inherits from: Iplnterface.

Thisinterfaceis used to inform the application of events that affect the integrity of the Framework, Service or Client
Application. The Fault Management Framework will invoke methods on the Fault Management Application Interface
that is specified when the client application obtains the Fault Management interface: i.e. by use of the

obtainl nterfaceWithCallback operation on the IpAccessinterface

Method
activityTest Res()

The framework uses this method to return the result of a client application-requested activity test.

Parameters

activityTestID : in TpActivityTestID
Used by the client application to correlate this response (when it arrives) with the original request.

activityTestResult : in TpActivityTestRes
The result of the activity test.

Raises
TpCGener al Excepti on, TpFVEXcepti on
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Method
appActivityTest Req()

The framework invokes this method to test that the client application is operational. On receipt of this request, the
application must carry out atest on itself, to check that it is operating correctly. The application reports the test result
by invoking the appActivity TestRes method on the | pFaultM anager interface.

Parameters

activityTestID : in TpActivityTestlD
Theidentifier provided by the framework to correlate the response (when it arrives) with this request.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
f wFaul t Report | nd()

The framework invokes this method to notify the client application of afailure within the framework. The client
application must not continue to use the framework until it has recovered (as indicated by a fwFaultRecoverylnd).

Parameters

fault : in TplnterfaceFault
Specifies the fault that has been detected by the framework.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
f wFaul t Recoveryl nd()

The framework invokes this method to notify the client application that a previously reported fault has been rectified.
The application may then resume using the framework.

Parameters

fault : in TplnterfaceFault
Specifies the fault from which the framework has recovered.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
svcUnavai | abl el nd()
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The framework invokes this method to inform the client application that it can no longer use the indicated service. On
receipt of this request, the client application must act to reset its use of the specified service (using the normal
mechanisms, such as the discovery and authentication interfaces, to stop use of this service instance and begin use of a
different service instance).

Parameters

serviceld : in TpServicelD
Identifies the affected service.

reason : in TpSvcUnavai |l Reason
I dentifies the reason why the service is no longer available

Raises
TpGener al Excepti on, TpFWEXcepti on

Method

genFaul t St at sRecor dRes()

This method is used by the framework to provide fault statistics to a client application in responseto a
genFaultStatsRecordReq method invocation on the |pFaultM anager interface.

Parameters

faultStatistics : in TpFaultStatsRecord
The fault statistics record.

servicelDs : in TpServicel DLi st

Specifies the framework and/or servicesthat are included in the general fault statistics record. The framework is
designated by anull value.

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
f wUnavai | abl el nd()

The framework invokes this method to inform the client application that it isno longer available.

Parameters

reason : in TpFwUnavail Reason
I dentifies the reason why the framework is no longer available

8.3.2 Interface Class IpFaultManager

Inherits from: Iplnterface.
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Thisinterface is used by the application to inform the framework of events that affect the integrity of the framework

and services, and to request information about the integrity of the system. The fault manager operations do not
exchange callback interfaces asit is assumed that the client application supplies its Fault Management callback interface
at the time it obtains the Framework's Fault Management interface, by use of the obtainl nterfaceWithCallback operation
on the IpAccessinterface.

<<Interface>>

IpFaultManager

activityTestReq (activityTestID : in TpActivityTestID, svciD : in TpServicelD) : TpResult

appActivityTestRes (activityTestID : in TpActivityTestID, activityTestResult : in TpActivityTestRes) :
TpResult

svcUnavailablelnd (servicelD : in TpServicelD) : TpResult

genFaultStatsRecordReq (timePeriod : in TpTimelnterval, servicelDs : in TpServicelDList) : TpResult

Method
activityTest Req()

The application invokes this method to test that the framework or a service is operational. On receipt of this request, the
framework must carry out atest on itself or on the specified service, to check that it is operating correctly. The
framework reports the test result by invoking the activity TestRes method on the |pAppFaultManager interface.

Parameters

activityTestID : in TpActivityTestlD
The identifier provided by the client application to correlate the response (when it arrives) with this request.

svclD : in TpServicel D
Identifies either the framework or a service for testing. The framework is designated by a null value.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
appActivityTest Res()

The client application uses this method to return the result of a framework-requested activity test.

Parameters

activityTestID : in TpActivityTestlD
Used by the framework to correlate this response (when it arrives) with the original request.

activityTestResult : in TpActivityTestRes
The result of the activity test.

3GPP




Release 4 49 3GPP TS 29.198-3 V1.0.0 (2001-03)

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
svcUnavai | abl el nd()

This method is used by the client application to inform the framework that it can no longer use the indicated service
(either due to afailure in the client application or in the service). On receipt of this request, the framework should take
the appropriate corrective action. The framework assumes that the session between this client application and service
instance is to be closed and updates its own records appropriately as well as attempting to inform the service instance
and/or its administrator. Attempts by the client application to continue using this session should be rejected.

Parameters

servicelD : in TpServicel D
I dentifies the service that the application can no longer use.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
genFaul t St at sRecor dReq|()

This method is used by the application to solicit fault statistics from the framework. On receipt of this request the
framework must produce a fault statistics record, for the framework and/or for specified services during the specified
timeinterval, which is returned to the client application using the genFaultStatsRecordRes operation on the

| pAppFaultManager interface.

Parameters

timePeriod : in TpTinelnterval
The period over which the fault statistics are to be generated. A null value leaves this to the discretion of the framework.

servicelDs : in TpServicel DLi st

Specifies the framework and/or servicesto be included in the general fault statistics record. The framework is
designated by anull value.

Raises
TpGener al Excepti on, TpFWEXcepti on

8.3.3 Interface Class IpAppHeartBeatMgmt
Inherits from: IpInterface.

Thisinterface allows the initialisation of a heartbeat supervision of the Framework by the Client application. Since the
OSA APIsare inherently synchronous, the heartbeats themselves are synchronous for efficiency reasons. The return of
the TpResult isinterpreted as a heartbeat response.
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Method
enabl eAppHear t Beat ()

With this method, the framework registers at the client application for heartbeat supervision of itself.

Parameters

duration : in TpDuration
The time interval in milliseconds between the heartbeats.

fwnterface : in | pHeart Beat Ref
This parameter refersto the callback interface the heartbeat is caling.

session : in TpSessionlD

I dentifies the heartbeat session.

Raises

TpCGener al Excepti on, TpFVEXcepti on

Method
di sabl eAppHeart Beat ()

Allows the stop of the heartbeat supervision of the application.

Parameters

session : in TpSessionlD
I dentifies the heartbeat session.

Raises
TpCGener al Excepti on, TpFVEXCcepti on

Method
changeTi mePeri od()
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Allows the administrative change of the heartbeat period.

Parameters

duration : in TpDuration
Thetimeinterva in milliseconds between the heartbeats.

session : in TpSessionlD
I dentifies the heartbeat session.

Raises
TpCGener al Excepti on, TpFWEXcepti on

8.3.4 Interface Class IpAppHeartBeat
Inherits from: Iplnterface.

The Heartbeat Application interface is used by the Framework to supervise the Application. The return of the TpResult
isinterpreted as a heartbeat response.

<<Interface>>

IpAppHeartBeat

send (session : in TpSessionID) : TpResult

Method
send()

Thisisthe method the framework usesin case it supervises the client application. The sender must raise an exception if
no result comes back after a certain, user-defined time..

Parameters

session : in TpSessionlD
I dentifies the heartbeat session.

Raises
TpCGener al Excepti on, TpFWEXcepti on

8.3.5 Interface Class IpHeartBeatMgmt

Inherits from: Iplnterface.
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Thisinterface allows the initialisation of a heartbeat supervision of the client application. Since the APIs are inherently
synchronous, the heartbeats themsel ves are synchronous for efficiency reasons. The return of the TpResult isinterpreted
as a heartbeat response.

<<Interface>>

IpHeartBeatMgmt

enableHeartBeat (duration : in TpDuration, applinterface : in IpAppHeartBeatRef, session : out
TpSessionIDRef) : TpResult

disableHeartBeat (session : in TpSessionID) : TpResult

changeTimePeriod (duration : in TpDuration, session : in TpSessionID) : TpResult

Method
enabl eHear t Beat ()

With this method, the client application registers at the framework for heartbeat supervision of itself.

Parameters

duration : in TpDuration
The duration in milliseconds between the heartbeats.

applnterface : in | pAppHeart Beat Ref
This parameter refers to the callback interface the heartbeat is calling.

session : out TpSessi onl DRef

Identifies the heartbeat session. In general, the application has only one session. In case of framework supervision by
the client application (see the application interfaces), the application may maintain more than one session.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
di sabl eHear t Beat ()

Allows the stop of the heartbeat supervision of the application.

Parameters

session : in TpSessionlD
I dentifies the heartbeat session.
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Raises
TpGener al Excepti on, TpFWEXcepti on

Method
changeTi mePeri od()

Allows the administrative change of the heartbeat period.

Parameters

duration : in TpDuration
Thetimeinterval in milliseconds between the heartbeats.

session : in TpSessionlD
Identifies the heartbeat session.

Raises
TpCGener al Excepti on, TpFWEXcepti on

8.3.6 Interface Class IpHeartBeat

Inherits from: Iplnterface.

3GPP TS 29.198-3 V1.0.0 (2001-03)

The Heartbeat Framework interface is used by the client application to supervise the Framework.

<<Interface>>

IpHeartBeat

send (session : in TpSessionID) : TpResult

Method
send()

Thisisthe method the client application usesin case it supervises the framework. The sender must raise an exception if

no result comes back after a certain, user-defined time.

Parameters
session : in TpSessionlD

| dentifies the heartbeat session. In general, the application has only one session.
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Raises
TpCGener al Excepti on, TpFVEXCcepti on

8.3.7 Interface Class IpAppLoadManager

Inherits from: Iplnterface.

The client application devel oper supplies the load manager application interface to handle requests, reports and other
responses from the framework load manager function. The application supplies the identity of this callback interface at
the time it obtains the framework's load manager interface, by use of the obtainl nterfaceWithCallback() method on the
I pAccess interface.

Method
quer yAppLoadReq()

The framework uses this method to request the application to provide load statistic records for the application and/or for
individual services used by the application.

Parameters

servicelDs : in TpServicel DLi st

Specifies the application and/or the services for which load statistic records should be reported. The applicationis
designated by a null value.

timelnterval : in TpTimelnterval
Specifiesthe time interval for which load statistic records should be reported.

Raises
TpCGener al Excepti on, TpFVEXCcepti on

Method
guer yLoadRes()
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The framework uses this method to send load statistic records back to the application that requested the information; i.e.
in response to an invocation of the queryL oadReq method on the I pLoadManager interface.

Parameters

| oadStatistics : in TpLoadStati sticlLi st
Specifies the framework-supplied load statistics

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
quer yLoadErr ()

The framework uses this method to return an error response to the application that requested the framework's load
statistics information, when the framework is unsuccessful in obtaining any load statistic records; i.e. in response to an
invocation of the queryL oadReq method on the IpLoadManager interface.

Parameters

| oadStatisticsError : in TpLoadStatisticError
Specifies the error code associated with the failed attempt to retrieve the framework's load statistics.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method

| oadLevel Notification()

Upon detecting load condition change, (e.g. load level changing from0to 1, 0to 2, 1 to O, for the SCFs or framework
which have been registered for load level notifications) this method isinvoked on the application.

Parameters

| oadStatistics : in TpLoadStati sticlLi st
Specifies the framework-supplied load statistics, which include the load level change(s).

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
resunmeNoti fication()

The framework uses this method to request the application to resume sending it notifications: e.g. after a period of
suspension during which the framework handled atemporary overload condition.
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Parameters
No Parameters were identified for this method

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
suspendNoti fication()

The framework uses this method to request the application to suspend sending it any notifications. e.g. while the
framework handles atemporary overload condition.

Parameters
No Parameters were identified for this method

Raises
TpCGener al Excepti on, TpFWEXcepti on

8.3.8 Interface Class IpLoadManager
Inherits from: IpInterface.

The framework API should allow the load to be distributed across multiple machines and across multiple component
processes, according to aload management policy. The separation of the load management mechanism and load
management policy ensures the flexibility of the load management services. The load management policy identifies
what load management rules the framework should follow for the specific client application. It might specify what
action the framework should take as the congestion level changes. For example, some real-time critical applications will
want to make sure continuous service is maintained, below a given congestion level, at all costs, whereas other services
will be satisfied with disconnecting and trying again later if the congestion level rises. Clearly, the load management
policy isrelated to the QoS level to which the application is subscribed. The framework load management functionis
represented by the IpLoadManager interface. Most methods are asynchronous, in that they do not lock athread into
waiting whilst atransaction performs. To handle responses and reports, the client application devel oper must
implement the | pAppLoadManager interface to provide the callback mechanism. The application supplies the identity
of this callback interface at the time it obtains the framework's load manager interface, by use of the

obtainl nterfaceWithCallback operation on the IpAccess interface.

<<Interface>>

IpLoadManager

reportLoad (loadLevel : in TpLoadLevel) : TpResult

gueryLoadReq (servicelDs : in TpServicelDList, timelnterval : in TpTimelnterval) : TpResult
queryAppLoadRes (loadStatistics : in TpLoadStatisticList) : TpResult

queryAppLoadErr (loadStatisticsError : in TpLoadStatisticError) : TpResult
registerLoadController (servicelDs : in TpServicelDList) : TpResult

unregisterLoadController (servicelDs : in TpServicelDList) : TpResult
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resumeNotification (servicelDs : in TpServicelDList) : TpResult

suspendNotification (servicelDs : in TpServicelDList) : TpResult

Method
report Load()

The client application uses this method to report its current load level (0,1, or 2) to the framework: e.g. when the load
level on the application has changed.

At level 0load, the application is performing within its load specifications (i.e. it is not congested or overloaded). At
level 1 load, the application is overloaded. At level 2 1oad, the application is severely overloaded.

Parameters

| oadLevel : in TpLoadLevel
Specifies the application'sload level.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
guer yLoadReq()

The client application uses this method to request the framework to provide load statistic records for the framework
and/or for individual services used by the application.

Parameters

servicelDs : in TpServicel DLi st

Specifies the framework and/or the services for which load statistic records should be reported. The framework is
designated by anull value.

timelnterval : in TpTi melnterval
Specifiesthe time interval for which load statistic records should be reported.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
quer yAppLoadRes()

The client application uses this method to send load statistic records back to the framework that requested the
information; i.e. in response to an invocation of the queryA ppLoadReq method on the [pAppLoadM anager interface.
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Parameters

| oadStatistics : in TpLoadStati sticlLi st
Specifies the application-supplied load statistics.

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
quer yAppLoadErr ()

The client application uses this method to return an error response to the framework that requested the application's load
statistics information, when the application is unsuccessful in obtaining any load statistic records; i.e. in response to an
invocation of the queryAppLoadReq method on the | pAppL oadManager interface.

Parameters

| oadStatisticsError : in TpLoadStatisticError
Specifies the error code associated with the failed attempt to retrieve the application's load statistics.

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
regi sterLoadControl |l er()

The client application uses this method to register to receive notifications of load level changes associated with the
framework and/or with individual services used by the application.

Parameters

servicelDs : in TpServicel DLi st
Specifies the framework and SCFs to be registered for load control. To register for framework load control only, the

servicel Dsisnull.
Raises
TpGener al Excepti on, TpFWEXcepti on

Method
unr egi st er LoadControl |l er()

The client application uses this method to unregister for notifications of load level changes associated with the
framework and/or with individual services used by the application.
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Parameters

servicelDs : in TpServicel DLi st

Specifies the framework and/or the services for which load level changes should no longer be reported. The framework
is designated by anull value.

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
resunmeNoti fication()

The client application uses this method to request the framework to resume sending it load management notifications
associated with the framework and/or with individual services used by the application; e.g. after a period of suspension
during which the application handled a temporary overload condition.

Parameters

servicelDs : in TpServicel DLi st

Specifies the framework and/or the services for which the sending of notifications of load level changes by the
framework should be resumed. The framework is designated by a null value.

Raises
TpGener al Excepti on, TpFWEXcepti on

Method
suspendNoti fication()

The client application uses this method to request the framework to suspend sending it |oad management notifications
associated with the framework and/or with individual services used by the application; e.g. while the application
handles atemporary overload condition.

Parameters

servicelDs : in TpServicel DLi st

Specifies the framework and/or the services for which the sending of notifications by the framework should be
suspended. The framework is designated by a null value

Raises
TpCGener al Excepti on, TpFWEXcepti on

8.3.9 Interface Class IpOAM

Inherits from: Iplnterface.

The OAM interface is used to query the system date and time. The application and the framework can synchronise the
date and time to a certain extent. Accurate time synchronisation is outside the scope of of the OSA APIs.

3GPP



Release 4 60 3GPP TS 29.198-3 V1.0.0 (2001-03)

<<Interface>>
IpOAM

systemDateTimeQuery (clientDateAndTime : in TpDateAndTime, systemDateAndTime : out
TpDateAndTimeRef) : TpResult

Method
syst enDat eTi nreQuery()

This method is used to query the system date and time. The client application passesin its own date and time to the
framework. The framework responds with the system date and time.

Parameters

clientDateAndTinme : in TpDat eAndTi e

Thisisthe date and time of the client (application). The error code P_INVALID_DATE _TIME_FORMAT isreturned if
the format of the parameter isinvalid.

syst enDat eAndTi me : out TpDat eAndTi neRef
Thisisthe system date and time of the framework.

Raises
TpCener al Excepti on, TpFWEXcepti on

8.3.10 Interface Class IpAppOAM

Inherits from: IpInterface.

The OAM client application interface is used by the Framework to query the application date and time, for
synchronisation purposes. This method isinvoked by the Framework to interchange the framework and client
application date and time.

<<Interface>>
IpPAppOAM

systemDateTimeQuery (systemDateAndTime : in TpDateAndTime, clientDateAndTime : out
TpDateAndTimeRef) : TpResult

Method
syst enDat eTi neQuer y()

This method is used to query the system date and time. The framework passes in its own date and time to the
application. The application responds with its own date and time.
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Parameters

syst enDat eAndTi e : in TpDat eAndTi nme
Thisisthe system date and time of the framework.

clientDat eAndTi me : out TpDat eAndTi neRef

Thisisthe date and time of the client (application). The error code P_INVALID_DATE_TIME_FORMAT isreturned if
the format of the parameter isinvalid.

Raises
TpGener al Excepti on, TpFWEXcepti on

8.4 Event Notification Interface Classes

8.4.1 Interface Class IpAppEventNotification
Inherits from: Iplnterface.

Thisinterface is used by the services to inform the application of a generic service-related event. The Event
Notification Framework will invoke methods on the Event Notification Application Interface that is specified when the
Event Notification interface is obtained.

<<Interface>>

IpAppEventNotification

reportNotification (eventinfo : in TpFwEventinfo, assignmentID : in TpAssignmentID) : TpResult

notificationTerminated () : TpResult

Method
reportNotification()

This method notifies the application of the arrival of a generic event.

Parameters

eventinfo : in TpFwEventInfo
Specifies specific data associated with this event.

assignment|I D : in TpAssignment!|D

Specifies the assignment id which was returned by the framework during the createNotification() method. The
application can use assignment id to associate events with event specific criteria and to act accordingly.

Raises
TpCGener al Excepti on, TpFWEXcept i on
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Method
notificationTerm nat ed()

This method indicates to the application that all generic event notifications have been terminated (for example, due to
faults detected).

Parameters
No Parameters were identified for this method

Raises
TpGener al Excepti on, TpFWEXcepti on

8.4.2 Interface Class IpEventNotification

Inherits from: Iplnterface.

The event notification mechanism is used to notify the application of generic service related events that have occurred.

<<Interface>>

IpEventNotification

createNotification (eventCriteria : in TpFwEventCriteria, assignmentID : out TpAssignmentIDRef) : TpResult

destroyNotification (assignmentID : in TpAssignmentID) : TpResult

Method
createNotification()

This method is used to enable generic notifications so that events can be sent to the application.

Parameters

eventCriteria : in TpFwEventCriteria
Specifies the event specific criteria used by the application to define the event required.

assignment| D : out TpAssi gnnent | DRef
Specifiesthe ID assigned by the framework for this newly installed notification.

Raises
TpCener al Excepti on, TpFWEXcepti on

Method
destroyNotification()

This method is used by the application to delete generic notifications from the framework.
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Parameters

assignment|I D : in TpAssignnment!|D

Specifies the assignment ID given by the framework when the previous createNotification() was called. If the
assignment ID does not correspond to one of the valid assignment I Ds, the framework will return the error code
P _INVALID_ASSIGNMENTID.

Raises
TpGener al Excepti on, TpFWEXcepti on

9 Framework-to-Application State Transition Diagrams

This section contains the State Transition Diagrams for the objects that implement the Framework interfaces on the
gateway side. The State Transition Diagrams show the behaviour of these objects. For each state the methods that can
be invoked by the application are shown. Methods not shown for a specific state are not relevant for that state and will
return an exception. Apart from the methods that can be invoked by the application aso eventsinternal to the gateway
or related to network events are shown together with the resulting event or action performed by the gateway. These
internal events are shown between quotation marks.

9.1 Trust and Security Management State Transition Diagrams

9.1.1 State Transition Diagrams for Ipinitial

N initiat eAuthentication / return new IpAuthentication

Figure : State Transition Diagram for Iplnitial
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9111 Active State

9.1.2  State Transition Diagrams for IpAPILevelAuthentication

IpInitial.initiateAuthentication

requestAccess/ return
P_ACCESS_DENIED

Idle ALL
STATES
selectEncryptionMethod abortAuthenti cation

requestAccess/ return IpAccess.endAccess
P_ACCESS_DENIED

InitAuthentication "no mechanism found” “result
e selectEncryptionMethod(P_INVALID_AUTH_CAPABILITY) .

entry/ find auth. mechanism

techanism found"[ [two way authentication ] *result
selectEng¢ryptionMethod(prescribedMethod)

“"mechanism found"[-6ne way authentication ]

requestAccess/ return authenticate “result
P_ACCESS_DENIED Authenticate(response)

{ WaitForApplicationResult W

entry/ "IpAppAPILevelAuthentication.Authenticate J result Authenticate[ response invalid ]

result Authenticate[ response valid ]

authenticate “result Authenticate(response)
requestAccess/ return new IpAccess

{ Application Authenticated

Figure : State Transition Diagram for IpAPILevelAuthentication

9.1.2.1 Idle State

When the application has requested the Iplnitial interface for initiateAuthentication, an object implementing the
IpAPILevel Authentication interface is created. The application now has to provide its authentication capabilities by
invoking the SelectEncryptionMethod method.

9.1.2.2 InitAuthentication State

In this state the Framework selects the preferred authentication mechanism within the capability of the application.
When a proper mechanism is found, the Framework can decide that the application doesn't have to be authenticated
(one way authentication) or that the application has to be authenticated. In case no mechanism can be found the error
code P_INVALID_AUTH_CAPABILITY isreturned and the Authentication object is destroyed. Thisimpliesthat the
application has to re-initiate the authentication by calling once more the initiateA uthentication method on the Iplnitial
interface.

9.1.2.3  WaitForApplicationResult State

When entering this state, the Framework requests the application to authenticate itself by invoking the Authenticate
method on the application. In case the application requests the Framework to authenticate itself by invoking
Authenticate on the IpAPILevel Authentication interface, the Framework provides the correct response to the challenge
of the application. When the Framework responds to the Authenticate request, the response is analysed and in case the
response is valid atransition to the state Application Authenticated is made. In case the response is not valid, the
Authentication object is destroyed. This implicates that the application has to re-initiate the authentication by calling
once more the initiateAuthentication method on the Iplnitial interface.
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9.1.2.4  Application Authenticated State

In this state the application is considered authenticated and is now allowed to request access to the IpAccess interface.
In case the application requests the Framework to authenticate itself by invoking Authenticate on the
I pAPILevel Authentication interface, the Framework provides the correct response to the challenge of the application.

9.1.3 State Transition Diagrams for IpAccess

Iplnitial.requestAccess

obtaininterface / return requested FW interface
obtaininterfaceWithCallback / return requested FW interface

accessCheck / return whether application has access to requested service
Active selectSenvice “signSeniceAgreement
ignSeniceAgreement| correct service selected] / get Servce manager rom Senice Factory and return to application

terminateSeniceAgreement / destroy Senvice manager object

network operator initiated endAccess / destroy all interface objects used by the application

endAccess| / destroy all interface objects used by the application

Figure : State Transition Diagram for IpAccess

9.1.3.1 Active State

When the application requestes access to the Framework on the Iplnitial interface, an object implementing the I pAccess
interfaceis created. The application can now request other Framework interfaces, including Service Discovery. When
the application is no longer interested in using the interfaces it calls the endAccess method. Thisresultsin the
destruction of all interface objects used by the application. In case the network operator decides that the application has
no longer access to the interfaces the same will happen.

9.2 Service Discovery State Transition Diagrams
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9.2.1 State Transition Diagrams for IpServiceDiscovery

obtainFrameworkInterface( discoverySenice )
obtaininterfaceWithCallback( discoverySenvice )

listSeniceTypes

describeSeniceType
listSubscribedSenvices
discoverSenice
Active
A )

IpAccess.endAccess

\\
L

Figure : State Transition Diagram for IpServiceDiscovery

9.2.1.1 Active State

When the application requests Service Discovery by invoking the obtainl nterface or the obtainl nterfaceWithCallback
methods on the IpAccess interface, an instance of the |pServiceDiscovery will be created. Next the applicationis
allowed to request alist of the provided SCFs and to obtain areference to interfaces of SCFs.
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9.3 Integrity Management State Transition Diagrams

9.3.1 State Transition Diagrams for IpHeartBeatMgmt

IpAccess.obtaininterface
IpAccess.obtaininterfaceWithCallback

Application not
supenised

ccess.endAccess
enableHeartBeat

disableHeartBeat
changsTimePeyi

IpAccess.endA

Application supervised

do/ periodically request Application for heartbeat by invoking send() method on IpAppHeartBeat

Figure : State Transition Diagram for IpHeartBeatMgmg

9.3.1.1 Application not supervised State

In this state the application has not registered for heartbeat supervision by the Framework.

9.3.1.2  Application supervised State

In this state the application has registered for heartbeat supervision by the Framework. Periodically the Framework will
reguest for the application heartbeat by calling the send method on the IpAppHeartBeat interface.
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9.3.2 State Transition Diagrams for IpHeartBeat

IpAppHeartBeatMgmt.enableAppHeartBeat

send / return heartbeat

Vs

FW supenised by
Application

IpAppHeartBeat Mgmt .disableA ppHeartBeat

pAccess.endAccess

V/
/4
L]

Figure : State Transition Diagram for IpHeatBeat
9.3.2.1  FW supervised by Application State

In this state the Framework has requested the application for heartbeat supervision onitself. Periodically the application
calls the send() method and the Framework returns it's heartbeat result.
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9.3.3 State Transition Diagrams for IpLoadManager

reportLoad
eryAppLoadRes[ load statistics requested by LoadManager ]
ueryAppLoadEr]| load statistics requested by LoadManager ]

registerLoadController \( Registered J

unregisterLoadController queryLoadReq

queryLoadEn( final load statisti¢s report ]
queryLoadRes] final load $tatistics report ]

IpAccess\obtainintefface queryLoadReq queryAppLoadRes| load statistics requested by LoadManager ]
IpAccess\obtaininterfaceWithCallback reportLoad queryAppLoadEn{ load statistics requested by LoadManager ]

( Notifying
unregisterLoadController L do/ obtain load statistics and report them at specified interval with queryLoadRes

suspendNotification[ all notifications suspendend ]

resumeNotification

reportLoad
queryAppLoadRes| load statistics requested by LoadManager ]

queryAppLoadEr| load statistics requested by LoadManager ]

Suspending
Notification

unregisterLoadController

All States

IpAccess.endAccess

Figure : State Transition Diagram for IpLoadManager

9.3.3.1 Idle State

In this state the application has obtained an interface reference of the LoadManager from the IpAccess interface.

9.3.3.2  Notifying State

In the Notifying state the application has requested for load statistics. The Loadmanager gathers the requested
information and (periodically) reports them to the application.

9.3.3.3  Suspending Notification State

Dueto e.g. atemporary load condition, the application has requested the LoadM anager to suspend sending the load
statistics information.

9.3.3.4  Registered State

In this state the application has registered for load control with the method RegisterLoadController(). The LoadManager
can now request the application to supply load statistics information (by invoking queryAppLoadReq()). Furthermore
the LoadManager can request the application to control itsload (by invoking loadL evel Notification() or
suspendNotification() on the application side of interface). In case the application detects a changein load level, it
reports this to the LoadManager by calling the method reportLoad().
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When entering this state, an object called LoadManagerinternal is created that has an internal state machine
encapsulating the internal behaviour of the LoadManager. The State Transition Diagram of LoadManagerinternal is
shown in Figure.

9.3.4 State Transition Diagrams for IpLoadManagerinternal

A necessary action can
be suspending the load
notifictions to the
application or enabling
load control mechanisms
on certain senices.

registerLoadController

reportLoad| loadlevel = 0]

Application Overload

[ Normal load

entry/ evaluate policy and perform necessary actions
exit/ cancel performed actions

reportLoad| loadlevel = 0 ]

"internal load change detection”

i internal | han ion"
“internal load change to non overlpaded" ternal load change detectiol

“internal load change/to non qverload"

reportLoad[ loadlevel != 0]

entry/ evaluate policy and perform necessary actions
exit/ cancel performed actions entry/ evaluate policy and perform necessary actions
exit/ cancel performed actions

Internal overload S
Internal and Application Overload

reportLoad| loadlevel = 0 ]

A necessary action can be AN
suspending the load

notifictions from the

application by invoking
suspendNotification or

enabling load control ALL
mechanisms on the STATES
application by invoking
enableLoadControl.

unregisterLoadController

igure : State Transition Diagram for IpLoadManagerinternal

9.34.1 Normal load State

In this state the none of the entities defined in the load balancing policy between the application and the framework /
SCFsis overloaded.

9.3.4.2  Application Overload State

In this state the application has indicated it is overloaded. When entering this state the load policy is consulted and the
appropriate actions are taken by the LoadManager.

9.34.3 Internal overload State

In this state the Framework or one or more of the SCFs within the specific load policy is overloaded. When entering this
state the load policy is consulted and the appropriate actions are taken by the LoadManager.
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9.3.4.4 Internal and Application Overload State

In this state the application is overloaded as well as the Framework or one or more of the SCFs within the specific load
policy. When entering this state the load policy is consulted and the appropriate actions are taken by the LoadManager.

9.35 State Transition Diagrams for IpOAM

IpAccess.obtaininterface
IpAccess .obtaininterfaceW ithCallback

/ \\ systemDateTimeQuery
R

Active

IpAccess.endAccess

7 N\
L)

Figure : State Transition Diagram for IpOAM

9.35.1 Active State

In this state the application has obtained a reference to the IpPOAM interface. The application is now able to request the
date / time of the Framework.
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9.3.6 State Transition Diagrams for IpFaultManager

IpAccess.obtaininterfaceWithCallback( "FaultManagement" ) /
add application to fault management

‘service fault' ~svcUnavailablelnd to all applications using the service

srvUnavai lablelnd / test the senice, inform service that application is not using it
genFaultStatsRecordReq “app.genFaultStatsRecordRes
enice fault “srvUnavailablelnd to all applicationsusng the rvice (" Framework )
‘ no fault detected

Active ‘

activityTestReq[ scf

activityTestReq[ null
service list ]

no fault detecied

P

- - Framework Activity Test
Service Activity Test

IpAcCess.endAccess entry/ teg activity of framework
L exit/ MNpAppFaultManager.activityTestRes

entry/ test activity of service
exit/ “pAppFaultManager.activityTestRes

IpActess.endAccess /
Abort pendingtest request IpAccess.endAcgess / Aport

pending ted reque:

fault detected in fw

IpAccess.endAccess/ remove
application from load management

P N @ fault detected in fw
Framework Faulty ‘

entry/ MwFaultReportind to all applicationswith callback
exit/ MwFaultRecoveryind to all applicationswith callback

.

Figure : State Transition Diagram for IpFaultManager

9.3.6.1  Framework Active State

Thisisthe normal state of the framework, which isfully functional and able to handle requests from both applications
and services capability features.

9.3.6.2 Framework Faulty State

In this state, the framework has detected an internal problem with itself such that application and services capability
features cannot communicate with it anymore; attempts to invoke any methods that belong to any SCFs of the
framework return an error. If the framework ever recovers, applications with fault management callbacks will be
notified via a fwFaultRecoverylnd message.

9.3.6.3  Framework Activity Test State

In this state, the framework is performing self-diagnostic test. If a problem is diagnosed, all applications with fault
management callbacks are notified through a fwFaultReportlnd message.

9.3.6.4  Service Activity Test State

In this state, the framework is performing a test on one service capability feature. If the SCF is faulty, applications with
fault management callbacks are notified accordingly through a svcUnavailablelnd message.
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9.4 Event Notification State Transition Diagrams

9.4.1  State Transition Diagrams for IpEventNotification

createNotification

IpAccess.obtaininterface destroyNotification
IpAccess.obtaininterfaceWithCallback

createNotification
Notification
Active

destroyNotification[ no more notificationg’ installed ]

ess.endAccess
IpAccegs.endAccess

Figure : State Transition Diagram for IpEventNotification

9411 Idle State

94.1.2 Notification Active State

10 Framework-to-Service Sequence Diagrams

10.1  Service Registration Sequence Diagrams

10.1.1 New SCF Registration

The following figure shows the process of registering a new Service Capability Feature in the Framework. Service
Registration is atwo step process.
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92}
n

I;:_)FWServica?egistration

1: registerSenice( )

2: announceSenviceAvailability( )

1: Registration: first step - register service

The purpose of thisfirst step in the process of registration is to agree, within the network, on anameto cal, internaly, a
newly installed SCF version. It is necessary because the OSA Framework and SCF in the same network may come from
different vendors. The goal isto make an association between the new SCF version, as characterized by alist of
properties, and an identifier called servicelD.

This service ID will be the name used in that network (that is, between that network's Framework and its SCSs),
whenever it is necessary to refer to this newly installed version of SCF (for example for announcing its availability, or
for withdrawing it later).

The following input parameters are given from the SCS to the Framework in thisfirst registration step:
in serviceTypeName

Thisisastring with the name of the SCF, among alist of standard names (e.g. "P_MPCC").
in servicePropertyList

Thisisalist of types TpServiceProperty; each TpServiceProperty is atriplet (ServicePropertyName,
ServicePropertyValuelist, ServicePropertyMode).

ServicePropertyName is a string that defines avalid SFC property name (valid SCF property names are listed in the
SCF data definition).

ServicePropertyValuelist isanumbered set of types TpServicePropertyVaue; TpServicePropertyVaueisastring
that describes avalid value of a SCF property (valid SCF property values are listed in the SCF data definition).

ServicePropertyMode is the value of the property modes (e.g. "mandatory", meaning that al properties of this SCF
must be given values at service registration time).

The following output parameter results from service registration:
out servicelD

Thisisastring, automatically generated by the Framework of this network, based on the following:
a string that contains a unique number, generated by the Framework;

astring that identifies the SCF name (e.g. "P_MPCC");
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a concatenation of strings that identify the SCF specialization, if any.

Thisisthe name by which the newly installed version of SCF, described by the list of properties above, is going to be
identified internally in this network.

2. Registration: second step - announce service availability

At this point the network's Framework is aware of the existence of anew SCF, and could let applications know - but
they would have no way to use it. Installing the SCS logic and assigning a name to it does not make this SCF available.
In CORBA an "entry point”, called service factory, is used. Therole of the service factory isto control the life cycle of
a CORBA interface, or set of interfaces, and provide clients with the references that are necessary to invoke the
methods offered by these interfaces. Some times service factories instantiate new interfaces for different clients,
sometime they give the same interface reference to more than one client. But the starting point for a client to use an SCF
isto obtain an interface reference to afactory of the desired SCF.

A Network Operator, upon completion of the first registration phase, and once it has an identifier to the new SCF
version, will instantiate a factory for it that will allow client to useit. Then it will inform the Framework of the value of
the interface associated to the new SCF. After the receipt of thisinformation, the Framework makes the new SCF
(identified by the pair [servicel D, serviceFactoryRef]) discoverable.

The following input parameters are given from the SCS to the Framework in this second registration step:
in servicelD

Thisistheidentifier that has been agreed in the network for the new SCF; any interaction related to the SCF needs to
include the servicel D, to know which SCF it is.

in serviceFactoryRef

Thisistheinterface reference at which the service factory of the new SCF is available. Note that the Framework will
have to invoke the method getServiceManager() in this interface, any time between now and when it accepts the first
application requests for discovery, so that it can get the service manager interface necessary for applications as an entry
point to any SCF.

10.2  Service Factory Sequence Diagrams

10.2.1  Sign Service Agreement
This sequence illustrates how the application can get access to a specified service. It only illustrates the last part: the

signing of the service agreement and the corresponding actions towards the service. For more information on accessing
the framework, authentication and discovery of services, see the corresponding sections.
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Applogic : IpAppAccess : IpAppCallControlManager . IplInitial : IpAccess [GenericCaliControlService : | : IpCallControlM
‘ IpSv cFactory
e assume that the application s already authenticated and discovered thesewice it wants to use ﬁ
' 1: se\ect§emwce() ' '
\ 2: signServiceAgreement () \ = \
M 3: signServiceAgreement() ! !
4: getServ 0_ 5: new() ,
6: new() ' B '
, 7: setCalback() ,

1: The application selects the service, using a servicel D for the generic call control service. The servicel D could have
been obtained via the discovery interface. A ServiceToken is returned to the application.

2: Theframework signs the service agreement.

3: Theclient application signs the service agreement. Asaresult a service manager interface reference (in this case of
type IpCallControlManager) is returned to the application.

4. Provided the signature information is correct and all conditions have been fulfilled, the framework will request the
service identified by the servicel D to return a service manager interface reference. The service manager istheinitial
point of contact to the service.

5. The service factory creates a new manager interface instance (acall control manager) for the specified application. It
should be noted that thisis an implementation detail. The service implementation may use other mechanism to get a
service manager interface instance.

6. The application creates a new | pAppCallControlManager interface to be used for callbacks.

7. The Application sets the callback interface to the interface created with the previous message.
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11 Framework-to-Service Class Diagrams

<<Interface>>
IpFwSeniceRegistration
(rom Framework interfaces)

%registerSenice()
*announceSeniceAvailability ()
%unregisterSenice()
*describeSenice()

Figure: Service Registration Package Overview

<<Interface>>
IpS\wcFactory
from Service Interfaces)

*getSeniceManager()

Figure: Service Factory Package Overview

12 Framework-to-Service Interface Classes

12.1  Service Registration Interface Classes

12.1.1 Interface Class IpFwServiceRegistration
Inherits from: Iplnterface.

The Service Registration interface provides the methods used for the registration of network SCFs at the framework.
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<<Interface>>

IpFwServiceRegistration

registerService (serviceTypeName : in TpServiceTypeName, servicePropertyList : in TpServicePropertyList,
servicelD : out TpServicelDRef) : TpResult

announceServiceAvailability (servicelD : in TpServicelD, serviceFactoryRef : in IpServiceRef) : TpResult
unregisterService (servicelD : in TpServicelD) : TpResult

describeService (servicelD : in TpServicelD, serviceDescription : out TpServiceDescriptionRef) : TpResult

Method
regi sterService()

The registerService() operation is the means by which a service is registered in the Framework, for subsequent
discovery by the enterprise applications . A service-1D isreturned to the service supplier when a service isregistered in
the Framework. The service-ID is the handle with which the service supplier can identify the registered service when
needed (e.g. for withdrawing it). The service-ID is only meaningful in the context of the Framework that generated it.

Parameters

servi ceTypeNane : in TpServiceTypeNane

The"serviceTypeName" parameter identifies the service type and a set of named property types that may be used in
further describing this service (i.e., it restricts what is acceptable in the servicePropertyList parameter). If the string
representation of the "type" does not obey the rules for identifiers, then an P_ILLEGAL_SERVICE_TY PE exceptionis
raised. If the"type" is correct syntactically but the Framework is able to unambiguously determine that it is not a
recognised service type, thenaP_UNKNOWN_SERVICE_TY PE exception is raised.

servi cePropertyList : in TpServicePropertyli st

The "servicePropertyList” parameter isalist of property name and property value pairs. They describe the service being
registered. This description typically covers behavioral, non-functional and non-computational aspects of the service.
Service properties are marked "mandatory™ or "readonly”. These property mode attributes have the following semantics:

a mandatory - a service associated with this service type must provide an appropriate value for this property when
registering.

b. readonly - this modifier indicates that the property is optional, but that once given a value, subsequently it may
not be modified.

Specifying both modifiers indicates that a value must be provided and that subsequently it may not be modified. An
example of such properties are those which form part of a service agreement and hence cannot be modified by service
suppliers during the life time of service.

If the type of any of the property valuesis not the same as the declared type (declared in the service type), then a
P_PROPERTY_TYPE_MISMATCH exception israised. If an attempt is made to assign a dynamic property valueto a
readonly property, then the P READONLY_DYNAMIC_PROPERTY exceptionisraised. If the "servicePropertyList"
parameter omits any property declared in the service type with a mode of mandatory, then a
P_MISSING_MANDATORY_PROPERTY exceptionisraised. If two or more properties with the same property name
areincluded in this parameter, the P_ DUPLICATE_PROPERTY _NAME exception israised.

servicel D : out TpServicel DRef

Thisisthe unique handle that is returned as aresult of the successful completion of this operation. The Service Supplier
can identify the registered service when attempting to accessit via other operations such as unregisterService(), etc.
Enterprise client applications are also returned this service-ID when attempting to discover a service of thistype.
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Raises
TpGener al Excepti on, TpFWEXcepti on

Method

announceServi ceAvai l abi lity()

The registerService() method described previously does not make the service discoverable. The
announceServiceAvailability() method isinvoked after the service is authenticated and its service factory isinstantiated
at aparticular interface. This method informs the framework of the availability of "service factory” of the previously

registered service, identified by its service ID, at a specific interface. After the receipt of this method, the framework
makes the corresponding service discoverable.

There exists a " service manager"instance per service instance. Each service implements the IpSvcFactory interface. The
I pSvcFactory interface supports a method called the getServiceManager(application: in TpClientApplD,
serviceManager: out IpServiceRefRef). When the service agreement is signed for some servicel D (using
signServiceAgreement()), the framework calls the getServiceManager() for this service, gets a serviceManager and
returns this to the client application.

Parameters

servicelD : in TpServicelD

The service ID of the service that is being announced. If the string representation of the "servicel D" does not obey the
rules for service identifiers, thenan P_ILLEGAL_SERVICE_ID exceptionisraised. If the"servicelD" islegal but
there is no service offer within the Framework with that 1D, then an P_UNKNOWN_SERVICE_ID exception is raised.

servi ceFactoryRef : in |pServiceRef
The interface reference at which the service factory of the previoudy registered service is available.

Raises
TpCGener al Excepti on, TpFWEXcepti on

Method
unr egi st er Servi ce()

The unregisterService() operation is used by the service suppliersto remove a registered service from the Framework.
The serviceisidentified by the "service-ID" which was originally returned by the Framework in response to the
registerService() operation. After the unregisterService(), the service can no longer be discovered by the enterprise
client application.

Parameters

servicelD : in TpServicelD

The service to be withdrawn isidentified by the "servicel D" parameter which was originally returned by the
registerService() operation. If the string representation of the "servicel D" does not obey the rules for service
identifiers, then an P_ILLEGAL_SERVICE_ID exceptionisraised. If the"servicelD" islegal but thereis no service
offer within the Framework with that 1D, then an P_UNKNOWN_SERVICE_ID exceptionis raised.
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Raises
TpGener al Excepti on, TpFVEXxcepti on

Method
descri beService()

The describeService() operation returns the information about a service that is registered in the framework. It comprises,
the "type" of the service, and the "properties’ that describe this service. The service isidentified by the "service-1D"
parameter which was originally returned by the registerService() operation.

This operation isintended to be used between a certain framework and the SCS that registered the SCF, sinceit isonly
between them that the servicel D isvalid. The SCS may register various versions of the same SCF, each with a different
description (more or less restrictive, for example), and each getting a different servicel D assigned. Getting the
description of these SCFs from the framework where they have been registered helps the SCSinternal maintenance.

Parameters

servicelD : in TpServicelD

The service to be described isidentified by the "servicel D" parameter which was originally returned by the
registerService() operation. If the string representation of the "servicel D" does not obey the rules for object identifiers,
thenan P_ILLEGAL_SERVICE_ID exceptionisraised. If the"servicelD" islegal but thereis no service offer within
the Framework with that 1D, thenaP_UNKNOWN_SERVICE _ID exception is raised.

servi ceDescription : out TpServiceDescripti onRef

This consists of the information about an offered service that is held by the Framework. It comprises the "type" of the
service, and the properties that describe this service.

Raises
TpCGener al Excepti on, TpFWEXCcept i on

12.2  Service Factory Interface Classes

12.2.1 Interface Class IpSvcFactory

Inherits from: Iplnterface.

The IpSvcFactory interface allows the framework to get access to a service manager interface of a service. It is used
during the signServiceAgreement, in order to return a service manager interface reference to the application. Each
service has a service manager interface that isthe initial point of contact for the service. E.g., the generic call control
service uses the IpCall Control M anager interface.
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Method

get Ser vi ceManager ()

This method returns a service manager interface reference for the specified application. Usually, but not necessarily,
thisinvolves the instantiation of a new service manager interface.

Parameters
application : in TpDomai nl D
Specifies the application for which the service manager interface is requested.

servi ceProperties : in TpServicePropertylLi st

servi ceManager : out | pServi ceRef Ref
Specifies the service manager interface reference for the specified application ID.

Raises
TpGener al Excepti on, TpFVWEXcepti on

13 Framework-to-Service State Transition Diagrams

13.1  Service Registration State Transition Diagrams

13.1.1 State Transition Diagrams for IpFwServiceRegistration
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registerSenice

( Registering
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announceSeniceAvailability

[ describeSenvice
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unregisterSenvice

{ )

N /%

Figure : State Transition Diagram for IpFwServiceRegistration

13.1.1.1 Registering SCF State

Thisisthe state entered when a Service Capability Server (SCS) starts the registration of its SCF in the Framework, by
informing it of the existence of an SCF characterised by a service type and a set of service properties. As aresult the
Framework associates a service ID to this SCF, that will be used to identify it by both sides. When receiving this 1D, the
SCSinstantiates a manager interface for this SCF, which will be the entry point for applications that want to useit.

13.1.1.2 SCF registered State

Thisisthe state entered when, the service manager interface having been instantiated, the SCS informs the Framework
of the availability of the SCF, and makes it actually available by providing the Framework with the manager interfaces
to be used by applications. Anytime the SCF availability may be withdrawn by un-registering it.

13.2  Service Factory State Transition Diagrams

There are no State Transition Diagrams defined for Service Factory
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14 Service Properties

14.1  Service Property Types

The service type defines which properties the supplier of an SCF supllier must provide when he registers an SCF.

At Service Registration the properties of atype must be interpreted as the set of values that can be supported by the
service. If aservice type has a certain property (e.g. "CAN_DO_SOVETHI NG'), a service registers with a proprety value
of {"true", "false"}.Thismeansthat the SCSis ableto support Service instances where this property is used or
alowed and instances where this property is not used or alowed. This clarifies why sets of values must be used for the
property values in stead of primitive types.

At establishment of the Service Level Agreement the property can then be set to the value of the specific agreement.
The context of the Service Level Agreement thus restricts the set of property values of the SCS and will thuslead to a
sub-set of the service property values. When the correct SCF is instantiated during the discovery and selection

procedurel, the Service Properties must thus be interpreted as the requested property values.

All property values are represented by an array of strings. The following table shows all supported property types.

Property type name Description Example value Interpretation of example
(array of strings) value
BOOLEAN_SET set of booleans {"FALSE"} The set of booleans consisting
of the boolean "false".
INTEGER_SET set of integers {"1","2", "5", "7"} The set of integers consisting of
the integers 1, 2, 5 and 7.
STRING_SET set of strings {"Sophia", "Rijen"} The set of strings consisting of
the string “Sophia" and the
string "Rijen"
ADDRESSRANGE_SET set of address ranges | {"123??*", The set of address ranges
"* ericsson.se"} consisting of ranges 123??* and
*.ericsson.se.
INTEGER_INTERVAL interval of integers {"5", "100"} The integers that are between
or equal to 5 and 100.
STRING_INTERVAL interval of strings {"Rijen", "Sophia"} The strings that are between or
equal to the strings "Rijen" and
"Sophia", in lexicographical
order.
INTEGER_INTEGER_MAP map from integers to {"1","10", "2","20", | The map that maps 1 to 10, 2 to
integers "3", "30"} 20 and 3 to 30.

The bounds of the string interval and the integer interval types may hold the reserved value "UNBOUNDED". If the left
bound of the interval holds the value "UNBOUNDED", the lower bound of the interval is the smallest value supported
by the type. If the right bound of the interval holds the value "UNBOUNDED", the upper bound of theinterval isthe
largest value supported by the type.

14.2  General Service Properties
Each service instance has the following general properties:

e  Service Name

1 Thisisachieved through the getServiceManager() operation in the Service Factory interface.
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This property contains the name of the service, e.g. “UserLocation”, “UserL ocationCamel”, “UserL ocationEmergency”

or “UserStatus’.

14.2.2 Service Version

This property contains the version of the APIs, to which the service is compliant, e.g. “2.1".

14.2.3 Service Instance ID

This property uniquely identifies a specific instance of the service. The Framework generates this property.

14.2.4 Service Instance Description

This property contains a textual description of the service.

14.2.5 Product Name

This property contains the name of the product that provides the service, e.g. “Find It”, “Locate.com”.

14.2.6 Product Version

This property contains the version of the product that providesthe service, e.g. “3.1.11".

14.2.7 Supported Interfaces

This property contains alist of strings with interface names that the service supports, e.g. “IpUserLocation”,

“IpUserStatus’.

14.2.8 Operation Set

Property

Type

Description

P_OPERATION_SET

STRING_SET

Specifies set of the operations the SCS
supports.

The notation to be used is :
{“Interfacel.operation1”,"Interfacel.operation2
", “Interface2.operationl}, e.g.:
{“IpCall.createCall”,"IpCall.routeReq"}.

3GPP



Release 4 85 3GPP TS 29.198-3 V1.0.0 (2001-03)

15 Data Definitions

This section provides the framework specific data definitions necessary to support the OSA interface specification.
The general format of a data definition specification is the following:

— Datatype, that shows the name of the data type.

Description, that describes the data type.

— Tabular specification, that specifies the data types and values of the data type.

Example, if relevant, shown to illustrate the data type.

15.1 Common Framework Data Definitions

15.1.1 TpClientAppID

Thisisanidentifier for the client application. It is used to identify the client to the framework. Thisdatatypeis
identical to TpString and is defined as a string of characters that uniquely identifies the application. The content of this
string shall be unique for each OSA API implementation (or unique for a network operator’s domain). This unique
identifier shall be negotiated with the OSA operator and the application shall useit to identify itself.

15.1.2 TpClientAppIDList

This data type defines a Numbered Set of Data Elements of type TpClientApplD.

15.1.3 TpDomainlD

Definesthe Tagged Choi ce of Data El enent s that specify either the framework or the type of entity
attempting to access the framework.

TpDomainlDType

P_FW TpFwID Fwi D
P_CLIENT_APPLICATION TpClientApplD CientAppl D
P_ENT_OP TpENtOpID Ent Opl D
P_REGISTERED_SERVICE TpServicelD Servi cel D
P_SERVICE_SUPPLIER TpServiceSupplierlD Servi ceSuppl i erl D

15.1.4 TpDomainIDType

Defines either the framework or the type of entity attempting to access the framework

P_FW The framework
P_CLI ENT_APPLI CATI ON A client application
P_ENT_OP An enterprise operator

P_REGQ STERED_SERVI CE
P_SERVI CE_SUPPLI ER

A registered service

ArlW|IN|F|O

A service supplier
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15.1.5 TpEntOpID

Thisdatatypeisidentical to TpString and is defined as a string of characters that identifies an enterprise operator. In
conjunction with the application it uniquely identifies the enterprise operator which uses a particular OSA Service
Capability Feature.

15.1.6 TpPropertyName

Thisdatatypeisidentical to TpSt ri ng. It isthe name of ageneric “property”.

15.1.7 TpPropertyValue

Thisdatatypeisidentical to TpSt ri ng. Itisthevalue (or thelist of values) associated with a generic “property”.

15.1.8 TpProperty

ThisdatatypeisaSequence of Data El ement s which describesageneric “property”. It isastructured data
type consisting of the following { hame,value} pair:

PropertyName TpPropertyName
PropertyVaue TpPropertyValue

15.1.9 TpPropertyList

Thisdatatype definesaNunber ed Li st of Data El enent s of type TpProperty.

15.1.10 TpENntOpIDList

This data type defines a Numbered Set of Data Elements of type TpEntOpID.

15.1.11 TpFwID

Thisdatatypeisidentical to TpSt ri ng and identifies the Framework to a client application (or Service Capability
Feature)

15.1.12 TpService

This data type is a Sequence of Data Elements which describes a registered SCFs. It is a structured type which consists
of:

Servicel D TpServicelD

Servi cePropertyli st TpServicePropertyList

15.1.13 TpServiceList

This data type defines a Numbered Set of Data Elements of type TpService.
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15.1.14 TpServiceDescription

This data type is a Sequence of Data Elements which describes aregistered SCF. It is a structured data type which
consists of:

Servi ceTypeNane TpServiceTypeName

Servi cePropertyli st TpServicePropertyList

15.1.15 TpServicelD

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that uniquely identifies an instance of a
SCF interface. The string is automatically generated by the Framework, and comprises a T pUniqueServiceNumber,
TpServiceTypeName, and a number of relevant TpServiceSpecString, which are concatenated using a forward separator
(/) asthe separation character.

15.1.16 TpServicelDList

This data type defines a Numbered Set of Data Elements of type TpServicel D.

15.1.17 TpServicelDRef

Defines a Reference to type TpServiceld.

15.1.18 TpServiceSpecString

This datatypeisidentical to a TpString, and is defined as a string of characters that uniquely identifies the name of an
SCF specialization interface. Other network operator specific capabilities may also be used, but should be preceded by
the string "SP_".The following values are defined.

NULL An empty (NULL) string indicates no SCF specialization
P_CALL The Call specialization of the of the User Interaction SCF

15.1.19 TpUniqueServiceNumber

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that represents a unique number that is
used to build the service ID (refer to TpServicel D).

15.1.20 TpServiceTypeProperty

ThisdatatypeisaSequence of Data El enents which describes a service property associated with a service
type. It defines the name and mode of the service property, and also the service property type: e.g. boolean, integer. It

issimilar to, but distinct from, TpServiceProperty. The latter is associated with an actual service: it defines the service
property’ s name and mode, but also defines the list of values assigned to it.
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Ser vi cePr opert yName TpServicePropertyName
Servi cePr opertyMde TpServicePropertyMode
Servi cePr opertyTypeNane TpServiceProperty TypeName

15.1.21 TpServiceTypePropertyList
This data type defines a Numbered Set of Data Elements of type TpServiceTypeProperty.

15.1.22 TpServicePropertyMode
This type defines SCF property modes.

NORVAL 0 The value of the corresponding SCF property type may optionally be
provided
MANDATORY 1 The value of the corresponding SCF property type must be provided at
service registration time
READONLY 2 The value of the corresponding SCF property type is optional, but once
given avalue it may not be modified
MANDATORY_READONLY 3 The value of the corresponding SCF property type must be provided

and subsequently it may not be modified.

15.1.23 TpServicePropertyTypeName

This datatypeisidentical to TpString and describes a valid SCF property name. The valid SCF property names are
listed in the SCF data definition.

15.1.24 TpServicePropertyName

This datatypeisidentical to TpString. It definesavalid SCF property name.

15.1.25 TpServicePropertyNameList

This data type defines a Numbered Set of Data Elements of type TpServicePropertyName.

15.1.26 TpServicePropertyValue

This datatypeisidentical to TpString and describes a valid value of a SCF property.

15.1.27 TpServicePropertyValueList

This data type defines a Numbered Set of Data Elements of type TpServicePropertyVaue

15.1.28 TpServiceProperty

This datatype is a Sequence of Data Elements which describes an “ SCF property”. It is a structured data type which
consists of:
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Ser vi cePr oper t yNanme TpServicePropertyName
Ser vi cePropertyVal ueli s TpServicePropertyValuelist
t

Ser vi cePropertyMde TpServicePropertyMode

15.1.29 TpServicePropertyList

This data type defines a Numbered Set of Data Elements of type TpServiceProperty.

15.1.30 TpServiceSupplierlD

Thisisanidentifier for a service supplier. It is used to identify the supplier to the framework. This datatypeisidentica
toTpStri ng.

15.1.31 TpServiceTypeDescription

Thisdatatypeisa Sequence of Data Elements which describes an SCF type. It is a structured data type. It consists of:

Servi ceTypeProperty TpServiceTypePropertyList a sequence of property name and property mode

Li st tuples associated with the SCF type

Servi ceTypeNaneLi st TpServiceTypeNameList the names of the super types of the associated SCF
type

Enabl edOr Di sabl ed TpBoolean an indication whether the SCF typeis enabled (true)
or disabled (false)

15.1.32 TpServiceTypeName

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that uniquely identifies the type of an
SCF interface. Other Network operator specific capabilities may also be used, but should be preceded by the string
"SP_".The following values are defined.

NULL An empty (NULL) string indicates no SCF name
P_CALL_CONTROL The name of the Call Control SCF
P_USER | NTERACTI ON The name of the User Interaction SCFs
P_TERM NAL_CAPABI LI TI ES The name of the Terminal Capabilities SCF
P_USER LOCATI ON_CAMEL The name of the Network User Location SCF
P_USER _STATUS The name of the User Status SCF
P_DATA SESSI ON_CONTROL The name of the Data Session Control SCF

15.1.33 TpServiceTypeNameList

This data type defines a Numbered Set of Data Elements of type TpServiceTypeName.
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15.2 Event Notification Data Definitions

15.2.1 TpFwEventName

Defines the name of event being notified..

P_EVENT_FW NAVE_UNDEFI NED 0 Undefined
P_EVENT_FW_NEW_SERVICE_AVAILABLE 1 Notification of anew SCS available

15.2.2 TpFwEventCriteria

Definesthe Tagged Choi ce of Data El enent s that specify the criteriafor an event notification to be
generated.

TpFwEventName

P_EVENT_FW_NAME_UNDEFINED TpString Event NaneUndef i ned
P_EVENT_FW_NEW_SERVICE_AVAILABLE TpServiceTypeNameList ServiceTypeNameList

15.2.3 TpFwEventinfo

Definesthe Tagged Choi ce of Data El enent s that specify the information returned to the application in an
event notification.

‘ TpFwEventName ‘ |

P_EVENT_FW_NAME_UNDEFINED TpString Event NameUndef i ned

15.3  Trust and Security Management Data Definitions

15.3.1 TpAccessType

Thisdatatypeisidentical to a TpString. Thisidentifies the type of access interface requested by the client application.
If they request P_OSA_ACCESS, then areference to the IpAccess interface is returned. (Network operators can define
their own access interfaces to satisfy client requirements for different types of access. These can be selected using the
TpAccessType, but should be preceded by the string "SP_". The following value is defined:

P_OSA_ACCESS Access using the OSA Access Interfaces: IpAccess and
IpAppAccess
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15.3.2 TpAuthType

This datatype isidentical to a TpString. It identifies the type of authentication mechanism requested by the client. It
provides Network operators and client's with the opportunity to use an alternative to the OSA API Level Authentication
interface. This can for example be an implementation specific authentication mechanism, e.g. CORBA Security, or a
proprietary Authentication interface supported by the Network Operator. OSA API Level Authentication isthe default
authentication method. Other Network operator specific capabilities may a so be used, but should be preceded by the
string “SP_". The following values are defined:

P_OSA_AUTHENTI CATI ON Authenticate using the OSA API Level Authentication
Interfaces: IpAPILevel Authentication and
IpAppAPILevel Authentication

P_AUTHENTI CATI ON Authenticate using the implementation specific
authentication mechanism, e.g. CORBA Security.

15.3.3 TpAuthCapability

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that identify the authentication
capabilities that could be supported by the OSA. Other Network operator specific capabilities may also be used, but
should be preceded by the string "SP_". Capabilities may be concatenated, using commas (,) as the separation
character. The following values are defined.

NULL An empty (NULL) string indicates no client capabilities.
P_DES 56 A simpletransfer of secret information that is shared
between the client application and the framework with
protection against interception on the link provided by the
DES algorithm with a 56bit shared secret key

P_DES 128 A simple transfer of secret information that is shared
between the client entity and the framework with protection
against interception on the link provided by the DES
algorithm with a 128bit shared secret key

P_RSA_512 A public-key cryptography system providing authentication
without prior exchange of secrets using 512 bit keys
P_RSA_1024 A public-key cryptography system providing authentication

without prior exchange of secrets using 1024bit keys

15.3.4 TpAuthCapabilityList

This datatypeisidentical to a TpString. It isa string of multiple TpAuthCapability concatenated using a comma (,)as
the separation character.

15.3.5 TpEndAccessProperties
Thisdatatypeis of type TpPropertyList. It identifies the actions that the framework should perform when an

application or service capability feature entity ends its access session (e.g. existing service capability or application
sessions may be stopped, or left running).

15.3.6 TpAuthDomain

ThisisSequence of Data El ement s containing all the data necessary to identify a domain: the domain
identifier, and a reference to the authentication interface of the domain
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Donai nl D TpDomai nl D Identifies the donmin for
authentication. This identifier is
assigned to the domain during the
initial contractual agreenents, and is
valid during the lifetime of the
contract.

Aut hl nterface I pl nt er f aceRef Identifies the authentication interface
of the specific entity. This data
el ement has the same lifetinme as the
domai n authentication process, i.e. in
principle a new interface reference can
be provided each tinme a domain intents
to access another.

15.3.7 TplinterfaceName

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that identify the names of the framework
SCFsthat are to be supported by the OSA API. Other Network operator specific SCFs may also be used, but should be
preceded by the string "SP_".The following val ues are defined.

P_DI SCOVERY The name for the Discovery interface.
P_EVENT_NOTI FI CATI ON The name for the Event Notification interface.
P_OAM The name for the OA&M interface.

P_LOAD VANAGER

The name for the Load Manager interface.

P_FAULT_MANAGER

The name for the Fault Manager interface.

P_HEARTBEAT_VANAGENENT

The name for the Heartbeat Management
interface.

P_REG STRATI ON

The name for the Service Registration interface.

P_ENT_OP_ACCOUNT_MANAGENENT

The name for the Service Subscription:
Enterprise Operator Account Management
interface.

P_ENT_OP_ACCOUNT_| NFO_QUERY

The name for the Service Subscription:
Enterprise Operator Account Information Query
interface.

P_SVC_CONTRACT _MANAGEMENT

The name for the Service Subscription: Service
Contract Management interface.

P_SVC_CONTRACT | NFO_QUERY

The name for the Service Subscription: Service
Contract Information Query interface.

P_CLI ENT_APP_MANAGEMENT

The name for the Service Subscription: Client
Application Management interface.

P_CLI ENT_APP_I NFO_QUERY

The name for the Service Subscription: Client
Application Information Query interface.

P_SVC_PROFI LE_NVANAGEVENT

The name for the Service Subscription: Service
Profile Management interface.

P_SVC_PROFI LE_| NFO_QUERY

The name for the Service Subscription: Service
Profile Information Query interface.

15.3.8 TpServiceAccessControl

Thisis Sequence of Data Elements containing the access control policy information controlling access to the service
capability feature, and the trustLevel that the Network operator has assigned to the client application.

Pol i cy

TpString

Trust Level

TpString

The policy parameter indicates whether access has been granted or denied. If granted then the parameter trustLevel

must also have avalue.

The trustLevel parameter indicates the trust level that the Network operator has assigned to the client application.
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15.3.9 TpSecurityContext

This datatypeisidentical to a TpString and contains a group of security relevant attributes.

15.3.10 TpSecurityDomain

This datatypeisidentical to a TpString and contains the security domain in which the client application is operating.

15.3.11 TpSecurityGroup

Thisdatatypeisidentical to a TpString and contains a definition of the access rights associated with all clients that
belong to that group.

15.3.12 TpServiceAccessType

Thisdatatypeisidentical to a TpString and contains a definition of the specific security model in use.

15.3.13 TpServiceToken

Thisdatatypeisidentica to a TpString, and identifies a selected SCF. Thisis afree format text token returned by the
framework, which can be signed as part of a service agreement. Thiswill contain Network operator specific information
relating to the service level agreement. The serviceToken has a limited lifetime, which is the same as the lifetime of the
service agreement in normal conditions. If something goes wrong the serviceT oken expires, and any method accepting
the serviceToken will return an error code (P_I NVALI D_SERVI CE_TOKEN). Service Tokens will automatically
expireif the client or framework invokes the endAccess method on the other's corresponding access interface.

15.3.14 TpSignatureAndServiceMgr

Thisisa Sequence of Data Elements containing the digital signature of the framework for the service agreement, and a
reference to the SCF manager interface of the SCF.

Di gi tal Signature TpString
Servi ceMyrinterface | pSer vi ceRef

The digitalSignature is the signed version of a hash of the service token and agreement text given by the client
application.

The ServiceMgrinterface is a reference to the SCF manager interface for the selected SCF.

15.3.15 TpSigningAlgorithm

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that identify the signing algorithm that
must be used. Other Network operator specific capabilities may also be used, but should be preceded by the string
"SP_". The following val ues are defined.

NULL An empty (NULL) string indicates no signing algorithmis
required
P_MD5_RSA 512 MD?5 takes an input message of arbitrary length and

produces as output a 128-bit message digest of theinput.
Thisisthen encrypted with the private key under the RSA
public-key cryptography system using a512 bit key.

P_MD5_RSA_1024 MD5 takes an input message of arbitrary length and

produces as output a 128-bit message digest of theinput.

Thisisthen encrypted with the private key under the RSA
public- key cryptography system using a 1024 bit key
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15.4  Integrity Management Data Definitions

15.4.1 TpActivityTestRes

Thistypeisidentical to TpString and is an implementation specific result. The valuesin this data type are “Available”
or “Unavailable’.

15.4.2 TpFaultStatsRecord

This defines the set of records to be returned giving fault information for the requested time period.

Peri od TpTi nel nterval
Faul t St at sSet TpFaul t St at sSet

15.4.3 TpFaultStats

This defines the sequence of data elements which provide the statistics on a per fault type basis.

Faul t Tpl nt erfaceFaul t
Ccecurrences Tpl nt 32 The nunmber of separate instances of
this fault
MaxDur at i on Tpl nt 32 The nunber of seconds duration of the
| ongest fault
Tot al Duration Tpl nt 32 The curul ative duration (all
occurrences)
Nunber O d i ent sAf f ect ed Tpl nt 32 The nunber of clients inforned of the
fault by the Fw

Occurrences is the number of separate instances of this fault during the period. MaxDuration and
TotalDuration are the number of seconds duration of the longest fault and the cumulative total during the
period. NumberOfClientsAffected is the number of clients informed of the fault by the framework.

15.4.4 TpFaultStatsSet

Thisdatatype definesaNunber ed Set of Data El ement s of type TpFaultStats

15.4.5 TpActivityTestID

Thisdatatypeisidentical to a TpInt32, and is used as a token to match activity test requests with their results..

15.4.6 TpinterfaceFault

Defines the cause of the interface fault detected.

| NTERFACE_FAULT_UNDEFI NED 0 Undefined
| NTERFACE_FAULT_LOCAL_FAI LURE 1 A fault in thelocal API software or hardware
has been detected
| NTERFACE_FAULT_GATEWAY_FAI LURE 2 A fault in the gateway API software or
hardware has been detected
| NTERFACE_FAULT_PROTOCOL_ERROR 3 An error in the protocol used on the client-
gateway link has been detected
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15.4.7 TpSvcUnavailReason

Defines the reason why a SCF is unavailable.

SERVI CE_UNAVAI LABLE_UNDEFI NED 0 Undefined
SERVI CE_UNAVAI LABLE_LOCAL_FAI LURE 1 The Local API software or hardware has failed
SERVI CE_UNAVAI LABLE_GATEWAY_FAI LURE 2 The gateway API software or hardware has
failed
SERVI CE_UNAVAI LABLE_OVERLQADED 3 The SCF is fully overloaded
SERVI CE_UNAVAI LABLE_CLOSED 4 The SCF has closed itself (e.g. to protect from
fraud or malicious attack)

15.4.8 TpFWUnavailReason

Defines the reason why the Framework is unavailable.

FW UNAVAI LABLE_UNDEFI NED 0 Undefined

FW UNAVAI LABLE_LOCAL_FAI LURE 1 The Local API software or hardware has failed

FW UNAVAI LABLE_GATEWAY_FAI LURE 2 The gateway API software or hardware has

failed
FW UNAVAI LABLE_OVERLOQADED 3 The framework is fully overloaded
FW UNAVAI LABLE_CLOSED 4 The framework has closed itself (e.g. to protect
from fraud or malicious attack)

FW _UNAVAI LABLE_PROTOCOL_FAI LURE 5 The protocol used on the client-gateway link

has failed

15.4.9 TpLoadLevel

Defines the Sequence of Data Elements that specify load level values.

LOAD_LEVEL_NORVAL 0 Nor nal | oad
LOAD_LEVEL_OVERLQAD 1 Overl oad
LOAD_LEVEL_SEVERE_OVERLQAD 2 Severe Overl oad

15.4.10 TpLoadThreshold

Defines the Sequence of Data Elements that specify the load threshold value. The actual 1oad threshold valueis
application and SCF dependent, so is their relationship with load level.

LoadThr eshol d TpFl oat

15.4.11 TpLoadInitVal

Defines the Sequence of Data Elements that specify the pair of load level and associated load threshold value.
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LoadLevel TpLoadLevel
LoadThr eshol d TpLoadThr eshol d

15.4.12 TpTimelnterval

Defines the Sequence of Data Elements that specify atimeinterval.

StartTime TpDat eAndTi ne
St opTi e TpDat eAndTi e

15.4.13 TpLoadPolicy
Defines the load balancing policy.

' LoadPol i cy ‘ TpString |

15.4.14 TpLoadStatistic

Definesthe Sequence of Data El ement s that represents aload statistic record for a specific entity (i.e.
framework, service or application) at a specific date and time.

LoadStatisticEntityl D TpLoadStatisticEntitylD
Ti neSt anp TpDat eAndTi ne
LoadStati sticlnfo TpLoadStatisticlnfo

15.4.15 TpLoadStatisticList

DefinesaNunber ed Li st of Data El ements of type TpLoadStatistic.

15.4.16 TpLoadStatisticData

Definesthe Sequence of Data El enent s that represents load statistic information

LoadVal ue TpFl oat
LoadLevel TpLoadLevel

Note: LoadValueis expressed as a percentage.

15.4.17 TpLoadStatisticEntitylD

Definesthe Tagged Choi ce of Data El enent s that specify the type of entity (i.e. service, application or
framework) providing load statistics.

3GPP



Release 4 97 3GPP TS 29.198-3 V1.0.0 (2001-03)

TpLoadStatisticEntityType | |

P_LOAD_STATISTICS FW_TYPE TpFwID Fr amewor kI D
P_LOAD_STATISTICS SVC TYPE TpServicelD Servi cel D
P_LOAD_STATISTICS APP_TYPE TpClientAppID d i ent Appl D

15.4.18 TpLoadStatisticEntityType

Defines the type of entity (i.e. service, application or framework) supplying load statistics.

P_LOAD_STATI STI CS_FW TYPE 0 Framework-type load statistics
P_LOAD_STATI STI CS_SVC_TYPE 1 Sarvicetype load statistics
P_LOAD_STATI STI CS_APP_TYPE 2 Application-type load statistics

15.4.19 TpLoadStatisticlnfo

Definesthe Tagged Choi ce of Data El enent s that specify the type of load statistic information (i.e. valid or
invalid).

TpLoadStatisticnfoType

P_LOAD_STATISTICS VALID TpLoadStatisticData LoadSt ati sticData
P_LOAD_STATISTICS INVALID TpLoadStatisticError LoadSt ati sticError

15.4.20 TpLoadStatisticinfoType

Defines the type of load statistic information (i.e. valid or invalid).

P_LOAD_STATI STI CS_VALI D 0 Valid load statistics
P_LOAD_STATI STI CS_I NVALI D 1 Invalid load statistics

15.4.21 TpLoadStatisticError

Definestheerror code associated with a failed attenpt to retrieve any | oad
statistics information.

P_LOAD | NFO_ERROR_UNDEFI NED 0 Undefined error
P_LOAD | NFO_UNAVAI LABLE 1 Load statistics unavail able
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15.5  Service Subscription Data Definitions

15.5.1 TpPropertyName

Thisdatatypeisidentical to TpSt ri ng. It isthe name of ageneric “property”.

15.5.2 TpPropertyValue

Thisdatatypeisidentical to TpSt ri ng. Itisthe value (or thelist of values) associated with a generic “property”.

15.5.3 TpProperty

ThisdatatypeisaSequence of Data El ement s which describesageneric “property”. It isastructured data
type consisting of the following { name,value} pair:

Pr opert yName TpPropertyName

Pr opert yVal ue TpPropertyValue

15.5.4 TpPropertyList

Thisdatatype definesaNunber ed Li st of Data El enent s of type TpProperty.

15.5.5 TpEntOpProperties

This datatypeis of type TpPropertyList. It identifiesthe list of properties associated with an enterprise operator: e.g.
name, organisation, address, phone, e-mail, fax, payment method (credit card, bank account).

15.5.6 TpENtOp

ThisdatatypeisaSequence of Data El enent s which describesan enterprise operator. It isa structured data
type, consisting of a unique “enterprise operator ID” and alist of “enterprise operator properties’, as follows:

Ent Opl D TpENtOpID

Ent OpProperties TpEntOpProperties

15.5.7 TpServiceContractID

Thisdatatypeisidentical to TpSt r i ng. It uniquely identifies the contract, between an enterprise operator and the
framework, for the use of a Parlay service by the enterprise.

15.5.8 TpPersonName

Thisdatatypeisidentical to TpSt ri ng. It isthe name of ageneric “person”.
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15.5.9 TpPostalAddress

Thisdatatypeisidentical to TpSt ri ng. It isthe mailing address of a generic “person”.

15.5.10 TpTelephoneNumber

Thisdatatypeisidentical to TpSt ri ng. It isthe telephone number of a generic “person”.

15.5.11 TpEmaill

Thisdatatypeisidentical to TpSt ri ng. It isthe email address of a generic “person”.

15.5.12 TpHomePage

Thisdatatypeisidentical to TpSt ri ng. It isthe web address of a generic “person”.

15.5.13 TpPersonProperties

This datatypeis of type TpPropertyList. It identifies the list of additional properties, other than those listed above, that
can be associated with a generic “ person”.

15.5.14 TpPerson

ThisdatatypeisaSequence of Data El ement s which describesageneric “person”: e.g. abilling contact, a
service requestor. It isastructured data type which consists of:

Per sonName TpPersonName
Post al Addr ess TpPostalAddress
Tel ephoneNunber TpTelephoneNumber
Enmai | TpEmail
HonmePage TpHomePage
Per sonProperties TpPersonProperties

15.5.15 TpServiceStartDate

Thisisof type TpDat eAndTi rre. It identifies the contractual start date and time for the use of a Parlay service by an
enterprise or an enterprise SAG.

15.5.16 TpServiceEndDate

Thisis of type TpDat eAndTi me. It identifies the contractual end date and time for the use of a Parlay service by an
enterprise or an enterprise SAG.

15.5.17 TpServiceRequestor

Thisisof type TpPerson. It identifies the enterprise person requesting use of a Parlay service: e.g. the enterprise
operator.
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15.5.18 TpBillingContact

Thisis of type TpPerson. It identifies the enterprise person responsible for billing issues associated with an enterprise’s
use of a Parlay service.

15.5.19 TpServiceSubscriptionProperties

Thisisof type TpPropertyList. It specifies a subset of all available service properties and service property values that
apply to an enterprise’s use of a Parlay service.

15.5.20 TpServiceContract

ThisdatatypeisaSequence of Data El ement s which describesaservice contract. This contract should
conform to a previously negotiated high-level agreement (regarding Parlay services, their usage and the price, etc.), if
any, between the enterprise operator and the framework operator. It isastructured data type which consists of:

Servi ceContract| D TpServiceContract|D

Ser vi ceRequest or TpServiceRequestor

Bi | I i ngCont act TpBillingContact

Servi ceStartDate TpServiceStartDate
Servi ceEndDat e TpServiceEndDate
Servi ceTypeNane TpServiceTypeName
Servi cel D TpServicelD

Ser vi ceSubscri ptionProperties TpServiceSubscriptionProperties

15.5.21 TpPassword

Thisdatatypeisidentical to TpSt ri ng. Itisapassword assigned to a client application for authentication purposes.

15.5.22 TpClientAppProperties

Thisisof type TpPropertyList. The client application propertiesis alist of { name,value} pairs, for bilateral agreement
between the enterprise operator and the framework.

15.5.23 TpClientAppDescription

ThisdatatypeisaSequence of Data El enents which describes an enterprise client application. Itisa
structured data type, consisting of a unique “client application ID”, password and alist of “client application properties:

CientAppl D TpClientApplD
Passwor d TpPassword
Client AppProperties TpClientAppProperties

15.5.24 TpSaglD

Thisdatatypeisidentical to TpSt ri ng. It uniquely identifies a Subscription Assignment Group (SAG) of client
applications within an enterprise.
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15.5.25 TpSaglIDList

Thisdatatype definesaNunber ed Li st of Data El enent s of type TpSagID.

15.5.26 TpSagDescription

Thisdatatypeisidentical to TpSt ri ng. It describes a SAG: e.g. alist of identifiers of the constituent client
applications, the purpose of the “grouping”.

15.5.27 TpSag

ThisdatatypeisaSequence of Data El ement s which describesa Subscription Assignment Group (SAG) of
client applications within an enterprise. It is a structured data type consisting of a unique SAG ID and a description:

Sagl D TpSaglD

SagDescri ption TpSagDescription

15.5.28 TpServiceProfilelD

Thisdatatypeisidentical to TpSt ri ng. It uniquely identifies the service profile, which further constrains how an
enterprise SAG uses a Parlay service.

15.5.29 TpServiceProfilelDList

Thisdatatype definesaNunber ed Li st of Data El enents of type TpServiceProfilelD.

15.5.30 TpServiceProfile

ThisdatatypeisaSequence of Data El enents which describesa Service Profile. A service contract contains
one or more Service Profiles, one for each SAG in the enterprise operator domain. A service profile is arestriction of
the service contract in order to provide restricted service featuresto a SAG. It isastructured data type which consists
of:

Servi ceProfilel D TpServiceProfilelD
Servi ceContract| D TpServiceContract|D
Servi ceStartDate TpServiceStartDate
Servi ceEndDat e TpServiceEndDate
Servi ceTypeNane TpServiceTypeName
Servi ceSubscri ptionProperties TpServiceSubscriptionProperties
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Annex A (normative):
OMG IDL Description of Framework

The OMG IDL representation of this interface specification is contained in atext file (fw.idl contained in
archive2919803IDL.ZIP) which accompanies the present document.
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Annex B (informative):
Differences between this draft and 3GPP 29.198 R99

Thefollowing isalist of the differences between this draft and 3GPP 29.198 R99, for those items which are common to
both documents. Any new interfaces/methods with respect to Release 99 are not listed.

B.1 IpService Registration

Interface Class | pServiceRegistration in R99 renamed | pFwServiceRegistration

B.2 IDL Namespace

IDL namespace has been extended. Instead of all interfaces being under org::open-service-access::fw, now all
interfaces except | pFwServiceRegistratin and |pSvcFactory are under fw::fw_client, and | pFwServiceRegistration and
| pSvcFactory are under fw::fw_service

B.3 IpAccess

accessCheck(serviceT oken: in TpServiceT oken,securityContext: in FpStringT pSecurityContext, securityDomain: in
FpStringT pSecurityDomain, group : in FpStringT pSecurityGroup, serviceAccessTypes: in
FpStringT pServiceAccessType, serviceAccessControl: out TpServiceAccessControl Ref): TpResult

B.4 IpAPILevelAuthentication, IpAppAPILevelAuthentication

Interfaces | pAuthentication and | pAppA uthentication renamed as |pAPILevel Authentication and
IpAppAPILevel Authentication. New interface I pAuthentication added. |pAPILevel Authentication inherits from
| pAuthentication.

sel ectEncryptionM ethodseleetAuthMethed (authCaps : in TpAuthCapabilityList, prescribedMethod : out
TpAuthCapabilityRef) : TpResult

B.5 New IpAuthentication

reguestAccess (accessType : in TpAccessType, appAccessinterface : in IplnterfaceRef, fwAccessinterface : out
IplnterfaceRefRef) : TpResult  added.

B.6 IpInitial

SSTvphe—:In

VohrterfaceRefRef)— TpResukt deleted from interface.

B.7 IpAppLoadManager

loadL evel Natification(loadStatistics : in TpLoadStatisticList) : TpResult

B.8 Data Type Changes

TpServicel D
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Thisdatatypeisidentical to a TpString, and is defined as a string of characters that uniquely identifies an instance of a
SCF interface. The string is automatically generated by the Framework, and comprises a T pUniqueServiceNumber,
FpServiceNameString TpServiceTypeName, and a number of relevant T pServiceSpecString, which are concatenated
using aforward separator (/) as the separation character.

TpServicel DList
This data type defines a Numbered Set of Data Elements of type TpServicel D.
TpServicel DRef

Defines a Reference to type TpServicel d.

TpServiceSpecString

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that uniquely identifies the name of an
SCF specialization interface. Other network operator specific capabilities may also be used, but should be preceded by
the string "SP_".The following values are defined for OSA release 99.

Character String Value Description
NULL An empty (NULL) string indicates no SCF specialization
P_CALL The Call specialization of the of the User Interaction SCF

TpUniqueServiceNumber

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that represents a unique number that is
used to build the service ID (refer to TpServicel D).

TpServiceTypeProperty

ThisdatatypeisaSequence of Data El enents which describes a service property associated with a service
type. It defines the name and mode of the service property, and also the service property type: e.g. boolean, integer. It
issimilar to, but distinct from, TpServiceProperty. The latter is associated with an actual service: it defines the service
property’ s name and mode, but also defines the list of values assigned to it.

Sequence Element Sequence Element Documentation
Name Type
Ser vi cePr opert yName TpServicePropertyName
Servi cePr opertyMde TpServicePropertyMode
Servi cePropertyTypeNane TpServiceProperty TypeName
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TpServiceTypePropertylList

This data type defines a Numbered Set of Data Elements of type TpServiceTypeProperty.
TpServicePropertyM ode

Thistypeisleft as a placeholder but is not used in release 99.This defines SCF property modes.

Name Value Documentation
NORVAL 0 The value of the corresponding SCF property type may optionally be
provided
MANDATORY 1 The value of the corresponding SCF property type must be provided at
service registration time
READONLY 2 The value of the corresponding SCF property typeis optional, but once
given avalue it may not be modified
MANDATORY_READONLY 3 The value of the corresponding SCF property type must be provided

and subsequently it may not be modified.

TpServicePropertyTypeName

Thisdatatypeisidentical to TpString and describes a valid SCF property name. The valid SCF property names are
listed in the SCF data definition.

TpServicePropertyName

Thisdatatypeisidentical to TpString. It definesavalid SFCE property name. \V-alid-SCFproperty-names-are Hsted-n
: ot defirition.

TpServicePropertyNameL ist

This data type defines a Numbered Set of Data Elements of type TpServicePropertyName.

TpServicePropertyValue

Thisdatatypeisidentical to TpString and describes avalid value of a SCF property. Fhevalid-SCFproperty-valuesare
iven in the SCF data definition

TpServicePropertyValuelL ist

This data type defines a Numbered Set of Data Elements of type TpServicePropertyVaue

TpServiceProperty

This data type is a Sequence of Data Elements which describes an “ SCF property”. It is a structured data type which
consists of:

.~ SequenceElement ~ SequenceElement Documentation
Name Type
Ser vi cePr oper t yNanme TpServicePropertyName
tServi cePropertyVal uelLi s TpServicePropertyValuelist
Servi cePr opertyMde TpServicePropertyMode

TpServicePropertylList
This data type defines a Numbered Set of Data Elements of type TpServiceProperty.
TpServiceSupplier| D

Thisisanidentifier for aservice supplier. It is used to identify the supplier to the framework. This datatypeisidentica
toTpStri ng.
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TpServiceTypeDescription
Thistypeisleft as aplaceholder but is not used in release 99.

Thisdatatype is a Sequence_of Data Elements which describes an SCF type. It is a structured data type. It consists of:

Sequence Element Sequence Element Documentation
Name Type

Servi ceTypeProperty TpServiceTypePropertyList a sequence of property name and property mode

Li st tuples associated with the SCF type

Servi ceTypeNaneLi st TpServiceTypeNameL.ist the names of the super types of the associated SCF
type

Enabl edOr Di sabl ed TpBoolean an indication whether the SCF typeis enabled or
disabled

TpServiceTypeName

2 re—This datatype isidentical
to anStrl ng, and is deﬂned as astrl ng of charactersthat unlquelv |dent|f|esthe tvpe of an SCF interface. Other
Network operator specific capabilities may also be used, but should be preceded by the string "SP_".The following
values are defined for OSA release 99.

Character String Value Description
NULL An empty (NULL) string indicates no SCF name
P_CALL_CONTROL The name of the Call Control SCF
P_USER | NTERACTI ON The name of the User Interaction SCFs
P_TERM NAL_CAPABI LI TI ES The name of the Terminal Capabilities SCF
P_USER LOCATI ON_CAMEL The name of the Network User Location SCF
P_USER STATUS The name of the User Status SCF
P_DATA SESSI ON CONTROL The name of the Data Session Control SCF

TpServiceTypeNameL ist
This data type defines a Numbered Set of Data Elements of type TpServiceTypeName.
TpSecurityContext

This datatype isidentical to a TpString and contains a group of security relevant attributes.

TpSecurityDomain

This datatypeisidentical to a TpString and contains the security domain in which the client application is operating.

TpSecurityGroup

This datatypeisidentical to a TpString and contains a definition of the access rights associated with all clients that
belong to that group.

TpServiceAccessType

This datatype isidentical to a TpString and contains a definition of the specific security model in use.

TpAccessType

Thisdatatypeisidentical to a TpString. Thisidentifies the type of access interface requested by the client application.
If they request P_OSA_ACCESS, then areference to the IpAccess interface is returned. (Network operators can define
their own access interfaces to satisfy client requirements for different types of access. These can be selected using the
TpAccessType, but should be preceded by the string "SP_". The following value is defined :
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String Value Description
P_OSA_ACCESS Access using the OSA Access Interfaces: IpAccess and
IpAppAccess
TpAuthType

This datatypeisidentical to a TpString. It identifies the type of authentication mechanism requested by the client. It
provides Network operators and client's with the opportunity to use an alternative to the OSA API Level Authentication
interface. This can for example be an implementation specific authentication mechanism, e.g. CORBA Security, or a
proprietary Authentication interface supported by the Network Operator. OSA API Level Authentication is the default

authentication method. Other Network operator specific capabilities may also be used, but should be preceded by the
string “SP_". The following values are defined :

String Value Description

P_OSA AUTHENTI CATI ON Authenticate using the OSA API Level Authentication
Interfaces: 1pAPIL evel Authentication and
IpAppAPIL evel Authentication

P_AUTHENTI CATI ON Authenticate using the implementation specific

authentication mechanism, e.g. CORBA Security.

TpFaultStatsRecord
This defines the set of records to be returned giving fault information for the requested time period.

Sequence Element Name Sequence Element Type

Peri od TpTi el nt erval
Faul t St at sSet Faul-tRecords TpFaul t St at sSet
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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application developers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the Call Control Service Capability Feature (SCF) aspects of the interface. All aspects of the
Cadl Control SCF are defined here, these being:

e Sequence Diagrams

¢ ClassDiagrams

« Interface specification plus detailed method descriptions
e State Transition diagrams

o Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modelling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

¢ References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For a specific reference, subsequent revisions do not apply.

¢ For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtua Home Environment (Release 4)".

ETSI



Release 4 7 3GPP TS 29.198-4 V1.0.0 (2001-03)

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Call Control SCF

Two flavours of call control APIs have beenincluded in Rel.4. These are the generic call control and the multi-party
call control. The generic call control isthe same APl as was already present in the previous specification for Rel.99 (TS
29.198 v3.2.0) and isin principle able to satisfy the requirements on Call Control APIsfor Rel.4.

However, the joint work between 3GPP CN5, ETSlI SPAN12 and the Parlay Call Control Working group with
collaboration from JAIN has been focussed on the Multi-party call control API. A humber of improvements on call
control functionality have been made and are reflected in this API. For thisit was necessary to break the inheritance that
previously existed between Generic and Multi-party call control.

Thejoint call control group has furthermore decided that the multi-party call control isto be considered as the future
base call control family and the technical work will not be continued on Generic Call control. Errors or technical flaws
will of course be corrected.

The following sections describe each aspect of the Call Control Service Capability Feature (SCF).
The order isasfollows:

¢ The Sequence diagrams give the reader a practical idea of how each of the service capability featureis
implemented.

¢ The Class relationships section show how each of the interfaces applicable to the SCF, relate to one another
¢ TheInterface specification section describes in detail each of the interfaces shown within the Class diagram part.

e The State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway.

¢ The Data definitions section show a detailed expansion of each of the data types associated with the methods within
the classes. Note that some data types are used in other methods and classes and are therefore defined within the
Common Datatypes part of this specification.

5 The Service Interface Specifications

5.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The general format of an interface specification is
described below.
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51.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for enterprise-based client applications are denoted by classes with
name | p<name>. The callback interfaces to the applications are denoted by classes with name | pApp<nane>. For
the interfaces between a Service and the Framework, the Service interfaces are typically denoted by classes with name
I pSvc<name>, while the Framework interfaces are denoted by classes with name |pFw<name>

5.1.2 Method descriptions

Each method (APl method “call”) is described. All methodsin the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Er r'
suffix for method results and errors, respectively. To handle responses and reports, the application or service developer
must implement therelevant | pApp<nane> or | pSvc<nane> interfacesto provide the callback mechanism.
5.1.3 Parameter descriptions

Each method parameter and its possible values are described. Parameters described as 'in' represent those that must have
avalue when the method is called. Those described as 'out' are those that contain the return result of the method when
the method returns.

514 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

5.2 Base Interface

5.2.1 Interface Class Ipinterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface

5.3 Service Interfaces

53.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as 'Service Interface’. The corresponding interfaces that
must be implemented by the application (e.g. for API callbacks) are denoted as 'Application Interface'.
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54 Generic Service Interface

5.4.1 Interface Class IpService

Inherits from: Iplnterface

All serviceinterfacesinherit from the following interface.

<<Interface>>

IpService

setCallback (applnterface : in IpinterfaceRef) : TpResult
setCallbackWithSessionID (applinterface : in IpIinterfaceRef, sessionID : in TpSessionID) : TpResult

Method
set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke methods on the
application.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

Raises
TpGener al Excepti on

Method
set Cal | backWt hSessi onl IX)

This method specifies the reference address of the application's callback interface that a service uses for interactions
associated with a specific session ID: e.g. a specific call, or call leg.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

sessionlD : in TpSessionlD
Specifies the session for which the service can invoke the application's callback interface.
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Raises
TpCener al Excepti on

6 Generic Call Control Service

6.1 Sequence Diagrams

6.1.1 Additional Callbacks

The following sequence diagram shows how an application can register two call back interfaces for the same set of
events. If one of the call backs can not be used, e.g., because the application crashed, the other call back interfaceis
used instead.

fird ingance : : IpAppCallControlManager second instance : : IpAppCallControlMan ager ~leCaliControlManager
: new()
; ‘ |
: 2: enableCallNotification( ) 1
‘ U
3: new()
T I
4: enableCallNotification( ) :
U

5: callEventNotify( ') o

6: forward event'

7: "call Notify result: failure"

8: callEventNotify( )

9: "forward event" J

i

1: Thefirst instance of the application is started on node 1. The application creates a new | pAppCall ControlManager to
handle callbacks for thisfirst instance of the logic.

2: The enableCallNotfication is associated with an applicationID. The call control manager uses the applicationlD to
decide whether thisis the same application.
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3: The second instance of the application is started on node 2. The application creates a new
IpAppCall ControlManager to handle callbacks for this second instance of the logic.

4: The same enableCallNotfication request is sent as for the first instance of the logic. Because both requests are
associated with the same application, the second request is not rejected, but the specified callback object is stored as an
additional callback.

5: When the trigger occurs one of the first instance of the application is notified. The gateway may have different
policies on how to handle additional callbacks, e.g., dwaysfirst try the first registered or use some kind of round robin
scheme.

6: Theevent isforwarded to the first instance of the logic.

7: When thefirst instance of the application is overloaded or unavailable thisis communicated with an exception to the
call control manager.

8: Based on this exception the call control manager will notify another instance of the application (if available).

9: Theevent isforwarded to the second instance of the logic.
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The following sequence diagram shows a ‘'reminder message', in the form of an alarm, being delivered to a customer as
aresult of atrigger from an application. Typicaly, the application would be set to trigger at a certain time, however, the
application could also trigger on events.

: (Logical . IpAppCall - o :IpCall o :IpUICall
View::IpA... IpAppUICall | |IpCallControlManager IpAppUIManager
1 new() '

2: createCall( )

' 4: routeReq( )

3: new()

: 6: "forward event’

5: routeRes( )

S

7: createUlICall()

L —_—

11: 'forw:ard event'

é: sendInfoReq( )

10: sendlnfo:Res( )

12:'release( )

1:3: release( )

1: Thismessage isused to create an object implementing the IpAppCall interface.

2: This message requests the object implementing the IpCall ControlManager interface to create an object

implementing the IpCall interface.

3: Assuming that the criteriafor creating an object implementing the IpCall interface (e.g. load control values not

exceeded) ismet it is created.

4: This message instructs the object implementing the IpCall interface to route the call to the customer destined to

receive the ‘reminder message'

5: This message passes the result of the call being answered to its callback object.

ETSI



Release 4 13 3GPP TS 29.198-4 V1.0.0 (2001-03)

6: Thismessageis used to forward the previous message to the IpAppL ogic.

7: The application requests a new Ul Call object that is associated with the call object.

8: Assuming al criteriaare met, anew UICall object is created by the service.

9: This message instructs the object implementing the IpUICall interface to send the alarm to the customer's call.
10: When the announcement ends this is reported to the call back interface.

11: The event is forwarded to the application logic.

12: The application releases the UICall object, since no further announcements are required. Alternatively, the
application could have indicated P_FINAL_REQUEST in the sendinfoReq in which case the UICall object would have
been implicitly released after the announcement was played.

13: The application releases the call and all associated parties.

6.1.3  Application Initiated Call

The following sequence diagram shows an application creating a call between party A and party B. This sequence could
be done after a customer has accessed a Web page and selected a name on the page of a person or organisation to talk
to.
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: (Logical : IpAppCall o : IpCall
View::IpA... IpCallControlManager
1:new()

:

2: createCall( )

3:new()

4: routeReq( ).

5: routéRes( )

6: 'forward event'

"

I ‘ 7:routeReq( ) ‘
U 1 8: routeRes( ) 1

9: 'forward event'

Iy

10: deassignCall() .
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1. Thismessageis used to create an object implementing the IpAppCall interface.

2: This message requests the object implementing the IpCall ControlManager interface to create an object
implementing the IpCall interface.

3: Assuming that the criteriafor creating an object implementing the IpCall interface (e.g. load control values not
exceeded) ismet, it is created.

4. Thismessage is used to route the call to the A subscriber (origination). In the message the application request
response when the A party answers.

5: This message indicates that the A party answered the call.
6: This message forwards the previous message to the application logic.

7: Thismessage is used to route the call to the B-party. Also in this case aresponse is requested for call answer or
failure.

8: This message indicates that the B-party answered the call. The call now has two parties and a speech connection is
automatically established between them.

9: Thismessage is used to forward the previous message to the IpAppLogic.

10: Since the application is no longer interested in controlling the call, the application deassigns the call. The call will
continue in the network, but there will be no further communication between the call object and the application.

6.1.4 Call Barring 1

The following sequence diagram shows a call barring service, initiated as aresult of a prearranged event being received
by the framework. Before the call is routed to the destination number, the calling party is asked for a PIN code. The
code is accepted and the call is routed to the original called party.
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: (Logical | CallControlManager : IpAppCall B ‘ B :IpCall B :ipUICall
iew:dp.. IpAppUICall |lpCallControlManager| IpUIManager
1: new() '
NI |
[ D 2: enableCallNotification( ) '
3: callEventNotify( ),
4: 'forward event '
:new()

6: createUICall( ) ' ' g new() '
= 8:sendinfoAndCollectReq( ) '
U ‘ ‘ U

' ' ' 9: sendInfoAndCollectRes( ) '
' +10: forward event' I T T
[ ‘ ‘ ‘
, 11 release( ,
U 12: routeReq( ) '
U ‘ 13:routeRes( )
14: 'forward event' J ' '
: 16: "forv:vard event" ‘ 15:callEnded() ' M
[
I 17:deassignCall() . L

1: Thismessage isused by the application to create an object implementing the 1pAppCall Control Manager interface.

2: Thismessageis sent by the application to enable notifications on new call events. Asthis sequence diagram depicts
acall barring service, it islikely that all new call events destined for a particular address or address range prompted for
apassword before the call is alowed to progress. When anew call, that matches the event criteria set, arrives a
message (not shown) is directed to the object implementing the I pCallControlManager. Assuming that the criteriafor
creating an object implementing the IpCall interface (e.g. load control values not exceeded) is met, other messages (not
shown) are used to create the call and associated call leg object.

3: Thismessage is used to pass the new call event to the object implementing the I pAppCall ControlManager interface.
4. Thismessage is used to forward the previous message to the IpAppL ogic.

5: Thismessage is used by the application to create an object implementing the IpAppCall interface. The reference to
this object is passed back to the object implementing the IpCall ControlManager using the return parameter of the
callEventNotify.

6: This message is used to create a new UICall object. The reference to the call object is given when creating the
UlCal.

7: Provided dl the criteriaare fulfilled, anew UlCall object is created.
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8: Thecall barring service dialogue is invoked.

9: Theresult of the dialogue, which in this case isthe PIN code, is returned to its callback object.
10: This message is used to forward the previous message to the IpAppLogic.

11: This message rel eases the Ul Call object.

12: Assuming the correct PIN is entered, the call is forward routed to the destination party.

13: This message passes the result of the call being answered to its callback object.

14: This message is used to forward the previous message to the IpAppLogic

15: When the call is terminated in the network, the application will receive a notification. This notification will always
be received when the call is terminated by the network in anormal way, the application does not have to request this
event explicitly.

16: The event is forwarded to the application.

17: The application must free the call related resources in the gateway by calling deassignCall.

6.1.5 Number Translation 1

The following sequence diagram shows a simple number trandation service, initiated as a result of a prearranged event
being received by the framework.
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: (Logical : IpAppCallControlM anager . IpAppCall = . IpCall
View::IpA... IpCallControlManager

1: new() : : :
2: enabIeCaIINotiﬁcatidn( ) : :
‘ 3: callEventNotify( ) 1
4; ‘forward event' : :
5: new() j :
6: 'translate number' : :
< ]
7. routeReq( ' ) j

: 8: routeRes( )

‘ 9: ‘forward event'

10: deassiQnCaII( )

1. Thismessageis used by the application to create an object implementing the |pAppCallControlManager interface.

2: Thismessage is sent by the application to enable notifications on new call events. As this sequence diagram depicts
anumber trandlation service, it is likely that only new call events within a certain address range will be enabled. When
anew call, that matches the event criteria set in message 2, arrives a message (not shown) is directed to the object
implementing the I pCall ControlManager. Assuming that the criteriafor creating an object implementing the IpCall
interface (e.g. load control values not exceeded) is met, other messages (not shown) are used to create the call and
associated call leg object.
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3: Thismessage is used to pass the new call event to the object implementing the I pAppCall ControlManager interface.
4. Thismessage is used to forward message 3 to the IpAppL ogic.

5: Thismessage is used by the application to create an object implementing the IpAppCall interface. The reference to
this object is passed back to the object implementing the IpCallControlManager using the return parameter of message
3.

6: This message invokes the number trandation function.

7: Thereturned translated number is used in message 7 to route the call towards the destination.
8: This message passes the result of the call being answered to its callback object

9: Thismessage is used to forward the previous message to the IpAppL ogic.

10: The application is no longer interested in controlling the call and therefore deassigns the call. The call will continue
in the network, but there will be no further communication between the call object and the application.

6.1.6 Number Translation 1 (with callbacks)

The following sequence diagram shows a simple number translation service, initiated as aresult of a prearranged event
being received by the framework.

For illustation, in this sequence the callback references are set explictly. Thisisoptional. All the callbacks references
can also be passed in other methods. From an efficiency point of view that is aso the preferred method. The rest of the
seguences use that mechanism.
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: (Logical . IpAppCallControlM anager . IpAppCall o . IpCall
View::IpA... IpCallControlManager
1: new() : :
2: enabIeCaIINotiﬁcatidn( ) :
L 1 3: setCallback() 1

. : 4: callEventNotify( )

5: forward event'

6: new() j
7: setCaIIbackV\ﬁthSessionlD( )
L] 8: 'translate number' | ‘
< 1
9 routeReq( ' ) ‘
‘ 10: routeRes( )
j 11: ‘forward event'

12: deassignCall()

1. Thismessageis used by the application to create an object implementing the |pAppCallControlManager interface.

2: Thismessage is sent by the application to enable notifications on new call events. As this sequence diagram depicts
anumber trangdlation service, it is likely that only new call events within a certain address range will be enabled. When
anew call, that matches the event criteria set in message 2, arrives a message (not shown) is directed to the object
implementing the I pCall ControlManager. Assuming that the criteriafor creating an object implementing the IpCall
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interface (e.g. load control values not exceeded) is met, other messages (not shown) are used to create the call and
associated call leg object.

3: This message sets the reference of the |pAppCallControlManager object in the CallControlManager. The
CadlControlManager reports the callEventNotify to referenced object only for enableCallNotification's that do not have
aexplicit IpAppCallControlManager reference specified in the enableCallNotification.

4: Thismessage is used to pass the new call event to the object implementing the | pAppCallControlManager interface.
5: Thismessage is used to forward message 4 to the IpAppLogic.

This message is used by the application to create an object implementing the IpAppCall interface.

This message is used to set the reference to the IpAppCall for this call.

This message invokes the number trandlation function.

© ®© N 9

The returned translated number is used in message 7 to route the call towards the destination.
10: This message passes the result of the call being answered to its callback object
11: This message is used to forward the previous message to the IpAppLogic.

12: The application is no longer interested in controlling the call and therefore deassigns the call. The call will continue
in the network, but there will be no further communication between the call object and the application.

6.1.7 Number Translation 2
The following sequence diagram shows a humber translation service, initiated as aresult of a prearranged event being

received by the framework. If the translated number being routed to does not answer or is busy then the cal is
automatically released.
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: (Logical : IpAppCallControlManager : IpAppCall : IpCallControlManager : IpCall
View::IpA...
: 1: new()

2: enabIeCaIINotiﬁcatibn( )

3: callEventNotify( )

4: 'forward event'

5: new()

© 6: translate number’

[=—

‘routeReq( )

— : : 8: routeRes( )
9: forward event' J

10: releasé( )

1: Thismessage isused by the application to create an object implementing the 1pAppCall Control Manager interface.

2: Thismessageis sent by the application to enable notifications on new call events. Asthis sequence diagram depicts
anumber trandlation service, it islikely that only new call events within a certain address range will be enabled. When
anew call, that matches the event criteria, arrives a message (not shown) is directed to the object implementing the
IpCallControlManager. Assuming that the criteriafor creating an object implementing the IpCall interface (e.g. load
control values not exceeded) is met, other messages (not shown) are used to create the call and associated call leg
object.

3: Thismessage is used to pass the new call event to the object implementing the I pAppCall ControlManager interface.
4. Thismessage is used to forward the previous message to the IpAppL ogic.

5: This message is used by the application to create an object implementing the IpAppCall interface. The reference to
this object is passed back to the object implementing the IpCall ControlManager using the return parameter of the
callEventNotify.

6: This message invokes the number trandation function.

7. Thereturned translated number isused to route the call towards the destination.
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8: Assuming the called party is busy or does not answer, the object implementing the IpCall interface sends a callback
in this message, indicating the unavailability of the called party.

9: Thismessage is used to forward the previous message to the IpAppLogic.

10: The application takes the decision to release the call.

6.1.8 Number Translation 3
The following sequence diagram shows a number translation service, initiated as aresult of a prearranged event being

received by the framework. If the trandated number being routed to does not answer or is busy then the cal is
automatically routed to a voice mailbox.
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: (Logical : IpAppCallControlManager : IpAppCall : IpCallC ontrolManager : IpCall
View:IpA...
1: new() '

2: enableCallNotification( )

T

3: callEventNotify( )

4: 'forward event'

51 new() '
'6: ‘translate number' ‘ L
<
N 7:routeReq( )
, ! 8:routeRes( )
: 9: forward event J :
' 10: 'translate number' '
< 1
11: rozuteReq( )
, . . 12:r0uteReS( )
: 13: forward event J
14: deassighCall()

1: Thismessage isused by the application to create an object implementing the IpAppCall Control Manager interface.

2: Thismessageis sent by the application to enable notifications on new call events. As this sequence diagram depicts
anumber trandlation service, it islikely that only new call events within a certain address range will be enabled. When
anew call, that matches the event criteria, arrives a message (not shown) is directed to the object implementing the
IpCallControlManager. Assuming that the criteriafor creating an object implementing the IpCall interface (e.g. load
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control values not exceeded) is met, other messages (not shown) are used to create the call and associated call leg
object.

3: Thismessageis used to pass the new call event to the object implementing the |pAppCall ControlManager interface.
4: Thismessageis used to forward the previous message to the IpAppLogic.

5: Thismessage is used by the application to create an object implementing the IpAppCall interface. The reference to
this object is passed back to the object implementing the IpCall ControlManager using the return parameter of the
callEventNotify.

6: This message invokes the number trandation function.
7: Thereturned translated number isused to route the call towards the destination.

8: Assuming the called party is busy or does not answer, the object implementing the IpCall interface sends a callback,
indicating the unavailability of the called party.

9: Thismessage is used to forward the previous message to the IpAppL ogic.

10: The application takes the decision to tranglate the number, but this time the number is trandated to a number
belonging to a voice mailbox system.

11: This message routes the call towards the voice mailbox.
12: This message passes the result of the call being answered to its callback object.
13: This message is used to forward the previous message to the IpAppLogic.

14: The application is no longer interested in controlling the call and therefore deassigns the call. The call will continue
in the network, but there will be no further communication between the call object and the application.

6.1.9 Number Translation 4
The following sequence diagram shows a number translation service, initiated as aresult of a prearranged event being

received by the framework. Before the call is routed to the trand ated number, the application requests for al call related
information to be delivered back to the application on completion of the call.
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:(Logical : IpAppCallControlManager :IpAppCall . IpCallControlManager . IpCall
iew:IpA...
1:new()

+ 2: enableCallNotification( )

3: callEventNotify( )

:'forward ewent' ' '
5: new()
: 6:'translate number' . o
< I
M 7:getCaI|IﬁfoReq( )
8: routeReq|( ) /U
. . . 9 routeRes( )
. 10:'forward event' J :
' ' 11: callEnded( )
12: "forward event" J .
: . , 13:getCaIIinfoRes( )
' 14:'forward event' J
5:deassignCall() ‘

1. Thismessageis used by the application to create an object implementing the |pAppCallControlManager interface.

2: Thismessage is sent by the application to enable notifications on new call events. As this sequence diagram depicts
anumber trangdlation service, it is likely that only new call events within a certain address range will be enabled. When
anew call, that matches the event criteria, arrives a message (not shown) is directed to the object implementing the
IpCallControlManager. Assuming that the criteria for creating an object implementing the IpCall interface (e.g. load
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control values not exceeded) is met, other messages (not shown) are used to create the call and associated call leg
object.

3: Thismessageis used to pass the new call event to the object implementing the |pAppCall ControlManager interface.
4: Thismessageis used to forward the previous message to the IpAppLogic.

5: Thismessage is used by the application to create an object implementing the IpAppCall interface. The reference to
this object is passed back to the object implementing the IpCall ControlManager using the return parameter of the
callEventNotify.

6: This message invokes the number trandation function.

7: The application instructs the object implementing the IpCall interface to return all call related information once the
call has been released.

8: Thereturned translated number isused to route the call towards the destination.
9: This message passes the result of the call being answered to its callback object.
10: This message is used to forward the previous message to the IpAppLogic.

11: Towards the end of the call, when one of the parties disconnects, a message (not shown) is directed to the object
implementing the IpCall. This causes an event, to be passed to the object implementing the IpAppCall object.

12: This message is used to forward the previous message to the IpAppLogic.

13: The application now waits for the call information to be sent. Now that the call has completed, the object
implementing the IpCall interface passes the call information to its callback object.

14: This message is used to forward the previous message to the IpAppLogic

15: After the last information is received, the application deassigns the call. Thiswill free the resources related to this
call in the gateway.

6.1.10 Prepaid

This sequence shows a Pre-paid application.

The subscriber is using apre-paid card or credit card to pay for the call. The application each time alows a certain
timedlice for the call. After the timeslice, a new timedlice can be started or the application can terminate the call. In the
following sequence the end-user will received an announcement before his final timeslice.
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Prepaid : : IpAppCall : IpAppCallControlManager : IpAppUICall : IpCall o : IpUIManager : IpUICall
(Logical View... IpCallControlManager
‘ 1:new() ‘ ‘ ‘
L /U 2: enableCallNotification( )

4:"forward event" 3:callEventNotify( ) |

U\ , 5:new()

6: superviseCallReq( )

7:routeReq( )

vy

8:5upeniseCallRes( )’

9: "forward evenJ

10: superviseCallReq( )

120 d . 11: superviseCallRes( )
: "forward even . ;

|

U ' 14:'superviseCallRes( ) M
15: "forward eve J

13: superviseCallReq( )

=

16: createUiCaII( )

17: sendinfoReq( )
' 18: sendinfoRes( )
- . 19:"forward event' J :
20: release()
U , 21:supenviseCallReq( ) I '
23: "forward even:t: 22::superviseCaIIRes( ):

|

—

24:release( )

1: Thismessage isused by the application to create an object implementing the IpAppGenericCall Control Manager
interface.
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2: Thismessage is sent by the application to enable notifications on new call events. As this sequence diagram depicts
apre-paid service, it islikely that only new call events within a certain address range will be enabled. When anew call,
that matches the event criteria, arrives a message (not shown) is directed to the object implementing the
IpCallControlManager. Assuming that the criteria for creating an object implementing the IpCall interface (e.g. load
control values not exceeded) is met, other messages (not shown) are used to create the call and associated call leg
object.

3: Theincoming call triggers the Pre-Paid Application (PPA).
4: The message is forwarded to the application.
5: A new object on the application side for the Generic Call object is created

6: The Pre-Paid Application (PPA) requests to supervise the call. The application will be informed after the period
indicated in the message. This period is related to the credits |eft on the account of the pre-paid subscriber.

7: Before continuation of the call, PPA sends all charging information, a possible tariff switch time and the call
duration supervision period, towards the GW which forwards it to the network.

8: At the end of each supervision period the application isinformed and a new period is started.
9: The message is forwarded to the application.

10: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

11: At the end of each supervision period the application isinformed and a new period is started.
12: The message is forwarded to the application.

13: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

14: When the user is amost out of credit an announcement is played to inform about this. The announcement is played
only to theleg of the A-party, the B-party will not hear the announcement.

15: The message is forwarded to the application.
16: A new UICall object is created and associated with the controlling leg.

17: An announcement is played to the controlling leg informing the user about the near-expiration of his credit limit.
The B-subscriber will not hear the announcement.

18: When the announcement is compl eted the application is informed.

19: The message is forwarded to the application.

20: The application releases the Ul Call object.

21: The user does not terminate so the application terminates the call after the next supervision period.
22: The supervision period ends

23: The event is forwarded to the logic.

24: The application terminates the call. Since the user interaction is already explicitly terminated no
userlnteractionFaultDetected is sent to the application.

6.1.11 Pre-Paid with Advice of Charge (AoC)

This sequence shows a Pre-paid application that uses the Advice of Charge feature.

The application will send the charging information before the actual call setup and when during the call the charging
changes new information is sent in order to update the end-user. Note: the Advice of Charge feature requires an
application in the end-user terminal to display the charges for the call, depending on the information received from the
application.
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Prepaid : : IpAppCallControlManager : IpAppCall - IpAppUlCall = : IpCall : IpUIManager : IpUICall
(Logical Vie| pCallControlManager|
1: new() )

2: enableCallNotification( ) '

" 4: orward event" 3: callEventNotify( )

5: new() '

6: sétAdviceOfChargé( )

7 sjuperviseCaIIRe(:]( )

8:routeReq( + )

9: superviseCallRes( )

, 10: "forward event” J

11: supeniseCallReq( )

A

) 13: "forward event" } 12: superviseCallRes( )

14: setAdviceOfCharge( )

' 15: superviseCallReq( ) '

16: superWseCaiIRes( )

17: "forward event"

18: new()

‘ ; |

20: new()

21:sendinfoRef( )

gl

1‘9: createUICall( )

22:sendInfoRes( )

23: "forward event"

24: 5uperviseCaIIl§eq( )

‘ gl

25: supenviseCallRes( )

26: "forward event:

27:release( )

28: userlinteractionFaultDetected( )
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1. Thismessageis used by the application to create an object implementing the |pAppCallControlManager interface.

2: Thismessage is sent by the application to enable notifications on new call events. As this sequence diagram depicts
apre-paid service, it islikely that only new call events within a certain address range will be enabled. When anew call,
that matches the event criteria, arrives a message (not shown) is directed to the object implementing the
IpCallControlManager. Assuming that the criteria for creating an object implementing the IpCall interface (e.g. load
control values not exceeded) is met, other messages (not shown) are used to create the call and associated call leg
object.

3: Theincoming call triggers the Pre-Paid Application (PPA).
4: The message is forwarded to the application.
5: A new object on the application side for the Call object is created

6: The Pre-Paid Application (PPA) sends the AoC information (e.g the tariff switch time). (it shall be noted the PPA
contains ALL the tariff information and knows how to charge the user).

During this call sequence 2 tariff changes take place. The call startswith tariff 1, and at the tariff switch time (e.g.,
18:00 hours) switchesto tariff 2. The application is not informed about this (but the end-user is!)

7: The Pre-Paid Application (PPA) requests to supervise the call. The application will be informed after the period
indicated in the message. This period is related to the credits |eft on the account of the pre-paid subscriber.

8: The application requests to route the call to the destination address.

9: At the end of each supervision period the application isinformed and a new period is started.
10: The message is forwarded to the application.

11: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

12: At the end of each supervision period the application isinformed and a new period is started.
13: The message is forwarded to the application.

14: Before the next tariff switch (e.g., 19:00 hours) the application sends a new AOC with the tarif switch time. Again,
at the tariff switch timethe network will send AoC information to the end-user.

15: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

16: When the user is almost out of credit an announcement is played to inform about this (19-21). The announcement is
played only to the leg of the A-party, the B-party will not hear the announcement.

17: The message is forwarded to the application.

18: The application creates a new call back interface for the User interaction messages.

19: A new Ul Call object that will handle playing of the announcement needs to be created
20: The Gateway creates anew Ul call object that will handle playing of the announcement.
21: With this message the announcement is played to the calling party.

22: The user indicates that the call should continue.

23: The message is forwarded to the application.

24: The user does not terminate so the application terminates the call after the next supervision period.
25: The user isout of credit and the application is informed.

26: The message is forwarded to the application.

27: With this message the application requests to release the call.

28: Terminating the call which has still a UICall object associated will result in a userlnteractionFaultDetected. The
UlCall object is terminated in the gateway and no further communication is possible between the Ul Call and the
application.
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6.2 Class Diagrams

The generic call control service consists of two packages, one for the interfaces on the application side and one for
interfaces on the service side.

The class diagramsin the following figures show the interfaces that make up the generic call control application
package and the generic call control service package. Communication between these packages is indicated with the
<<uses>> associations; e.g., the IpCallControlManager interface uses the | pAppGenericCall ControlManager , by
means of calling callback methods.

This class diagram shows the interfaces of the generic call control application package and their relations to the
interfaces of the generic call control service package.
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<<Interface>>
Ipinterface

/\
L‘ﬁ\

<<Interface>>
IpAppCallControlManager

(from gccs)

*callEventNotify()
*callNotificationInterrupt...
*callNotificationContinue. ..
*callOverloadEncountere...
*callOverloadCeased()

7

/a

<uses>> .

<<Interface>>

IpCallControlM | 1
anager

(from gccs)

Figure: Application Interfaces

This class diagram shows the interfaces of the generic call control service package.
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<<Interface>>
IpAppCall
(from gccs)

%callAborted) | 0 S

*routeRes()
%routeEn ()
*getCallinfoRes()
*getCallinfoEm()
*supeniseCallRes()
%supeniseCallErr()
*callFaultDetected()
*getMoreDial ledDigitsR. ..
*getMoreDial ledDigitsEr...
*callEnded()

/\

<<uses>>

<<Interface>>
0.n IpCall

~| (from gccs)




Release 4 34 3GPP TS 29.198-4 V1.0.0 (2001-03)

<<Interface>>
IpSenice

setCallback()
setCallbackWithSessionID()

/\
LA
<<Interface>>
<<Interface>> IpCall
IpCallControlManager (from gccs)
(from gccs)
*routeReq()
*createCall() *release()
*cnableCallNotificatio... *deassignCall()
*disableCallNotificatio.... *getCallinfoReq|()
“*setCallLoadControl() ®setCallChargePlan()
*changeCallNotificati... *setAdviceOfCharge()
*getCriteria() *getMoreDialledDigitsR...
*supeniseCallReq()

Figure: Service Interfaces

6.3 Generic Call Control Service Interface Classes

The Generic Call Control Service (GCCS) provides the basic call control service for the API. It is based around a third
party model, which alows cals to be instantiated from the network and routed through the network.

The GCCS supports enough functionality to alow call routing and call management for today's Intelligent Network
(IN) servicesin the case of a switched telephony network, or equivalent for packet based networks.

It is the intention of the GCCS that it could be readily specialised into call control specifications, for example, ITU-T
recommendations H.323, ISUP, Q.931 and Q.2931, ATM Forum specification UNI3.1 and the IETF Session Initiation
Protocol, or any other call control technology.

The adopted call model has the following objects. Note that not all of these concepts are used in the generic call.

* acall object. A call isarelation between a number of parties. The call object relatesto the entire call view from the
application. E.g., the entire call will be released when arelease is called on the call. Note that different applications can
have different views on the same physical call, e.g., one application for the originating side and another application for
the terminating side. The applications will not be aware of each other, all ‘communication’ between the applications will
be by means of network signalling. The API currently does not specify any feature interaction mechanisms.

* acal leg object. The leg object represents alogical association between a call and an address. The relationship
includes at least the signalling relation with the party. The relation with the address is only made when the leg is routed.
Before that the leg object is IDLE and not yet associated with the address.

ETSI



Release 4 35 3GPP TS 29.198-4 V1.0.0 (2001-03)

* an address. The address logically represents a party in the call.

* aterminal. A terminal isthe end-point of the signalling and/or mediafor a party. This object typeis currently not
addressed.

The call object isused to establish arelation between a number of parties by creating aleg for each party within the
call.

Associated with the signalling relationship represented by the call leg, there may also be a bearer connection (e.g., in the
traditional voice only networks) or a number (zero or more) of media channels (in multi-media networks).

A leg can be attached to the call or detached from the call. When the leg is attached, this means that media or bearer
channelsrelated to the legs are connected to the media or bearer channels of the other legs that are attached to the same
cal. l.e, only legs that are attached can 'speak’ to each other. A leg can have a number of states, depending on the
signalling received from or sent to the party associated with the leg. Usually there isalimit to the number of legs that
arein being routed (i.e., the connection is being established) or connected to the call (i.e., the connection is established).
Also, there usually is alimit to the number of legs that can be simultaneously attached to the same call.

Some networks distinguish between controlling and passive legs. By definition the call will be released when the
controlling leg isreleased. All other legs are called passive legs. There can be at most one controlling leg per call.
However, there is currently no way the application can influence whether aLeg is controlling or not.

There are two ways for an application to get the control of acall. The application can request to be notified of calls that
meet certain criteria. When a call occurs in the network that meets these criteria, the application is notified and can
control the call. Some legs will already be associated with the call in this case. Another way isto create a new call from
the application.

For the generic call control service, only a subset of the model is used; the API for generic call control does not give
explicit accessto the legs and the media channels. Thisis provided by the Multi-Party Call Control Service.
Furthermore, the generic call isrestricted to two party calls, i.e., only two legs are active at any given time. Activeis
defined here as 'being routed’ or connected.

The GCCSisrepresented by the IpCallManager and IpCall interfaces that interface to services provided by the network.
Some methods are asynchronous, in that they do not lock a thread into waiting whilst a transaction performs. In this
way, the client machine can handle many more calls, than one that uses synchronous message calls. To handle
responses and reports, the developer must implement IpAppCallManager and IpAppCall to provide the callback
mechanism.

6.3.1 Interface Class IpCallControlManager

Inherits from: IpService

Thisinterface is the 'service manager' interface for the Generic Call Control Service. The generic call control manager
interface provides the management functions to the generic call control service. The application programmer can use
thisinterface to provide overload control functionality, create call objects and to enable or disable call-related event
notifications.

<<Interface>>

IpCallControlManager

createCall (appCall : in IpAppCallRef, callReference : out TpCallldentifierRef) : TpResult

enableCallNotification (appCallControlManager : in IpAppCallControlIManagerRef, eventCriteria : in
TpCallEventCriteria, assignmentID : out TpAssignmentlDRef) : TpResult

disableCallNotification (assignmentID : in TpAssignmentID) : TpResult

setCallLoadControl (duration : in TpDuration, mechanism : in TpCallLoadControlMechanism, treatment : in
TpCallTreatment, addressRange : in TpAddressRange, assignmentID : out TpAssignmentIDRef) :
TpResult
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changeCallNoatification (assignmentID : in TpAssignmentID, eventCriteria : in TpCallEventCriteria) :
TpResult

getCriteria (eventCriteria : out TpCallEventCriteriaResultSetRef) : TpResult

Method
createCall ()

This method is used to create anew call object.

Parameters

appCall : in | pAppCal |l Ref
Specifies the application interface for callbacks from the call created.

cal | Reference : out TpCallldentifierRef
Specifies the interface reference and sessionl D of the call created.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
enabl eCal | Notification()
This method is used to enable call notifications so that events can be sent to the application. If some application already

requested notifications with criteria that overlap the specified criteria, the request is refused with
P_GCCS INVALID_CRITERIA.

The criteriaare said to overlap if both originating and terminating ranges overlap and the same number plan is used and
the same CalINotificationType is used.

If the same application regquests two notifications with exactly the same criteria but different callback references, the
second callback will be treated as an additional callback. This means that the callback will only be used in case when
the first callback specified by the application is unable to handle the callEventNotify (e.g., due to overload or failure).

Parameters

appCal | Control Manager : in | pAppCall Control Manager Ref

If this parameter is set (i.e. not NULL) it specifies areference to the application interface, which is used for callbacks. If
set to NULL, the application interface defaults to the interface specified via the setCallback() method.

eventCriteria : in TpCallEventCriteria

Specifies the event specific criteria used by the application to define the event required. Only events that meet these
criteria are reported. Examples of events are "incoming call attempt reported by network”, "answer", "no answer",
"busy". Individual addresses or address ranges may be specified for destination and/or origination.

assignnent| D : out TpAssi gnnent | DRef
Specifiesthe ID assigned by the generic call control manager interface for this newly-enabled event notification.
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Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
di sabl eCal | Notification()

This method is used by the application to disable call notifications.

Parameters

assignment|I D : in TpAssignnentl D

Specifies the assignment 1D given by the generic call control manager interface when the previous enableNatification()
was called. If the assignment ID does not correspond to one of the valid assignment 1Ds, the framework will return the
error code P_INVALID_ASSIGNMENTID.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
set Cal | LoadControl ()

This method imposes or removes load control on calls made to a particular address range within the generic call control
service. The address matching mechanism is similar as defined for TpCallEventCriteria.

Parameters

duration : in TpDuration
Specifies the duration for which the load control should be set.

A duration of 0 indicates that the load control should be removed.
A duration of -1 indicates an infinite duration (i.e., until disabled by the application)
A duration of -2 indicates the network default duration.

mechani sm: in TpCal | LoadControl Mechani sm

Specifies the load control mechanism to use (for example, admit one call per interval), and any necessary parameters,
such as the call admission rate. The contents of this parameter are ignored if the load control duration is set to zero.

treatnment : in TpCall Treat nent

Specifies the treatment of callsthat are not admitted. The contents of this parameter are ignored if the load control
duration is set to zero.

addressRange : in TpAddressRange
Specifies the address or address range to which the overload control should be applied or removed.

assignment | D : out TpAssi gnnment | DRef

Specifies the assignmentI D assigned by the gateway to this request. This assignementlD can be used to correlate the
callOverlloadEncountered and call OverloadCeased methods with the request.
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Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
changeCal | Notification()

This method is used by the application to change the event criteriaintroduced with enableCalINotification. Any stored
criteria associated with the specified assignementI D will be replaced with the specified criteria.

Parameters

assignment|I D : in TpAssignnentl D
Specifiesthe ID assigned by the generic call control manager interface for the event notification.

eventCriteria : in TpCallEventCriteria

Specifies the new set of event specific criteria used by the application to define the event required. Only events that
meet these criteria are reported.

Raises
TpGener al Excepti on, TpGCCSExcepti on

Method

getCriteria()

This method is used by the application to query the event criteria set with enableCalINotification or
changeCalINatification.

Parameters

eventCriteria : out TpCall EventCriteriaResult Set Ref
Specifies the event specific criteria used by the application to define the event required. Only events that meet these

criteria are reported.
Raises
TpGener al Excepti on, TpGCCSExcepti on

6.3.2 Interface Class IpAppCallControlManager
Inherits from: I pInterface

The generic call control manager application interface provides the application call control management functions to the
generic call control service.

<<Interface>>

IpAppCallControlManager
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Method

cal | Aborted()

This method indicates to the application that the call object (at the gateway) has aborted or terminated abnormally. No
further communication will be possible between the call and application.

Parameters

cal | Reference : in TpSessionlD
Specifies the sessionlD of call that has aborted or terminated abnormally.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
cal | Event Noti fy()

This method notifies the application of the arrival of a call-related event.

Parameters

call Reference : in TpCallldentifier
Specifies the reference to the call interface to which the notification relates.

eventInfo : in TpCall Eventlnfo
Specifies data associated with this event.

assignment| D : in TpAssignnentlD
Specifies the assignment id which was returned by the enableNotification() method. The application can use assignment

id to associate events with event specific criteria and to act accordingly.

appCall : out |pAppCall Ref Ref
Specifies areference to the application interface which implements the callback interface for the new call.

ETSI



Release 4 40 3GPP TS 29.198-4 V1.0.0 (2001-03)

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
cal I Notificationlnterrupted()

This method indicates to the application that all event notifications have been temporary interrupted (for example, due
to faults detected).

Note that more permanent failures are reported via the Framework (integrity management).
Parameters

No Parameters were identified for this method

Raises

TpGCCSExcept i on, TpGener al Excepti on

Method
cal I NotificationContinued()

This method indicates to the application that event notifications will again be possible.

Parameters
No Parameters were identified for this method

Method

cal | Over | oadEncount er ed()

This method indicates that the network has detected overload and may have automatically imposed load control on calls
requested to a particular address range or calls made to a particular destination within the call control service.

Parameters

assignnmentI D : in TpAssignnmentlD

Specifies the assignmentI D corresponding to the associated setCallLoadControl. Thisimplies the addressrange for
within which the overload has been encountered.

Raises
TpCener al Except i on, TpGCCSExcept i on

Method
cal | Over| oadCeased()
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This method indicates that the network has detected that the overload has ceased and has automatically removed any
load controls on calls requested to a particular address range or calls made to a particular destination within the call
control service.

Parameters

assignnmentI D : in TpAssignnmentlD

Specifies the assignmentI D corresponding to the associated setCallLoadControl. Thisimplies the addressrange for
within which the overload has been ceased

Raises
TpCGener al Excepti on, TpGCCSExcept i on

6.3.3 Interface Class IpCall
Inherits from: IpService

The generic Call provides the possibility to control the call routing, to request information from the call, control the
charging of the call, to release the call and to supervise the call. It does not give the possibility to control the legs
directly and it does not allow control over the media. The first capability is provided by the multi-party call and the
latter as well by the multi-mediacall. The call islimited to two party calls, although it is possible to provide ‘follow-on'
calls, meaning that the call can be rerouted after the terminating party has disconnected or routing to the terminating
party hasfailed. Basically, this means that at most two legs can be in connected or routing state at any time.

<<Interface>>

IpCall

routeReq (callSessionID : in TpSessionlD, responseRequested : in TpCallReportRequestSet, targetAddress
. in TpAddress, originatingAddress : in TpAddress, originalDestinationAddress : in TpAddress,
redirectingAddress : in TpAddress, applinfo : in TpCallApplnfoSet, callLegSessionID : out
TpSessionIDRef) : TpResult

release (callSessionID : in TpSessionlD, cause : in TpCallReleaseCause) : TpResult

deassignCall (callSessionID : in TpSessionID) : TpResult

getCallinfoReq (callSessionID : in TpSessionID, callinfoRequested : in TpCallinfoType) : TpResult
setCallChargePlan (callSessionID : in TpSessionID, callChargePlan : in TpCallChargePlan) : TpResult

setAdviceOfCharge (callSessionID : in TpSessionlID, aOClnfo : in TpAoClnfo, tariffSwitch : in TpDuration) :
TpResult

getMoreDialledDigitsReq (callSessionID : in TpSessionID, length : in TpInt32) : TpResult

superviseCallReq (callSessionID : in TpSessionID, time : in TpDuration, treatment : in
TpCallSuperviseTreatment) : TpResult
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Method
rout eReq()

This asynchronous method requests routing of the call (and inherently attached parties) to the destination party, viaa
new call leg (which isimplicitly created).

The extra address information (i.e., original DestinationAddress, redirectingAddress, originatingAddress) is optional. If
not present (i.e., the planisset to P ADDRESS PLAN_NOT_PRESENT), the information provided in corresponding
addresses from the route is used, otherwise the network or gateway provided numbers will be used.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

responseRequested : in TpCall Report Request Set
Specifies the set of observed events that will result in zero or more routeRes() being generated.
E.g., when both answer and disconnect is monitored the result can be received two times.

If the application wants to control the call (in whatever sense) it shall enable event reports

target Address : in TpAddress
Specifies the destination party to which the call should be routed.

ori gi nati ngAddress : in TpAddress
Specifies the address of the originating (calling) party.

ori gi nal Desti nati onAddress : in TpAddress
Specifies the original destination address of the call.

redirecti ngAddress : in TpAddress
Specifies the address from which the call was last redirected.

applnfo : in TpCall Appl nf 0Set

Specifies application-related information pertinent to the call (such as aerting method, tele-service type, service
identities and interaction indicators).

cal | LegSessionl D : out TpSessi onl DRef

Specifies the sessionl D assigned by the gateway. Thisis the sessionlD of the implicitly created call leg. The same ID
will be returned in the routeRes or Err. This allows the application to correlate the request and the resullt.

This parameter is only relevant when multiple routeReq() calls are executed in parallel, e.g., in the multi-party call
control service.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
rel ease()
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This method requests the release of the call object and associated objects. The call will also be terminated in the
network. If the application requested reports to be sent at the end of the call (e.g., by means of getCalllnfoReq) these
reports will still be sent to the application.

The application should always either release or deassign the call when it is finished with the call, unlessa
callFaultDetected is received by the application.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

cause : in TpCall Rel easeCause
Specifies the cause of the release.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
deassi gnCal | ()

This method requests that the relationship between the application and the call and associated objects be de-assigned. It
leaves the call in progress, however, it purges the specified call object so that the application has no further control of
call processing. If acal isde-assigned that has event reports, call information reports or call Leg information reports
requested, then these reports will be disabled and any related information discarded.

The application should always either release or deassign the call when it is finished with the call, unless
callFaultDetected is received by the application.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
get Cal | I nf oReq()

This asynchronous method requests information associated with the call to be provided at the appropriate time (for
example, to calculate charging). This method must be invoked before the call is routed to atarget address. Two types of
reports can be requested; afinal report or intermediate reports.

A final call report is sent when the call isended. The call object will exist after the call isended if information is
required to be sent to the application at the end of the call. The call information will be sent after any call event reports.

Intermediate reports are received when the destination leg or party terminates or when the call ends. In case the
originating party is still available the application can still initiate a follow-on call using routeReq.
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Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

cal l I nfoRequested : in TpCalllnfoType
Specifies the call information that is requested.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
set Cal | Char gePl an()

3GPP TS 29.198-4 V1.0.0 (2001-03)

Set an operator specific charge plan for the call. The charge plan must be set before the call is routed to atarget address.
Depending on the operator the method can also be used to change the charge plan for ongoing calls.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

cal | ChargePlan : in TpCall ChargePl an
Specifies the charge plan to use.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
set Advi ceOF Char ge()

This method allows for advice of charge (AOC) information to be sent to terminals that are capable of receiving this

information.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

aCClnfo : in TpAoClinfo
Specifies two sets of Advice of Charge parameter.

tariffSwitch : in TpDuration

Specifiesthe tariff switch interval that signifies when the second set of AoC parameters becomes valid.
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Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
get MoreDi al | edDi gi t sReq()

This asynchronous method requests the call control service to collect further digits and return them to the application.
Depending on the administered data, the network may indicate a new call to the gateway if a caller goes off-hook or
dialled only afew digits. The application then gets a new call event which contains no digits or only the few dialled
digitsin the event data.

The application should use this method if it requires more dialled digits, e.g. to perform screening.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

length : in Tplnt32
Specifies the maximum number of digitsto collect.

Raises
TpCener al Exception, TpGCCSExcepti on

Method
supervi seCal | Req()

The application calls this method to supervise a call. The application can set a granted connection time for this call. If
an application calls this function before it calls arouteReq() or a user interaction function the time measurement will
start as soon as the call is answered by the B-party or the user interaction system.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

time : in TpDuration
Specifies the granted time in milliseconds for the connection.

treatnment : in TpCall Supervi seTreat nent
Specifies how the network should react after the granted connection time expired.

Raises
TpGCCSExcept i on, TpGener al Excepti on
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6.3.4 Interface Class IpAppCall

Inherits from: Iplnterface

The generic call application interface isimplemented by the client application devel oper and is used to handle call
request responses and state reports.

Method
rout eRes()

This asynchronous method indicates that the request to route the call to the destination was successful, and indicates the
response of the destination party (for example, the call was answered, not answered, refused due to busy, etc.).

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

event Report : in TpCall Report

Specifies the result of the request to route the call to the destination party. It aso includes the network event, date and
time, monitoring mode and event specific information such as rel ease cause.

cal | LegSessionlD : in TpSessionlD

Specifies the sessionl D of the associated call leg. This corresponds to the sesion ID returned at the routeReq() and can
be used to correlate the response with the request.
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Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
rout eErr ()

This asynchronous method indicates that the request to route the call to the destination party was unsuccessful - the call
could not be routed to the destination party (for example, the network was unable to route the call, the parameters were
incorrect, the request was refused, etc.).

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

cal |l LegSessionlD : in TpSessionlD

Specifies the sessionl D of the associated call leg. This corresponds to the sessionID returned at the routeReq() and can
be used to correlate the error with the request.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
get Cal | I nf oRes()

This asynchronous method reports time information of the finished call or call attempt as well as release cause
depending on which information has been requested by getCalllnfoReq. This information may be used e.g. for charging
purposes. The call information will possibly be sent after routeRes in all cases where the call or aleg of the call has
been disconnected or a routing failure has been encountered.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

call I nfoReport : in TpCalllnfoReport
Specifies the call information requested.

Raises
TpGCCSExcept i on, TpGener al Excepti on
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Method
getCal | I nfoErr()

This asynchronous method reports that the original request was erroneous, or resulted in an error condition.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
supervi seCal | Res()

This asynchronous method reports a call supervision event to the application when it hasindicated it'sinterest in these
kind of events.

It isalso called when the connection is terminated before the supervision event occurs. Furthermore, this method is
invoked as a response to the request also when atariff switch happensin the network during an active call.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call

report : in TpCall Supervi seReport
Specifies the situation which triggered the sending of the call supervision response.

usedTine : in TpDuration
Specifies the used time for the call supervision (in milliseconds).

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
supervi seCal |l Err ()

This asynchronous method reports a call supervision error to the application.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.
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errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
cal | Faul t Det ect ed()

3GPP TS 29.198-4 V1.0.0 (2001-03)

This method indicates to the application that a fault in the network has been detected. The call may or may not have

been terminated.

The system deletes the call object. Therefore, the application has no further control of call processing. No report will be

forwarded to the application.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call in which the fault has been detected.

fault : in TpCall Faul t

Specifies the fault that has been detected.

Raises

TpGCCSExcept i on, TpGener al Excepti on

Method
get MoreDi al | edDi gi t sRes()

This asynchronous method returns the collected digits to the application.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

digits : in TpString

Specifies the additional dialled digitsif the string length is greater than zero.

Raises
TpGener al Excepti on, TpGCCSExcepti on

Method
get MoreDi al | edDi gi tsErr ()

This asynchronous method reports an error in collecting digits to the application.
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Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

errorindication : in TpCallError
Specifies the error which led to the original request failing.
Raises

TpCener al Excepti on, TpGCCSExcept i on

Method
cal | Ended()

This method indicates to the application that the call has terminated in the network. However, the application may still
receive some results (e.g., getCallInfoRes) related to the call. The application is expected to deassign the call object
after having received the callEnded.

Note that the event that caused the call to end might also be received separately if the application was monitoring for it.

Parameters

call SessionlD : in TpSessionlD
Specifies the call sessionID.

report : in TpCall EndedReport
Specifies the reason the call is terminated.

Raises
TpCener al Excepti on, TpGCCSExcept i on

6.4 Generic Call Control Service State Transition Diagrams

6.4.1 State Transition Diagrams for IpCallControlManager

The state transition diagram shows the application view on the Call Control Manager object.
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"a call object has terminated abnormally" ~lpAppCallControlManager.callAborted

create a Call object NpAppCallControlManager.callEventNotify
createCall / create a Call object

"new" Active ‘
e ‘ |

Creation of
CallControlManager
by Senice Factory

disableCallNotificatio "arrival of call related event"[ notification active for this call event ] /
enabIeCaIINotiﬁcatiom

IpAccess.terminateSeniceAgreement

°

"notifications not possible"
IpAppG&allControlManager.callNotificationinterrupted

"notifications possible again"
NpAppCallControlManager.callNotificationContinue

. . . IpAccess.terminateSeniceAgreement
disableCallNotification

"acall object has terminated abnormally"
NpAppCallControlManager.callAborted

Notification terminated ‘

Figure : Application view on the Call Control Manager

6.4.1.1 Active State

In this state a relation between the Application and the Generic Call Control Service has been established. The state
allows the applicatoin to indicate that it isinterested in call related events. In case such an event occurs, the Call Control
Manager will create a Call object and inform the application by invoking the operation callEventNotify() on the
IpAppCallControlManager interface. The application can also indicate it is no longer interested in certain call related
events by calling disableCallINotification().

6.4.1.2 Notification terminated State

When the Call Control Manager isin the Notification terminated state, events requested with enableCallNotification()
will not be forwarded to the application. There can be multiple reasons for this: for instance it might be that the
application receives more notifications from the network than defined in the Service Level Agreement. Another
exampleisthat the Service has detected it receives no notifications from the network due to e.g. alink failure. In this
state no requests for new notifications will be accepted.

6.4.2 State Transition Diagrams for IpCall

The state transition diagram shows the application view on the Call object. This diagram shows only the part of the state
transition diagram valid for 3GPP (UMTYS) release 4.
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resources. In case the timer expires the
object should be destroyed and

call FaultDetected should be reported to

the application

deassignCall

Finished release )
timeout / callFaul tDetected("timeout on releas")

Figure : Application view on the IpCall object

6.4.2.1 Network Released State

In this state the call has ended and the Gateway collects the possible call information requested with getCalllnfoReq|()
and / or superviseCallReq(). Theinformation will be returned to the application by invoking the methods
getCallInfoRes() and / or superviseCallRes() on the application. Also when a call was unsuccessful these methods are
used.In case the application has not requested additional call related information immediately a transition is made to
state Idle.

6.4.2.2 Finished State

In this state the call has ended and no call related information is to be send to the application. The application can only

release the call object. Calling the deassignCall() operation has the same effect. Note that the application has to release
the object itself as good OO practice requires that when an object was created on behalf of a certain entity, this entity is
also responsible for destroying it when the object is no longer needed.

6.4.2.3  Application Released State

In this state the application has requested to release the Call object and the Gateway collects the possilbe call
information requested with getCalllnfoReq() and / or superviseCallReq(). In case the application has not requested
additional call related information the Call object is destroyed immediately.
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6.4.2.4 Active State

In this state a call between two partiesis being setup or present. Refer to the substates for more details. The application
can request the gateway for a certain type of charging of the call by calling setCallChargePlan(). The application can
request for charging related information by calling getCalllnfoReq(). Furthermore the application can request
supervision of the call by calling superviseCallReq(). It is also alowed to send Advice of Charge information by calling
setAdviceOfCharge().

6.4.2.5 1 Party in Call State

When the Call isin this state acalling party is present. The application can now reguest that a connection to a called
party be established by calling the method routeReq(). When the calling party abandons the call before the application
has invoked the routeReq() operation, the gateway informs the application by invoking callFaultDetected() and also the
operation callEnded() will be invoked. When the calling party abandons the call after the application has invoked
routeReq() but before the call has actually been established, the gateway informs the application by invoking
callEnded().

When the calling party answers the call, atransition will be made to the 2 Partiesin Call state. In case the call can not
be established because the application supplied an invalid address or the connection to the called party was unsuccessful
while the application was monitoring for the latter in interrupt mode, the Call object will stay in this state

In this state user interaction is possible unless there is an outstanding routing request.

6.4.2.6 2 Parties in Call State

A connection between two parties has been established.

In case the calling party disconnects, the gateway informs the application by invoking call Ended().
When the called party disconnects different situations apply:

1. theapplication is monitoring for this event in interrupt mode: atransition is made to the 1 Party in Call state, the
application isinformed with routeRes with indication that the called party has disconnected and all requested reports are
sent to the application. The application now again has control of the call.

2. the application is monitoring for this event but not in interrupt mode. In this case atransition is made to the Network
Released state and the gateway informs the application by invoking the operation routeRes() and callEnded().

3. the application is not monitoring for this event. In this case the application isinformed by the gateway invoking the
callEnded() operation and a transition is made to the Network Released state.

6.5 Generic Call Control Service Properties

The following table lists properties relevant for the Generic Call Control API.

P_TRIGGERING_EVENT_TYPES INTEGER_SET Indicates the static event types supported by the
SCS. Static events are the events by which
applications are initiated.

P_DYNAMIC EVENT_TYPES INTEGER_SET Indicates the dynamic event types supported by
the SCS. Dynamic events are the events the
application can request for during the context of a
call.

P_ADDRESSPLAN INTEGER_SET Indicates the supported address plan (defined in
TpAddressPlan.) e.g.
{P_ADDRESS PLAN_E164,

ETSI



Release 4 54 3GPP TS 29.198-4 V1.0.0 (2001-03)

P_ADDRESS_PLAN_IP})

P_UI_CALL_BASED BOOLEAN_SET | Value=TRUE : User interaction can be
performed on call level and areferenceto a Cal
object can be used in the
IpUIManager.createUl Call () operation.

Vaue = FALSE: No User interaction on call
level is supported.

P_UI_AT_ALL_STAGES BOOLEAN_SET | Vaue= TRUE: User Interaction can be
performed at any stage during acall .

Value = FALSE: User Interaction can be
performed in case there is only one party in the
call.

P_MEDIA TYPE INTEGER_SET Specifies the media type used by the Service.
Values are defined by data-type TpMediaType :
P_AUDIO, P_VIDEO, P_ DATA

The previous table lists properties related to capabilities of the SCSitself. The following table lists properties that are
used in the context of the Service Level Agreement, e.g. to restrict the access of applications to the capabilities of the
SCS.

Property Type Description
P_TRIGGERING_ADDRESSES ADDRESS RANGE | Indicates for which numbers the notification
_SET may be set. For terminating notifications it

applies to the terminating number, for
originating notifications it applies only to the
originating number.

P_NOTIFICATION_TYPES INTEGER_SET Indicates whether the application is allowed
to set oritginating and/or terminating triggers
inthe ECN. Setis:

P_ORIGINATING
P_TERMINATING

P_MONITOR_MODE INTEGER_SET Indicates whether the application is alowed
to monitor in interrupt and/or notify mode.
Setis:

P INTERRUPT
P_NOTIFY

P_NUMBERS TO BE CHANGED INTEGER_SET Indicates which numbers the application is
allowed to change or fill for legsin an
incoming call. Allowed value set:

{P_ORIGINAL_CALLED_PARTY_NUMB
ER,

P_REDIRECTING_NUMBER,
P TARGET_NUMBER,
P_CALLING_PARTY_NUMBER}.

P_CHARGEPLAN_ALLOWED INTEGER_SET Indicates which charging is allowed in the
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setCallChargePlan indicator. Allowed values:

{P_CHARGE_PER_TIME,
P_TRANSPARANT_CHARGING,

P_CHARGE_PLAN}

P_CHARGEPLAN_MAPPING INTEGER_INTEGE | Indicates the mapping of chargeplans (we
R_MAP assume they can be indicated with integers) to
alogical network chargeplan indicator. When
the chargeplan supports indicates
P_CHARGE_PLAN then only chargeplansin
this mapping are alowed.

6.6 Generic Call Control Data Definitions

This document provides the generic call control data definitions necessary to support the API specification.

This document is written using Hypertext link, to aid navigation through the data structures. Underlined text represents

Hypertext links.
The general format of a data definition specification is described below.
e DataType
This shows the name of the data type.
e Description
This describes the data type.
e Tabular Specification
This specifies the data types and values of the data type.
e Example

If relevant, an example is shown toillustrate the data type.

6.6.1 Generic Call Control Event Notification Data Definitions
TpCal | Event Nane

Defines the names of event being notified. The following events are supported. The values may be combined by a
logical "'OR' function when requesting the notifications. Additional events that can be requested / received during the
call process are found in the TpCallReportType data-type.

Name Value Description
P_EVENT_NAME_UNDEFI NED 0 Undefined
P_EVENT_GCCS_OFFHOOK_EVENT 1 GCCS - Offhaok event

This can be used for hot-line features. In case
this event is set in the TpCallEventCriteria,
only the originating address(es) may be
specified in the criteria

P_EVENT_GCCS_ADDRESS COLLECTED_EVENT 2 GCCS — Address information collected

The network has collected the information
from the A-party, but not yet analysed the
information. The number can still be
incomplete. Applications might set
notifications for this event when part of the
number analysis needs to be donein the
application (see also the getMoreDialledDigits
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method on the call class).

P_EVENT_GCCS_ADDRESS_ANALYSED_EVENT 4 GCCS — Address information is analysed
The dialled number isavalid and complete
number in the network.

P_EVENT_GCCS_CALLED PARTY_BUSY 8 GCCS- Called party is busy

P_EVENT_GCCS_CALLED PARTY_UNREACHABLE 16 GCCS - Called party is unreachable (e.g., the
called party has amobile telephone that is
currently switched off).

P_EVENT_GCCS_NO ANSWER FROM CALLED PARTY 32 GCCS— No answer from called party
P_EVENT_GCCS_ROUTE_SELECT FAI LURE 64 GCCS - Failurein routing the call
P_EVENT_GCCS_ANSWER FROM CALL_PARTY 128 | GCCS-— Party answered call.

TpCal | Noti ficati onType

Defines the type of notification. Indicates whether it is related to the originating of the terminating user in the call.

Name Value Description
P_ORI G NATI NG 1 Indicates that the notification is related to the
originating user in the call.
P_TERM NATI NG 2 Indicates that the notification isrelated to the
terminating user in the call.

TpCal | Moni t or Mode

Defines the mode that the call will monitor for events, or the mode that the call isin following a detected event.

Name Value Description

P_CALL_MONI TOR_MODE_| NTERRUPT 0 The call event isintercepted by the call control
service and call processing isinterrupted. The
application is notified of the event and call
processing resumes following an appropriate
API call or network event (such asacall
release)

P_CALL_MONI TOR_MODE_NOTI FY 1 The call event is detected by the call control
service but not intercepted. The application is
notified of the event and call processing
continues

P_CALL_MONI TOR_MODE_DO _NOT_MONI TOR 2 Do not monitor for the event

TpCal l EventCriteria

Definesthe Sequence of Data El enent s that specify the criteriafor a event notification.

Of the addresses only the Plan and the AddrString are used for the purpose of matching the notifications against the
criteria.

Sequence Element Name Sequence Element Type Description

Desti nati onAddr ess TpAddr essRange Defines the destination address or
address range for which the
notification is requested.

Ori gi nati ngAddr ess TpAddr essRange Defines the origination address or
a address range for which the
notification is requested.

Cal | Event Nare TpCal | Event Nane Nane of the event(s)

Cal I NotificationType TpCal | Noti ficationType I ndicates whether it is related to
the originating or the termnating
user in the call.
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Moni t or Mode

TpCal | Moni t or Mode

Defines the node that the call is
in follow ng the notification.
Moni t or node
P_CALL_MONI TOR_MODE_DO_NOT_MONI TOR
is not a |legal value here.
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TpCal | Event I nfo

Definesthe Sequence of Data El enent s that specify the information returned to the applicationin a Call event
notification.

Sequence Element Name Sequence Element Type

Dest i nati onAddr ess TpAddr ess
Origi nati ngAddr ess TpAddr ess
Origi nal Desti nati onAddr ess TpAddr ess
Redi r ect i ngAddr ess TpAddr ess

Cal | Appl nfo TpCal | Appl nf oSet

Cal | Event Nane TpCal | Event Nane

Cal I NotificationType TpCal | Noti fi cationType
Moni t or Mbde TpCal | Moni t or Mode

6.6.2 Generic Call Control Data Definitions

| pCal |
Definesthe addressof an | pCal | Interface.

| pCal | Ref
DefinesaRef er ence to type IpCall.

| pAppCal |

Definesthe address of an | pAppCal | Interface.

| pAppCal | Ref
DefinesaRef er ence to type IpAppCall

| pAppCal | Ref Ref
Defines aRef er ence to type IpAppCallRef.

TpCal l I dentifi er Ref
Defines aRef er ence to type TpCallldentifier.

TpCal |l I dentifier
Definesthe Sequence of Data El enent s that unambiguously specify the Generic Call object

Sequence Element Name ~ Sequence Element Type Sequence Element Description
Cal | Ref erence | pCal | Ref This el ement specifies the interface
reference for the call object.
Cal | Sessi onl D TpSessi onl D This el ement specifies the call session ID
of the call.

| pAppCal | Cont r ol Manager
Definesthe address of an | pAppCal | Cont r ol Manager Interface.

| pAppCal | Cont r ol Manager Ref
Defines aRef er ence to type IpAppCallControlManager.

| pCal | Cont r ol Manager
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Definesthe address of an | pCal | Cont r ol Manager Interface.
| pCal | Cont r ol Manager Ref

Definesa Ref er ence to type |pCallControlManager.

TpCal | Al erti ngMechani sm

Thisdatatypeisidentical toaTpl nt 32, and defines the mechanism that will be used to alert a call party. The values
of this data type are operator specific.

TpCal | Appl nfo

Definesthe Tagged Choi ce of Data El enent s that specify application-related call information.

Tag Element Type

TpCal | Appl nf oType

Tag Element Value Choice Element Type Choice Element Name
P_CALL_APP_ALERTI NG_MECHANI SM TPCallAlertingMechanism Cal | AppAl erti ngMechani sm
P_CALL_APP_NETWORK_ACCESS_TYPE TpCallNetworkAccessType Cal | AppNet wor kAccessType
P_CALL_APP_TELE_SERVI CE TpCall TeleService Cal | AppTel eServi ce
P_CALL_APP_BEARER SERVI CE TpCallBearerService Cal | AppBear er Servi ce
P_CALL_APP_PARTY_CATEGORY TpCallPartyCategory Cal | AppPart yCat egory
P_CALL_APP_PRESENTATI ON_ADDRESS TpAddr ess Cal | AppPresent ati onAddr e

ss
P_CALL_APP_GENERI C_| NFO TpString Cal | AppGenericlnfo
P_CALL_APP_ADDI Tl ONAL_ADDRESS TpAddr ess Cal | AppAddi ti onal Addr ess
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TpCal | Appl nf oType
Defines the type of call application-related specific information.

Name Value Description
P_CALL_APP_UNDEFI NED 0 Undef i ned
P_CALL_APP_ALERTI NG_MECHANI SM 1 The al erting mechani sm or
pattern to use
P_CALL_APP_NETWORK_ACCESS_TYPE 2 The network access type (e.g.
| SDN)
P_CALL_APP_TELE_SERVI CE 3 I ndicates the tel e-service
(e.g. tel ephony)
P_CALL_APP_BEARER SERVI CE 4 I ndi cates the bearer service
(e.g. 64kb/s unrestricted
dat a) .
P_CALL_APP_PARTY_CATEGORY 5 The category of the calling
party
P_CALL_APP_PRESENTATI ON_ADDRESS 6 The address to be presented to
other call parties
P_CALL_APP_GENERI C_| NFO 7 Carries unspecified service-
service information
P_CALL_APP_ADDI Tl ONAL_ADDRESS 8 I ndi cates an additional address

TpCal | Appl nf 0Set
DefinesaNunbered Set of Data El enents of TpCallApplnfo.

TpCal | Bear er Ser vi ce

This data type defines the type of call application-related specific information (Q.931: Information Transfer Capability,
and 3G TS 22.002)

Description
P CALL BEARER SERVI CE UNKNOWN 0 Bear er capabili tyh.i nformation unknown at
- - - - this time
P_CALL_BEARER_SERVI CE_SPEECH 1 Speech
P_CALL_BEARER SERVI CE_DI Gl TALUNRESTRI CTED 2 Unrestricted digital information
P_CALL_BEARER SERVI CE_DI G TALRESTRI CTED 3 Restricted digital information
P_CALL_BEARER_SERVI CE_AUDI O 4 3.1 kHz audio
P_CALL_BEARER SERVI CE 5 Unrestricted digital information with
DI G TALUNRESTRI CTEDTONES t omes/ announcenent s
P_CALL_BEARER_SERVI CE_VI DEO 6 Vi deo

TpCal | Char gePl an
Definesthe Sequence of Data El enent s that specify the charge plan for the call.

Sequence Element Name Sequence Element Type Description
Char geOr der Type TpCal | Char geOr der Char ge order

Currency TpString Currency unit according to | SO

4217: 1995
Addi tional I nfo TpString Descriptive string which is sent
to the billing system w t hout
prior evaluation. Could be
included in the ticket.
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Valid Currencies are:

ADP, AED, AFA, ALL, AMD, ANG AON, ACR, ARS, ATS, AUD, AWG AZM BAM
BBD, BDT, BEF, BG., BG\, BHD, BIF, BMD, BND, BOB, BOV, BRL, BSD, BTN,
BWP, BYB, BzZD, CAD, CDF, CHF, CLF, CLP, CNY, COP, CRC, CUP, CVE, CYP,
CzZK, DEM DJF, DKK, DOP, DzZD, ECS, ECV, EEK, EGP, ERN, ESP, ETB, EUR
FIM FJID, FKP, FRF, GBP, CEL, GHC, AP, GW, G\F, GRD, GIQ GW,, GYD,
HKD, HNL, HRK, HTG HUF, IDR, IEP, ILS, INR 1QD IRR 1SK ITL, JMD,
JOD, JPY, KES, KGS, KHR, KMF, KPW KRW KWD, KYD, KZT, LAK, LBP, LKR,
LRD, LSL, LTL, LUF, LVL, LYD, MAD, MDL, M3, MKD, MWK, MNT, MOP, MRQO,
MIL, MJR, MR, MAK, MXN, MXV, MYR, MZM NAD, NGN, NIO NLG NOK, NPR,
NZD, OVR, PAB, PEN, PGK, PHP, PKR, PLN, PTE, PYG QAR ROL, RUB, RUR
RWF, SAR, SBD, SCR, SDD, SEK, SGD, SHP, SIT, SKK, SLL, SCS, SRG STD,
SVC, Syp, SzZL, THB, TJR, TMM TND, TOP, TPE, TRL, TTD, TWD, TZS, UAH,
UGX, USD, USN, USS, UYU, UZS, VEB, VND, VWV, WST, XAF, XAG XAU, XBA,
XBB, XBC, XBD, XCD, XDR, XFO, XFU, XOF, XPD, XPF, XPT, XTS, XXX, YER,
YUM ZAL, ZAR, ZMK, ZRN, ZVD.

XXX is used for transactions where no currency is involved.

TpCal | Char geOr der
Definesthe Tagged Choi ce of Data El enent s that specify the charge plan for the call.

Tag Element Type
TpCal | Char geOr der Cat egory

Tag Element Value Choice Element Type Choice Element Name
P_CALL_CHARGE_PER TI ME TpChar gePer Ti ne Char gePer Ti e
P_CALL_CHARGE_NETWORK TpString Net wor kChar ge

TpCal | Char geOr der Cat egory
Defines the type of charging to be applied

Name Value Description
P_CALL_CHARGE_PER TI ME 0 Charge per time
P_CALL_CHARGE_NETWORK 1 Operator specific charge plan specification, e.g.

charging table name / charging table entry
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TpCal | Error
Definesthe Sequence of Data El enent s that specify the additional information relating to acall error.

Sequence Element Name Sequence Element Type

ErrorTi me TpDat eAndTi ne
Error Type TpCal | Error Type
Addi tional Errorlnfo TpCal | Addi tional Errorlnfo

TpCal | Addi tional Errorlnfo

Definesthe Tagged Choi ce of Data El enent s that specify additional call error and call error specific
information. Thisis also used to specify call leg errors and information errors.

Tag Element Type

TpCallErrorType

Tag Element Value Choice Element Type Choice Element Name
P_CALL_ERROR_UNDEFI NED NULL Undef i ned
P_CALL_ERROR | NVALI D_ADDRESS TpAddressError Cal | Errorlnval i dAddr ess
P_CALL_ERROR_| NVALI D_STATE NULL Undef i ned

TpCal | Error Type

Defines a specific call error.

Description

P_CALL_ERROR_UNDEFI NED 0 Undefined; the nethod failed or
was refused, but no specific
reason can be given.

P_CALL_ERROR | NVALI D_ADDRESS 1 The operation failed because an
invalid address was given
P_CALL_ERRCR | NVALI D_STATE 2 The call was not in a valid
state for the requested
operation
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TpCal | Faul t
Defines the cause of the call fault detected.
Name Value Description
P_CALL_FAULT_UNDEFI NED 0 Undefined
P_CALL_TI MEQUT_ON_RELEASE 1 This fault occurs when the final report has

been sent to the application, but the application
did not explicitly release or deassign the call
object, within a specified time.

Thetimer value is operator specific.

P_CALL_TI MEQUT_ON_| NTERRUPT 2 Thisfault occurs when the application did not
ingtruct the gateway how to handle the call
within a specified time, after the gateway
reported an event that was requested by the
application in interrupt mode.

Thetimer value is operator specific.

TpCal | EndedReport
Definesthe Sequence of Data El ement s that specify the reason for the call ending.

Sequence Element Name Sequence Element Type

Cal | LegSessi onl D TpSessi onl D The leg that initiated the
rel ease of the call.

If the call rel ease was not
initiated by the leg, then this
value is set to —1.

Cause TpCal | Rel easeCause The cause of the call ending.

TpCal | I nf oReport

Definesthe Sequence of Data El enent s that specify the call information requested. Information that was not
requested isinvalid.

Sequence Element Name Sequence Element Type Description
Cal | I nf oType TpCallinfoType The type of call report.

CalllnitiationStartTine TpDat eAndTi ne The tinme and date when the
call, or followon call, was

started.
Cal | Connect edToResour ceTi ne TpDat eAndTi ne The date and time when the

call was connected to the
resource.

This data elenent is only
val id when information on
user interaction is
report ed.

Cal | Connect edToDest i nati onTi e TpDat eAndTi ne The date and time when the
call was connected to the
destination (i.e., when the
destination answered the
call). If the destination
did not answer, the time is
set to an enpty string.
This data elenent is invalid

when information on user
interaction is reported with
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an internmediate report.

Cal | EndTi e TpDat eAndTi ne The date and time when the
call or followon call or
user interaction was
term nat ed.

Cause TpCal | Rel easeCause The cause of the
term nation.

A callInfoReport will be generated at the end of user interaction and at the end of the connection with the associated
address. This means that either the destination related information is present or the resource related information, but not
both.

TpCal | I nf oType
Definesthe type of call information requested and reported. The values may be combined by alogical 'OR' function.

Name Value Description
P_CALL_I| NFO_UNDEFI NED 00h Undefined
P_CALL_I NFO_TI MES 01h Relevant call times
P_CALL_| NFO_RELEASE_CAUSE 02h Call release cause
P_CALL_| NFO_| NTERMEDI ATE 04h Send only intermediate reports. When thisis

not specified the information report will only
be sent when the call has ended. When
intermediate reports are requested a report will
be generated between follow-on calls, i.e.,
when a party leaves the call.

TpCal | Net wor kAccessType

This data defines the bearer capabilities associated with the call. (3G TS 24.002) This information is network operator
specific and may not always be available because there is no standard protocol to retrieve the information.

Description
P_CALL_NETWORK_ACCESS TYPE_UNKNOMW 0 Net wor k type infor {r:a:niaon unknown at this
P_CALL_NETWORK_ACCESS_TYPE_POT 1 POTS
P_CALL_NETWORK_ACCESS_TYPE_| SDN 2 I'SDN
P_CALL_NETWORK_ACCESS_TYPE_DI ALUPI NTERNET 3 Di al -up Internet
P_CALL_NETWORK_ACCESS_TYPE_XDSL 4 xDLS
P_CALL_NETWORK_ACCESS_TYPE_W RELESS 5 Wrel ess

TpCal | PartyCat egory
This data type defines the category of acalling party. (Q.763: Calling Party Category / Called Party Category)

Name Value Description
P_CALL_PARTY_CATEGORY_UNKNON 0 calling party's category unknown at this tine
P_CALL_PARTY_CATEGORY_OPERATCR F 1 operator, |anguage French
P_CALL_PARTY_CATEGORY_OPERATOR E 2 operator, language English

ETSI



Release 4 65 3GPP TS 29.198-4 V1.0.0 (2001-03)

P_CALL_PARTY_ CATEGORY OPERATCR G 3 operator, |anguage German
P_CALL_PARTY_ CATEGORY OPERATOR R 4 operator, |anguage Russian
P_CALL_PARTY_ CATEGORY_ OPERATOR S 5 operator, |anguage Spanish
P_CALL_PARTY_ CATEGORY_ORDI NARY_ SUB 6 ordinary calling subscriber
P_CALL_PARTY_CATEGORY_ PRI ORI TY_SUB 7 calling subscriber wth priority
P_CALL_PARTY_CATEGORY_ DATA CALL 8 data call (voice band data)
P_CALL_PARTY_ CATEGORY TEST CALL 9 test call

P_CALL_PARTY_ CATEGORY_ PAYPHONE 10 payphone

TpCal | Rel easeCause

Definesthe Sequence of Data El ement s that specify the cause of the release of acall.

Sequence Element Name Sequence Element Type
Val ue Tpl nt 32
Location Tpl nt 32

Note: the Value and Location are specified asin ITU-T recommendation Q.850.

TpCal | Servi ceCode

Definesthe Sequence of Data El enment s that specify the service code and type of service code received during
acall. The service code type defines how the value string should be interpreted.

Sequence Element Name Sequence Element Type

Cal | Servi ceCodeType TpCal | Servi ceCodeType
Ser vi ceCodeVal ue TpString

TpCal | Servi ceCodeType

Defines the different types of service codes that can be received during the call.

Name Value Description
P CALL SERVI CE CODE UNDEFI NED 0 The type of service code is unknown. The
- - - - corresponding string i s operator specific.
P CALL SERVI CE CODE DIQ TS 1 The user entered a digit sequence during the
- - - - call. The corresponding string is an ascii

representation of the received digits.

P CALL SERVI CE CODE EACI LI TY 2 A facility information elenment is received.
- - - - The corresponding string contains the facility

information el enent as defined in I TU Q 932

P CALL SERVI CE CODE WU 3 A user-to-user message was received. The
- - - - associated string contains the content of the
user-to-user information elenent.

P CALL SERVI CE CODE HOOKELASH 4 The user performed a hookflash, optionally
- - - - foll owed by sone digits. The correspondi ng

string is an ascii representation of the
entered digits.

P CALL SERVI CE CODE RECALL 5 The user pressed the register recall button,
- - - - optionally followed by some digits. The

corresponding string 1s an ascii
representation of the entered digits.

TpCal | Tel eServi ce
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This data type defines the tele-service associated with the call. (Q.763: User Teleservice Information, Q.931: High

Layer Compuatitibility Information, and 3G TS 22.003)

Description

P_CALL_TELE_SERVI CE_UNKNOM 0 Tel eservice information unknown at this time
P_CALL_TELE SERVI CE_TELEPHONY 1 Tel ephony
P_CALL_TELE_SERVI CE_FAX 2_3 2 Facsimle Goup 2/3
P_CALL_TELE SERVI CE_FAX_4_| 3 Facsinmle Goup 4, Cass |
P_CALL_TELE SERVICE FAX 4 11 _111 4 Facsimle Goup 4, Classes Il and Il1
P_CALL_TELE_SERVI CE_VI DEOTEX_SYN 5 Syntax based Vi deot ex
P CALL_TELE SERVI CE VI DEOTEX | NT 6 International Videotex interworking via
- - - - - gateways or interworking units
P_CALL_TELE SERVI CE_TELEX 7 Tel ex service
P_CALL_TELE_SERVI CE_MHS 8 Message Handling Systens
P_CALL_TELE SERVI CE_OSl 9 OSl application
P_CALL_TELE SERVI CE_FTAM 10 FTAM appl i cati on
P_CALL_TELE SERVI CE_VI DEO 11 Vi deot el ephony
P_CALL_TELE SERVI CE_VI DEO CONF 12 Vi deoconf er enci ng
P_CALL_TELE SERVI CE_AUDI OGRAPH CONF 13 Audi ogr aphi ¢ conf erenci ng
P_CALL_TELE_SERVI CE_MJULTI MEDI A 14 Ml tinedi a services
P_CALL_TELE _SERVICE CS | NI _H221 15 Capability set of initial channel of H 221
P_CALL_TELE_SERVI CE_CS SUB H221 16 Capability set of subsequent channel of H 221
P CALL_TELE SERVI CE CS IN _CALL 17 Capability set of initial channel associated
- N N - T T with an active 3.1 kHz audio or speech call.
P_CALL_TELE_SERVI CE_DATATRAFFI C 18 Data traffic.
P_CALL_TELE SERVI CE_EVMERCGE 1 Enmergency Calls
NCY_CALLS
P_CALL_TELE SERVI CE_SMS_MT 2 Short message MI/ PP
_PP
P_CALL_TELE_SERVI CE_SM5 MO 2 Short nmessage MO PP
_PP
P_CALL_TELE SERVI CE_CELL_B 2 Cel | Broadcast Service
ROADCAST
P_CALL_TELE SERVI CE ALT_SP 2 Al'ternate speech and facsinile group 3
EECH FAX_3
P_CALL_TELE SERVI CE_AUTOVA 2 Automatic Facsinile group 3
TIC_FAX 3
P_CALL_TELE_SERVI CE_VOA CE_ 2 Voice Goup Call Service
GROUP_CALL
P_CALL_TELE SERVI CE_VO CE_ 2 Voi ce Broadcast Service
BROADCAST

TpCal | Super vi seReport

Defines the responses from the call control service for calls that are supervised. The values may be combined by a

logical 'OR' function.

Name

Value Description
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P_CALL_SUPERVI SE_TI MEQUT 01h The call supervision timer has expired

P_CALL_SUPERVI SE_CALL_ENDED 02h The call has ended, either due to timer expiry
or cal party release. In case the call ed
party di sconnects but a follow
on call can still be nade al so
this indication is used.

P_CALL_SUPERVI SE_TONE_APPLI ED 04h A warning tone has been applied. Thisis only
sent in combination with
P_CALL_SUPERVISE TIMEOUT

P_CALL_SUPERVI SE_Ul _FI NI SHED 0 The user interaction
has
fini shed.

TpCal | Super vi seTr eat nent

Defines the treatment of the call by the call control service when the call supervision timer expires. The values may be
combined by alogical 'OR' function.

Name Value Description
P_CALL_SUPERVI SE_RELEASE 01h Release the call when the call supervision
timer expires
P_CALL_SUPERVI SE_RESPCND 02h Notify the application when the call
supervision timer expires
P_CALL_SUPERVI SE_APPLY_TONE 04h Send awarning toneto the originating party

when the call supervision timer expires. If call
release is requested, then the call will be
released following the tone after an
administered time period
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Definesthe Sequence of Data El ement s that specify the call report and call leg report specific information.

Sequence Element Name Sequence Element Type

Moni t or Mode

TpCallMonitorMode

Cal | Event Ti me

TpDat eAndTi ne

Cal | Report Type

TpCal | Report Type

Addi ti onal ReportlInfo

TpCallAdditional Reportinfo

TpCal | Addi ti onal Reportlinfo

Definesthe Tagged Choi ce of Data El enent s that specify additional call report information for certain types

of reports..

Tag Element Type

TpCallReportType

Tag Element Value

Choice Element Type

Choice Element Name

P_CALL_REPORT_UNDEFI NED NULL Undef i ned
P_CALL_REPORT PROGRESS NULL Undef i ned
P_CALL_REPORT_ALERTI NG NULL Undef i ned
P_CALL_REPORT_ANSVER NULL Undef i ned
P_CALL_REPORT_BUSY TpCallReleaseCause Busy
P_CALL_REPORT_NO ANSVER NULL Undef i ned
P_CALL_REPORT_DI SCONNECT TpCallReleaseCause Cal | Di sconnect
P_CALL_REPORT_REDI RECTED TpAddr ess For war dAddr ess

P_CALL_REPORT_SERVI CE_CODE

TpCallServiceCode

Ser vi ceCode

P_CALL_REPORT_ROUTI NG_FAI LURE

TpCallReleaseCause

Rout i ngFai | ure

TpCal | Report Request

Definesthe Sequence of Data El enent s that specify the criteriarelating to call report requests.

Sequence Element Name Sequence Element Type

Moni t or Mode

TpCallMonitorMode

Cal | Report Type

TpCallReportType

Addi tional ReportCriteria

TpCallAdditiona ReportCriteria

TpCal | Additional ReportCriteria
Definesthe Tagged Choi ce of Data El enent s that specify specific criteria

Tag Element Type

TpCallReportType

Tag Element Value Choice Element Type Choice Element Name
P_CALL_REPORT_UNDEFI NED NULL Undef i ned
P_CALL_REPORT_PROGRESS NULL Undef i ned
P_CALL_REPORT_ALERTI NG NULL Undef i ned
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P_CALL_REPORT ANSVER NULL Undef i ned
P_CALL_REPORT_BUSY NULL Undef i ned
P_CALL_REPORT_NO_ANSWER TpDuration NoAnswer Dur at i on
P_CALL_REPORT DI SCONNECT NULL Undef i ned
P_CALL_REPORT REDI RECTED NULL Undef i ned
P_CALL_REPORT_SERVI CE_CODE TpCallServiceCode Servi ceCode
P_CALL_REPORT_ROUTI NG_FAI LURE NULL Undef i ned

TpCal | Report Request Set
DefinesaNunbered Set of Data El enents of TpCallReportRequest.

TpCal | Report Type
Defines a specific call event report type.

Name Value Description
P_CALL_REPORT _UNDEFI NED 0 Undef i ned
P_CALL_REPORT_PROGRESS 1 Call routing progress event:an

indication fromthe network
that progress has been nmade in
routing the call to the
requested call party.

P_CALL_REPORT_ALERTI NG 2 Call is alerting at the call

party
P_CALL_REPORT_ANSVER 3 Cal |l answered at address
P_CALL_REPORT_BUSY 4 Cal | ed address refused call due

to busy
P_CALL_REPORT_NO_ANSVER 5 No answer at called address
P_CALL_REPORT_DI SCONNECT 6 The call party has

di sconnect ed.

P_CALL_REPORT_REDI RECTED 7 Call redirected to new address:

an indication fromthe network
that the call has been
redirected to a new address.

P_CALL_REPORT_SERVI CE_CODE 8 M d-cal |l service code received

P_CALL_REPORT_RQOUTI NG_FAI LURE 9 Call routing failed - re-
routing Is possible

TpCal | LoadCont r ol Mechani sm
Defines the Tagged Choice of Data Elements that specify the applied mechanism and associated parameters.

Tag Element Type

TpCallLoadControlM echanismType

Tag Element Value Choice Element Type Choice Element Name

P_CALL_LOAD CONTROL_PER | NTERVAL TpCal | LoadControl I nterval Rat e Cal | LoadControl Per| nt erval

TpCal | LoadControl I nterval Rate

Defines the call admission rate of the call load control mechanism used. This data type indicates the interval (in
milliseconds) between calls that are admitted.
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Name Value Description
P_CALL_LOAD CONTROL_ADM T_NO CALLS 0 Infiniteinterval
(do not admit any calls)
1- Duration in milliseconds
60000

TpCal | LoadCont r ol Mechani snilype

Defines the type of call load control mechanism to use.

Description

P_CALL_LOAD CONTROL_PER | NTERVAL 1 admit one call per interval

TpCal | Tr eat nent

Definesthe Sequence of Data El ement s that specify the the treatment for calls that will be handled only by the
network (for example, call which are not admitted by the call load control mechanism).

Sequence Element Name Sequence Element Type

Rel easeCause TpCal | Rel easeCause
Addi ti onal Treat ment I nfo TpCal | Addi tional Treat nent | nfo

TpCal | Addi ti onal Treat nent| nfo
Definesthe Tagged Choi ce of Data El enent s that specify the information to be sent to acall party.

Tag Element Type

TpCall TreatmentType

Tag Element Value Choice Element Type Choice Element Name
P_CALL_TREATMENT_DEFAULT NULL Undef i ned
P_CALL_TREATMENT_RELEASE NULL Undef i ned
P_CALL_TREATMENT_SI AR TpUl Cal | I nfol D I nformat i onToSend

TpCal | Tr eat nent Type

Defines the treatment for calls that will be handled only by the network.

Name Value Description
P_CALL_TREATMENT_DEFAULT 0 Default treatment
P_CALL_TREATMENT RELEASE 1 Release the call
P_CALL_TREATMENT_SI AR 2 Send information to the user, and release the

call (Send Info & Release)

TpCal | Event Criteri aResul t Set Ref
Defines arefernce to TpCallEventCriteriaResultSet.

TpCal | Event Criteri aResul t Set
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Defines a set of TpCallEventCriteriaResullt.
TpCal | Event Criteri aResul t

Defines a sequence of data elements that specify arequested call event notification criteria with the associated

assignmentID.
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EventCriteria

TpCal | EventCriteria

The event criteria that were specified by
the application.

Assi gnrment | D

Tpl nt 32

The associ ated assignnent|ID. This can be
used to disable the notification.
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7 MultiParty Call Control Service

7.1 Sequence Diagrams

7.1.1  Application initiated call setup

The following sequence diagram shows an application creating a call between party A and party B. Here, acal is
created first. Then party A'scall leg is created before triggers are set on it for answer and then routed to the call. On
answer, an announcement is played indicating that the call is being set up to party B. While the announcement is being
played, party B's call leg is created and then triggers are set on it for answer. On answer the announcement is cancelled
and party B isrouted to the call.

: (Logical L AppPartyA: AppPartyB : L : IpMultiPartyCallControlManage! = PartyA: PartyB: = :puUICall
View:lp... |1 MultiPartyCa| (IpAppMultiPartyCallLeq) | IpAppMultiPartyCallL eq)| | IpAppUICall IpMultiPartyCall | | IpCallLeg | IpCallLeg ||IpUIManager

' 1 new() ' ' ' ' ' ' ' ' ' '

U ' 2: createCall(in IpAppMultiParty CallRef)

L 5 nend ‘ \
T 4: seiCallback( ) , , ,
5: create CallLeg(in TpSessionD.!in IpAppCallLegRef , in TpAddress, in TpAddress, in TpAddress, in TpAddress, in Tp . out TpCall in TpCallL P ' '
/‘ 6new) ,
- 7: eventReportReq( )
H 8: routeReq(in TpSessionID)
H 9 eventReportRes ()
10: createviCall( ) H
' 1: sendinfoRe( ) [
U , 12; sendinfoRes( )
13: createCallLeg(in TpSessionlD, in IpAppCallLegRef, in TpAidress, in TpAddress, in TpAddress, in TpAddress, in T out TpCall , in TpCallLegC roperties) H
T T T T T 14: neh) | T
15 eventReportReq( ) ) ) ) )
- 16: routeReq(in TpSessioniD) ! |
U , . 7 eventReporRes | | ' '
! ' 18 abortactionReq( ) ' ! ! ! !
19: deassignCal() ' '

1: Thismessage is used to create an object implementing the I|pAppMultiPartyCall interface.

2: This message requests the object implementing the IpMultiPartyCall ControlManager interface to create an object
implementing the IpMultiPartyCall interface.

3: Assuming that the criteriafor creating an object implementing the IpMultiPartyCall interface (e.g. load control
values not exceeded) is met it is created.

4: Once the object implementing the |pMultiPartyCall interfaceis created it is used to pass the reference of the object
implementing the IpAppMultiPartyCall interface as the callback reference to the object implementing the
IpMultiPartyCall interface. Note that the reference to the callback interface could already have been passed in the
createCall.

5: This message instructs the object implementing the IpMultiPartyCall interface to create a call leg for customer A.

6: Assuming that the criteriafor creating an object implementing the IpCallL eg interface is met, message 6 is used to
create it.
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7: This message requests the call leg for customer A to inform the application when the call leg answers the call.
8: Thecall isthen routed to the originating call leg.

9: Assuming the call is answered, the object implementing party A's IpCallLeg interface passes the result of the call
being answered back to its callback object. This message is then forwarded via another message (not shown) to the
object implementing the IpAppLogic interface.

10: A UICall object is created and associated with the just created call leg.
11: This message is used to inform party A that the call is being routed to party B.

12: An indication that the dialogue with party A has commenced is returned via message 13 and eventually forwarded
via another message (not shown) to the object implementing the IpAppLogic interface.

13: This message instructs the object implementing the IpMultiPartyCall interface to create a call leg for customer B.
14: Assuming that the criteriafor creating a second object implementing the IpCallLeg interface is met, it is created.
15: This message requests the call leg for customer B to inform the application when the call leg answers the call.
16: The call is then routed to the call leg.

17: Assuming the call is answered, the object implementing party B's |pCallL eg interface passes the result of the call
being answered back to its callback object. This message is then forwarded via another message (not shown) to the
object implementing the IpAppLogic interface.

18: This message then instructs the object implementing the IpUICall interface to stop sending announcements to party
A.

19: The application deassigns the call. Thiswill also deassign the associated user interaction.

7.1.2 Call Barring 2

The following sequence diagram shows a call barring service, initiated as aresult of a prearranged event being received
by the framework. Before the call is routed to the destination number, the calling party is asked for a PIN code. The
code isrejected and the call is cleared.
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: (Logical o = o : IpMultiPartyCallControlManager o o : IpUICall
View::IpA... IpAppMultiPartyCallControlManager IpAppMultiPartyCall IpAppUICall IpMultiPartyCall IpUIManager
! 1: new() ! ! !
2: createN otlmalloﬁ( ) ' ' '
U ' 3: reportNotification ()1 ' ' ' '
4: 'forward event' \ \ \
5: new() ' ' ' '
| \6: getCallLegs( ) | | |
U 7:createUICAI( ) \ \
, 8: sendinfoAndCollectReq( ) ,
' 9: sendInfoAndColectRes( )
10: ‘forward event'
. 11:lsendinforeq( )
U 12: sendinfoRes( )|
, 13: ‘forward event' '
14: release( ) . U
, 5 release( ) \ /IT‘

1: Thismessage isused by the application to create an object implementing the IpAppM ultiPartyCall Control Manager
interface.

2: Thismessage is sent by the application to enable notifications on new call events. As this sequence diagram depicts
acall barring service, it islikely that all new call events destined for a particular address or address range prompted for
apassword before the call is allowed to progress. When anew call, that matches the event criteria, arrives a message
(not shown) is directed to the object implementing the | pMulti PartyCall Control M anager. Assuming that the criteriafor
creating an object implementing the IpMultiPartyCall interface (e.g. load control values not exceeded) is met, other
messages (not shown) are used to create the call and associated call leg object.

3: Thismessage is used to pass the new call event to the object implementing the
I pAppMultiPartyCall Control Manager interface.

4. Thismessage is used to forward message 3 to the IpAppL ogic.

5: Thismessage is used by the application to create an object implementing the IpAppMuultiPartyCall interface. The
reference to this object is passed back to the object implementing the IpMultiPartyCall ControlManager using the return
parameter of the callEventNotify.

6: The application requests an list of all the legs currently in the call.

7: Thismessageis used to create a UICall object that is associated with the incoming leg of the call.
8: Thecall barring service dialogue is invoked.

9: Theresult of the dialogue, which in this case isthe PIN code, is returned to its callback object.
10: This message is used to forward the previous message to the IpAppLogic

11: Assuming an incorrect PIN is entered, the calling party isinformed using additional dialogue of the reason why the
call cannot be completed.
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12: This message passes the indication that the additional dialogue has been sent.
13: This message is used to forward the previous message to the IpAppLogic.
14:No more Ul isrequired, so the UICall object is released.

15: This message is used by the application to clear the call.

7.1.3 Complex Card Service

The following sequence diagram shows an advanced card service, initiated as aresult of a prearranged event being
received by the framework. Before the call is made, the calling party is asked for an ID and PIN code. If the ID and PIN
code are accepted, the calling party is prompted to enter the address of the destination party. A trigger of '#5' is then set
on the controlling leg (the calling party's leg) such that if the calling party enters a'#5' an event will be sent to the
application. The call isthen routed to the destination party. Sometime during the call the calling party enters '#5' which
causes the called leg to be released. The calling party is now prompted to enter the address of a new destination party, to
which it is then routed.
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1: new))

~(Logical & 2 AppPartyB: || AppPartyA: | AppPanyB': & = 2 PartyA: PartyB: PartyB': = ~lpuicall
View:IpAppLogid IpAppMultiPartyCallControlM IpAppMultiPartyCal IpApoCallLeq || IpAppCaliLeg | inseCalles | | jpAppUICall MultiPartyCallControlManager |pMultiPartyCall| | IpCallLeg || IpCaliLeg | | IpCaliLeg | |IipUiManager

createNotification ()

—

3: reportNotitication ()

4: forvard event'

5: new)|

6: getCallLegsf()

7: createUical( )

8: sendinfoAndCollectRea( ) '

) , 9: sendinfoAnqCollectRes( ) | ' '

10: sendinfoAndCollectRea( ) '

| 11 sendinfoAndCollectRes( ) 1

12: setCallbackWithSessioniD( )

13:eventReportReq( )

|14 newp ] ] ] ] ] ] ] 0
15: createCallLeg(n TpSessionlD, in IpAppCalLegRe, n TaAddress, in TpAGrEds, in TpAddress, inTpAddress, in out Tacall in TpGal. ,
16: eventReportReq( ) !
17: routeReq(in TpSessionID)

! 18 ToSessioniD in ToC:
19: “forward event® :
T ' ' H\ ' ' ' 20 attachMedia( ) ' ' J

21: eventReportRes(in TpSessionlD, in TpCallEv entinfo)

22: "omvard event' |

23: relegse( )

24: senginfoAndCollectRea( ) |

! 25 sendinfoAniCollectRes( ) '

]

26: new ()

127: createAndRoutaCall( ) '
28 rew ()

H : : : : : : : U : —

0 TpSessioniD, in TpC

31 fomvard event' |

! 32: callEnded( ) '

33: forward event”

' ' | 34: userlnteractionFaultDetected() |
35: “forward event”

36: deassignCall()

1. Thismessage is used by the application to create an object implementing the | pAppM ultiPartyCall Control M anager
interface.

2: Thismessageis sent by the application to enable notifications on new call events. Asthis sequence diagram depicts
acall barring service, it islikely that al new call events destined for a particular address or address range result in the
caller being prompted for a password before the call is allowed to progress. When anew call, that matches the event
criteria set in message 2, arrives a message (not shown) is directed to the object implementing the

I pMultiPartyCall ControlManager. Assuming that the criteriafor creating an object implementing the IpMultiPartyCall
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interface (e.g. load control values not exceeded) is met, other messages (not shown) are used to create the call and
associated call leg object.

3: Thismessageis used to pass the new call event to the object implementing the
I pAppMultiPartyCall ControlManager interface.

4. Thismessage is used to forward message 3 to the IpAppL ogic.

5: Thismessage is used by the application to create an object implementing the IpAppMuultiPartyCall interface. The
reference to this object is passed back to the object implementing the IpMultiPartyCall ControlManager using the return
parameter of message 3.

6: This message retunsthe call legs currently in the call. In principle areference to the call leg of the calling party is
already obtained by the application when it was notified of the new call event.

7: Thismessage is used to associate a user interaction object with the calling party.
8: Theinitial card service dialogue isinvoked using this message.

9: Theresult of the dialogue, which in this caseisthe ID and PIN code, is returned to its callback object using this
message and eventually forwarded via another message (not shown) to the IpAppLogic.

10: Assuming the correct ID and PIN are entered, the final dialogue isinvoked.

11: The result of the dialogue, which in this case is the destination address, is returned and eventually forwarded via
another message (not shown) to the IpAppLogic.

12: This message is used to forward the address of the callback object.
13: The trigger for follow-on calsis set (on service code).

14: A new AppCallLeg is created to receive callbacks for another leg. Alternatively, the already existing AppCallLeg
object could be passed in the subsequent createCallLeg(). In that case the application has to use the sessionl Ds of the
legs to distinguish between callbacks destined for the A-leg and callbacks destined for the B-leg.

15: This message is used to create anew call leg object. The object is created in the idle state and not yet routed in the
network.

16: The application requests to be notified when the leg is answered.

17: The application routes the leg. As aresult the network will try to reach the associated party.
18: When the B-party answers the call, the application is notified.

19: The event is forwarded to the application logic.

20: Legs that are created and routed explicitly are by default in state detached. This means that the mediais not
connected to the other partiesin the call. In order to allow inband communication between the new party and the other
partiesin the call the mediahave to be explicitly attached.

21: At sometime during the call the calling party enters '#5'. This causes this message to be sent to the object
implementing the |pAppCallLeg interface, which forwards this event as a message (not shown) to the IpAppLogic.

22: The event is forwarded to the application.
23: This message rel eases the called party.
24: Another user interaction dialogue is invoked.

25: The result of the dialogue, which in this case is the new destination address is returned and eventually forwarded via
another message (not shown) to the IpAppLogic.

26: A new AppCallLeg is created to receive callbacks for another leg.
27:The call isthen forward routed to the new destination party.

28: Asaresult anew Callleg object is created.
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29: This message passes the result of the call being answered to its callback object and is eventually forwarded via
another message (not shown) to the IpAppLogic.

30: When the A-party terminates the application isinformed.

31: The event is forwarded to the application logic.

32: Since the release of the A-party will in this case terminate the entire call, the application is also notified with this
message.

33: The event is forwarded to the application logic.

34 Since the user interaction object were not released at the moment that the call terminated, the application receives
this message to indicate that the Ul resources are released in the gateway and no further communication is possible.

35: The event is forwarded to the application logic.

36: The application deassigns the call object.

7.2 Class Diagrams

The multiparty call control service consists of two packages, one for the interfaces on the application side and one for
interfaces on the service side.

The class diagramsin the following figures show the interfaces that make up the multi party call control application
package and the multi party call control service package. This class diagram shows the interfaces of the multi-party call
control application package and their relations to the interfaces of the multi-party call control service package.
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<<Interface>>
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<<Interface>>
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*
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%callOverloadCeased()
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<<uses>>
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%destroyNotification()
%changeNotification()
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Figure: Application Interfaces
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This class diagram shows the interfaces of the multi-party call control service package.
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<<Interface>>
IpSenice
(from open_service_access)

%sctCallback()
%setCallbackwithSessionl D()

/\
/\
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<<Inteface>>

<<Interface>>
pMultiPartyCallControlM anager
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* reateCall()

* reateNotification()

% estroyNotification()
% hangeNotification()
% etNotification()

* etCallLoadControl()

<<Interface>>
pMultiPartyCall
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®getCallLegs()

0..n %createCallLeg()
- >| %createAndRouteCallLegReq()

®release()
®deassignCall()
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%setChargePlan()

IpCallLeg
(from mpccs)

%routeReq()
%eventReportReq()
%release()
%getinfoReq()

| %getCall()

®attachMedia()
%detachMedia()
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*continueProcessing()
%getMoreDialledDigitsReq()

®setAdviceOfCharge() T
$superviseReq() :setizvigegllchgrge()
®superviseReq()
®deassign()
Figure: Service Interfaces
7.3 MultiParty Call Control Service Interface Classes

The Multi-party Call Control service enhances the functionality of the Generic Call Control Service with leg
management. It also allows for multi-party calls to be established, i.e., up to a service specific number of legs can be
connected simultaneously to the same call.

The Multi-party Call Control Serviceis represented by the [pMultiPartyCall ControlManager, IpMultiPartyCall,
IpCallLeg interfaces that interface to services provided by the network. Some methods are asynchronous, in that they
do not lock athread into waiting whilst a transaction performs. In this way, the client machine can handle many more
calls, than one that uses synchronous message calls. To handle responses and reports, the developer must implement

[ pAppMultiPartyCallManager, | pAppM utliPartyCall and |pAppCallLeg to provide the callback mechanism.

7.3.1

Inherits from: IpService

Interface Class IpMultiPartyCallControlManager

Thisinterface is the 'service manager' interface for the Multi-party Call Control Service. The multi-party call control
manager interface provides the management functions to the multi-party call control service. The application
programmer can use this interface to provide overload control functionality, create call objects and to enable or disable
call-related event notifications.

<<Interface>>

IpMultiPartyCallControlManager

createCall (appCall : in IpAppMultiPartyCallRef, callReference : out TpMultiPartyCallldentifierRef) : TpResult

createNotification (appCallControlManager : in IpAppMultiPartyCallControlManagerRef, notificationRequest
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: in TpCallNotificationRequest, assignmentID : out TpAssignmentIDRef) : TpResult
destroyNotification (assignmentID : in TpAssignmentID) : TpResult

changeNotification (assignmentID : in TpAssignmentID, notificationRequest : in TpCallNotificationRequest) :
TpResult

getNotification (notificationsRequested : out TpNotificationRequestedSetRef) : TpResult

setCallLoadControl (duration : in TpDuration, mechanism : in TpCallLoadControlMechanism, treatment : in
TpCallTreatment, addressRange : in TpAddressRange, assignmentID : out TpAssignmentIDRef) :
TpResult

Method
createCall ()

This method is used to create anew call object.

Parameters

appCall : in | pAppMiltiPartyCall Ref
Specifies the application interface for callbacks from the call created.

cal |l Reference : out TpMiltiPartyCallldentifierRef
Specifies the interface reference and sessionl D of the call created.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
createNotification()

This method is used to enable call notifications so that events can be sent to the application. If some application aready
requested notifications with criteria that overlap the specified criteria, the request is refused with
P_GCCS INVALID_CRITERIA.

The criteriaare said to overlap if both originating and terminating ranges overlap and the same number plan is used and
the same NotificationCall Type is used.

If the same application regquests two notifications with exactly the same criteria but different callback references, the
second callback will be treated as an additional callback. This means that the callback will only be used in case when
thefirst callback specified by the application is unable to handle the reportNatification (e.g., due to overload or failure).

Parameters

appCal | Control Manager : in | pAppMilti PartyCall Control Manager Ref

If this parameter is set (i.e. not NULL) it specifies areference to the application interface, which is used for callbacks. If
set to NULL, the application interface defaults to the interface specified via the setCallback() method.
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notificati onRequest : in TpCall NotificationRequest

Specifies the event specific criteria used by the application to define the event required. Only events that meet these
criteria are reported. Examples of events are "incoming call attempt reported by network", "answer", "no answer",
"busy". Individual addresses or address ranges may be specified for destination and/or origination.

assignnent| D : out TpAssi gnnent | DRef
Specifiesthe ID assigned by the generic call control manager interface for this newly-enabled event notification.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
destroyNotification()

This method is used by the application to disable call notifications.

Parameters

assignnmentI D : in TpAssignnmentlD

Specifies the assignment 1D given by the generic call control manager interface when the previous enableNatification()
was called. If the assignment ID does not correspond to one of the valid assignment IDs, the framework will return the
error code P_INVALID_ASSIGNMENTID.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method

changeNoti fication()

This method is used by the application to change the event criteriaintroduced with createNotification. Any stored
criteria associated with the specified assignementI D will be replaced with the specified criteria.

Parameters

assignment|I D : in TpAssignnent| D
Specifiesthe ID assigned by the generic call control manager interface for the event notification.

notificati onRequest : in TpCall NotificationRequest

Specifies the new set of event specific criteria used by the application to define the event required. Only events that
meet these criteria are reported.

Raises
TpCener al Excepti on, TpGCCSExcept i on
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Method
get Notification()

This method is used by the application to query the event criteria set with createNotification or changeNotification.

Parameters

notificati onsRequested : out TpNotificati onRequest edSet Ref
Specifies the nofications that have been requested by the application.

Raises
TpGener al Excepti on, TpGCCSExcepti on

Method
set Cal | LoadControl ()
This method imposes or removes load control on calls made to a particular address range within the generic call control

service. The address matching mechanism is similar as defined for TpCallEventCriteria

Parameters

duration : in TpDuration
Specifies the duration for which the load control should be set.

A duration of 0 indicates that the load control should be removed.
A duration of -1 indicates an infinite duration (i.e., until disabled by the application)
A duration of -2 indicates the network default duration.

mechani sm: in TpCal | LoadControl Mechani sm

Specifies the load control mechanism to use (for example, admit one call per interval), and any necessary parameters,
such asthe call admission rate. The contents of this parameter are ignored if the load control duration is set to zero.

treatnment : in TpCall Treat nent

Specifies the treatment of calls that are not admitted. The contents of this parameter are ignored if the load control
duration is set to zero.

addressRange : in TpAddressRange
Specifies the address or address range to which the overload control should be applied or removed.

assignment | D : out TpAssi gnnment | DRef

Specifies the assignmentlI D assigned by the gateway to this request. This assignementI D can be used to correlate the
callOverlloadEncountered and call OverloadCeased methods with the request.

Raises
TpCener al Excepti on, TpGCCSExcept i on
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7.3.2 Interface Class IpAppMultiPartyCallControlManager

Inherits from: Iplnterface

The Multi-Party call control manager application interface provides the application call control management functions
to the Multi-Party call control service.

Method
reportNotification()

This method notifies the application of the arrival of a call-related event.

Parameters

call Reference : in TpMiultiPartyCallldentifier
Specifies the reference to the call interface to which the notification relates.

cal | LegReference : in TpCall Legldentifier
Specifies the reference to the callLeg interface to which the notification relates.

notificationlnfo : in TpCallNotificationlnfo
Specifies data associated with this event.

assignment| D : in TpAssignnmentlD
Specifies the assignment id which was returned by the createNotification() method. The application can use assignment

id to associate events with event specific criteria and to act accordingly.

appCall : out |pAppMiltiPartyCall Ref Ref
Specifies areference to the application interface which implements the callback interface for the new call.
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Raises
TpGCCSExcept i on, TpGener al Excepti on

Method

cal | Aborted()

This method indicates to the application that the call object (at the gateway) has aborted or terminated abnormally. No
further communication will be possible between the call and application.

Parameters

cal |l Reference : in TpSessionlD
Specifiesthe sessionlD of call that has aborted or terminated abnormally.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
cal I Notificationlnterrupted()

This method indicates to the application that all event notifications have been temporary interrupted (for example, due
to faults detected).

Note that more permanent failures are reported via the Framework (integrity management).

Parameters
No Parameters were identified for this method

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
cal I NotificationContinued()

This method indicates to the application that event notifications will again be possible.

Parameters
No Parameters were identified for this method

Method
cal | Over | oadEncount er ed()
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This method indicates that the network has detected overload and may have automatically imposed load control on calls
requested to a particular address range or calls made to a particular destination within the call control service.

Parameters

assignnmentI D : in TpAssignnmentlD

Specifies the assignmentI D corresponding to the associated setCallLoadControl. Thisimplies the addressrange for
within which the overload has been encountered.

Raises
TpCGener al Excepti on, TpGCCSExcept i on

Method
cal | Over| oadCeased()
This method indicates that the network has detected that the overload has ceased and has automatically removed any

load controls on calls requested to a particular address range or calls made to a particular destination within the call
control service.

Parameters

assignnmentI D : in TpAssignnmentlD

Specifies the assignmentI D corresponding to the associated setCallLoadControl. Thisimplies the addressrange for
within which the overload has been ceased

Raises
TpCener al Excepti on, TpGCCSExcept i on

7.3.3 Interface Class IpMultiPartyCall
Inherits from: IpService

The Multi-Party Call provides the possibility to control the call routing, to request information from the call, control the
charging of the call, to release the call and to supervise the call. It also givesthe possibiltiy to manage call legs
explicitly. Viathe legs the application can also influence the mediain multi-mediacalls. If an application usesthe
multi-party call control interface it may call the createAndRouteCallLeg() operation severa times without
disconnecting already connected destination. Therefore, an application may implicitly create more then one
(destination) call leg. However, there can only be at most one call leg that ownsthe call ("call owner") at any time. In
contrast to the conference service it is not possible to move legs to another call object.

<<Interface>>

IpMultiPartyCall

getCallLegs (callSessionID : in TpSessionID, callLegList : out TpCallLegldentifierSetRef) : TpResult

createCallLeg (callSessionID : in TpSessionlD, appCallLeg : in IpAppCallLegRef, targetAddress : in
TpAddress, originatingAddress : in TpAddress, applinfo : in TpCallApplnfoSet, callLeg : out
TpCallLegldentifierRef, connectionProperties : in TpCallLegConnectionProperties) : TpResult
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createAndRouteCallLegReq (callSessionID : in TpSessionID, eventsRequested : in
TpCallEventRequestSet, targetAddress : in TpAddress, originatingAddress : in TpAddress, applinfo : in
TpCallAppinfoSet, appLeginterface : in IpAppCallLegRef, callLegReference : out TpCallLegldentifierRef)
: TpResult

release (callSessionID : in TpSessionID, cause : in TpCallReleaseCause) : TpResult

deassignCall (callSessionID : in TpSessionID) : TpResult

getinfoReq (callSessionID : in TpSessionID, callinfoRequested : in TpCallinfoType) : TpResult
setChargePlan (callSessionID : in TpSessionID, callChargePlan : in TpCallChargePlan) : TpResult

setAdviceOfCharge (callSessionID : in TpSessionID, aOClinfo : in TpAoClinfo, tariffSwitch : in TpDuration) :
TpResult

superviseReq (callSessionID : in TpSessionID, time : in TpDuration, treatment : in
TpCallSuperviseTreatment) : TpResult

Method

get Cal | Legs()

This method requests the identification of the call leg objects associated with the call object. Returnsthe legsin the
order of creation.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

cal | LegLi st : out TpCall LegldentifierSetRef

Specifiesthe call legs associated with the call. The set contains both the sessionl Ds and the interface references.
Raises

TpGCCSException, TpGeneral Exception

Method
createCal |l Leg()

This method requests the creation of anew call leg object.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

appCall Leg : in I pAppCal |l LegRef
Specifies the application interface for callbacks from the call leg created.

target Address : in TpAddress
Specifies the destination party to which the call should be routed.
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originati ngAddress : in TpAddress
Specifies the address of the originating (calling) party.

applnfo : in TpCall Appl nf oSet

Specifies application-related information pertinent to the call leg (such as aerting method, tele-service type, service
identities and interaction indicators).

callLeg : out TpCall LegldentifierRef
Specifies the interface and sessionlD of the call leg created.

connectionProperties : in TpCall LegConnecti onProperties
Specifies the properties of the connection.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
cr eat eAndRout eCal | LegReq()

This asynchronous operation requests creation and routing of a new callLeg. In case the connection to the destination
party is established successfully the CallLeg is attached to the call, i.e. no explicit attachMedia() operation is needed.

Requested events will be reported on the IpAppCallLeg interface. This interface the application must provide through
the appL egl nterface parameter.

The extra address information such as originatingAddress is optional. If not present (i.e., the planis set to
P_ADDRESS PLAN_NOT_PRESENT), the information provided in corresponding addresses from the route is used,
otherwise the network or gateway provided numbers will be used.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

event sRequested : in TpCal |l Event Request Set

Specifies the event specific criteria used by the application to define the events required. Only events that meet these
criteria are reported. Examples of events are "adress analysed”, "answer"”, "release”.

target Address : in TpAddress
Specifies the destination party to which the call should be routed.

ori gi nati ngAddress : in TpAddress
Specifies the address of the originating (calling) party.

applnfo : in TpCall Appl nf oSet

Specifies application-related information pertinent to the call (such as alerting method, tele-service type, service
identities and interaction indicators).

appLeglnterface : in | pAppCal |l LegRef

Specifies areference to the application interface that implements the callback interface for the new call leg. Requested
events will be reported by the eventReportRes() operation on this interface.
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cal |l LegReference : out TpCallLegl dentifierRef
Specifies the reference to the CallLeg interface that was created.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
rel ease()

This method requests the release of the call object and associated objects. The call will also be terminated in the
network. If the application requested reports to be sent at the end of the call (e.g., by means of getlnfoReq) these reports
will still be sent to the application.

The application should always either release or deassign the call when it is finished with the call, unlessa
callFaultDetected is received by the application.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

cause : in TpCall Rel easeCause
Specifies the cause of the release.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
deassi gnCal | ()

This method requests that the relationship between the application and the call and associated objects be de-assigned. It
leaves the call in progress, however, it purges the specified call object so that the application has no further control of
call processing. If acall isde-assigned that has call information reports, call leg event reports or call Leg information
reports reguested, then these reports will be disabled and any related information discarded.

The application should always either release or deassign the call when it is finished with the call, unless
callFaultDetected is received by the application.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

Raises
TpGCCSExcept i on, TpGener al Excepti on
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Method
get I nf oReq()

This asynchronous method requests information associated with the call to be provided at the appropriate time (for
example, to calculate charging). This method must be invoked before the call isrouted to atarget address. Two types of
reports can be requested; afinal report or intermediate reports.

A final call report is sent when the call is ended. The call object will exist after the call isended if information is
required to be sent to the application at the end of the call. The call information will be sent after any call event reports.

Intermediate reports are received when the destination leg or party terminates or when the call ends. In case the
originating party is still available the application can till initiate a follow-on call.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

cal l I nfoRequested : in TpCalllnfoType
Specifiesthe call information that is requested.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
set Char gePl an()

Set an operator specific charge plan for the call. The charge plan must be set before the call is routed to atarget address.
Depending on the operator the method can also be used to change the charge plan for ongoing calls.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

cal | ChargePlan : in TpCall ChargePl an
Specifies the charge plan to use.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
set Advi ceOr Char ge()

This method alows for advice of charge (AOC) information to be sent to terminals that are capable of receiving this
information.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.
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aCClnfo : in TpAoC nfo
Specifies two sets of Advice of Charge parameter.

tariffSwitch : in TpDuration
Specifiesthe tariff switch interval that signifies when the second set of AoC parameters becomes valid.

Raises
TpGener al Excepti on, TpGCCSExcepti on

Method
supervi seReq()

The application calls this method to supervise acall. The application can set a granted connection time for this call. If
an application calls this operation before it routes a call or a user interaction operation the time measurement will start
as soon as the call is answered by the B-party or the user interaction system.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

time : in TpDuration
Specifies the granted time in milliseconds for the connection.

treatnment : in TpCall SuperviseTreat nent
Specifies how the network should react after the granted connection time expired.

Raises
TpGCCSExcept i on, TpGener al Excepti on

7.3.4 Interface Class IpAppMultiPartyCall
Inherits from: Iplnterface

The Multi-Party call application interface is implemented by the client application developer and is used to handle call
request responses and state reports.

<<Interface>>

IpAppMultiPartyCall

getinfoRes (callSessionID : in TpSessionID, callinfoReport : in TpCallinfoReport) : TpResult
getinfoErr (callSessionID : in TpSessionlD, errorindication : in TpCallError) : TpResult

superviseRes (callSessionID : in TpSessionID, report ; in TpCallSuperviseReport, usedTime : in
TpDuration) : TpResult

superviseErr (callSessionID : in TpSessionID, errorindication : in TpCallError) : TpResult
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callFaultDetected (callSessionID : in TpSessionID, fault : in TpCallFault) : TpResult
callEnded (callSessionlID : in TpSessionID, report : in TpCallEndedReport) : TpResult

createAndRouteCallLegErr (callSessionID : in TpSessionID, callLegReference : in TpCallLegldentifier,
errorindication : in TpCallError) : TpResult

Method
get I nf oRes()

This asynchronous method reports time information of the finished call or call attempt as well as release cause
depending on which information has been requested by getlnfoReq. This information may be used e.g. for charging
purposes. The call information will possibly be sent after reporting of all cases where the call or aleg of the call has
been disconnected or a routing failure has been encountered.

Parameters

call SessionlD : in TpSessionlD
Specifies the call session ID of the call.

call I nfoReport : in TpCalllnfoReport
Specifies the call information requested.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
getI nfoErr ()

This asynchronous method reports that the original request was erroneous, or resulted in an error condition.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
supervi seRes()
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This asynchronous method reports a call supervision event to the application when it hasindicated it'sinterest in these
kind of events.

It is also called when the connection is terminated before the supervision event occurs. Furthermore, this method is
invoked as a response to the request also when a tariff switch happensin the network during an active call.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call

report : in TpCall Supervi seReport
Specifies the situation which triggered the sending of the call supervision response.

usedTine : in TpDuration
Specifies the used time for the call supervision (in milliseconds).

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
supervi seErr ()

This asynchronous method reports a call supervision error to the application.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
cal | Faul t Det ect ed()

This method indicates to the application that a fault in the network has been detected. The call may or may not have
been terminated.

The system deletes the call object. Therefore, the application has no further control of call processing. No report will be
forwarded to the application.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call in which the fault has been detected.
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fault : in TpCall Fault
Specifies the fault that has been detected.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
cal | Ended()

This method indicates to the application that the call has terminated in the network. However, the application may still
receive some results (e.g., getinfoRes) related to the call. The application is expected to deassign the call object after
having received the callEnded.

Note that the event that caused the call to end might also be received separately if the application was monitoring for it.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call sessioniD.

report : in TpCall EndedReport
Specifies the reason the call is terminated.

Raises
TpCGener al Excepti on, TpGCCSExcept i on

Method
creat eAndRout eCal | LegErr ()

This asynchronous method indicates that the request to route the call to the destination party was unsuccessful - the call
could not be routed to the destination party (for example, the network was unable to route the call, the parameters were
incorrect, the request was refused, etc.). Note that the event cases that can be monitored and correspond to an
unsuccessful setup of a connection (e.g. busy, no_answer) will be reported by eventReportRes() and not by this
operation.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

cal |l LegReference : in TpCallLegldentifier
Specifies the reference to the CallLeg interface that was created.

errorindication : in TpCallError
Specifies the error which led to the original request failing.
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Raises
TpGCCSExcept i on, TpGener al Excepti on

7.3.5 Interface Class IpCallLeg
Inherits from: IpService

The call leg interface represents the logical call leg associating acall with an address. The call leg tracks its own states
and allows charging summaries to be accessed. The leg represents the signalling relationship between the call and an
address. An application that uses the IpCallLeg interface to set up connections has more control, e.g. by defining leg
specific event request and can obtain call leg specific report and events.

<<Interface>>

IpCallLeg

routeReq (callLegSessionID : in TpSessionID) : TpResult

eventReportReq (callLegSessionID : in TpSessionlD, eventsRequested : in TpCallEventRequestSet) :
TpResult

release (callLegSessionID : in TpSessionID, cause : in TpCallReleaseCause) : TpResult

getinfoReq (callLegSessionID : in TpSessionID, callLeglinfoRequested : in TpCallLeginfoType) : TpResult
getCall (callLegSessionID : in TpSessionID, callReference : out TpMultiPartyCallldentifierRef) : TpResult
attachMedia (callLegSessionID : in TpSessionID) : TpResult

detachMedia (callLegSessionlID : in TpSessionID) : TpResult

getLastRedirectedAddress (callLegSessionID : in TpSessionlD, redirectedAddress : out TpAddressRef) :
TpResult

continueProcessing (callLegSessionID : in TpSessionID) : TpResult
getMoreDialledDigitsReq (callLegSessionID : in TpSessionID, length : in Tpint32) : TpResult
setChargePlan (callLegSessionID : in TpSessionID, callChargePlan : in TpCallChargePlan) : TpResult

setAdviceOfCharge (callLegSessionID : in TpSessionID, aOClInfo : in TpAoClnfo, tarrifSwitch : in
TpDuration) : TpResult

superviseReq (callLegSessionID : in TpSessionlD, time : in TpDuration, treatment : in
TpCallSuperviseTreatment) : TpResult

deassign (callLegSessionID : in TpSessionID) : TpResult

Method
rout eReq()

This asynchronous method requests routing of the call leg to the remote party indicated by the routingAddress.

The extra address information (like original DestinationAddress) is optional and may be set to unavailable (i.e., the plan
issetto P ADDRESS PLAN_NOT_PRESENT). In this case information provided when routing to the origination will
be used if applicable. Otherwise network or gateway provided addresses will be used.
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Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
event Report Req()

This asynchronous method sets, clears or changes the criteriafor the events that the call leg object will be set to
observe.

Parameters

cal |l LegSessionl D : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

event sRequested : in TpCal |l Event Request Set

Specifies the event specific criteria used by the application to define the events required. Only events that meet these
criteria are reported. Examples of events are "address analysed”, "answer”, "release”.

Raises
TpCener al Excepti on, TpGCCSExcepti on

Method
rel ease()

This method requests the release of the call leg. If successful, the associated address (party) will be released from the
cal, and the call leg deleted. Note that in some cases rel easing the party may lead to release of the complete call in the
network. The application will be informed of this with call Ended().

Parameters

cal |l LegSessionl D : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

cause : in TpCall Rel easeCause
Specifies the cause of the release.

Raises
TpGener al Excepti on, TpGCCSExcepti on
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Method
get I nf oReq()

This asynchronous method requests information associated with the call leg to be provided at the appropriate time (for
example, to calculate charging). Note: in the call leg information must be accessible before the objects of concern are
deleted.

Parameters

call LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

cal | Legl nfoRequested : in TpCall Legl nfoType
Specifiesthe call leg information that is requested.

Raises
TpGener al Excepti on, TpGCCSExcepti on

Method

getCall ()

This method requests the call associated with this call leg.
Parameters

call LegSessionlD : in TpSessionlD

Specifiesthe call leg session ID of the call leg.

cal |l Reference : out TpMiultiPartyCallldentifierRef
Specifies the interface and sessionl D of the call associated with this call leg.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
attachMedi a()

This method requests that the call leg be attached to its call object. Thiswill alow transmission on all associated bearer
connections or media channels to and from other partiesin the call. The call leg must be in the connected state for this
method to compl ete successfully.

Parameters

call LegSessionl D : in TpSessionlD
Specifies the sessionl D of the call leg to attach to the call.
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Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
det achMedi a()

This method will detach the call leg fromitscall, i.e., thiswill prevent transmission on any associated bearer
connections or media channels to and from other partiesin the call. The call leg must be in the connected state for this
method to complete successfully.

Parameters

cal |l LegSessionl D : in TpSessionlD
Specifies the sessionI D of the call leg to detach from the call.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
get Last Redi rect edAddr ess()

Queriesthe last address the leg has been redirected to.

Parameters

cal |l LegSessionl D : in TpSessionlD
Specifiesthe call session ID of the call leg.

redi rect edAddress : out TpAddressRef
Specifies the last address where the call leg was redirected to.

Raises
TpGener al Excepti on, TpGCCSExcepti on

Method
cont i nuePr ocessi ng()

This operation continues processing of the call leg. Applications can invoke this operation after call leg processing was
interrupted due to detection of a notification or event the application subscribed it'sinterest in.

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg.
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Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
get MoreDi al | edDi gi t sReq()

This asynchronous method requests to collect further digits and return them to the application. Depending on the
administered data, the network may indicate a new call to the gateway if a caller goes off-hook or dialled only a few
digits. The application then gets a new call event which contains no digits or only the few dialled digitsin the event
data. The application should then use this method if it requires more dialled digits, e.g. to perform screening.

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call.

length : in Tplnt32
Specifies the maximum number of digitsto collect.

Raises
TpCGener al Excepti on, TpGCCSExcepti on

Method

set Char gePl an()

Set an operator specific charge plan for the cal leg. The charge plan must be set before the call leg is routed to atarget
address. Depending on the operator the method can also be used to change the charge plan for ongoing calls.

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call party.

call ChargePl an : in TpCall ChargePl an
Specifies the charge plan to use.

Raises
TpCener al Except i on, TpGCCSExcept i on

Method
set Advi ceOr Char ge()

This method alows for advice of charge (AOC) information to be sent to terminals that are capable of receiving this
information.
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Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call party.

aCClnfo : in TpAoC nfo
Specifies two sets of Advice of Charge parameter.

tarrifSwitch : in TpDuration
Specifies the tariff switch interval that signifies when the second set of AoC parameters becomes valid.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
super vi seReq()

The application calls this method to supervise a call leg. The application can set a granted connection time for this call.
If an application calls this function before it calls a routeReq() or a user interaction function the time measurement will
start as soon as the call is answered by the B-party or the user interaction system.

Parameters

cal |l LegSessionl D : in TpSessionlD
Specifiesthe call leg session ID of the call party.

time : in TpDuration
Specifies the granted time in milliseconds for the connection.

treatnment : in TpCall Supervi seTreat nent
Specifies how the network should react after the granted connection time expired.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method

deassi gn()

This method requests that the relationship between the application and the call leg and associated objects be de-
assigned. It leaves the call leg in progress, however, it purges the specified call leg object so that the application has no

further control of call leg processing. If acall leg is de-assigned that has event reports or call leg information reports
requested, then these reports will be disabled and any related information discarded.

The application should always either release or deassign the call leg when it is finished with the call, leg unless
callFaultDetected is received by the application.
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Parameters

cal |l LegSessionl D : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

Raises
TpGener al Excepti on, TpGCCSExcept i on

7.3.6 Interface Class IpAppCallLeg

Inherits from: Iplnterface

The application call leg interface is implemented by the client application developer and is used to handle responses and
errors associated with requests on the call leg in order to be able to receive leg specific information and events.

Method
event Report Res()

This asynchronous method reports that an event has occurred that was requested to be reported (for example, a mid-call
event, the party has requested to disconnect, etc.).

Depending on the type of event received, outstanding requests for events are discarded. The exact details of these so-
called disarming rules are captured in the data definition of the event type.

Parameters

cal |l LegSessionl D : in TpSessionlD
Specifiesthe call leg session ID of the call leg on which the event was detected.
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eventinfo : in TpCall Eventlnfo
Specifies data associated with this event.

Raises
TpCGener al Excepti on, TpGCCSExcept i on

Method

event Report Err ()

This asynchronous method indicates that the request to manage call leg event reports was unsuccessful, and the reason
(for example, the parameters were incorrect, the request was refused, etc.).

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpGener al Excepti on, TpGCCSExcepti on

Method
get | nf oRes()

This asynchronous method reports all the necessary information requested by the application, for example to calculate
charging.

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg to which the information relates.

cal | Legl nfoReport : in TpCall Legl nfoReport
Specifies the call leg information requested.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
getI nfoErr()

This asynchronous method reports that the original request was erroneous, or resulted in an error condition.
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Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
rout ekrr ()

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
get MoreDi al | edDi gi t sRes()

This asynchronous method returns the collected digits to the application.

Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

digits : in TpString

Specifies the additional dialled digitsif the string length is greater than zero.

Raises
TpCener al Except i on, TpGCCSExcept i on

Method
get MoreDi al | edDi gi tsErr ()

This asynchronous method reports an error in collecting digits to the application.
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Parameters

call SessionlD : in TpSessionlD
Specifiesthe call session ID of the call.

errorindication : in TpCallError
Specifies the error which led to the original request failing.

Raises
TpCener al Excepti on, TpGCCSExcept i on

Method
super vi seRes()

3GPP TS 29.198-4 V1.0.0 (2001-03)

This asynchronous method reports a call leg supervision event to the application when it hasindicated itsinterest in

these kind of events.

It isalso called when the connection to a party isterminated before the supervision event occurs. Furthermore, this
method isinvoked as aresponse to the request also when atariff switch happensin the network during an active call.

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg

report : in TpCall Supervi seReport

Specifies the situation which triggered the sending of the call leg supervision response.

usedTinme : in TpDuration

Specifies the used time for the call leg supervision (in milliseconds).

Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
supervi seErr ()

Parameters

cal |l LegSessionlD : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

errorindication : in TpCallError
Specifies the error which led to the original request failing.
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Raises
TpGCCSExcept i on, TpGener al Excepti on

Method
connecti onEnded()

This method indicates to the application that the connection has terminated in the network. However, the application
may still receive some results (e.g., getlnfoRes) related to the call leg. The application is expected to deassign the call
leg object after having received the connectionEnded.

Note that the event that caused the connection to end might also be received separately if the application was
monitoring for it.

Parameters

cal |l LegSessionl D : in TpSessionlD
Specifiesthe call leg session ID of the call leg.

cause : in TpCall Rel easeCause
Specifies the reason the connection is terminated.

Raises
TpCener al Excepti on, TpGCCSExcept i on

7.4 MultiParty Call Control Service State Transition Diagrams

7.4.1 State Transition Diagrams for IpMultiPartyCallControlManager
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Figure : Application view and the Multi-Party Call Control Manager

7411 Active State

In this state a relation between the Application and the Service has been established. The state allows the application to
indicate that it isinterested in call related events. In case such an event occurs, the Manager will create a Call object,
depending on the specific event create 1 or 2 call Leg objects and inform the application.

The application can also indicate it is no longer interested in certain call related events by calling destroyNotification()..

7.4.1.2 Notification terminated State

When the Manager isin the Notification terminated state, events requested will not be forwarded to the application.
There can be multiple reasons for this: for instance it might be that the application receives more notifications from the
network than defined in the Service Level Agreement. Another example isthat the Service has detected it receives no
notifications from the network due to e.g. alink failure. In this state no requests for new notifications will be accepted.

7.4.2 State Transition Diagrams for IpMultiPartyCall

The state transition diagram shows the application view on the MultiParty Call object. The diagram is an extension to
the state diagram of the Call object in the sense that more than 2 parties are allowed to participate in acall.
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Figure : Application view on the MultiParty Call object

7.4.2.1 Active State
Inthis state acall between two partiesis being setup or present. Refer to the substates for more details.

The application can request the gateway for a certain type of charging of the call by calling setCallChargePlan(). The
application can request for charging related information by calling getCalllnfoReq(). Furthermore the application can
request supervision of the call by calling superviseCallReq(). It is also allowed to send Advice of Charge information by
calling setAdviceOfCharge().

7.4.2.2 Network Released State

In this state the call has ended and the Gateway collects the possible call information requested with getCallInfoReq|()
and / or superviseCallReq(). In case the application has not requested additional call related information atransition to
the Idle state is made immediately.

ETSI



Release 4 108 3GPP TS 29.198-4 V1.0.0 (2001-03)

7.4.2.3 No Parties State

In this state the Call object has been created. The application can request the gateway for a certain type of charging of
the call by calling setCall ChargePlan(). The application can request for charging related information by calling
getCallInfoReq(). Furthermore the application can request supervision of the call by calling superviseCallReq().
7.4.2.4  Application Released State

In this state the application has requested to release the Call object and the Gateway collects the possilbe call
information requested with getCalllnfoReq() and / or superviseCallReq(). In case the application has not requested
additional call related information the Call object is destroyed immediately.

7425 Finished State

In this state the call has ended and no call related information is to be send to the application. The application can only

release the call object. Calling the deassignCall() operation has the same effect. Note that the application has to release
the object itself as good OO practice requires that when an object was created on behalf of a certain entity, this entity is
also responsible for destroying it when the object is no longer needed.

7.4.2.6 2. nParties in Call State
In this state a successful connection between at least two partiesis established.

In this state user interaction is possible, depending on the underlying network.

7.4.2.7 1 Partyin Call State
In this state there is one party in the call.

In case the call originated from the network the application can now request for more digits in case the addressis not
yet complete or the application can request for a connection to a called party be established by calling the operation
createAndRouteCallLegReq().

In case the called party was reached by issueing a routing request, the application can request a connection to an
additional party by calling the operation createAndRouteCallLegReq() again.

Otherwise, it depends on the actual number of invoked (and still outstanding or successful) routing requests whether the
application can till setup a connection to another called party. Also in this case the called party can disconnect before
another party is reached. In this case depending on the actual configuration, either the call isended or atransitionis
made back to the Routing to Destinations substate or the No Parties state, depending on whether there are outstanding
routing requests.

In this state user interaction is possible.
7.4.2.8 Routing to Destination(s) State

In this state there is at least one outstanding routing request.

7.4.3 State Transition Diagrams for IpCallLeg
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Figure : Application view on the CallLeg object

7.4.3.1 Idle State

In this state a new CallLeg object has been created and the application has not yet issued a routing request.

7.4.3.2 Routing State

In this state a connection to the call party is being established.

7.4.3.3 Connected State

In this state a connection to the call party is established.

In case the request for the connection was made by createAndRouteCallLeg on the Call object, the call party isalso

attached to the Call.
In case the request was made by route() the call party still needs to be attached to the Call.

7.4.3.4 Failed or Disconnected State

In this state no connection to the call party could be established or the call party has disconnected.

The reason that no connection could be established can be that an invalid address was specified, the network aborted

routing or the call party was busy.
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7.4.3.5 Incoming State

This state isonly valid for an incoming Call Leg in case and thereis no call established to another party.

7.4.3.6  Progress State

In this sub-state the network has indicated thereis progress in routing the CallLeg.

7.4.3.7  Alerting State

In this sub-state the network has indicated there the terminal of the party is alerting.

7.4.3.8 Redirected State

In this sub-state the network hasindicated the call party has redirected calls to another address.

7.4.3.9 Attached State

In this sub-state the media of the Call Leg object is attached to a Call object.

7.4.3.10 Detached State
In this sub-state the media of the Call Leg object is not attached to a Call object.

7.5 Multi-Party Call Control Service Properties

The following table lists properties relevant for the Multi-Party Call Control API. These properties are additional to the
properties of the generic Call Control, from which the Multi-Party Call Control is an extension.

P_MAX_CALLLEGS PER CALL INTEGER_SET Indicates how many parties can be in one call.

P_UI_CALLLEG BASED BOOLEAN_SET | Vaue=TRUE : User interaction can be
performed on leg level and areferenceto a
CallLeg object can be used in the
IpUIManager.createUl Call() operation.

Vaue=FALSE : No user interaction on leg level
is supported.

P_ROUTING WITH_CALLLEG OP | BOOLEAN_SET | Vaue= TRUE : the atomic operations for routing
ERATIONS a CallLeg are supported
{IpMultiPartyCall.createCallLeg(),
IpCallLeg.eventReportReq(), IpCallLeg.route(),
IpCallLeg.attachMedia()}

Vaue = FALSE : the convenience function has to
be used for routing a CallLeg.

P_MEDIA_ATTACH_EXPLICIT BOOLEAN_SET | Value=TRUE : the CallLeg must be explicitly
attached to a Call.

Vaue=FALSE : the CallLeg is automatically
attached to a Call, no IpCallLeg.attachMedia() is
needed when a party answers.
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7.6 Multi-Party Call Control Data Definitions

This document provides the generic call control data definitions necessary to support the API specification.
The general format of a data definition specification is described below.
e DataType
This shows the name of the data type.
e Description
This describes the data type.
e Tabular Specification
This specifies the data types and values of the data type.
e Example

If relevant, an example is shown to illustrate the data type.

7.6.1 Event Notification Data Definitions

No specific event notification data defined.

7.6.2 Multi-Party Call Control Data Definitions

| pCal | Leg
Definesthe address of an | pCal | Leg Interface.
| pCal | LegRef

DefinesaRef er ence to type IpCallLeg.

| pCal | LegRef Ref
DefinesaRef er ence to type IpCallLegRef.

| pAppCal | Leg
Definesthe address of an | pAppCal | Leg Interface.

| pAppCal | LegRef
Defines aRef er ence to type IpAppCallLeg.

| pMul ti PartyCal |
Definesthe addressof anl pMul ti PartyCal | Interface.

| pMul ti PartyCal | Ref
Definesa Ref er ence to type IpMultiPartyCall.

| pAppMul ti PartyCal |
Definesthe addressof an| pMul ti PartyCal | Interface.
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| pAppMul ti PartyCal | Ref
Defines aRef er ence to type IpMultiPartyCall.

| pMul ti PartyCal | Contr ol Manager
Definesthe addressof an| pMul ti PartyCal | Interface.

| pMul ti PartyCal | Control Manager Ref
Defines aRef er ence to type IpMultiPartyCall.

| pAppMul ti PartyCal | Contr ol Manager
Definesthe addressof an| pMul ti PartyCal | Interface.

| pAppMul ti PartyCal | Contr ol Manager Ref
Defines aRef er ence to type IpMultiPartyCall.

TpMul ti PartyCal |l ldentifier
Defines the Sequence of Data Elements that unambiguously specify the Call Leg object

Cal | Ref erence I pMul ti PartyCal | Ref This el ement specifies the interface
reference for the Milti-party call object.

Cal | Sessi onl D TpSessi onl D This el ement specifies the call session ID.

TpMul ti PartyCal | I dentifi er Ref
Defines aRef er ence to type TpCallLegldentifier.

TpMul ti PartyCal |l ldentifierSet
DefinesaNunbered Set of Data El enents of TpMultiPartyCallldentifier.

TpMul ti PartyCal |l ldentifierSetRef
Defines aRef er ence to type TpMultiPartyCalll dentifierSet.

TpCal | Appl nfo
Definesthe Tagged Choi ce of Data El enent s that specify application-related call information.

‘ TpCal | Appl nf oType \

P_CALL_APP_ALERTI NG_MECHANI SM TPCall AlertingMechanism Cal | AppAl erti ngMechani sm
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P_CALL_APP_NETWORK_ACCESS_TYPE TpCallNetworkAccessType Cal | AppNet wor kAccessType
P_CALL_APP_TELE SERVI CE TpCallTeleService Cal | AppTel eServi ce
P_CALL_APP_BEARER SERVI CE TpCallBearerService Cal | AppBear er Ser vi ce
P_CALL_APP_PARTY_CATEGORY TpCallPartyCategory Cal | AppPart yCat egor y
P_CALL_APP_PRESENTATI ON_ADDRESS TpAddr ess Cal | AppPresent ati onAddr e
ss
P_CALL_APP_GENERI C_| NFO TpString Cal | AppGenericlnfo
P_CALL_APP_ADDI TI ONAL_ADDRESS TpAddr ess Cal | AppAddi ti onal Addr ess
P_CALL_APP_CORI G NAL_DESTI NATI ON_ADDRESS TpAddr ess Cal | AppOri gi nal Desti nati
onAddr ess
P_CALL_APP_REDI RECTI NG_ADDRESS TpAddr ess Cal | AppRedi recti ngAddr es
s
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P_CALL_APP_UNDEFI NED 0 Undef i ned
P_CALL_APP_ALERTI NG_MECHANI SM 1 The al erting mechani sm or
pattern to use
P_CALL_APP_NETWORK_ACCESS_TYPE 2 The network access type (e.g.
| SDN)
P_CALL_APP_TELE_SERVI CE 3 I ndicates the tel e-service
(e.g. tel ephony)
P_CALL_APP_BEARER SERVI CE 4 I ndi cates the bearer service
(e.g. 64kb/s unrestricted
dat a) .
P_CALL_APP_PARTY_CATEGORY 5 The category of the calling
party
P_CALL_APP_PRESENTATI ON_ADDRESS 6 The address to be presented to
other call parties
P_CALL_APP_GENERI C_| NFO 7 Carries unspecified service-
service information
P_CALL_APP_ADDI Tl ONAL_ADDRESS 8 I ndi cates an additional address
P_CALL_APP_ORI G NAL_DESTI NATI ON_ADDRESS 9 Contains the original address
specified by the originating
user when |aunching the call.
P_CALL_APP_REDI RECTI NG_ADDRESS 10 Contains the address of the

user fromwhich the call is
di verting.

TpCal | Event Request

Definesthe Sequence of Data El ement s that specify the criteriarelating to call report requests.

Cal | Event Type

TpCallEventType

Additional Cal | EventCriteria

TpAdditional CallEventCriteria

Cal | Moni t or Mode

TpCallMonitorMode

TpCal | Event Request Set

DefinesaNunbered Set of Data El enents of TpCallEventRequest.

TpCal | Event Type
Defines a specific call event report type.

P_CALL_EVENT_UNDEFI NED 0 Undef i ned
P_CALL_EVENT_CALL_ATTEMPT 1 A Call attenpt takes place
(e.g. Ofhook event)
P_CALL_EVENT_ADDRESS COLLECTED 2 The destinati on address has
been col | ected
P_CALL_EVENT_ADDRESS ANALYSED 3 The destination address has
been anal ysed
P_CALL_EVENT_PROCGRESS 4 Call routing progress event:an

indication fromthe network
that progress has been nmade in
routing the call to the
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requested call party.

P_CALL_EVENT_ALERTI NG

5 Call is alerting at the call
party

P_CALL_EVENT_ANSVER

Cal |l answered at address

P_CALL_EVENT RELEASE

7 A Call has been rel eased or the
call could not be routed

P_CALL_EVENT_REDI RECTED

8 Call redirected to new address:
an indication fromthe network
that the call has been
redirected to a new address.

P_CALL_EVENT_SERVI CE_CODE

9 M d-call service code received

The table below defines the disarming rules for dynamic events. In case such an event occurs the table shows which
events are disarmed (are not monitored anymore) and should be re-armed by eventReportReq() in case the application is

still interested in these events.

P_CALL_EVENT_UNDEFI NED

Not Applicable

P_CALL_EVENT_CALL_ATTEMPT

Not applicable, can only be armed as trigger

P_CALL_EVENT_ADDRESS_COLLECTED

P_CALL_EVENT_ADDRESS_COLLECTED

P_CALL_EVENT_ADDRESS_ANALYSED

P_CALL_EVENT_ADDRESS_COLLECTED
P_CALL_EVENT_ADDRESS_ANALYSED

P_CALL_EVENT PROGRESS

P_CALL_EVENT _ADDRESS_COLLECTED
P_CALL_EVENT_ADDRESS_ANALYSED
P_CALL_EVENT PROGRESS

P_CALL_EVENT_ALERTI NG

P_CALL_EVENT ADDRESS_COLLECTED
P_CALL_EVENT ADDRESS_ANALYSED
P_CALL_EVENT PROGRESS
P_CALL_EVENT_ALERTING
P_CALL_EVENT_RELEASE with criteria:

« P_USER_NOT_AVAILABLE

« P_BUSY

« P_NOT_REACHABLE

« P_ROUTING_FAILURE

« P_CALL_RESTRICTED

« P_UNAVAILABLE_RESOURCES

P_CALL_EVENT_ANSWER

P_CALL_EVENT_ADDRESS_COLLECTED
P_CALL_EVENT_ADDRESS_ANALYSED
P_CALL_EVENT_PROGRESS P _CALL_EVENT_ALERTING
P_CALL_EVENT_RELEASE with criteria:

« P_USER_NOT_AVAILABLE

« P_BUSY

« P_NOT_REACHABLE

« P_ROUTING_FAILURE

« P_CALL_RESTRICTED

« P_UNAVAILABLE_RESOURCES

« P_.NO_ANSWER

« P_PREMATURE_DISCONNECT
P_CALL_EVENT_ANSWER

P_CALL_EVENT RELEASE

All pending events are disarmed

P_CALL_EVENT_REDI RECTED

P_CALL_EVENT_REDI RECTED

P_CALL_EVENT_SERVI CE_CODE

P_CALL_EVENT_SERVICE_CODE
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TpCallEventType

P_CALL_EVENT_UNDEFI NED NULL Undef i ned
P_CALL_EVENT_CALL_ATTEMPT NULL Undef i ned
P_CALL_EVENT_ADDRESS COLLECTED Tpl nt 32 M nAddr esslLengt h
P_CALL_EVENT_ADDRESS_ANALYSED NULL Undef i ned
P_CALL_EVENT_PROGRESS NULL Undef i ned
P_CALL_EVENT_ALERTI NG NULL Undef i ned
P_CALL_EVENT_ANSWER NULL Undef i ned
P_CALL_EVENT_RELEASE TpCallReleaseCauseSet Rel easeCauseSet
P_CALL_EVENT_REDI RECTED NULL Undef i ned
P_CALL_EVENT_SERVI CE_CODE TpCallServiceCode Ser vi ceCode

TpCal | Rel easeCauseSet
Defines a Numbered Set of Data Elements of TpCallReleaseCause.
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TpCal | Event I nfo
Definesthe Sequence of Data El ement s that specify the event report specific information.

Cal | Event Type TpCal | Event Type
Addi tional Cal | Event I nfo TpAdditional CallEventinfo
Cal | Moni t or Mode TpCallMonitorMode
Cal | Event Ti e TpDat eAndTi ne

TpCal | Addi ti onal Eventlnfo

Definesthe Tagged Choi ce of Data El enent s that specify additional call event information for certain types
of events.

TpCallEventType

P_CALL_EVENT _UNDEFI NED NULL Undef i ned
P_CALL_EVENT CALL_ATTEMPT NULL Undef i ned
P_CALL_EVENT_ADDRESS COLLECTED TpAddr ess Col | ect edAddr ess
P_CALL_EVENT_ADDRESS ANALYSED TpAddr ess Cal | edAddr ess
P_CALL_EVENT_PROGRESS NULL Undef i ned
P_CALL_EVENT_ALERTI NG NULL Undef i ned
P_CALL_EVENT_ANSWER NULL Undef i ned
P_CALL_EVENT_RELEASE TpCallReleaseCause Rel easeCause
P_CALL_EVENT_REDI RECTED TpAddress For war dAddr ess
P_CALL_EVENT_SERVI CE_CODE TpCallServiceCode Ser vi ceCode

TpCal | Noti fi cati onRequest

Defines the Sequence of Data Elements that specify the criteria for an event notification

Cal | Noti ficationScope TpCallNoficationScope Defines the scope of the nofication request.
Cal | Event sRequest ed TpCallEventRequestSet Defines the events which are requested

TpCal | Noti ficati onScope
Defines a the sequence of Data elements that specify the scope of a notification request.

Of the addresses only the Plan and the AddrString are used for the purpose of matching the notifications against the
criteria.

Desti nati onAddr ess TpAddr essRange Defines the destination
address or address range
for which the notification
is requested.
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Ori gi nati ngAddr ess

TpAddr essRange

Defines the origination
address or address range
for which the notification
is requested.

Noti ficationCall Type

TpNoti ficationCall Type

Defines wheter the
notification is requested
for a originating or
term nating call.

TpNotificationCall Type
Defines the type of call for which the notification is requested or reported.

P_ORI @ NATI NG 1 Indicates that the notification isrelated to the
originating user in the call.

P_TERM NATI NG 2 Indicates that the notification is related to the
terminating user in the call.

TpCal I Notificationlnfo
Definesthe Sequence of Data El enent s that specify the information returned to the application in a Call

notification report.

Cal I Noti ficati onReport Scope

TpCal | Noti fi cati onReport Scope

Defines the scope of the
notification report.

Cal | Appl nfo

TpCal | Appl nf oSet

Cont ai ns addi tonal call

i nfo.

Cal | Event I nfo

TpCal | Event | nfo

Contai ns the event which is
reported.

TpCal | Noti fi cati onReport Scope

Definesthe Sequence of Data El enent s that specify the scope for which a notification report was sent.

Desti nati onAddr ess TpAddr ess Cont ai ns the destination
address of the call.
Origi nati ngAddr ess TpAddr ess Contains the origination

address of the call

Noti ficationCall Type

TpNoti ficationCal |l Type

I ndicates if the
notification was reported
for an originating or
terminating call.

TpNoti fi cati onRequest ed
Defines the Sequence of Data Elements that specify the criteria relating to event requests.

AppCal | Noti fi cati onRequest

TpCal | Not i fi cati onRequest

Assi gnnent | D

Tpl nt 32

TpNot i ficati onsRequest edSet
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Defines a numbered Set of Data Elements of TpNotificationRequested

TpNot i fi cati onsRequest edSet Ref

Defines areference to the type TpNotificationsRequest Set

TpCal | Rel easeCause
Defines the reason for which acal is released

P_UNDEFI NED

The reason of release isn't known, because
no info was received fromthe network.

The user isn’t available in the network.

PLUSER NOT_AVAI LBLE ! This neans that the nunber isn't allocated
or that the user isn't registered.

P_BUSY 2 The user is busy.

P_NO_ANSVER 3 No answer was received

P_NOT_REACHABLE 4 The user terminal isn’t reachable

P ROUTI NG EAI LURE 5 A routing failure occurred. For exanple an

- - invalid address was received

P_PREMATURE_DI SCONNECT 6 The user disconnected the call during

- N setup phase.

P_DI SCONNECTED 7 Cal | disconnect by the end user.

P_CALL_RESTRI CTED 8 The call was subject of restrictions

P_UNAVAI LABLE_RESOQURCE 9 No resources vxherteheavcaaillla}bl e to establisch

P_GENERAL_FAI LURE 10 A general network failure occurred.

TpCal | Legl dentifier

Defines the Sequence of Data Elements that unambiguously specify the Call Leg object

Cal | LegRef erence | pCal | LegRef This el ement specifies the interface
reference for the callLeg object.
Cal | LegSessi onl D TpSessi onl D This el ement specifies the callLeg session
ID.

TpCal | Legl denti fi er Ref
Definesa Ref er ence to type TpCallLegldentifier.

TpCal | Legl denti fi er Set

DefinesaNunbered Set of Data El enents of TpCallLegldentifier.

TpCal | Legl denti fi er Set Ref

DefinesaRef er ence to type TpCallLegldentifierSet.

TpCal | LegAtt achMechani sm
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Defines how a CallLeg should be attached to the call.

P_CALLLEG ATTACH_I MPLI CI TLY

P_CALLLEG ATTACH EXPLI CI TLY
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Cal | Leg shoul d be attached
implicitly to the call.

Cal | Leg shoul d be attached
explicitly to the call by using
the attachMedi a() operation.
This allows e.g. the
application to do first user

interaction to the party before
he / she is placed in the call.

TpCal | LegConnecti onProperties

Defines the Sequence of Data Elements that specify the connection properties of the Call Leg object

At t achMechani sm

TpCal | LegAt t achMechani sm

Defines how a Call Leg should be attached

to the call.

TpCal | Legl nf oRepor t

Definesthe Sequence of Data El enment s that specify the call leg information requested.

Cal | Legl nf oType
Cal | LegStartTi me

TpCallLeginfoType

The type of the call leg.

TpDat eAndTi ne

The tine and date when the
call leg was started (i.e.,
the l eg was routed).

Cal | LegConnect edToResour ceTi me

TpDat eAndTi ne

The date and time when the
call leg was connected to
the resource. If no resource
was connected the tine is
set to an enpty string

Either this element is valid
or the
Cal | Connect edToAddr essTi ne
is valid, depending on
whet her the report is sent
as a result of user
interaction.

Cal | LegConnect edToAddr essTi e

TpDat eAndTi e

The date and tine when the
call leg was connected to
the destination (i.e., when
the destination answered the
call). If the destination
did not answer, the time is
set to an enpty string.

Either this element is valid
or the
Cal | Connect edToResour ceTi ne
is valid, depending on
whet her the report is sent
as a result of user
interaction.

Cal | LegEndTi e

TpDat eAndTi e

The date and time when the

call leg was rel eased.
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Connect edAddr ess TpAddr ess The address of the party
associated with the leg. If
during the call the
connect ed address was
received fromthe party then
this is returned, otherw se
the destination address (for
| egs connected to a
destination) or the
originating address (for
| egs connected to the
origination) is returned.

Cal | LegRel easeCause TpCal | Rel easeCause The cause of the
termi nation. May be present
W th

P_CALL_LEG | NFO RELEASE_CAUS
E was specified.

Cal | Appl nfo TpCal | Appl nf oSet Addi tional information for

the leg. May be present with

P_CALL_LEG | NFO _APPI NFO was
speci fi ed.

TpCal | Legl nf oType
Defines the type of call leg information requested and reported. The values may be combined by alogical 'OR' function.

P_CALL_LEG | NFO_UNDEFI NED 00h Undefined
P_CALL_LEG | NFO_TI MES 01h Relevant call times
P_CALL_LEG | NFO_RELEASE_CAUSE 02h Call leg release cause
P_CALL_LEG | NFO_ADDRESS 04h Call leg connected address
P_CALL_LEG | NFO_APPI NFO 08h Call leg application related information

ETSI



Release 4 122 3GPP TS 29.198-4 V1.0.0 (2001-03)

Annex A (normative):
OMG IDL Description of Call Control SCF

The OMG IDL representation of this interface specification is contained in atext file (contained in archive
29198041 DL.ZIP) which accompanies the present document.
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Annex B (informative):
Differences between this draft and 3GPP 29.198 R99

Thefollowing isalist of the differences between this draft and 3GPP 29.198 R99, for those interfaces which are
common to both documents. Any new interfaces with respect to Release 99 are not listed.

B.1 Interface IpCallControlManager

enableCallNotification (appCall Control M anagertaterface : in |pAppCall ControlManagerRef, eventCriteria: in
TpCallEventCiriteria, assignmentlD : out TpAssignmentl DRef) : TpResult

createCall (appCall : in IpAppCallRef, call Reference : out TpCallldentifierRef) : TpResult

setCallLoadControl (duration : in TpDuration, mechanism : in TpCallL oadControl M echanism, treatment : in
TpCallTreatment, addressRange : in TpAddressRange, assignmentlD : out TpAssignmentl DRef) : TpResult

B.2 Interface IpAppCallControlManager

callEventNotify (callReference : in TpCallldentifier, eventinfo : in TpCallEventinfo, assignmentID : in
TpAssignmentI D, appCallinterface : out IpAppCallRefRef) : TpResult

callOverloadEncountered (assignmentlD : in TpAssignmentlD) : TpResult

callOverloadCeased (assignmentID : in TpAssignmentl D) : TpResult

B.3 Interface IpCall

getMoreDialledDigitsReq (callSessionID : in TpSessionID, length : in Tplnt32) : TpResult

B.4 Interface IpAppCall

getMoreDialledDigitsRes (calSessionID : in TpSessionI D, digits: in TpString) : TpResult

getMoreDialledDigitsErr (callSessionlD : in TpSessionlD, errorindication : in TpCallError) : TpResult
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Foreword
This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application devel opers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the User Interaction Service Capability Feature (SCF) aspects of the interface. All aspects of
the User Interaction SCF are defined here, these being:

e Sequence Diagrams

e ClassDiagrams

* Interface specification plus detailed method descriptions
e  State Transition diagrams

»  Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modelling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5S, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

« For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

[2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtual Home Environment (Release 4)".
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Generic and Call User Interaction SCF

The Generic User Interaction service capability feature is used by applications to interact with end users. It consists of
two interfaces:

1) User Interaction Manager, containing management functions for User Interaction related issues;
2) Generic User Interaction, containing methods to interact with an end-user.

The Generic User Interaction service capability feature is described in terms of the methods in the Generic User
Interaction interfaces.

The following table gives an overview of the Generic User Interaction methods and to which interfaces these methods
belong.

Table 1: Overview of Generic User Interaction interfaces and their methods

User Interaction Manager Generic User Interaction
createUl sendinfoReq
createUICall sendinfoRes
createNotification sendInfoErr
destroyUINatification sendinfoAndCollectReq
reportNotification sendIinfoAndCollectRes
userinteractionAborted sendIinfoAndCollectErr
userinteractionNotificationInterru | release
pted
userinteractionNotificationContin | UserinteractionFaultDetected
ued
changeNoatification
getNotification

The following table gives an overview of the Call User Interaction methods and to which interfaces these methods
belong.
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Table 2: Overview of Call User Interaction interfaces and their methods

User Interaction Manager

Call User Interaction

As defined for the Generic User
Interaction SCF

Inherits from Generic User
Interaction and adds:

recordMessageReq
recordMessageRes
recordMessageErr
deleteMessageReq
deleteMessageRes
deleteMessageErr
abortActionReq
abortActionRes
abortActionErr

The IpUl Interface provides functions to send information to, or gather information from the user, i.e. thisinterface
alows applications to send SM S and USSD messages. An application can use this interface independently of other

SCFs. The IpUICall Interface provides functions to send information to, or gather information from the user (or call
party) attached to acall.

The following sections describe each aspect of the Generic User Interaction Service Capability Feature (SCF).
The order is asfollows:

« the Sequence diagrams give the reader a practical idea of how each of the service capability featureis
implemented;

 the Class relationships section show how each of the interfaces applicable to the SCF, relate to one another;

« theInterface specification section describes in detail each of the interfaces shown within the Class diagram part.
This section also includes Call User interation;

« the State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway;

» the Data definitions section show a detailed expansion of each of the data types associated with the methods
within the classes. Note that some data types are used in other methods and classes and are therefore defined
within the Common Data types part of this specification.

5 Sequence Diagrams

51 Alarm Call

The following sequence diagram shows a 'reminder message', in the form of an alarm, being delivered to a customer as
aresult of atrigger from an application. Typically, the application would be set to trigger at a certain time, however, the
application could also trigger on events.

3GPP



Release 4 9 3GPP TS 29.198-5 V1.0.0 (2001-03)

1
2

:(Logical . IpAppCall = o . IpCall o : IpUICall
View:Ip... IpAppUICall| (IpCallControlManager IpAppUIManager
1: new() '
/U ‘
- : createCall( ') '
3 new()
B 4: routeReq( )
i

) ) 5: routeRes( )
. 6: 'forward event'

]

7t createUICall()

L 8: new()

9:: sendinfoReq( )

10: sendinfoRes( )

' 11: 'forward event' J

13: release( )

12:'release( )

This message is used to create an object implementing the IpAppCall interface.

This message requests the object implementing the IpCall ControlM anager interface to create an object

implementing the IpCall interface.

3

Assuming that the criteriafor creating an object implementing the IpCall interface (e.g. load control values not

exceeded) ismet it is created.

4.

This message instructs the object implementing the IpCall interface to route the call to the customer destined to

receive the 'reminder message'

5:

6
7
8
9

This message passes the result of the call being answered to its callback object.

. Thismessage is used to forward the previous message to the IpAppL ogic.
. The application requests a new Ul Call object that is associated with the call object.
. Assuming al criteria are met, anew UICall object is created by the service.

. This message instructs the object implementing the IpUICall interface to send the alarm to the customer's call.
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10: When the announcement ends thisis reported to the call back interface.
11: The event is forwarded to the application logic.

12: The application rel eases the UICall abject, since no further announcements are required. Alternatively, the
application could haveindicated P_FINAL_REQUEST in the sendinfoReq in which case the UICall object would have
been implicitly released after the announcement was played.

13: The application releases the call and all associated parties.

5.2 Call Barring 1

The following sequence diagram shows a call barring service, initiated as aresult of a prearranged event being received
by the framework. Before the call is routed to the destination number, the calling party is asked for aPIN code. The
code is accepted and the call is routed to the original called party.

: (Logical ‘ o : IpAppCall o o : IpCall o : IpUlICall
View::lp... ‘IpAppCaIIComroIManaqer‘ IpAppUlICall IpCallControlManager IpUIManager
1: new() '
/U 2: enableCallNotification( ) !
' 3: callEventNotify( )
4: forward event' '
5: new() ,
gl
' 6: createUICall( ) ' ' " 7:new()
H 8: sendInfoAndCollectReq( ) '
U ! ! 9: sendIinfoAndCollectRes( ) !
! , 10: forward event' T
\ 11: releaseJ \
U 12: routeReq( ) '
U ' 13:routeReg )
14: 'forward event' J ! !
' 16 "for\‘mard event' ‘ 15: callEnded( ) ' ™
H \ 17, deassgnCa () \ \ L

1: Thismessage is used by the application to create an object implementing the IpAppCall ControlManager interface.
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2: Thismessage is sent by the application to enable notifications on new call events. Asthis sequence diagram depicts
acall barring service, it islikely that all new call events destined for a particular address or address range prompted for
apassword before the call is alowed to progress. When anew call, that matches the event criteria set, arrives, a
message (not shown) is directed to the object implementing the IpCall ControlManager. Assuming that the criteriafor
creating an object implementing the IpCall interface (e.g. load control values not exceeded) is met, other messages (not
shown) are used to create the call and associated call leg object.

3. Thismessage is used to pass the hew call event to the object implementing the IpAppCallControlManager interface.
4. Thismessage is used to forward the previous message to the IpAppL ogic.

5. Thismessage is used by the application to create an object implementing the IpAppCall interface. The reference to
this object is passed back to the object implementing the IpCall ControlManager using the return parameter of the
callEventNotify.

6. Thismessageis used to create anew UlCall object. The reference to the call object is given when creating the
UlCal.

7: Provided al the criteriaare fulfilled, anew UlCall object is created.

8: Thecall barring service dialogue isinvoked.

9: Theresult of the dialogue, which in this case isthe PIN code, is returned to its callback object.
10: This message is used to forward the previous message to the IpAppLogic.

11: This message releases the UICall object.

12: Assuming the correct PIN is entered, the call is forward routed to the destination party.

13: This message passes the result of the call being answered to its callback object.

14: This message is used to forward the previous message to the IpAppLogic

15: When the call isterminated in the network, the application will receive a notification. This notification will always
be received when the call is terminated by the network in anormal way, the application does not have to request this
event explicitly.

16: The event is forwarded to the application.
17: The application must free the call related resources in the gateway by calling deassignCall.

5.3 Prepaid

This sequence shows a Pre-paid application. The subscriber isusing apre-paid card or credit card to pay for the call.
The application each time allows a certain timedlice for the call. After the timeslice, a new timeslice can be started or
the application can terminate the call. In the following sequence the end-user will received an announcement before his
fina timedlice.
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Prepaid : : IpAppCall o : IpAppUICall : IpCall o : IpUIMan ager : IpUICall
Logical View:... IpAppCallControlManager IpCallControlManager

. anew() . . . .
L u 2: enabledaIINotification( :)
4: "forward event" ! 3: callEventNotify( ) ' '
- ' 5:new() ! , .
6: superviseCallReq( ) ' ' '
7 roQteReq( ) /U
: 8: supeniseCallRes( )
9: "forward eve j’ ‘ ‘
10: superviseCallReq( ) ' ' '
‘ ‘ T ‘ ‘
' 11: superviseCallRes( ) ' ' '
12: "forward eveJ} . . ! !
13: supeniseCallReq( ) ‘
U 14: supenviseCallRes( ) -
15: "forward eveT ‘ ‘ ‘ ‘
' ' 16: createUICall( ) ! .
17:sendInfoReq( ) u '
. . . 18: sendlnfoRes( ) J

o . 19: "forward event" J ;
20: release() ‘

21: superviseCallReq( )

gl

28: "forward event; 22: supenviseCallRes( )

|

24:release( )

1: Thismessage is used by the application to create an object implementing the | pAppGenericCall Control M anager
interface.
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2: Thismessage is sent by the application to enable notifications on new call events. Asthis sequence diagram depicts
apre-paid service, it islikely that only new call events within a certain address range will be enabled. When a new call,
that matches the event criteria, arrives amessage (not shown) is directed to the object implementing the
IpCallControlManager. Assuming that the criteriafor creating an object implementing the IpCall interface (e.g. load
control values not exceeded) is met, other messages (not shown) are used to create the call and associated call leg
object.

3. Theincoming call triggers the Pre-Paid Application (PPA).
4. The message is forwarded to the application.
5: A new object on the application side for the Generic Call object is created

6: The Pre-Paid Application (PPA) requests to supervise the call. The application will be informed after the period
indicated in the message. This period is related to the credits left on the account of the pre-paid subscriber.

7: Before continuation of the call, PPA sends all charging information, a possible tariff switch time and the call
duration supervision period, towards the GW which forwardsit to the network.

8. At the end of each supervision period the application isinformed and a new period is started.
9: The message is forwarded to the application.

10: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

11: At the end of each supervision period the application isinformed and a new period is started.
12: The message is forwarded to the application.

13: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

14: When the user is almost out of credit an announcement is played to inform about this. The announcement is played
only to the leg of the A-party, the B-party will not hear the announcement.

15: The message is forwarded to the application.
16: A new UICall object is created and associated with the controlling leg.

17: An announcement is played to the controlling leg informing the user about the near-expiration of his credit limit.
The B-subscriber will not hear the announcement.

18: When the announcement is compl eted the applicaiton isinformed.

19: The message is forwarded to the application.

20: The application releases the UICall object.

21: The user does not terminate so the application terminates the call after the next supervision period.
22: The supervision period ends

23: The event isforwarded to the logic.

24: The application terminates the call. Since the user interaction is already explicitly terminated no
userlnteractionFaultDetected is sent to the application.

54 Pre-Paid with Advice of Charge (AoC)

This sequence shows a Pre-paid application that uses the Advice of Charge feature. The application will send the
charging information before the actual call setup and when during the call the charging changes new information is sent
in order to update the end-user. Note: the Advice of Charge feature requires an application in the end-user terminal to
display the charges for the call, depending on the information received from the application.
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Prepaid : i : IpAppCall : IpAppUICal | o : IpCall : IpUIManager : IpUlICall
(Logical Vie... | [pAppCallControlManager pCallControlManager|
, 1: new() , , , , , , ,
' 2: enableCallNotification( ) ' ' ' '
. 4: “forward event" 3: callEventNotify( ) ‘
5:new() ' ' ' ' '
' 6: setAdviceOfCharge( ) I ! . .
' 7:superviseCallReq( ) ' /U ' '
' ' 8 routeReq( ' ) ' U ' '
- 9:superWseCaliRes( )
‘ 10: "forward event" J ‘ ‘ H ‘ ‘
' ' ' 11: superviseCallReq( ) ' ' '
‘ 13: "forward event" ‘ ‘ 12:superv|5eCaII‘Re5( ) ‘ ‘ ‘
' 14: setAdviceOfCharge( ) ' '
. . . 15: supenviseCallReq( ) . . .
' ' ' 16: supenviseCallRes( ) ' '
17: “forward event" ' '
18: neWO
U | 19: createUICall( ) . 20:new()
' ' 21:sendInfoReq( ) '

22: sendinfoRes( )

|

23: "forward event"

'24: supervis eCallReq( )

25: superviseCaiIRes( )

26: "forward event: J

27:release( )

28: userinteractionFaultDetected( )

| | J |
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1: Thismessage isused by the application to create an object implementing the IpAppCall ControlManager interface.

2: Thismessage is sent by the application to enable notifications on new call events. Asthis sequence diagram depicts
apre-paid service, it islikely that only new call events within a certain address range will be enabled. When a new call,
that matches the event criteria, arrives amessage (not shown) is directed to the object implementing the
IpCallControlManager. Assuming that the criteriafor creating an object implementing the IpCall interface (e.g. load
control values not exceeded) is met, other messages (not shown) are used to create the call and associated call leg
object.

3. Theincoming call triggers the Pre-Paid Application (PPA).
4. The message is forwarded to the application.
5. A new object on the application side for the Call object is created

6: The Pre-Paid Application (PPA) sends the AoC information (e.g the tariff switch time). (it shall be noted the PPA
contains ALL the tariff information and knows how to charge the user).

During this call sequence 2 tariff changes take place. The call startswith tariff 1, and at the tariff switch time (e.g.,
18:00 hours) switchesto tariff 2. The application is not informed about this (but the end-user isl)

7. The Pre-Paid Application (PPA) requests to supervise the call. The application will be informed after the period
indicated in the message. This period is related to the credits left on the account of the pre-paid subscriber.

8: The application requests to route the call to the destination address.

9: At the end of each supervision period the application isinformed and a new period is started.
10: The message is forwarded to the application.

11: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

12: At the end of each supervision period the application isinformed and a new period is started.
13: The message is forwarded to the application.

14: Before the next tariff switch (e.g., 19:00 hours) the application sends a new AOC with the tarif switch time. Again,
at the tariff switch timethe network will send AoC information to the end-user.

15: The Pre-Paid Application (PPA) requests to supervise the call for another call duration.

16: When the user isalmost out of credit an announcement is played to inform about this (19-21). The announcement is
played only to theleg of the A-party, the B-party will not hear the announcement.

17: The message is forwarded to the application.

18: The application creates a new call back interface for the User interaction messages.

19: A new Ul Call object that will handle playing of the announcement needs to be created
20: The Gateway creates anew Ul call object that will handle playing of the announcement.
21: With this message the announcement is played to the calling party.

22: The user indicates that the call should continue.

23: The message is forwarded to the application.

24: The user does not terminate so the application terminates the call after the next supervision period.
25: The user isout of credit and the application is informed.

26: The message is forwarded to the application.

27: With this message the application requests to release the call.

28: Terminating the call which has still a UICall object associated will result in a userInteractionFaultDetected. The
UICall object isterminated in the gateway and no further communication is possible between the UICall and the
application.
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6 Class Diagrams

The application generic user interaction service package consists of one IpAppUIManager interface, zero or more
IpAppUI interfaces and zero or more IpAppUICall interfaces.

The generic user interaction service package consists of one |pUlManager interface, zero or more IpUl interfaces and
zero or more IpUICall interfaces.

The class diagram in the following figure shows the interfaces that make up the application generic user interaction
service package and the generic user interaction service package. Communication between these packagesis done via
the <<uses>> relationships.

The IpUICall implements call related user interaction and it inherits from the non call related IpUI interface. The same
holds for the corresponding application interfaces.

<<Interface>>
Ipinterface

p

<<Interface>>
P — <<|Int§rfaae>> IpAppUICall
IpAppUIManager PAPP
recordMessageRes()
userinteractionAborted() sendinfoRes() ] recordMessageErr()
reportNotification() sendInfoErn() deleteMessageRes()
P ) L sendinfoAndCollectRes() deleteMessageErr()
userinteractionNotificationinterrupted() i
userinteractionNotificationContinued() sendinfoAndCollect Err() Sl gt GIITIRES)
userinterac tionFaultDetected() abortActionErr()
<<uses>> : |
<<uses>> <<uses>> |
<<Interface>> ‘ ‘
IpUIManager <<Interface>> <<Interface>>
pUl IpUICall
createUl()
N
createUI(;el_IIO . sendinfoReq() recordMessageReq()
createNotification() sendinfoAndCollect Req|() deleteMessageReq()
destroyNot_lf_lcat‘lonO release() abortActionReq()
changeNotification()
getNotification()

v

<<Interface>>
IpSenice

setCallback()
setCallbackWithSessionID()

Figure: Generic User Interaction Package Overview
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7 The Service Interface Specifications

7.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The genera format of an interface specification is
described below.

7.1.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for enterprise-based client applications are denoted by classes with
name | p<name>. The callback interfaces to the applications are denoted by classes with name | pApp<nane>. For
the interfaces between a Service and the Framework, the Service interfaces are typically denoted by classes with name
I pSve<name>, while the Framework interfaces are denoted by classes with name |pFw<name>

7.1.2 Method descriptions

Each method (API method “call”) is described. All methodsin the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Er r'
suffix for method results and errors, respectively. To handle responses and reports, the application or service developer
must implement the relevant | pApp<nane> or | pSvc<name> interfaces to provide the callback mechanism.
7.1.3 Parameter descriptions

Each method parameter and its possible values are described. Parameters described as 'in' represent those that must have
avaue when the method is called. Those described as ‘out’ are those that contain the return result of the method when
the method returns.

7.1.4 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

7.2 Base Interface

7.2.1 Interface Class Ipinterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface
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7.3 Service Interfaces

7.3.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as 'Service Interface'. The corresponding interfaces that
must be implemented by the application (e.g. for API callbacks) are denoted as'Application Interface'.

7.4 Generic Service Interface

7.4.1 Interface Class IpService

Inherits from: Iplnterface

All service interfacesinherit from the following interface.

<<Interface>>

IpService

setCallback (applinterface : in IpinterfaceRef) : TpResult
setCallbackWithSessionID (applnterface : in IpinterfaceRef, sessionID : in TpSessionID) : TpResult

Method
set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke methods on the
application.

Parameters

applnterface : in IplnterfaceRef
Specifies a reference to the application interface, which is used for callbacks

Raises
TpCener al Excepti on

Method
set Cal | backW t hSessi onl [X)

This method specifies the reference address of the application's callback interface that a service uses for interactions
associated with a specific session ID: e.g. a specific call, or call leg.
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Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

sessionlD : in TpSessionlD
Specifies the session for which the service can invoke the application's callback interface.

Raises
TpGener al Excepti on

8 Generic User Interaction Interface Classes

The Generic User Interaction Service interface (GUIS) is used by applications to interact with end users. The GUISIs
represented by the IpUIManager, IpUl and IpUICall interfaces that interface to services provided by the network. To
handl e responses and reports, the devel oper must implement IpAppUIManager and |pAppUI interfaces to provide the
callback mechanism.

8.1 Interface Class IpUIManager

Inherits from: IpService.

Thisinterface is the 'service manager' interface for the Generic User Interaction Service and provides the management
functions to the Generic User Interaction Service.

<<Interface>>

IpUIManager

createUl (appUl : in IpAppUIRef, userAddress : in TpAddress, userinteraction : out TpUIlldentifierRef) :
TpResult

createUICall (appUl : in IpAppUICallRef, uiTargetObject : in TpUITargetObject, userinteraction : out
TpUICallldentifierRef) : TpResult

createNotification (appUIManager : in IpAppUIManagerRef, eventCriteria : in TpUIEventCriteria,
assignmentID : out TpAssignmentIDRef) : TpResult

destroyNotification (assignmentID : in TpAssignmentID) : TpResult
changeNotification (assignmentID : in TpAssignmentID, evenCriteria : in TpUIEventCriteria) : TpResult

getNatification (eventCriteria : out TpUIEventCriteriaResultSetRef) : TpResult

Method
createUl ()

This method is used to create a new user interaction object for non-call related purposes
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Parameters

appU : in | pAppU Ref
Specifies the application interface for callbacks from the user interaction created.

user Address : in TpAddress
Indicates the end-user with whom to interact.

userlnteraction : out TpUlldentifierRef
Specifies the interface and sessionl D of the user interaction created.

Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
createUl Cal | ()

This method is used to create a new user interaction object for call related purposes.

The user interaction can take place to the specified party or to al partiesin acall. Note that for certain implementation
user interaction can only be performed towards the controlling call party, which shall be the only party in the call.

Parameters

appU : in | pAppU Cal | Ref
Specifies the application interface for callbacks from the user interaction created.

ui Target Obj ect : in TpU Target Ohj ect

Specifies the object on which to perform the user interaction. This can either be a Call, Multi-party Call or call leg
object.

userlnteraction : out TpU CallldentifierRef
Specifies the interface and sessionl D of the user interaction created.

Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
createNotification()
This method is used by the application to install specified notification criteria, for which the reporting isimplicitly

activated. If some application already requested notifications with criteria that overlap the specified criteria, the request
isrefused with P_GUIS _INVALID_CRITERIA.

The criteria are said to overlap if both originating and terminating ranges overlap and the same number plan is used and
the same servicecode is used.

If the same application requests two notifications with exactly the same criteria but different callback references, the
second callback will be treated as an additional callback. This means that the callback will only be used in case when
the first callback specified by the application is unable to handle the reportNotification (e.g., due to overload or failure).
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Parameters

appUl Manager : in | pAppU Manager Ref

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface, which is used for callbacks. If
set to NULL, the application interface defaults to the interface specified via the setCallback() method.

eventCriteria : in TpU EventCriteria

Specifies the event specific criteria used by the application to define the event required, like user address and service
code.

assignment I D : out TpAssi gnnent | DRef
Specifiesthe ID assigned by the generic user interaction manager interface for this newly installed notification criteria

Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
destroyNoti fication()

This method is used by the application to destroy previously installed notification criteria via the createNotification
method.

Parameters

assignnmentI D : in TpAssignmentlD

Specifies the assignment ID given by the generic user interaction manager interface when the previous
createNotification() was called. If the assignment ID does not correspond to one of the valid assignment 1Ds, the
framework will return the error code P_INVALID_ASSIGNMENTID.

Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
changeNoti fication()

This method is used by the application to change the event criteriaintroduced with createNotification method. Any
stored notification request associated with the specified assignementI D will be replaced with the specified events
reguested.

Parameters

assignment|I D : in TpAssignnment!|D
Specifies the ID assigned by the manager interface for the event notification.

evenCriteria : in TpU EventCriteria

Specifies the new set of event criteria used by the application to define the event required. Only events that meet these
criteria are reported.
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Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
get Notification()

This method is used by the application to query the event criteria set with createNotification or changeNotification.

Parameters

eventCriteria : out TpU EventCriteriaResult Set Ref

Specifies the event specific criteria used by the application to define the event required. Only events that meet these
criteria are reported.

Raises
TpGUI SExcepti on, TpGener al Excepti on

8.2 Interface Class IpAppUIManager

Inherits from: Iplnterface.

The Generic User Interaction Service manager application interface provides the application callback functions to the
Generic User Interaction Service.

Method
userl nteracti onAborted()

This method indicates to the application that the User Interaction service instance has terminated or closed abnormally.
No further communication will be possible between the User Interaction service instance and application.
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Parameters

userlnteraction : in TpU ldentifier
Specifies the interface and sessionl D of the user interaction service that has terminated.

Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
reportNotification()

This method notifies the application of an occured network event which matches the criteriainstalled by the
createNotification method.

Parameters

userlnteraction : in TpU ldentifier
Specifies the reference to the interface and the sessionl D to which the notification relates.

eventinfo : in TpU Eventlnfo
Specifies data associated with this event.

assignnmentI D : in TpAssignmentlD

Specifies the assignment id which was returned by the createNaotification() method. The application can use assignment
id to associate events with event specific criteria and to act accordingly.

appU : out | pAppU Ref Ref
Specifies areference to the application interface, which implements the callback interface for the new user interaction.

Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
userlnteractionNotificationlnterrupted()

This method indicates to the application that all event notifications have been temporary interrupted (for example, due
to faults detected). Note that more permanent failures are reported via the Framework (integrity management).

Parameters
No Parameters were identified for this method

Raises
TpGUI SExcepti on, TpGener al Excepti on
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Method
userlnteractionNotificationContinued()

This method indicates to the application that event notifications will again be possible.

Parameters
No Parameters were identified for this method

Raises
TpGUl SExcepti on, TpGener al Excepti on

8.3 Interface Class IpUI

Inherits from: IpService.

The User Interaction Service Interface provides functions to send information to, or gather information from the user.
An application can use the User Interaction Service Interface independently of other services.

<<Interface>>
IpUl

sendinfoReq (userlnteractionSessionID : in TpSessionID, info : in TpUlInfo, language : in TpLanguage,
variablelnfo : in TpUlVariableInfoSet, repeatindicator : in TpInt32, responseRequested : in
TpUIResponseRequest, assignmentID : out TpAssignmentIDRef) : TpResult

sendinfoAndCollectReq (userinteractionSessionID : in TpSessionID, info : in TpUlInfo, language : in
TpLanguage, variableInfo : in TpUIVariableInfoSet, criteria : in TpUICollectCriteria, responseRequested :
in TpUIResponseRequest, assignmentlD : out TpAssignmentIDRef) : TpResult

release (userlnteractionSessionID : in TpSessionID) : TpResult

Method
sendl nf oReq()

This asynchronous method plays an announcement or sends other information to the user.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

info: in TpUlInfo
Specifies the information to send to the user. Thisinformation can be:

- aninfol D, identifying pre-defined information to be send (announcement and/or text);

- astring, defining the text to be sent;
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- aURL , identifying pre-defined information or data to be sent to or downloaded into the terminal.

| anguage : in TpLanguage
Specifies the Language of the information to be send to the user.

variablelnfo : in TpU Vari abl el nf oSet
Defines the variable part of the information to send to the user.

repeatlndicator : in Tplnt32

Defines how many times the information shall be sent to the end-user. A value of zero (0) indicates that the
announcement shall be repeated until the call or call leg isreleased or an abortActionReq|() is sent.

responseRequested : in TpU ResponseRequest
Specifiesif aresponseis required from the call user interaction service, and any action the service should take.

assignment| D : out TpAssi gnnment | DRef
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.

Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
sendl nf oAndCol | ect Req()

This asynchronous method plays an announcement or sends other information to the user and collects some information
from the user. The announcement usually prompts for a number of characters (for example, these are digits or text
strings such as"YES" if the user's terminal deviceis a phone).

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

info: in TpUInfo

Specifiesthe ID of the information to send to the user. Thisinformation can be:

- aninfol D, identifying pre-defined information to be send (announcement and/or text);

- agtring, defining the text to be sent;

- aURL , identifying pre-defined information or data to be sent to or downloaded into the terminal

| anguage : in TpLanguage
Specifies the Language of the information to be send to the user.

variablelnfo : in TpU Vari abl el nf oSet
Defines the variable part of the information to send to the user.

criteria : in TpU CollectCriteria

Specifies additional properties for the collection of information, such as the maximum and minimum number of
characters, end character, first character timeout and inter-character timeout.

3GPP



Release 4 26 3GPP TS 29.198-5 V1.0.0 (2001-03)

responseRequested : in TpU ResponseRequest

Specifiesif aresponse isrequired from the call user interaction service, and any action the service should take. For this
case it can especially be used to indicate e.g. the final request.

assignment| D : out TpAssi gnnent | DRef
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.

Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
rel ease()

This method requests that the relationship between the application and the user interaction object be released. It causes
the release of the used user interaction resources and interrupts any ongoing user interaction.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction created.

Raises
TpGUI SExcepti on, TpGener al Excepti on

8.4 Interface Class IpAppUI

Inherits from: Iplnterface.

The User Interaction Application Interface isimplemented by the client application developer and is used to handle
generic user interaction request responses and reports.
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Method
sendl nf oRes()

This asynchronous method informs the application about the start or the completion of a sendinfoCallReq(). This
responseis called only if the responseRequested parameter of the sendinfoCallReq() method was set to
P_UICALL_RESPONSE_REQUIRED.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction.

assignment|I D : in TpAssignnment!|D
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.

response : in TpU Report
Specifies the type of response received from the user.

Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
sendl nf oErr ()

This asynchronous method indicates that the request to send information was unsuccessful.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

assignmentI D : in TpAssignnmentl|D
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.

error : in TpU Error
Specifies the error which led to the original request failing.

Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
sendl nf oAndCol | ect Res()

This asynchronous method returns the information collected to the application.
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Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

assignnmentI D : in TpAssignmentlD
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.

response : in TpU Report
Specifies the type of response received from the user.

collectedlnfo : in TpString
Specifies the information collected from the user.

Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
sendl nf oAndCol | ect Err ()

This asynchronous method indicates that the request to send information and collect a response was unsuccessful.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction.

assignnmentI D : in TpAssignnmentlD
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.

error : in TpU Error
Specifies the error which led to the original request failing.

Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
user | nteractionFaul t Det ected()

This method indicates to the application that a fault has been detected in the user interaction.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the interface and sessionl D of the user interaction service in which the fault has been detected.

fault : in TpU Fault
Specifies the fault that has been detected.
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Raises
TpGUI SExcepti on, TpGener al Excepti on

8.5 Interface Class IpUICall

Inherits from: 1pUI.

The Call User Interaction Service Interface provides functions to send information to, or gather information from the
user (or call party) to which acall legis connected. An application can use the Call User Interaction Service Interface
only in conjunction with another service interface, which provides mechanisms to connect acall leg to auser. At
present, only the Call Control service supports this capability.

<<Interface>>
IpUICall

recordMessageReq (userlnteractionSessionID : in TpSessionID, info : in TpUIInfo, criteria : in
TpUIMessageCriteria, assignmentID : out TpAssignmentIDRef) : TpResult

deleteMessageReq (usrinteractionSessionID : in TpSessionID, messagelD : in TpInt32, assignmentID : out
TpAssignmentIDRef) : TpResult

abortActionReq (userinteractionSessionID : in TpSessionID, assignmentID : in TpAssignmentID) : TpResult

Method
recor dMessageReq()

This asynchronous method allows the recording of a message. The recorded message can be played back at alater time
with the sendinfoReq() method.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

info: in TpUlInfo
Specifies the information to send to the user. Thisinformation can be either an ID (for pre-defined announcement or

text), atext string, or an URL (indicating the information to be sent, e.g. an audio stream).

criteria : in TpU MessageCriteria
Defines the criteriafor recording of messages

assignment I D : out TpAssi gnnent | DRef
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.
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Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
del et eMessageReq()

This asynchronous method allows to del ete a recorded message.

Parameters

usrlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction.

messagel D : in Tplnt32
Specifies the message ID.

assignment| D : out TpAssi gnnent | DRef
Specifiesthe ID assigned by the generic user interaction interface for a user interaction request.

Raises
TpGUl SExcepti on, TpGener al Excepti on

Method
abort Acti onReq()

This asynchronous method aborts a user interaction operation, e.g. a sendinfoReq(), from the specified call leg. The call
and call leg are otherwise unaffected. The user interaction call service interrupts the current action on the specified leg.

Parameters

userlnteractionSessionl D : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

assignment|I D : in TpAssignment!|D
Specifies the user interaction request to be cancelled.

Raises
TpGUl SExcepti on, TpGener al Excepti on

8.6 Interface Class IpAppUICall

Inherits from: IpAppUI.

The Call User Interaction Application Interface isimplemented by the client application developer and is used to handle
call user interaction request responses and reports.
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Method

recor dMessageRes()

This method returns whether the message is successfully recorded or not. In case the message is recorded, the ID of the
message is returned.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction.

assignment| D : in TpAssignnentl|D
Specifiesthe ID assigned by the call user interaction interface for a user interaction request.

response : in TpU Report
Specifies the type of response received from the device where the message is stored.

messagel D : in Tplnt32
Specifiesthe ID that was assigned to the message by the device where the message is stored.

Method
recor dMessageErr ()

This method indicates that the request for recording of a message was not successful.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction.
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assignnmentI D : in TpAssignnmentlD
Specifiesthe ID assigned by the call user interaction interface for a user interaction request.

error : in TpU Error
Specifies the error which led to the original request failing.

Method
del et eMessageRes()

This method returns whether the message is successfully deleted or not.

Parameters

usrinteractionSessionl D : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

response : in TpU Report
Specifies the type of response received from the device where the message was stored.

assignnmentI D : in TpAssi gnment | DRef
Specifiesthe ID assigned by the call user interaction interface for a user interaction request.

Raises
TpGUI SExcepti on, TpGener al Excepti on

Method
del et eMessageErr ()

This method indicates that the request for deleting a message was not successful.

Parameters

usrlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction.

error : in TpU Error
Specifiesthe error which led to the original request failing.

assignnmentI D : in TpAssi gnment | DRef
Specifiesthe ID assigned by the call user interaction interface for a user interaction request.

Raises
TpGUl SExcepti on, TpGener al Excepti on
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Method
abort Acti onRes()

This asynchronous method confirms that the request to abort a user interaction operation on a call leg was successful.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session 1D of the user interaction.

assignment|I D : in TpAssignnment!|D
Specifiesthe ID assigned by the call user interaction interface for a user interaction request.

Raises
TpGUl SExcept i on, TpGener al Excepti on

Method
abort ActionErr ()

This asynchronous method indicates that the request to abort a user interaction operation on acall leg resulted in an
error.

Parameters

userlnteractionSessionlD : in TpSessionlD
Specifies the user interaction session ID of the user interaction.

assignment|I D : in TpAssignment!|D
Specifiesthe ID assigned by the call user interaction interface for a user interaction request.

error : in TpU Error
Specifiesthe error which led to the original request failing.

Raises
TpGUI SExcepti on, TpGener al Excepti on

9 State Transition Diagrams

9.1 State Transition Diagrams for [pUIManager
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®

destroyNotification

\
Notification
Terminated

Figure : Application view on the Ul Manager

9.1.1 Active State

In this state a relation between the Application and a User Interaction Service Capability Feature (Generic User
Interaction or Call User Interaction) has been established. The application is now able to request creation of Ul
and/orUICall objects.

9.1.2 Notification Terminated State

When the Ul manager isin the Notification terminated state, events requested with createNotification() will not be
forwarded to the application. There can be multiple reasons for this. for instance it might be that the application receives
more notifications than defined in the Service Level Agreement. Another example is that the SCS has detected it
receives no notifications from the network due to e.g. alink failure. In this state no requests for new notifications will

be accepted.

9.2 State Transition Diagrams for IpUlI

The state transition diagram shows the application view on the User Interaction object.
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sendinfoAndCollectRex
sendinfoReq

IpUIManager.createU! \( Active \‘ release

IpAppUIManager.reportNotificati | ‘ “requested message has been sent" “sendinfoRes
"user input received” ~sendinfoAndCollectRes
"request to send message unsuccessful” ~sendinfoErr

“request to send info and collect a response unsuccessful"
sendinfoAndCqllect Req([ final request ] “sendinfoAndCollectEmr
sendinfoReq fnal request ] “fault detected in the user interaction” /
report error on outstanding user interaction
‘userinteractionFaultDetected (" Finished ) release
“request to send message unsuccessful'[ final “falilt detected in the user interaction" frbpon error timeout “userinteractionFaultDetected .
request ] “sendinfoErr on outstanding user interaction
" . “userinteractionFaultDetected
request to send info and collect respopse
unsuccessful"[ final request |
sendInfoAndCollectEm
(" Release \‘ release
“| Pending | “requested message has been sent'[ final request ] ‘sendinfoRes
h g "user input received"[ final request ] “sendinfoAndCollectRes
In state Finished a timer mechanism
“requested message has been sent"[ not final request ] ~sendinbRes should prevent that the object keeps
“user input received"[ not final request ] “sendinfoAndCollectRes occupying resources. In case the timer
“request to send message unsuccessful"[ not final request ] “sendInfoErr expires, the object should be destroyed
"request to send info and collect a response unsuccessful"[ not final request ] and userinteractionFaultDetected should
rsendinfoAndCollectErr be reported to the application.

Figure : Application view on the Ul object

9.2.1 Active State

In this state the Ul object is available for requesting messages to be send to the network.

In case afault is detected on the user interaction (e.g. alink failure to the VR system), userlnteractionFaultDetected()
will beinvoked on the application and an error will be reported on all outstanding requests.

9.2.2 Release Pending State

A transition to this state is made when the Application has indicated that after a certain message no further messages
need to be sent to the end-user. There are, however, till a number of messages that are not yet completed. When the last
message is sent or when the last user interaction has been obtained, the Ul object is destroyed.

In case the final request failed or the application requested to abort the final request, atransition is made back to the
Active state.

In case afault is detected on the user interaction (e.g. alink failure to the VR system), userlnteractionFaultDetected()
will be invoked on the application and an error will be reported on all outstanding requests.

9.2.3 Finished State

In this state the user interaction has ended. The application can only release the Ul object. Note that the application has
to release the object itself as good OO practice requires that when an object is created on behalf of a certain entity, this
entity is also responsible for destroying it when the object is no longer needed.

9.3 State Transition Diagrams for IpUICall

The state transition diagram shows the application view on the Call User Interaction object.

3GPP



Release 4 36 3GPP TS 29.198-5 V1.0.0 (2001-03)

abortActionReq / cancel the user interaction
IpUIManager.createUICall \" Active \‘ release / abort all ongoing user interaction

L /‘ "requested ge has been sent”
user input received" “sendinfoAndCollectRes
“request to send message unsuccessful" ~sendinfoErr

sendinfoAndCollectReq[ final request ] “request to send info and collect response unsuccessful”
sendinfoReq[ final request ] "sendinfoAndCollectErr

IpCall.deassignCall
\'call terminated" / report error on all ot ing requests onFaultDetected

“fault detectet! in the user interaction” / report error on all outstanding requests
N “userinteractionFaultDetected

( Finished ) release

J timeout “userinteractionFaultDetected

abortActionReq[ final request is cancelled ]
/ cancel the user interaction

"request to send info and collect response N
tinsuccessful'[ final request ] “sendinfoAndCollectErr ult detected in the user interaction” / report error on outstanding requests
‘userhteractionFaultDetected

"request to send message unsuccessful"[
/call terminated" / report error on all o requests nFaultDetected

final request ] “sendinfoErr

IpCall.deassignCall

abortActionReq[ not the final request ] / cancel the
user interaction

\‘/ Release \‘ N R * release / abort all ongoing user interaction

Pendin <
/‘ g ‘ "user input received"[ final request ] “sendinfoAndCollectReq

b . N R In state Finished a timer mechanism
"requested message has been sent"[ final request ] “sendinfoRes should prevent that the object keeps
~ R occupying resources. In case the timer

expires, the object should be destroyed
and userinteractionFaultDetected should
be reported to the application.

"user input received"[ not final request ] “sendinfoAndCollectRes

"requested message has been sent"[ not final request ] “sendinfoRes
“"request to send info and collect a response unsuccessful'[ not final request ]
“sendinfoAndCollectErr

Iready requested announcements
il continue, even when
pplication releases the object.

“request to send message unsuccessful"[ not final request ] “sendinfoErr

Figure : Application view on the UlCall object

9.3.1 Active State

In this state a UICall object is available for announcements to be played to an end-user or obtaining information from
the end-user.

When the application de-assigns the related Call object, atransition is made to the Finished state. However, all
reguested announcements will continue, even when the application releases the UICall object.

When the related call is due to some reason terminated, a transition is made to the Finished state, the operation
user|nteractionFaultDetected() will be invoked on the application and an error will be reported on al outstanding
reguests.

In case afault is detected on the user interaction (e.g. alink failure to the VR system), userlnteractionFaultDetected()
will be invoked on the application and an error will be reported on all outstanding requests.

9.3.2 Release Pending State

A transition to this state is made when the Application has indicated that after a certain announcement no further
announcements need to be played to the end-user. There are, however, still anumber of announcements that are not yet
completed. When the last announcement is played or when the last user interaction has been obtained, the Ul Call object
is destroyed. In case the final request failed or the application requested to abort the final request, atransition is made
back to the Active state.

When the application de-assigns the related Call object, atransition is made to the Finished state. However, al
requested announcements will continue, even when the application releases the Ul Call object.

When the related call is due to some reason terminated, a transition is made to the Finished state, the operation
userlnteractionFaultDetected() will be invoked on the application and an error will be reported on al outstanding
requests.

In case afault is detected on the user interaction (e.g. alink failure to the VR system), userlnteractionFaultDetected()
will beinvoked on the application and an error will be reported on all outstanding requests.

3GPP



Release 4 37 3GPP TS 29.198-5 V1.0.0 (2001-03)

9.3.3 Finished State

In this state the user interaction has ended. The application can only release the UICall object. Note that the application
has to release the object itself as good OO practice requires that when an object is created on behalf of a certain entity,
this entity is also responsible for destroying it when the object is no longer needed.

10 Service Properties

10.1  User Interaction Service Properties

The following table lists properties relevant for the User Interaction API.

Property Type Description
P_INFO_TYPE INTEGER_SET Specifies whether the Ul SCS supports text or
URLs etc. Allowed value set:
{P_INFO_ID,
P_URL,
P_TEXT}

The previoustable lists properties related to capabilities of the SCSitself. The following table lists properties that are
used in the context of the Service Level Agreement, e.g. to restrict the access of applications to the capabilities of the
SCS.

Property Type Description
P_TRIGGERING_ADDRESSES ADDRESS RANGE_SET Specifies which numbers the notification may
be set
P_SERVICE_CODE INTEGER_SET Specifies the service codes that may be used
for notification requests.

11 Data Definitions

11.1  TpUIFault

Defines the cause of the Ul fault detected.

P_U _FAULT_UNDEFI NED 0 Undefined

P_Ul _CALL_ENDED 1 Therelated Call object has been terminated.
Therefore, the UICall object is also terminated.
No further interaction is possible with this
object.

11.2  Ipul

Definesthe address of an | pUl Interface.
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11.3  IpUIRef

DefinesaRef er ence totypel pUl .

11.4  IpUIRefRef

DefinesaRef er ence totypel pUl Ref .

11.5 IpAppUl

Definesthe address of an | pAppUl Interface.

11.6  IpAppUIRef

DefinesaRef er ence totypel pAppUl .

11.7  IpAppUIRefRef

DefinesaRef er ence totypel pAppUl Ref .

11.8

Defines the address of an | pAppUl Manager Interface.

IpAppUIManager

11.9

DefinesaRef er ence totypel pAppUl Manager .

IpAppUIManagerRef

11.10 TpUlCallldentifier

3GPP TS 29.198-5 V1.0.0 (2001-03)

Defines the Sequence of Data Elements that unambiguously specify the UICall object

Ul Cal | Ref | pUl Cal | Ref This el enent specifies the interface
reference for the U Call object.
User | nteractionSessi onl D TpSessi onl D This el ement specifies the user interaction
session | D.

11.11 TpUlCallldentifierRef

Defines areference to type TpUICalll dentifier.

11.12 TpUICollectCriteria

Definesthe Sequence of Data El enent s that specify the additional properties for the collection of information,
such as the end character, first character timeout, inter-character timeout, and maximum interaction time.
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M nLengt h Tpl nt 32
MaxLengt h Tpl nt 32
EndSequence TpString
Start Ti meout TpDur ati on
| nt er Char Ti neout TpDur ati on

The structure elements specify the following criteria:

M nLengt h: Defines the minimum number of characters (e.g. digits) to collect.

MaxLengt h: Defines the maxmum number of characters (e.g. digits) to collect.

EndSequence: Defines the character or characters which terminate an input of variable length, e.g.
phonenumbers.

Start Ti meout : specifies the value for the first character time-out timer. The timer is started when the

announcement has been completed or has been interrupted. The user should enter the start
of the response (e.g. first digit) before the timer expires. If the start of the response is not
entered before the timer expires, the input is regarded to be erroneous. After receipt of the
start of the response, which may be valid or invalid, the timer is stopped.

I nt er Char Ti meQut:  specifiesthe value for the inter-character time-out timer.Thetimer is started when a
response (e.g. digit) isreceived, and is reset and restarted when a subsequent response is
received. The responses may be valid or invalid. the announcement has been completed or
has been interrupted.

Input is considered successful if the following applies:
If the EndSequence isnot present (i.e. NULL):
- whenthel nt er Char Ti neQut timer expires; or
- when the number of valid digits received equalsthe MaxLengt h.
If the EndSequence is present:
- whenthel nt er Char Ti meQut timer expires; or
- when the EndSequence isreceived; or
- when the number of valid digitsreceived equals the MaxLengt h.

In the case the number of valid charactersreceived islessthan the M nLengt h whenthel nt er Char Ti neQut timer
expires or when the EndSequence isreceived, the input is considered erroneous.

The collected characters (including the EndSequence) are sent to the client application when input has been
successful.

11.13 TpUIError

Definesthe Ul error codes.

P_Ul _ERROR_UNDEFI NED 0 Undefined error
P_U _ERROR_I LLEGAL_I NFO 1 The specified information (Infold, InfoData, or
InfoAddress) isinvalid
P_U _ERRCR | D_NOT_FOUND 2 A legal Infold is not known to the the User Interaction
service
P_U _ERROR_RESOURCE_UNAVAI LABLE 3 The information resources used by the User Interaction
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service are unavailable, e.g. due to an overload situation.

P_U _ERROR_| LLEGAL_RANGE 4 The values for minimum and maximum collection length
are out of range
P_U _ERROR_| MPROPER_USER_RESPONSE 5 Improper user response
P_U _ERROR_ABANDON 6 The specified leg is disconnected before the send
information completed
P_U _ERROR_NO_OPERATI ON_ACTI VE 7 Thereis no active user interaction for the specified leg.

Either the application did not start any user interaction or
the user interaction was already finished when the
abort Acti on_Req() wascadled.

P_U _ERROR_NO_SPACE_AVAI LABLE 8 There is no more storage capacity to record the message
when ther ecor dMessage() operation was called
P_U _ERROR RESOURCE TI MEQUT 9 The request has been accepted by the resource but it did

not report a result.

The call user interaction object will be automatically de-assigned if the error P_UI_ ERROR_ABANDON is reported, as
acorresponding call or call leg object no longer exists.

11.14 TpUIEventCriteria

Definesthe Sequence of Data El enent s that specify the additional criteriafor receiving a Ul notification

Ori gi nati ngAddr ess TpAddr essRange Defines the originating address
for which the notification is
request ed.
Desti nati onAddr ess TpAddr essRange Defines the destination address

or address range for which the
notification is requested.

Servi ceCode TpString Defines a 2 digit code indicating
the U to be triggered. The val ue
is operator specific.

11.15 TpUIEventCriteriaResultSetRef

Defines areference to TpUIEventCriteriaResultSet

11.16 TPUIEventCriteriaResultSet

Defines a set of TpUIEventCriteriaResult

11.17 TPUIEventCriteriaResult

Defines a sequence of data elements that specify arequested event notification criteria with the associated
assignmentID.

EventCriteria TpUl EventCriteria The event criteria that were
specified by the application.

Assi gnnent | D Tpl nt 32 The associ ated assignment|D. This
can be used to disable the
notification.
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11.18 TpUIEventinfo

Definesthe Sequence of Data El enent s that specify a Ul notification

Origi nati ngAddr ess TpAddr ess Defines the originating address.
Desti nati onAddr ess TpAddr ess Defines the destination address.
Servi ceCode TpString Defines a 2 digit code indicating

the U to be triggered. The val ue
is operator specific.

Dat aTypel ndi cati on TpUl Event | nf oDat aType Identifies the type of contents
in the dataString.
DataString TpString Freely defined data string with a

limted length e.g. 160 bytes
according to the network policy.

11.19 TpUIEventinfoDataType

Defines the type of the dataString parameter in the method userl nteractionEventNotify.

P_U _EVENT_DATA TYPE_UNDEFI NED 0 Undefined (e.g. binary data)
P_U _EVENT_DATA TYPE_UNSPECI FI ED 1 Unspecified data
P_U _EVENT_DATA TYPE_TEXT 2 Text

3

P_U _EVENT_DATA TYPE_USSD DATA USSD data starting with coding scheme

11.20 TpUlldentifier

Defines the Sequence of Data Elements that unambiguously specify the Ul object

Ul Ref | pUl Ref This el enent specifies the interface
reference for the U object.

User | nteractionSessionl D TpSessi onl D This el enent specifies the user interaction
session |D.

11.21 TpUlldentifierRef

Defines areference to type TpUIlldentifier.

11.22 TpUlinfo

Definesthe Tagged Choi ce of Data El enent s that specify the information to send to the user.

TpUl I nf oType
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P_U _INFOID Tpl nt 32 Infold
P_Ul_I NFO _DATA TpString I nf oDat a
P_Ul_I NFO_ADDRESS TpURL I nf 0Addr ess

The choice elements represents the following:

I nf ol Dt definesthe ID of the user information script or stream to send to an end-user. The values of
this data type are operator specific.

| nf oDat a: defines the data to be sent to an end-user’ sterminal. The datais free-format and the
encoding is depending on the resources being used..

| nf oAddr ess: defines the URL of the text or stream to be sent to an end-user’ sterminal.

11.23 TpUlinfoType

Defines the type of the information to be send to the user.

P_U _INFO ID 1 Theinformation to be send to an end-user
consistsof an ID
P_U _I NFO_DATA 2 The information to be send to an end-user
consists of adata string
P_Ul _I NFO_ADDRESS 3 Theinformation to be send to an end-user
consistsof aURL.

11.24 TpUIMessagecCriteria

Definesthe Sequence of Data El enent s that specify the additional properties for the recording of a message

EndSequence TpString
MaxMessageTi me TpDur ati on
MaxMessageSi ze Tpl nt 32

The structure elements specify the following criteria:

EndSequence: Defines the character or characters which terminate an input of variable length, e.g.
phonenumbers.

MaxMessageTi ne: specifies the maximum duration in seconds of the message that is to be recorded.

MaxMessageSi ze: If this parameter is non-zero, it specifies the maximum size in bytes of the message that is
to be recorded.

11.25 TpUIReport

Defines the Ul reports if a response was requested.
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P_Ul _REPORT_UNDEFI NED 0 Undefined report
P_U _REPORT_I NFO_SENT 1 Confirmation that the information has been
sent
P_U _REPORT_I NFO_COLLECTED 2 Information collected., meeting the specified
criteria.
P_U _REPORT_NO_| NPUT 3 No information collected. The user

immediately entered the delimiter character.
No valid information has been returned

P_Ul _REPORT_TI MEQUT 4 No information collected. The user did not
input any response before the input timeout
expired

P_U _REPORT_MESSAGE_STORED
P_Ul_REPORT_MESSAGE_NOT_STORED
P_Ul_REPORT_MESSAGE_DELETED
P_Ul_REPORT_MESSAGE_NOT_DELETED

A message has been stored successfully

The message has not been stored successfully

A message has been deleted successfully
A message has not been deleted successfully

O |N|O| O

11.26 TpUIResponseRequest

Defines the situations for which aresponse is expected following the user interaction.

P_U _RESPONSE_REQUI RED 1 The User Interaction Call must send a response
when the request has completed.
P_Ul _LAST_ANNOUNCEMENT_I N_ A ROW 2 Thisisthe final announcement within a

sequence. |t might, however, be that additional
announcements will be requested at a later
moment. The User Interaction Call service
may release any used resources in the network.
The Ul object will not be rel eased.

P_Ul _FI NAL_REQUEST 4 Thisisthe final request. The Ul object will be
released after the information has been
presented to the user.

This parameter represent a so-called bitmask, i.e. the values can be added to derived the final meaning.

11.27 TpUITargetObjectType

Defines the type of object where user interaction should be performed upon.

P_UI_TARGET_OBJECT_CALL 0 User-interaction will be performed on a
complete Call.
P_UI_TARGET_OBJECT_MULTI_PARTY_CALL 1 User-interaction will be performed on a
complete Multi-party Call.
P_UI_TARGET_OBJECT_CALL_LEG 2 User-interaction will be performed on asingle
Call Leg.

11.28 TpUITargetObject

Definesthe Tagged Choi ce of Data El enent s that specify the object to perform user interaction on.
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TpUl Tar get Obj ect Type

P_UI_TARGET_OBJECT_CALL TpCal I I dentifier Cal |
P_UI_TARGET_OBJECT_MULTI_PARTY_CALL TpMul ti PartyCal | | dentifier Ml ti PartyCall
P_UI_TARGET_OBJECT_CALL_LEG TpCal | Legl dentifier Cal | Leg

11.29 TpUIVariablelnfo

Definesthe Tagged Choi ce of Data El enent s that specify the variable partsin the information to send to the

user.

TpUl Vari abl ePart Type

P_UI_VARIABLE_PART_I NT Tpl nt 32 Vari abl ePart | nt eger
P_Ul _VARI ABLE_PART_ADDRESS TpString Vari abl ePart Addr ess
P_U _VARI ABLE_PART_TI ME TpTi ne Vari abl ePart Ti ne
P_Ul _VARI ABLE_PART_DATE TpDat e Vari abl ePart Dat e
P_UI_VARIABLE_PART_PRICE TpPrice Vari abl ePart Price

11.30 TpUIVariableInfoSet

DefinesaNunber ed Set of Data El ements of TpUIVariablelnfo.

11.31 TpUIVariablePartType

Defines the type of the variable partsin the information to send to the user.

P_Ul_VARI ABLE_PART | NT

Variable part is of type integer

P_Ul_VARI ABLE_PART_ADDRESS

Variable part is of type address

P_Ul_VARI ABLE_PART TI ME

Variable part is of typetime

P_U _VARI ABLE_PART_DATE

Variable part is of type date

P_U _VARI ABLE_PART_PRI CE

ArlW|IN|F|O

Variable part is of type price
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Annex A (normative):
OMG IDL Description of User Interaction SCF

The OMG IDL representation of this interface specification is contained in atext file (ui.idl contained in archive
2919805I DL .Z1P) which accompani es the present document.
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Annex B (informative):
Differences between this draft and 3GPP 29.198 R99

B.1 Interface IpUIManager

createenabletNotification (apphaterface-appUlManager : in IpAppUlManagerRef, eventCriteria: in
TpUIEventCriteria, assignmentID : out TpAssignmentl DRef) : TpResult

createUlICall (appUl : in IpAppUICallRef, uiTargetObject : in TpUITargetObject, catHdentifier—in-ceTpCattdentifier;
callegtdentifier —in-ce-TFpCalteghdentifier; userlnteraction : out TpUICalll dentifierRef) : TpResult

destroydisabledtNotification (assignmentID : in TpAssignmentl D) : TpResult

changeNatification (assignmentlID : in TpAssignmentl D, eventCriteria: in TpUIlEventCriteria) : TpResult

getNotification (eventCriteria : out TpCallEventCriteriaResultSetRef) : TpResult

B.2 Interface IpAppUIManager

UserlnteractionEventNetifyreportNotification (wiuserlnteraction : in TpUIldentifier , eventinfo : in TpUIEventinfo,
assignmentlD : in TpAssignmentID , apphaterface-appUl : out IpAppUIRefRef ) : TpResult

B.3 Interface IpUl

sendinfoReq (userlnteractionSessionID : in TpSessionlD, info : in TpUlInfo, language : in TplLanguage, variablelnfo :
in TpUIVariablelnfoSet, repeatlndicator : in Tplnt32, responseRequested : in TpUIResponseRequest, assignmentID :
out TpAssignmentIDRef) : TpResult

sendinfoReq (userlnteractionSessionID : in TpSessionlD, info : in TpUlInfo, language : in TplLanguage, variablelnfo :
in TpUIVariablelnfoSet, repeatindicator : in Tplnt32, responseRequested : in TpUIResponseRequest, assignmentID :
out TpAssignmentI DRef) : TpResult

B.4 Interface IpAppUI

sendinfoAndCollectRes(userInteractionSessionID : in TpSessionlD , assignmentID : in TpAssignmentID, response: in
TpUIReport , irfecoallectedinfo : in TpString) : TpResult

B.5 Interface IpUICall

The following method was added:

deleteM essageReg(user| nteractionSessionl D : in TpSessionlD , messagel D : in Tplnt32 , assignment!D : out
TpAssignmentl DRef) : TpResult

B.6 Interface IpAppUICall
The following methods were added:

del eteM essageRes(userl nteractionSessionlD : in TpSessionID , response : in TpUIReport , assignmentID : in
TpAssignmentlD) : TpResult

deleteM essageErr(userlnteractionSessionlD : in TpSessionlD |, error : in TpUlError , assignmentID : in
TpAssignmentID) : TpResult
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B.7 Type TpUIReport

TpUl Repor't
Defines the Ul ealk-reports if a response was requested.

P_U _REPORT_UNDEFI NED

3GPP TS 29.198-5 V1.0.0 (2001-03)

0

Undefined report

P—UI—REPCRT-ANNCUNCENMENT-ENDED
P_Ul _REPORT | NFO SENT

Confirmation that the anredncement-information has endedbeen sent

P—Ul—REPORT—LEGAL-NPUF 2 Information collected., meeting the specified criteria

P_U _REPORT | NFO COLLECTED

P_U _REPORT_NO_I NPUT 3 No information collected. The user immediately entered the delimiter character.
No valid information has been returned

P_Ul _REPORT_TI MEQUT 4 No information collected. The user did not input any response before the input

timeout expired

P_U _REPORT_MESSAGE_STORED 5 A message has been stored successfully
P_Ul _REPORT_MESSAGE_NOT_STORED 6 The message has not been stored successfully
P_U _REPORT_ MESSAGE DELETED 7 A message has been deleted successfully
P_U _REPORT MESSACGE NOT_DELETED 8 A message has not been deleted successfully

B.8 Type TpUIError

TpUl Error
Defines the Ul eal-error codes.

P_U _ERROR_UNDEFI NED 0

Undefined error

P_U _ERROR | LLEGAL_+Bl NFO

The specified information id(Infold, InfoData, or
InfoAddress) specified-isinvalid

P_U _ERROR_| D_NOT_FOUND 2 A legal infermationdinfold is not known to the User
Interaction service
P_U _ERROR_RESOURCE_UNAVAI LABLE 3 The information resources used by the User Interaction
service are unavailable, e.g. due to an overload situation.
P_U _ERROR_| LLEGAL_RANCE 4 The values for minimum and maximum collection length

are out of range

P_Ul _ERROR_| MPROPER_CGALLER-USER RESPONSE

Improper user response

P_U _ERROR_ABANDON

The specified leg is disconnected before the send
information completed

P_U _ERROR_NO OPERATI ON_ACTI VE 7

Thereis no active user interaction for the specified leg.
Either the application did not start any user interaction or
the user interaction was already finished when the
abort Acti on_Req() wascalled.

P_U _ERROR_NO SPACE_AVAI LABLE 8

There is no more storage capacity to record the message
when ther ecor dMessage() operation was called

P_U _ERROR RESOURCE TI MEOQUT 9

The request has been accepted by the resource but it did
not report a result.

B.9
TpU Event Cri teri aResul t Set Ref
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Defines a reference to TpUIEventCriteriaResul tSet

TPUl Event Criteri aResul t Set
Defines a set of TpUIEventCriteriaResult

TPU Event Criteri aResul t

Defines a sequence of data el ements that specify arequested event notification criteria with the associated
assignmentID.

EventOriteria TpU EventCriteria The event criteria that were
specified by the application.

Assi gnnent | D Tpl nt 32 The associ ated assignnentlD. This
can be used to disable the
notification.

B.10 TpUITargetObjectType
TpUl Tar get Cbj ect Type

Defines the type of object where user interaction should be performed upon.

P_UI_TARGET_OBJECT_CALL 0 User-interaction will be performed on a
complete Call.
P_UI_TARGET_OBJECT_MULTI_PARTY_CALL 1 User-interaction will be performed on a
complete Multi-party Call.
P_UI_TARGET_OBJECT _CALL_LEG 2 User-interaction will be performed on asingle
Call Leg.

TpUl Tar get Ohj ect

Definesthe Tagged Choi ce of Data El enent s that specify the object to perform user interaction on.

TpUI Tar get bj ect Type

P_UI_TARGET_OBJECT_CALL TpCal I I dentifier Cal |
P_Ul_TARGET_OBJECT MULTI_PARTY_CALL TpMul ti PartyCal | I dentifier Ml ti PartyCall
P_UI_TARGET_OBJECT_CALL_LEG TpCal | Legl denti fier Cal | Leg
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B.11 TpUlVariablelnfo
TpUl Vari abl el nf o

Definesthe Tagged Choi ce of Data El enent s that specify the variable parts in the information to send to the
user.

TpUl Vari abl ePar t Type

P_UI_VARIABLE_PART_I NT Tpl nt 32 Vari abl ePart | nt eger
P_U _VARI ABLE_PART_ADDRESS TpString Vari abl ePar t Addr ess
P_U _VARI ABLE_PART_TI ME TpTi ne Vari abl ePart Ti ne
P_U _VARI ABLE_PART_DATE TpDat e Vari abl ePar t Dat e
P_UI_VARIABLE_PART_PRICE TpPrice Vari abl ePartPrice
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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application developers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the Mobility Service Capability Feature (SCF) aspects of the interface. All aspects of the
Mobility SCF are defined here, these being:

e Sequence Diagrams

¢ ClassDiagrams

« Interface specification plus detailed method descriptions
e State Transition diagrams

o Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modelling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

¢ References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For a specific reference, subsequent revisions do not apply.

¢ For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtua Home Environment (Release 4)".

3GPP



Release 4 8 3GPP TS 29.198-6 V.1.0.0 (2001-03)

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Mobility SCF

The following sections describe each aspect of the Mobility Service Capability Feature (SCF).
The order is asfollows:

e The Seguence diagrams give the reader a practical idea of how each of the service capability featureis
implemented.

¢ The Class relationships section show how each of the interfaces applicable to the SCF, relate to one another
¢ ThelInterface specification section describesin detail each of the interfaces shown within the Class diagram part.

e The State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway.

¢ The Data definitions section show a detailed expansion of each of the data types associated with the methods within
the classes. Note that some data types are used in other methods and classes and are therefore defined within the
Common Data types part of this specification.

5 Sequence Diagrams

5.1 User Location Sequence Diagrams
51.1 User Location Interrogation - Triggered Request

The following sequence diagram shows how an application requests triggered location reports from the User Location
service. When users location changes, the service reports this to the application.

3GPP
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. IpAppTriggeredUserl ocation . IpTriggeredUserlLocation

1: triggeredLocationReportingStartReq( )

| t

2. triggeredLocationReport( )

:

3: triggeredLocationReport( )

U New reports are sent until the
‘ triggered reporting is stopped

4. triggeredLocationReportingStop( )

T

1. Thismessageis used to start triggered location reporting for one or several users.

2: When the trigger condition is fulfilled then this message passes the location of the affected user to its callback
object.

3: Thisisrepeated until the application stops triggered location reporting (see next message).
4: Thismessage is used to stop triggered location reporting.

5.1.2 User Location Interrogation - Periodic Request

The following sequence diagram shows how an application requests periodic location reports from the User Location
service.

3GPP
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. IpAppUserlLocation . IpUserLocation

1: periodicLocationReportingStartReq( )

U :

2: periodicLocationReport( )

3: periodicLocationReport( )

New reports are sent until the
periodic reporting is stopped

4: periodicLocationReportingStop( )

| )

1. Thismessageis used to start periodic location reporting for one or several users.

2: This message passes the location of one or several usersto its callback object.

3: This message passes the location of one or several usersto its callback object.

Thisisrepeated at regular intervals until the application stops periodic location reporting (see next message).

4. Thismessage is used to stop periodic location reporting.

5.1.3 User Location Interrogation - Parameter Error

The following sequence diagram show a scenario where the application is requesting a location report from the User
Location service but there is at least one error in the parametersthat is detected by the service. The scenarios for:

extendedL ocationReportReq

3GPP
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periodicL ocationReportingStartReq

are similar and therefore not shown.

. IpAppUser ocation . IpUserl ocation

1: locationReportReq( )

| |

The scenarios for:

- extendedLocationReport_Req

- periodicLocationReportingStart_Req
are similar and therefore not shown.

1: Thismessageis used to request the location of one or several users, but the service returns an error and the
execution of the request is aborted.

5.1.4 User Location Interrogation - Network Error

The following sequence diagram shows a scenario where the application is requesting alocation report from the User
L ocation service, but a network error occurs. The scenarios for:

extendedL ocationReportReq
periodicL ocationReportingStartReq

are similar and therefore not shown.

. IpAppUserlLocation . IpUserLocation

1: locationReportReq( )

| g

2: locationReportErr( )

1 The scenarios for: U

- extendedLocationReport_Req
- periodicLocationReportingStart_Req
are similar and therefore not shown.

3GPP
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1. Thismessageis used to request the location of one or several users.

2: This message passes information about the error in the location request from the network to the callback object.

5.1.5 User Location Interrogation - Interactive Request

The following sequence diagram shows how an application requests alocation report from the User Location service.

. IpAppUserlLocation . IpUserlocation

1: locationReportReq( )

2: locationReportRes( )

1: Thismessageisused to request the location of one or several users.

2: This message passes the result of the location request for one or several usersto its callback object.

5.2 User Location Camel Sequence Diagrams
5.2.1 User Location Camel Interrogation - Triggered Request

The following sequence diagram shows how an application requests triggered location reports from the User Location
Camel service. When users location changes, the service reports this to the application.
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. InAppUserLocationCamel . IpUserLocationCamel

1: triggeredLocationReportingStartReq( )

2: triggeredLocationReport( )

3: triggeredLocationReport( )

u\ New reports are sent until the ﬁ

triggered reporting is stopped

4: triggeredLocationReportingStop( )

1: Thismessage isused to start triggered location reporting for one or several users.

2: When the trigger condition is fulfilled then this message passes the |ocation of the affected user to its callback
object.

3. Thisisrepeated until the application stops triggered location reporting (see next message).

4. Thismessage is used to stop triggered location reporting.

5.2.2 User Location Camel Interrogation - Periodic Request

The following sequence diagram shows how an application requests periodic location reports from the User Location
Camel service.
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. IpAppUserLocationCamel . IpUserLocationCamel

1: periodicLocationReportingStartReq( )

u T

2: periodicLocationReport( )

3: periodicLocationReport( )

periodic reporting is stopped

New reports are sent until the ﬁ

4: periodic LocationReportingStop( )

| ;

1. Thismessageis used to start periodic location reporting for one or several users.

2: This message passes the location of one or several usersto its callback object.

3: This message passes the location of one or several usersto its callback object.

Thisisrepeated at regular intervals until the application stops periodic location reporting (see next message).

4. Thismessage is used to stop periodic location reporting.

5.2.3 User Location Camel Interrogation - Parameter Error

The following sequence diagram show a scenario where the application is requesting a location report from the User
Location Camel service but there is at least one error in the parameters that is detected by the service. The scenarios
for:

periodicL ocationReportingStartReq

are similar and therefore not shown.
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. IpAppUserlLocationCamel . IpUserLocationCamel

1: locationReportReq( )

T

The scenarios for:
- periodicLocationReportingStart_Req
are similar and therefore not shown.

1: Thismessageis used to request the location of one or several users, but the service returns an error and the
execution of the request is aborted.
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5.2.4 User Location Camel Interrogation - Network Error

The following sequence diagram shows a scenario where the application is requesting alocation report from the User
Location Camel service, but anetwork error occurs. The scenarios for:

periodicL ocationReportingStartReq

are similar and therefore not shown.

. IpAppUserocationCamel . IpUserLocationCamel

1: locationReportReq( )

| :

2: locationReportErr( )

I The scenarios for: U

- extendedLocationReport_Req
- periodicLocationReportingStart_Req
are similar and therefore not shown.

1. Thismessageis used to request the location of one or several users.

2: This message passes information about the error in the location request from the network to the callback object.
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5.2.5 User Location Camel Interrogation - Interactive Request

The following sequence diagram shows how an application requests alocation report from the User Location Camel
service.

. IpAppUserlLocationCamel . IpUserLocationCamel

1: locationReportReq( )

| ;

2: locationReportRes( )

1. Thismessageis used to request the location of one or several users.

2: This message passes the result of the location request for one or several usersto its callback object.
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5.3 User Status Sequence Diagrams

5.3.1 Triggered Reporting

The following sequence diagram shows how an application requests triggered status reports from the Status L ocation
service. When user's status changes, the service reports this to the application.

. IpAppUserStatus : IpUserStatus

1: triggeredStatusReportingStartReq( )

¢

2: triggeredStatusReport( )

Iy

3: triggeredStatusReport( )

T*

New reports are sent until the o
triggered reporting is stopped ‘

4: triggeredStatusReportingStop( )

D E

This message is used to start triggered status reporting for one or several users.
When a user's status changes, this message passes the status to its callback object.

Thisisrepeated until the application stops triggered status reporting (see next message).

This message is used to stop triggered status reporting.
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5.3.2 Interactive Request Parameter Error

The following sequence diagram shows, how an application requests a status report from the User Status service, but
the service discovers an error and returns an error code.

. IpAppUserStatus . IpUserStatus

j 1: statusReportReq( ) I
The method is returning an 3
error code.

5.3.3 Interactive Request Network Error

The following sequence diagram shows, how an application requests a status report from the User Status service, but
later, when the request is processed, the service discovers an error and calls an error method.

. IpAppUserStatus . IpUserStatus

1: statusReportReq( )

T

2: statusReportErr( )

An error has occured while
processing the request and an
error method is called.
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5.34 Interactive Request

The following sequence diagram shows how an application requests a status report from the User Status service.

. IpPAppUserStatus . IpUserStatus

1: statusReportReq( )

g

2. statusReportRes( )

1. Thismessageis used to request the status of one or several users.

2: This message passes the result of the status request to its callback object.

6 Class Diagrams

6.1 User Location Class Diagrams

This class diagram shows the relationship between the interfaces in the User Location service. IpTriggeredUserLocation
inherits from I pUserLocation, and | pAppTriggeredUserL ocation inherits from | pAppUserLocation.
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<<Interface>>
IpAppTriggeredUserLocation

(from ul)

*triggeredLocationReport()
*triggeredLocationReportErm()

&

/
\ /
V

<<Interface>>
IpAppUserLocation

(from ul)

#%locationReportRes()
%locationReportErr()
%extendedLocationReportRes()
%extendedLocationReportErr()
*periodicLocationReport()
*periodicLocationReportErr()

/ ‘\\

<<Interface>>
IpUserLocation

(from ul)

#%locationReportReq()
%extendedLocationReportReq()
*periodicLocationReportingStartReq()
*periodicLocationReportingStop()

<<Interface>>
IpTriggeredUserLocation
(from ul)

%triggeredLocationReportingStartReq()
*triggeredLocationReportingStop()

Figure 1: User Location Class Diagram

3GPP




Release 4 22

6.2 User Location Camel Class Diagrams

This class diagram shows the interfaces for the User Location Camel service.

<<Interface>>
IpAppUserLocationCamel
from ulc)

*|ocationReportRes()
*|ocationReportErr()
*periodicLocationReport()
*periodicLocationReportErr()
*triggeredLocationReport()
*triggeredLocationReportEr..

/ :\

<<Interface>>
IpUserLocationCamel

from ulc)

*|ocationReportReq()
*periodicLocationReportingStartReq()
*periodicLocationReportingStop()
*triggeredLocationReportingStartRe...
*triggeredLocationReportingStop()

3GPP TS 29.198-6 V.1.0.0 (2001-03)

Figure 2: User Location Camel Class Diagram
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6.3 User Status Class Diagrams

This class diagram shows the interfaces for the User Status service.

<<Interface>>
IpPAppUserStatus

(from us)

*statusReportRes()
*statusReportErr()
*triggeredStatusReport()
*triggeredStatusReportErr()

/\

<<Interface>>
IpUserStatus

(from us)

*statusReportReq|()
*triggeredStatusReportingStartReq()
*triggeredStatusReportingStop()

Figure 3: User Status Class Diagram

7 The Service Interface Specifications

7.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The general format of an interface specification is
described below.

7.1.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for enterprise-based client applications are denoted by classes with
name | p<name>. The callback interfaces to the applications are denoted by classes with name | pApp<nane>. For
the interfaces between a Service and the Framework, the Service interfaces are typically denoted by classes with name
IpSvc<name>, while the Framework interfaces are denoted by classes with name |pFw<name>
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7.1.2 Method descriptions

Each method (APl method “call”) is described. All methodsin the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Er r'
suffix for method results and errors, respectively. To handle responses and reports, the application or service devel oper
must implement therelevant | pApp<nane> or | pSvc<nane> interfacesto provide the callback mechanism.

7.1.3 Parameter descriptions

Each method parameter and its possible values are described. Parameters described as 'in' represent those that must have
avalue when the method is called. Those described as 'out' are those that contain the return result of the method when
the method returns.

7.1.4 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

7.2 Base Interface

7.2.1 Interface Class Ipinterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface

7.3 Service Interfaces

7.3.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as 'Service Interface’. The corresponding interfaces that
must be implemented by the application (e.g. for API callbacks) are denoted as 'Application Interface'.
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7.4 Generic Service Interface

7.4.1  Interface Class IpService

Inherits from: Iplnterface

All service interfacesinherit from the following interface.

<<Interface>>

IpService

setCallback (applinterface : in IpinterfaceRef) : TpResult

setCallbackWithSessionID (applnterface : in IpinterfaceRef, sessionID : in TpSessionID) : TpResult

Method
set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke methods on the
application.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

Raises
TpCener al Excepti on

Method
set Cal | backWt hSessi onl IX)

This method specifies the reference address of the application's callback interface that a service uses for interactions
associated with a specific session ID: e.g. a specific call, or call leg.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

sessionlD : in TpSessionlD
Specifies the session for which the service can invoke the application's callback interface.

Raises
TpCener al Excepti on
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8 Mobility Interface Classes

8.1 User Location Interface Classes

The User Location service (UL) provides ageneral geographic location service. UL has functionality to allow
applications to obtain the geographical location and the status of fixed, mobile and IP based telephony users.

UL is supplemented by User Location Camel service (ULC) to provide information about network related information.
There is aso some specialised functionality to handle emergency callsin the User Location Emergency service (ULE).

The UL service provides the IpUserLocation and IpTriggeredUserL ocation interfaces. M ost methods are asynchronous,
in that they do not lock athread into waiting whilst a transaction performs. In this way, the client machine can handle
many more calls, than one that uses synchronous message calls. To handle responses and reports, the developer must
implement IpAppUserL ocation and |pAppTriggeredUserL ocation interfaces to provide the callback mechanism.

When periodic or triggered location reporting is used, errors may be reported either when the recurrent reporting is
requested, as an error per user in reports or in the corresponding err-method when the error concerns all subscribersin
an assignment.

8.1.1 Interface Class IpUserLocation
Inherits from: IpService.
Thisinterface is the 'service manager' interface for the User Location Service.

The user location interface provides the management functions to the user location service. The application programmer
can use thisinterface to obtain the geographical location of users.

<<Interface>>

IpUserLocation

locationReportReq (appLocation : in IpAppUserLocationRef, users : in TpAddressSet, assignmentld : out
TpSessionIDRef) : TpResult

extendedLocationReportReq (appLocation : in IpAppUserLocationRef, users : in TpAddressSet, request : in
TpLocationRequest, assignmentld : out TpSessionIDRef) : TpResult

periodicLocationReportingStartReq (appLocation : in IpAppUserLocationRef, users : in TpAddressSet,
request : in TpLocationRequest, reportinginterval : in TpDuration, assignmentld : out TpSessionIDRef) :
TpResult

periodicLocationReportingStop (stopRequest : in TpMobilityStopAssignmentData) : TpResult

Method
| ocat i onReport Req()

Request of areport on the location for one or several users.
Raises the following exceptions:

P_INVALID_PARAMETER_VALUE
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A method parameter has an invalid value.

P_NO_CALLBACK_ADDRESS SET

The requested method has been refused, because no callback addressis set.

P_RESOURCES UNAVAILABLE

The required resources in the network are not available. The application may try to invoke the method at alater time.
P_USER NOT_SUBSCRIBED

The end-user is not subscribed to the application.

P_APPLICATION_NOT_ACTIVATED

The end-user has de-activated the application.

P_USER_PRIVACY

The reguests viol ates the end-user's privacy setting.

Parameters

appLocation : in | pAppUserLocati onRef
Specifies the application interface for callbacks from the User Location service.

users : in TpAddressSet
Specifies the user(s) for which the location shall be reported.

assignnmentld : out TpSessi onl DRef
Specifies the assignment ID of the location-report request.

Raises
TpGener al Excepti on

Method
ext endedLocat i onReport Req()

Advanced request of report on the location for one or several users.

Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_NO_CALLBACK_ADDRESS SET

The requested method has been refused, because no callback addressis set.
P_RESOURCES UNAVAILABLE

The required resources in the network are not available. The application may try to invoke the method at alater time.
P_USER_NOT_SUBSCRIBED

The end-user is not subscribed to the application.
P_APPLICATION_NOT_ACTIVATED

The end-user has de-activated the application.
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P_USER_PRIVACY

The reguests viol ates the end-user's privacy setting.

Parameters

appLocation : in | pAppUserLocati onRef
Specifies the application interface for callbacks from the User Location service.

users : in TpAddressSet
Specifies the user(s) for which the location shall be reported

request : in TpLocati onRequest
Specifies among others the requested | ocation type, accuracy, response time and priority.

assignnmentld : out TpSessi onl DRef
Specifies the assignment ID of the extended |ocation-report request.

Raises
TpGener al Excepti on

Method
peri odi cLocati onReportingStartReq()

Request of periodic reports on the location for one or several users.

Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_NO_CALLBACK_ADDRESS SET

The requested method has been refused, because no callback addressis set.
P_RESOURCES UNAVAILABLE

The required resources in the network are not available. The application may try to invoke the method at alater time.
P_USER_NOT_SUBSCRIBED

The end-user is not subscribed to the application.
P_APPLICATION_NOT_ACTIVATED

The end-user has de-activated the application.

P_USER_PRIVACY

The requests violates the end-user's privacy setting.

Parameters

appLocation : in | pAppUserLocati onRef
Specifies the application interface for callbacks from the User Location service.

users : in TpAddressSet
Specifies the user(s) for which the location shall be reported.

3GPP



Release 4 29 3GPP TS 29.198-6 V.1.0.0 (2001-03)

request : in TpLocati onRequest
Specifies among others the requested | ocation type, accuracy, response time and priority.

reportinglnterval : in TpDuration
Specifies the requested interval in seconds between the reports.

assignnmentld : out TpSessi onl DRef
Specifies the assignment ID of the periodic location-reporting request.

Raises
TpGener al Excepti on

Method
peri odi cLocati onReportingStop()

Termination of periodic reports on the location for one or several users.
Raises the following exceptions:
P_INVALID_ASSIGNMENT_ID

The assignment ID does not correspond to one of avalid assignment.

Parameters
st opRequest : in TpMbbilityStopAssi gnnent Dat a
Specifies how the assignment shall be stopped, i.e. if whole or just parts of the assignment should be stopped.

Raises
TpCener al Excepti on
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8.1.2 Interface Class IpAppUserLocation
Inherits from: Iplnterface.

The user-location application interface isimplemented by the client application developer and is used to handle user
location request responses.

Method
| ocati onReport Res()

A report containing locations for one or several usersis delivered.

Raises the following exceptions:
P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_INVALID_ASSIGNMENT_ID

The assignment ID does not correspond to one of avalid assignment.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment ID of the location-report request.

locations : in TpUserLocationSet
Specifies the location(s) of one or several users.

Raises
TpGener al Excepti on
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Method
| ocati onReportErr ()

This method indicates that the location report request has failed.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment ID of the failed location report request.

cause : in TpMobilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMbilityDi agnhostic
Specifies additional information about the error that led to the failure.

Method
ext endedLocat i onReport Res()

A report containing extended location information for one or several usersis delivered.
Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.

P_INVALID_ASSIGNMENT_ID

The assignment 1D does not correspond to one of avalid assignment.

Parameters

assignnmentld : in TpSessionlD
Specifies the assignment ID of the extended |ocation-report request.

| ocations : in TpUserLocati onExt endedSet
Specifies the location(s) of one or several users.

Raises
TpCener al Excepti on

Method
ext endedLocat i onReport Err ()

This method indicates that the extended location report request has failed.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment 1D of the failed extended location report request.

cause : in TpMobilityError
Specifiesthe error that led to the failure.
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di agnostic : in TpMbilityDi agnhostic
Specifies additional information about the error that led to the failure.

Method
peri odi cLocati onReport ()

A report containing periodic location information for one or several usersis delivered.
Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.

P_INVALID_ASSIGNMENT_ID

The assignment ID does not correspond to one of avalid assignment.

Parameters

assignnmentld : in TpSessionlD
Specifies the assignment ID of the periodic location-reporting request.

| ocations : in TpUserLocati onExt endedSet
Specifies the location(s) of one or several users.

Raises
TpGener al Excepti on

Method
peri odi cLocati onReport Err ()

This method indicates that a requested periodic location report has failed. Note that errors only concerning individual
users are reported in the ordinary periodicL ocationReport() message.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment 1D of the failed periodic location reporting start request.

cause : in TpMbilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMbilityDi agnostic
Specifies additional information about the error that led to the failure.

8.1.3 Interface Class IpTriggeredUserLocation
Inherits from: IpUserLocation.

Thisinterface can be used as an extended version of the User Location: Service Interface.
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The triggered user location interface represents the interface to the triggered user location functions. The application
programmer can use thisinterface to request user location reports that are triggered by location change.

<<Interface>>

IpTriggeredUserLocation

triggeredLocationReportingStartReq (appLocation : in IpAppUserLocationRef, users : in TpAddressSet,
request : in TpLocationRequest, triggers : in TpLocationTriggerSet, assignmentld : out TpSessionIDRef)
: TpResult

triggeredLocationReportingStop (stopRequest : in TpMobilityStopAssignmentData) : TpResult

Method
triggeredLocati onReportingStartReq()

Request for user location reports when the location is changed (reports are triggered by location change).

Parameters

appLocation : in | pAppUserLocati onRef
Specifies the application interface for callbacks from the User Location service.

users : in TpAddressSet
Specifies the user(s) for which the location shall be reported.

request : in TpLocati onRequest
Specifies among others the requested | ocation type, accuracy, response time and priority.

triggers : in TpLocationTrigger Set
Specifies the trigger conditions.

assignmentld : out TpSessi onl DRef
Specifies the assignment 1D of the triggered location-reporting request.

Raises
TpCener al Excepti on

Method
tri ggeredLocati onReportingStop()

Stop triggered user location reporting.

Parameters

st opRequest : in TpMbilityStopAssi gnnent Dat a
Specifies how the assignment shall be stopped, i.e. if whole or just parts of the assignment should be stopped.
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Raises
TpGener al Excepti on

8.1.4 Interface Class IpAppTriggeredUserLocation
Inherits from: IpAppUserLocation.

Thisinterface must be used as a specialised version of the User Location: Application Interface if the Triggered User
Location: Service Interface is used.

The triggered user location application interface isimplemented by the client application developer and is used to
handle triggered location reports.

Method
triggeredLocati onReport ()

A triggered report containing location for auser is delivered.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment 1D of the triggered |ocation-reporting request.

location : in TpUserLocati onExt ended
Specifies the location of the user.

criterion : in TpLocationTriggerCriteria
Specifies the criterion that triggered the report.

Raises
TpGener al Excepti on

Method
triggeredLocati onReportErr()
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This method indicates that a requested triggered location report has failed. Note that errors only concerning individual
users are reported in the ordinary triggeredL ocationReport() message.

Parameters

assignnmentld : in TpSessionlD
Specifies the assignment 1D of the failed triggered location reporting start request.

cause : in TpMobilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMobilityDi agnostic
Specifies additional information about the error that led to the failure.

8.2 User Location Camel Interface Classes

The ULC provides location information, based on network-related information, rather than the geographical co-
ordinates that can be retrieved via the general User Location Service.

Using the UL C functions, an application programmer can request the VLR Number, the location Area | dentification and
the Cell Global Identification and other mobile-telephony-specific location information

The ULC provides the IpUserLocationCamel interface. Most methods are asynchronous, in that they do not lock a
thread into waiting whilst a transaction performs. In this way, the client machine can handle many more calls, than one
that uses synchronous message calls. To handle responses and reports, the developer must implement
IpAppUserLocationCamel interface to provide the callback mechanism.

8.2.1 Interface Class IpUserLocationCamel
Inherits from: IpService.

Thisinterface isthe 'service manager' interface for ULC.

<<Interface>>

IpUserLocationCamel

locationReportReq (appLocationCamel : in IpAppUserLocationCamelRef, users : in TpAddressSet,
assignmentld : out TpSessionIDRef) : TpResult

periodicLocationReportingStartReq (appLocationCamel : in IpAppUserLocationCamelRef, users : in
TpAddressSet, reportinglnterval : in TpDuration, assignmentld : out TpSessionIDRef) : TpResult

periodicLocationReportingStop (stopRequest : in TpMobilityStopAssignmentData) : TpResult

triggeredLocationReportingStartReq (appLocationCamel : in IpAppUserLocationCamelRef, users : in
TpAddressSet, trigger : in TpLocationTriggerCamel, assignmentld : out TpSessionIDRef) : TpResult

triggeredLocationReportingStop (stopRequest : in TpMobilityStopAssignmentData) : TpResult
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Method
| ocat i onReport Req()

Request for mobile-related location information on one or several camel users.
Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_NO_CALLBACK_ADDRESS SET

The requested method has been refused, because no callback addressis set.
P_RESOURCES UNAVAILABLE

The required resources in the network are not available. The application may try to invoke the method at alater time.
P_USER_NOT_SUBSCRIBED

The end-user is not subscribed to the application.
P_APPLICATION_NOT_ACTIVATED

The end-user has de-activated the application.

P_USER_PRIVACY

The reguests viol ates the end-user's privacy setting.

Parameters

appLocationCanel : in |pAppUserLocati onCanel Ref
Specifies the application interface for callbacks from the User Location Camel service.

users : in TpAddressSet
Specifies the user(s) for which the location shall be reported.

assignmentld : out TpSessi onl DRef
Specifies the assignment ID of the location-report request.

Raises
TpGener al Excepti on

Method
peri odi cLocati onReportingStartReq()

Request for periodic mobile location reports on one or several users.
Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.

P_NO _CALLBACK_ADDRESS SET

The reguested method has been refused, because no callback addressis set.
P_RESOURCES UNAVAILABLE
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The required resources in the network are not available. The application may try to invoke the method at alater time.
P_USER NOT_SUBSCRIBED

The end-user is not subscribed to the application.

P_APPLICATION_NOT_ACTIVATED

The end-user has de-activated the application.

P_USER_PRIVACY

The requests violates the end-user's privacy setting.

Parameters

appLocationCanel : in |pAppUserLocati onCanel Ref
Specifies the application interface for callbacks from the User Location Camel service.

users : in TpAddressSet
Specifies the user(s) for which the location shall be reported.

reportinglnterval : in TpDuration
Specifies the requested interval in seconds between the reports.

assignnmentld : out TpSessi onl DRef
Specifies the assignment ID of the periodic location-reporting request.

Raises
TpGener al Excepti on

Method
peri odi cLocati onReportingStop()

This method stops the sending of periodic mobile location reports for one or several users.
Raises the following exceptions:
P_INVALID_ASSIGNMENT_ID

The assignment ID does not correspond to one of avalid assignment.

Parameters

st opRequest : in TpMbbilityStopAssi gnnent Dat a
Specifies how the assignment shall be stopped, i.e. if whole or just parts of the assignment should be stopped.

Raises
TpGener al Excepti on

Method
triggeredLocati onReportingStart Req()

Request for user location reports, containing mobile related information, when the location is changed (the report is
triggered by the location change).
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Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_NO_CALLBACK_ADDRESS SET

The requested method has been refused, because no callback addressis set.
P_RESOURCES UNAVAILABLE

The required resources in the network are not available. The application may try to invoke the method at alater time.
P_USER_NOT_SUBSCRIBED

The end-user is not subscribed to the application.
P_APPLICATION_NOT_ACTIVATED

The end-user has de-activated the application.

P_USER_PRIVACY

The reguests viol ates the end-user's privacy setting.

Parameters

appLocationCanel : in |pAppUserLocati onCanel Ref
Specifies the application interface for callbacks from the User Location Camel service.

users : in TpAddressSet
Specifies the user(s) for which the location shall be reported.

trigger : in TpLocationTriggerCane
Specifies the trigger conditions.

assignmentld : out TpSessi onl DRef
Specifies the assignment ID of the triggered location-reporting request.

Raises
TpCener al Excepti on

Method
tri ggeredLocati onReportingStop()

Request that triggered mobile location reporting should stop.
Raises the following exceptions:
P_INVALID_ASSIGNMENT_ID

The assignment 1D does not correspond to one of avalid assignment.

Parameters

st opRequest : in TpMobilityStopAssi gnnent Dat a
Specifies how the assignment shall be stopped, i.e. if whole or just parts of the assignment should be stopped.
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Raises
TpGener al Excepti on

8.2.2 Interface Class IpAppUserLocationCamel
Inherits from: Iplnterface.

The user location Camel application interface isimplemented by the client application developer and is used to handle
location reports that are specific for mobile telephony users.

Method
| ocati onReport Res()

Delivery of amobile [ocation report. The report is containing mobile-related location information for one or several
users.

Raises the following exceptions:
P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_INVALID_ASSIGNMENT_ID

The assignment 1D does not correspond to one of avalid assignment.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment ID of the location-report request.
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I ocations : in TpUserLocati onCanel Set
Specifies the location(s) of one or several users.

Raises
TpGener al Excepti on

Method
| ocati onReportErr ()

This method indicates that the location report request has failed.

Parameters
assignnmentld : in TpSessionlD

Specifies the assignment ID of the failed location report request.

cause : in TpMobilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMobilityD agnostic

Specifies additional information about the error that led to the failure.

Method
peri odi cLocati onReport ()

3GPP TS 29.198-6 V.1.0.0 (2001-03)

Periodic delivery of mobile location reports. The reports are containing mobile-related location information for one or

several users.

Raises the following exceptions:
P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.

P_INVALID_ASSIGNMENT_ID

The assignment 1D does not correspond to one of avalid assignment.

Parameters
assignmentld : in TpSessionlD

Specifies the assignment ID of the periodic location-reporting request.

| ocations : in TpUserLocati onCanel Set
Specifies the location(s) of one or several users.

Raises
TpGener al Excepti on

Method
peri odi cLocati onReport Err ()
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This method indicates that a requested periodic location report has failed. Note that errors only concerning individual
users are reported in the ordinary periodicL ocationReport() message.

Parameters

assignnmentld : in TpSessionlD
Specifies the assignment 1D of the failed periodic location reporting start request.

cause : in TpMobilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMobilityDi agnostic
Specifies additional information about the error that led to the failure.

Method
triggeredLocati onReport ()

Delivery of areport that is indicating that the user's mobile location has changed.
Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.

P_INVALID_ASSIGNMENT_ID

The assignment 1D does not correspond to one of avalid assignment.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment 1D of the triggered location-reporting request.

location : in TpUserLocati onCamel
Specifies the location of the user.

criterion : in TpLocationTrigger Camnel
Specifies the criterion that triggered the report.

Raises
TpGener al Excepti on

Method
triggeredLocati onReportErr()

This method indicates that a requested triggered location report has failed. Note that errors only concerning individual
users are reported in the ordinary triggeredL ocationReport() message.

Parameters

assignnmentld : in TpSessionlD
Specifies the assignment 1D of the failed triggered location reporting start request.
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cause : in TpMbilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMbobilityDi agnostic
Specifies additional information about the error that led to the failure.

8.3 User Status Interface Classes

The User Status Service (US) provides a general user status service. US allow applications to obtain the status of fixed,
mobile and |P-based tel ephony users.

The US provides the | pUserStatus interface. Most methods are asynchronous, in that they do not lock athread into
waiting whilst atransaction performs. In this way, the client machine can handle many more calls, than one that uses
synchronous message calls. To handle responses and reports, the devel oper must implement |pAppUserStatus interface
to provide the callback mechanism.

8.3.1 Interface Class IpAppUserStatus

Inherits from: Ipinterface.

The user-status application interface isimplemented by the client application developer and is used to handle user status
reports.

<<Interface>>

IpAppUserStatus

statusReportRes (assignmentld : in TpSessionID, status : in TpUserStatusSet) : TpResult

statusReportErr (assignmentld : in TpSessionID, cause : in TpMobilityError, diagnostic : in
TpMobilityDiagnostic) : TpResult

triggeredStatusReport (assignmentld : in TpSessionID, status : in TpUserStatus) : TpResult

triggeredStatusReportErr (assignmentld : in TpSessionID, cause : in TpMobilityError, diagnostic : in
TpMobilityDiagnostic) : TpResult

Method
st at usReport Res()

Delivery of areport, that is containing one or several user's status.
Raises the following exceptions:
P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_INVALID_ASSIGNMENT_ID

The assignment ID does not correspond to one of avalid assignment.
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Parameters

assignnmentld : in TpSessionlD
Specifies the assignment ID of the status-report request.

status : in TpUser St at usSet
Specifies the status of one or several users.

Raises
TpCener al Excepti on

Method
stat usReport Err ()

This method indicates that the status report request has failed.

Parameters

assignmentld : in TpSessionlD
Specifies the assignment ID of the failed status report regquest.

cause : in TpMobilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMobilityDi agnostic

Specifies additional information about the error that led to the failure.

Method
triggeredStatusReport ()

Delivery of areport that isindicating that a user's status has changed.
Raises the following exceptions:
P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.
P_INVALID_ASSIGNMENT_ID

The assignment ID does not correspond to one of avalid assignment.

Parameters

assignnmentld : in TpSessionlD
Specifies the assignment ID of the triggered status-reporting request.

status : in TpUserStatus
Specifies the status of the user.

Raises
TpCener al Excepti on
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Method

triggeredStatusReportErr()

This method indicates that a requested triggered status reporting has failed. Note that errors only concerning individual
users are reported in the ordinary triggeredStatusReport() message.

Parameters

assignnmentld : in TpSessionlD
Specifies the assignment ID of the failed triggered status reporting start request.

cause : in TpMobilityError
Specifiesthe error that led to the failure.

di agnostic : in TpMbilityDi agnhostic
Specifies additional information about the error that led to the failure.

8.3.2 Interface Class IpUserStatus

Inherits from: IpService.

The application programmer can use this interface to obtain the status of fixed, mobile and 1P-based telephony users.

<<Interface>>

IpUserStatus

statusReportReq (appStatus : in IpAppUserStatusRef, users : in TpAddressSet, assignmentld : out
TpSessionIDRef) : TpResult

triggeredStatusReportingStartReq (appStatus : in IpAppUserStatusRef, users : in TpAddressSet,
assignmentld : out TpSessionIDRef) : TpResult

triggeredStatusReportingStop (stopRequest : in TpMobilityStopAssignmentData) : TpResult

Method
st at usReport Req()

Reguest for areport on the status of one or several users.

Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.

P_NO _CALLBACK_ADDRESS SET

The requested method has been refused, because no callback addressis set.
P_RESOURCES UNAVAILABLE

The required resources in the network are not available. The application may try to invoke the method at alater time.
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Parameters

appStatus : in | pAppUser St at usRef
Specifies the application interface for callbacks from the User Status service.

users : in TpAddressSet
Specifies the user(s) for which the status shall be reported.

assignmentld : out TpSessi onl DRef
Specifies the assignment ID of the status-report request.

Raises
TpCener al Excepti on

Method
triggeredStatusReportingStartReq()

Request for triggered status reports when one or several user's statusis changed. The user status service will send a
report when the status changes.

Raises the following exceptions:

P_INVALID_PARAMETER_VALUE

A method parameter has an invalid value.

P_NO _CALLBACK_ADDRESS SET

The requested method has been refused, because no callback addressis set.
P_RESOURCES UNAVAILABLE

The required resources in the network are not available. The application may try to invoke the method at alater time.

Parameters

appStatus : in | pAppUser St at usRef
Specifies the application interface for callbacks from the User Status service.

users : in TpAddressSet
Specifies the user(s) for which the status changes shall be reported.

assignmentld : out TpSessi onl DRef

Specifies the assignment 1D of the triggered status-reporting request.
Raises

TpCener al Excepti on

Method
triggeredSt at usReporti ngStop()

This method stops the sending of status reports for one or several users.

Raises the following exceptions:
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P_INVALID_ASSIGNMENT_ID

The assignment 1D does not correspond to one of avalid assignment.

Parameters

st opRequest : in TpMobilityStopAssi gnnent Dat a

Specifies how the assignment shall be stopped, i.e. if whole or just parts of the assignment should be stopped.
Raises

TpCener al Excepti on
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9

9.1

State Transition Diagrams

User Location

There are no State Transition Diagrams for User Location.

9.2

9.2.1

During the signServiceAgreement anew user location interface reference is created, which isuser asthe initial point of

User Location Camel

State Transition Diagrams for IpUserLocationCamel

contact for the application.

9.211

"new"

locationReportReq
periodicLocationReportingStartReq
periodicLocationReportingStop
triggeredLocationReportingStart Req
triggeredLocationReportingStop

terminateServiceAgreement

Creation of User Location
Camel by Service Factory

Figure : State Transition Diagram for User Location Camel

Active State

In this state, arelation between the Application and the Network User Location Service Capability Feature has been
established. It allows the application to request a specific user location reports, subscribe to periodic user location

reports or subscribe to triggers that generate location report when alocation update occurs inside the current VLR area

or when the user moves to another VLR area or both.
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9.3 User Status

9.3.1 State Transition Diagrams for IpUserStatus

statusReportReq
triggeredStatusReportingStartReq

triggeredStatusReportingStop

"new"

N

terminateSeniceAgreement

\
N
L)

Creation of User Status
by Senice Factory

Figure : State Transition Diagram for User Status

9.3.1.1 Active State

In this state, arelation between the Application and the User Status Service Capability Feature has been established. It
alows the application to request a specific user status report or subscribe to triggers that generate status reports when
the status of one of the monitored user changes.

10 Service Properties

10.1  Mobility Properties

10.1.1 Emergency! Application Subtypes

This property contains alist of application subtypes that are permitted to use the service. The possible subtypes are (see
definition of ‘LCS Client Interna 1D’ in GSM 09.02 and chapter 6.4.1 in GSM 03.71):

1 See definition of ‘LCS Client Type in GSM 09.02.

3GPP



Release 4 49 3GPP TS 29.198-6 V.1.0.0 (2001-03)

- “Broadcast service’

- “O&M HPLMN service”

- “O&M VPLMN service”

- “Anonymous location”

- “Target M S subscribed service’

10.1.2 Value Addedz Application Subtypes

This property contains alist of application subtypes that are permitted to use the service. The possible subtypes are (see
definition of ‘LCS Client Interna 1D’ in GSM 09.02 and chapter 6.4.1 in GSM 03.71):

- “Broadcast service’

- “O&M HPLMN service”

- “O&M VPLMN service”

- “Anonymous location”

- “Target M S subscribed service’

10.1.3 PLMN Operators Application Subtypes

This property contains alist of application subtypes that are permitted to use the service. The possible subtypes are (see
definition of ‘LCS Client Interna 1D’ in GSM 09.02 and chapter 6.4.1 in GSM 03.71):

“Broadcast service”

“O&M HPLMN service”
“O&M VPLMN service”

“ Anonymous location”

“Target MS subscribed service’

10.1.4 Lawful Intercept* Application Subtypes

This property contains alist of application subtypes that are permitted to use the service. The possible subtypes are (see
definition of ‘LCS Client Internal ID’ in GSM 09.02 and chapter 6.4.1 in GSM 03.71):

- “Broadcast service’

- “O&M HPLMN service”

- “O&M VPLMN service”

- “Anonymous location”

- “Target M S subscribed service”

10.1.5 Altitude Obtainable

Indicates whether it is possible to obtain a user’s atitude.

10.1.6 Location Methods

List of supported location methods. Possible values (other values are permitted):

. “Time of Arrival”
. “Timing Advance”
. “GPS’

2 See definition of LCS Client Type in GSM 09.02.
3 See definition of ‘LCS Client Type in GSM 09.02.
4 See definition of *LCS Client Type in GSM 09.02.
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. “User Data Lookup”

. “Any Time Interrogation”

10.1.7 Periorities
List of supported priorities for location requests. Possible values (no other values are permitted):
. “Normal”

. “High”

10.1.8 Max Interactive Requests

The maximum number of parallel outstanding location or status requests allowed per application. It shall be possible to
convert the value to a 32-bit integer.

10.1.9 Max Triggered Users

The maximum number of users allowed per application for which triggered location reporting can be requested. It shall
be possible to convert the value to a 32-bit integer.

10.1.10 Max Periodic Users

The maximum number of users allowed per application for which periodic location reporting can be requested. It shall
be possible to convert the value to a 32-hit integer.

10.1.11 Min Periodic Interval Duration

The minimal time in seconds allowed between two periodic reports. It shall be possible to convert the value to a 32-bit
integer.

10.2  User Location Service Properties
A specific User Location service shall set the following properties:

¢ General Properties applicable to all SCFs (in Framework)

¢ Permitted application types

« Permitted application subtypes

* Priorities®

¢ Altitude obtainable

* Location methods

« Max interactive requests

¢ Max triggered users

e Max periodic users

¢ Min periodic interval duration

5 See definition of ‘LCSClientType’ in GSM 09.02.

3GPP



Release 4

Example

51

3GPP TS 29.198-6 V.1.0.0 (2001-03)

The example below describes the capabilities of two fictive User Location services:

Property Name

Property Value

Property Value

Service 1 Service 2

Service instance 1D 0x80923ADO0O 0xFOED85CB
Service name UserLocation UserLocation
Service version 2.1 2.1
Service description Basic user location | Advanced high-performance user

service. location service.
Product name Find It Locate.com
Product version 1.3 3.1
Supported interfaces “IpUserLocation” “IpUserLocation”

Permitted application types

“Emergency service”,

“Value added service”

“Emergency service”, “Value
added service”, “Lawful intercept

service”
Permitted application subtypes ? ?
Priorities “Normal” “Normal”, “High”
Altitude obtainable False True
Location methods “Timing Advance” “GPS”, “Time Of Arrival”
Max interactive requests 2000 10000
Max triggered users 0 2000
Max periodic users 300 2000
Min periodic interval duration 600 30

10.3

User Location Camel Service Properties

A specific User Location Camel service shall set the following properties:

e General Properties applicable to all SCFs (in Framework)

« Max interactive requests

« Max triggered users

¢ Max periodic users

¢ Min periodic interval duration

10.4

User Status Service Properties

A specific User Location service shall set the following properties:

¢ Genera Properties applicable to all SCFs (in Framework)

* Max interactive requests

¢ Max triggered users

11 Data Definitions

11.1

Common Mobility Data Definitions

The following data definitions are used for several of the mobility services.
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11.1.1 TpGeographicalPosition
TpGeogr aphi cal Posi ti on
Definesthe Sequence of Data El enent s that specify a geographical position.

The horizontal location is defined by an “ellipsoid point with uncertainty shape’. The reference system chosen for the
coding of locations is the World Geodetic System 1984 (WGS 84).

TypeOfUncertaintyShape describes the type of the uncertainty shape and Longitude/Latitude defines the position of the
uncertainty shape. The following table defines the meaning of the data elements that describe the uncertainty shape for
each uncertainty shape type.

Type of Uncertainty Uncertainty Uncertainty Uncertainty Angle Of Segment Segment End
uncertainty Outer Outer Inner Inner Semi Major Sart Angle Angle
shape Semi Semi Semi Semi
Major Minor Major Minor
None - - - - - - -
Circle radius of - - - - - -
circle
Circle radius of - - - - start angleof | end angle of
Sector circle circle circle
segment segment
CircleArc radius of - radius of - - start angleof | end angle of
Stripe outer circle inner circle circlearc circlearc
stripe stripe
Ellipse length of length of - - rotation of - -
semi-major semi-minor elipse
axis axis measured
clockwise
from north
Ellipse length of length of - - rotation of start angle of end angle of
Sector semi-major semi-minor elipse elipse elipse
axis axis measured segment segment
clockwise
from north
Ellipse Arc length of length of length of length of rotation of start angleof | end angle of
Stripe semi-major semi-minor semi-major semi-minor dlipse dlipsearc dlipsearc
axis, outer axis, outer axis, inner axis, inner measured stripe stripe
elipse elipse elipse elipse clockwise
from north
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North

angle of
semi major

outer
semi-major
axis
- - .\ segment
inner semi- > start angle

major axis

5

inner

semi-r_ninor :
axis H
o
semprpmor
axIs
Figure 4 Description of an Ellipse Arc
TpGeogr aphi cal Posi tion:
Longi t ude TpFl oat
Latitude TpFl oat
TypeO Uncert ai nt yShape TpLocati onUncert ai nt yShape
Uncertai ntyl nner Sem Maj or TpFl oat
Uncert ai nt yQut er Semi Maj or TpFl oat
Uncertai ntyl nner Semi M nor TpFl oat
Uncert ai nt yQut er Semi M nor TpFl oat
Angl e Sem Maj or Tpl nt 32
Segnent Start Angl e Tpl nt 32
Segnent EndAngl e Tpl nt 32

11.1.2 TpLocationPriority

TpLocationPriority
Defines the priority of alocation request.

P_M NORMAL 0 Normal

P_M H GH 1 High

11.1.3 TpLocationRequest
TpLocat i onRequest
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Definesthe Sequence of Data El ement s that specify alocation request.

Request edAccur acy TpFl oat Requested accuracy in meters.
Request edResponseTi ne TpLocat i onResponseTi e Requested response time as a classified regirement
or as an absolute timer.
Al titudeRequested TpBool ean Altitude request flag.
Type TpLocati onType The kind of location that is requested.
Priority TpLocationPriority Priority of location request.
Request edLocat i onMet hod TpString Thekind of location method that is requested.

11.1.4 TpLocationResponselndicator

TpLocat i onResponsel ndi cat or

Defines aresponse time requirement.

P_M_NO_DELAY 0 No delay: return either initial or last known location of the user.

P_M LOW DELAY 1 Low delay: return the current location with minimum delay. The mobility
service shall attempt to fulfil any accuracy requirement, but in doing so
shall not add any additional delay.

P_M _DELAY_TOLERANT 2 Delay tolerant: obtain the current location with regard to fulfilling the
accuracy requirement.
P_M USE_TI MER_VALUE 3 Use timer value: obtain the current location with regard to fulfilling the

response time requirement.

11.1.5 TpLocationResponseTime

TpLocat i onResponseTi ne

Definesthe Sequence of Data El enent s that specify the application’s requirements on the mobility service's
response time.

ResponseTi e TpLocat i onResponsel ndi cat or Indicator for which kind of response timethat is
required, see TpLocationResponselndicator.
Ti mer Val ue Tpl nt 32 Optional timer used in conbination

when ResponseTime equals
P_M_USE TIMER_VALUE.

11.1.6 TpLocationType

TpLocati onType
Defines the type of location requested.

P_M CURRENT 0 Current location
P_M CURRENT_OR_LAST_KNOMN 1 Current or last known location
P_MINTIAL 2 Initial location for an emergency services call
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11.1.7 TpLocationUncertaintyShape

TpLocati onUncert ai nt yShape
Defines the type of uncertainty shape.

P_M SHAPE_NONE No uncertainty shape present.
P_M SHAPE Cl RCLE

P_M SHAPE_ClI RCLE_SECTOR

P_M SHAPE_ClI RCLE_ARC STRI PE
P_M SHAPE_ELLI PSE

P_M SHAPE_ELL| PSE_SECTOR

P_M SHAPE ELLI PSE_ARC_STRI PE

Uncertainty shapeisacircle.

Uncertainty shapeisacircle sector.

Uncertainty shapeisacircle arc stripe.

Uncertainty shapeis an ellipse.

Uncertainty shapeis an ellipse sector.

ol bh|lwW[IN|F]|O

Uncertainty shapeis an ellipse arc stripe.

11.1.8 TpMobilityDiagnostic
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Defines adiagnostic value that is reported in addition to an error by one of the mobility services.

P_M _NO_| NFORMATI ON 0 No diagnostic information present.
Valid for all type of errors.
P_M APPL_NOT_| N_PRI V_EXCEPT_LST 1 Application not in privacy exception list.
Valid for ‘Unauthorised Application’ error.
P_M CALL_TO USER NOT_SETUP 2 Call to user not set-up.
Valid for ‘Unauthorised Application’ error.
P_M PRI VACY_OVERRI DE_NOT_APPLI C 3 Privacy override not applicable.
Valid for ‘Unauthorised Application’ error.
P_M DI SALL_BY_LOCAL_REGULAT_REQ 4 Disallowed by local regulatory requirements.
Valid for ‘Unauthorised Application’ error.
P_M CONGESTI ON 5 Congestion.
Vadlid for ‘ Position Method Failure’ error.
P_M | NSUFFI Cl ENT_RESOURCES 6 Insufficient resources.
Valid for ‘ Position Method Failure' error.
P_M | NSUFFI Cl ENT_MEAS DATA 7 Insufficient measurement data.
Vadid for ‘ Position Method Failure’ error.
P_M | NCONSI STENT_MEAS_DATA 8 Inconsistent measurement data.
Valid for ‘ Position Method Failure' error.
P_M LOC_PROC_NOT_COWMPLETED 9 Location procedure not completed.
Vadid for ‘ Position Method Failure’ error.
P_M LOC_PROC_NOT_SUPP_BY_USER 10 Location procedure not supported by user.
Valid for ‘Position Method Failure' error.
P_M QOS_NOT_ATTAI NABLE 11 Quality of service not attainable.

Valid for ‘ Position Method Failure’ error.

11.1.9 TpMobilityError
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TpMobi i tyError

Defines an error that is reported by one of the mobility services.

P_M K 0 No error occurred while processing the request. N/A

P_M_SYSTEM FAI LURE 1 System failure. Yes
The request can not be handled because of a general problemin
the mobility service or the underlying network.

P_M UNAUTHORI ZED_NETWORK 2 Unauthorised network, No
The requesting network is not authorised to obtain the user’'s
location or status.

P_M UNAUTHORI ZED_APPLI| CATI ON 3 Unauthorised application. Yes
The application is not authorised to obtain the user’s location or
status.
P_M_UNKNOWN_SUBSCRI BER 4 Unknown subscriber. Yes
The user is unknown, i.e. no such subscription exists.
P_M ABSENT_SUBSCRI BER 5 Absent subscriber. No
The user is currently not reachable.
P_M PGCSI TI ON_METHOD_FAI LURE 6 Position method failure. No

The mobility service failed to obtain the user’s position.

11.1.10 TpMobilityStopAssignmentData
TpMobi I'i t ySt opAssi gnnent Dat a

Definesthe Sequence of Data El enment s that specify arequest to stop whole or parts of an assignment.
Assignments are used for periodic or triggered reporting of a user's location or status.

Note that the parameter ‘ Users' is optional. If the parameter ‘ StopScope’ issettoP_M ALL | N_ASSI GNVENT the
parameter ‘Users' isundefined. If the parameter 'StopScope' isset to P_M SPECI FI ED_USERS, then the assignment
shall be stopped only for those users specified in the ‘Users' list.

Assi gnnent | d TpSessi onl D Identity of the session that shall be
st opped.

St opScope TpMobi | i t ySt opScope Specify if only a part of the assignment or if all the assignment
shall be stopped.
Users TpAddr essSet Optional paraneter describing which users a

stop request is addressing, when only a part
of an assignnment is to be stopped.

11.1.11 TpMobilityStopScope
TpMobi i tySt opScope

This enumeration is used in requests to stop mobility reports that are sent from a mobility service to an application.

P_M ALL_| N_ASSI GNVENT 0 The request concerns all usersin an
assignment.
P_M SPECI FI ED_USERS 1 The request concerns only the users that are
explicitly specified in alist.
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P_M FI XED 0 Fixed terminal.
P_M MBI LE 1 Mobile terminal.
P_MIP 2 IP terminal.
11.2 User Location Data Definitions

11.2.1 TpUIExtendedData

TpU Ext endedDat a
Definesthe Sequence of Data El ement s that specify alocation (extended format).

The optional vertical location is defined by the data element Altitude, which contains the altitude in meters above sea
level, and the data element AltitudeAccuracy, which contains the accuracy of the altitude.

Geogr aphi cal Posi tion

TpGeogr aphi cal Posi tion

Specification of aposition and an area of uncertainty.

Ter mi nal Type

TpTer mi nal Type

Kind of terminal.

Al titudePresent TpBool ean Flag indicating if the altitude is
present.
Al titude TpFl oat Decimal altitude in neters.
UncertaintyAl titude TpFl oat Uncertainty of the altitude.
Ti mest anpPr esent TpBool ean Flag indicating if the timestanp is

present.

Ti nest anp

TpDat eAndTi e

Ti mestanp indicating when the position was
neasur ed.

UsedLocat i onMet hod

TpString

Speci fying which | ocation method was used.

11.2.2 TpUIExtendedDataSet

TpU Ext endedDat aSet
DefinesaNurber ed Set of Data El enent s of TpUIExtendedData

11.2.3 TpUserLocationExtended
TpUser Locat i onExt ended

Definesthe Sequence of Data El enent s that specify the identity and location(s) of a user (extended format). In
general the data element Locations will contain only one location, but in case of |P-telephony users this data element
might continue several locations (the locations of all communication end-points, where the user is currently registered).

User| D

TpAddr ess

The address of the user.

St at usCode

TpMobi i tyError

Indicator of error.
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Locati ons TpU Ext endedDat aSet Optional list of locations. If StatusCodeis indicating an error,
this value is undefined.

11.2.4 TpUserLocationExtendedSet

TpUser Locat i onExt endedSet
DefinesaNunmber ed Set of Data El enent s of TpUserLocationExtended.

11.2.5 TpLocationTrigger
TpLocati onTri gger

Definesthe Sequence of Data El ement s that specify the criteriafor atriggered location report to be generated.
The areais defined by an ellipse.

Longi t ude TpFl oat Longi tude of the position
used in the trigger.

Lati tude TpFl oat Latitude of the position
used in the trigger.
Ar eaSem Maj or TpFl oat Sem mmjor of ellipse area
used in the trigger.
AreaSem M nor TpFl oat Semi minor of ellipse area
used in the trigger.
Angl e Semi Maj or Tpl nt 32 Angl e of the semi major of
the ellipse area used in
the trigger.
Criterion TpLocationTriggerCriteria Trigger criteriawith regard to the ellipse
area.
Reportingl nterval TpDur ati on Dur ati on between generated

| ocation reports.

11.2.6 TpLocationTriggerSet

TpLocati onTri gger Set
DefinesaNurber ed Set of Data El enent s of TpLocationTrigger

11.2.7 TpLocationTriggerCriteria

TpLocationTriggerCriteria
Defines the criteriathat trigger alocation report.

P_UL_ENTERI NG_AREA 0 User entersthe area
P_UL_LEAVI NG_AREA 1 User leaves the area

11.2.8 TpUserLocation
TpUser Locati on

Definesthe Sequence of Data El ement s that specify the identity and location of auser (basic format).
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User| D TpAddr ess The address of the user.

St at usCode TpMobi i tyError Indicator of error.

Geogr aphi cal Posi tion TpGeogr aphi cal Posi tion Specification of a position and an area of uncertainty. If

StatusCode isindicating an error, thisvalue is undefined.

11.2.9 TpUserLocationSet

TpUser Locat i onSet
DefinesaNunber ed Set of Data El enent s of TpUserLocation.

11.3 User Location Camel Data Definitions

11.3.1 TpLocationCellIDOrLAI

TpLocati onCel | | DO LAI

Thisdatatypeisidentical toaTpSt ri ng. It specifies the Cell Global |dentification or the Location Area ldentification
(LAI).
The Cell Global Identification (CGl) is defined as a string of characters in the following format:
MCC- MNC- LAC- CI
where:
MCC Mobile Country Code (three decimal digits)
MNC Mobile Network Code (two or three decimal digits)
LAC Location Area Code (four hexadecimal digits)
Cl Céll Identification (four hexadecimal digits)
The Location Area Identification (LAI) is defined as a string of characters in the following format:

MCC- MNC- LAC
where:
MCC Mobile Country Code (three decimal digits)
MNC Mobile Network Code (two or three decimal digits)
LAC Location Area Code (four hexadecimal digits)
The length of the parameter indicates, which format is used. See 3G TS 29.002 for the detailed coding.

11.3.2 TpLocationTriggerCamel
TpLocati onTri gger Canel

Definesthe Sequence of Data El ement s that specify the criteriafor atriggered location report to be generated.

Updat el nsi deVl r TpBool ean Generate |ocation report, when a |ocation
updat e occurs inside the current VLR area.
Updat eCut si deVI r TpBool ean Generate | ocation report, when the user
noves to another VLR area.
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11.3.3 TpUserLocationCamel
TpUser Locat i onCanel

Definesthe Sequence of Data El enent s that specify the location of a mobile telephony user. Note that if the

StatusCode isindicating an error , then neither Geogr aphi cal Posi ti on, Ti mestanp, W rNunber,
Locati onNumber, CellldOrLai nor their associated presence flags are defi ned.

User | D TpAddr ess The address of the user.
St at usCode TpMobi i tyError Indicator of error.
Geogr aphi cal Posi ti onPresent TpBool ean Flag indicating if the
geogr aphi cal position is present.
Geogr aphi cal Posi tion TpGeogr aphi cal Posi tion Specification of a position and an area of
uncertainty.
Ti mest anpPr esent TpBool ean Flag indicating if the timestanp
is present.
Ti mest anp TpDat eAndTi e Ti mest anp i ndicating when the
request was processed.
VI r Nunber Pr esent TpBool ean Flag indicating if the VLR nunmber
is present.
VI r Nunber TpAddr ess Current VLR nunber for the user.
Locat i onNunber Pr esent TpBool ean Flag indicating if the |ocation
nunber is present.
Locat i onNumber 6 TpAddr ess Current | ocation number.
Cel | 1 dOr Lai Present TpBool ean Flag indicating if cell-id or LAl
of the user is present.
Cel I 1 dOr Lai TpLocati onCel | | DOr LAI Céll-id or LAI of the user.

11.3.4 TpUserLocationCamelSet

TpUser Locat i onCanel Set
DefinesaNunber ed Set of Data El enment s of TpUserLocationCamel.

11.4  User Location Emergency Data Definitions

11.4.1 TpIMEI

Tpl MEI
Thisdatatypeisidentical toaTpSt ri ng. It specifies the International Mobile Equipment Identity (IMEI).

11.4.2 TpNaESRD

TpNaESRD

Thisdatatypeisidentical toaTpSt ri ng. It specifies the North American Emergency Services Routing Digits (NA-
ESRD).

NA-ESRD is atelephone number in the North American Numbering Plan that can be used to identify a North American
emergency services provider and its associated Location Services client. The NA-ESRD also identifies the base station,
cell site or sector from which a North American emergency call originates.

6 The location number is the number to the MSC or in rare cases the roami ng number.
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11.4.3 TpNaESRK

TpNaESRK

Thisdatatypeisidentical toaTpSt ri ng. It specifies the North American Emergency Services Routing Key (NA-
ESRK).

NA-ESRK is atelephone number in the North American Numbering Plan that is assigned to an emergency services call
for the duration of the call. The NA-ESRK is used to identify (e.g. route to) both, the emergency services provider and
the switch, currently serving the emergency caller. During the lifetime of an emergency services call, the NA-ESRK
aso identifies the calling subscriber.

11.4.4 TpUserLocationEmergencyRequest

TpUser Locat i onEner gencyRequest

Definesthe Sequence of Data El enent s that specify the request for the location of an emergency service user.
The emergency service user isidentified by a combination of user address, NaESRD, NaESRK and IMEI. NaESRD,
NaESRK and IMEI may be provided, if the emergency service user has originated the emergency service call in North
America

User Addr essPr esent TpBool ean Flag indicating if the user address is
present .
User Addr ess TpAddr ess The address of the user.
NaEsr dPr esent TpBool ean Flag indicating if the NaESRD i s present.
NaEsrd TpNaESRD Current NaESRD for the user.
NaEsr kPr esent TpBool ean Flag indicating if the NaESRK i s present.
NaEsr k TpNaESRK Current NaESRK for the user.
I mei Present TpBool ean Flag indicating if the I MEl is present.
| mei Tpl MEI I MEI for the user.
Locati onReq TpLocat i onRequest The actual location request.

11.4.5 TpUserLocationEmergency

TpUser Locat i onEnmer gency

Definesthe Sequence of Data El enent s that specify the identity and location of an emergency service user.
The emergency service user isidentified by a combination of UserID, NaESRD, NaESRK and IMEI.

NaESRD, NaESRK and IMEI may be provided, if the emergency service user has originated the emergency service call
in North America.

The horizontal location is defined by an “ellipsoid point with uncertainty ellipse” (see TpUIExtendedData).

St at usCode TpMobi i tyError Indicator of error.
User | dPr esent TpBool ean Flag indicating if the user
address is present.
Userld TpAddr ess The user address.
NaEsr dPr esent TpBool ean Flag indicating if the
NaESRD i s present.
NaEsrd TpNaESRD Current NaESRD for the
user.
NaEsr kPr esent TpBool ean Flag indicating if the
NaESRK i s present.
NaEsr k TpNaESRK Current NaESRK for the
user.
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| nei Present TpBool ean Flag indicating if the | Ml
is present.
| mei Tpl MEI I MEI for the user.

Triggeri ngEvent

TpUser Locat i onEmer gencyTri gger

The reason for thislocation report.

CGeogr aphi cal Posi ti onPresent

TpBool ean

Flag indicating if the
geogr aphi cal position is

present.
Geogr aphi cal Posi tion TpGeogr aphi cal Posi tion Specification of a position and an area
of uncertainty.
Al titudePresent TpBool ean Flag indicating if the
altitude is present.
Al titude TpFl oat Decimal altitude in neters.
UncertaintyAltitude TpFl oat Uncertainty of the
al titude.
Ti mest anpPr esent TpBool ean Flag indicating if a

timestanp is present.

Ti nest anp

TpDat eAndTi e

Ti mestanp i ndi cating when
the request was processed.

UsedLocat i onMet hod

TpString

Speci fyi ng which | ocation
met hod was used.

11.4.6 TpUserLocationEmergencyTrigger

TpUser Locat i onEner gencyTri gger

Defines which event triggered the emergency user location report.

P_ULE_CALL_ORI G NATI ON 0 An emergency service user originated an
emergency call.
P_ULE_CALL_RELEASE 1 An emergency service user released an
emergency call.
P_ULE_LOCATI ON_REQUEST 2 The report is aresponse to an emergency
location report request.

11.5

11.5.1 TpUserStatus

TpUser St at us

User Status Data Definitions

Definesthe Sequence of Data El ement s that specify the identity and status of a user.

User| D TpAddr ess The user address.
St at usCode TpMobi lityError Indicator of error.
St at us TpUser St at usl ndi cat or The current status of the user.
Ter mi nal Type TpTer mi nal Type The kind of terminal used by the user.

11.5.2 TpUserStatusSet

TpUser St at usSet
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DefinesaNunbered Set of Data El ements of TpUserStatus.

11.5.3 TpUserStatusindicator
TpUser St at usl ndi cat or

Defines the status of a user.

P_US_REACHABLE 0 User isreachable

P_US_NOT_REACHABLE 1 User is not reachable

P US BUSY’ 2 User is busy (only applicable for interactive
- user status request, not when triggers are used)

7 Only applicable to mobile (Camel) telephony users.
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11.6 Units and Validations of Parameters

This section describes the units that shall be used for data elements, where thisis not obvious.

Al titude
Unit: Metric meter

Angl e
Unit: Degrees

Vaueconstraint: 0<'Angl e' < 360

AreaSem Maj or and AreaSem M nor
Unit: Metric meter

Value constraint: 0 < 'Ar eaSem ..\

Reporti ngl nt erval
Unit: Seconds

Value constraint: 0 <'Reporti ngl nterval

Uncertai ntyAltitude
Unit: Metric meter

Vaue constraint: 0<'Uncert ai nt yAl titude'

Semantic: (Altitude — UncertaintyAltitude) <Term nal actual altitude'<
("Altitude' + '"UncertaintyAltitude')

Uncertai ntyl nner Sem Maj or and Uncertai ntyl nner Semi M nor
Unit: Metric meter

Value constraint: 0<'Uncert ai ntyl nner ...

Uncert ai nt yQut er Semi Maj or and Uncert ai nt yQut er Semi M nor
Unit: Metric meter

Valueconstraint: 0 <'Uncert ai ntyl nner ...

UsedLocat i onMet hod
Predefined strings are listed in section Location Methods.
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Annex A (normative):
OMG IDL Description of Mobility SCF

The OMG IDL representation of this interface specification is contained in atext file (mm.idl contained in archive
29198061 DL.ZIP) which accompanies the present document.
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Annex B (informative):
Differences between this draft and 3GPP 29.198 R99

No differences recorded to methods, parameters or data types for those interfaces which are common (User Location
Camel and User Status). User Location interfaces added.
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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application developers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the Terminal Capabilities Service Capability Feature (SCF) aspects of the interface. All aspects
of the Terminal Capabilities SCF are defined here, these being:

e Sequence Diagrams

¢ ClassDiagrams

« Interface specification plus detailed method descriptions
e State Transition diagrams

o Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modelling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

¢ References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For a specific reference, subsequent revisions do not apply.

¢ For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtua Home Environment (Release 4)".

[4] World Wide Web Consortium Composite Capability/Preference Profiles (CC/PP): A user side

framework for content negotiation (www.w3.0rg)

[5] Wireless Application Protocol (WAP), Version 1.2, UAProf Specification (www.wapforum.org)
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Terminal Capabilities SCF

The following sections describe each aspect of the Terminal Capability Feature (SCF).
The order is asfollows:

e The Seguence diagrams give the reader a practical idea of how each of the service capability featureis
implemented.

¢ The Class relationships section show how each of the interfaces applicable to the SCF, relate to one another
¢ ThelInterface specification section describesin detail each of the interfaces shown within the Class diagram part.

e The State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway.

¢ The Data definitions section show a detailed expansion of each of the data types associated with the methods within
the classes. Note that some data types are used in other methods and classes and are therefore defined within the
Common Data types part of this specification.

5 Sequence Diagrams

There are no Sequence Diagrams for the Terminal Capabilities SCF.

6 Class Diagrams

Terminal Capabilities Class Diagram:
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<<Interface>>
IpSenice
(from open_senice_access)

*setCallback()
*setCallbackWithSessionID()

<<lInterface>>
IpTerminalCapabilities

(from temmcap)

* etTerminal Capabilities()

Figure: Package Overview

7 The Service Interface Specifications

7.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The general format of an interface specification is
described below.

7.1.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for enterprise-based client applications are denoted by classes with
name | p<nanme>. The callback interfaces to the applications are denoted by classes with name | pApp<nane>. For
the interfaces between a Service and the Framework, the Service interfaces are typically denoted by classes with name
IpSve<name>, while the Framework interfaces are denoted by classes with name IpFw<name>.

7.1.2 Method descriptions

Each method (API method "call") is described. All methods in the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Er r'
suffix for method results and errors, respectively. To handle responses and reports, the application or service devel oper
must implement the relevant | pApp<nane> or | pSvc<nane> interfacesto provide the callback mechanism.

7.1.3 Parameter descriptions
Each method parameter and its possible values are described. Parameters described as "in" represent those that must

have a value when the method is called. Those described as "out" are those that contain the return result of the method
when the method returns.
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7.1.4 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

7.2 Base Interface

7.2.1 Interface Class IpInterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface

7.3 Service Interfaces

7.3.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as " Service Interface”. The corresponding interfaces
that must be implemented by the application (e.g. for API callbacks) are denoted as " Application Interface”.

7.4 Generic Service Interface

7.4.1 Interface Class IpService
Inherits from: Iplnterface

All serviceinterfacesinherit from the following interface.

<<Interface>>

IpService

setCallback (applnterface : in IpinterfaceRef) : TpResult
setCallbackWithSessionID (applinterface : in IpIinterfaceRef, sessionID : in TpSessionID) : TpResult

Method
set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke methods on the
application.
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Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

Raises
TpCener al Excepti on

Method
set Cal | backWt hSessi onl ()
This method specifies the reference address of the application's callback interface that a service uses for interactions

associated with a specific session ID: e.g. a specific call, or cal leg.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

sessionlD: in TpSessionlD
Specifies the session for which the service can invoke the application’s callback interface.

Raises
TpCener al Excepti on

8 Terminal Capabilities Interface Classes

The Termina Capabilities SCF enables the application to retrieve the terminal capabilities of the specified terminal.
The Terminal Capabilities service provides a SCF interface that is called |pTerminal Capabilities. There is no need for
an application interface, since IpTerminal Capabilities only contai ns the synchronous method getTerminal Capabilities.

8.1 Interface Class IpTerminalCapabilities

Inherits from: Ipinterface.

The Termina Capabilities SCF interface |pTerminal Capabilities contains the synchronous method

getTerminal Capabilities. The application has to provide the terminal dentity as input to this method. The result indicates
whether or not the terminal capabilities are available in the network and, in case they are, it will return the terminal
capabilities (see the data definition of TpTermina Capabilities for more information).

<<Interface>>

IpTerminalCapabilities

getTerminalCapabilities (terminalldentity : in TpString, result : out TpTerminalCapabilitiesRef) : TpResult
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Method
get Term nal Capabilities()

This method is used by an application to get the capabilities of a user's terminal. Direction: Application to Network.

Parameters

termnalldentity : in TpString
Identifies the terminal. It may be alogical address known by the WAP Gateway/PushProxy.

result : out TpTerm nal Capabiliti esRef
Specifies the latest available capabilities of the user’sterminal.

Thisinformation, if available, is returned as CC/PP headers as specified in W3C [1] and adopted in the WAP UAProf
specification [2]. It contains URLSs; terminal attributes and values, in RDF format; or a combination of both.

Raises

TpTer nCapExcepti on, TpGener al Excepti on

9 State Transition Diagrams

There are no State Transition Diagrams for the Terminal Capabilities SCF.

10 Terminal Capabilities Data Definitions

The constants and types defined in the following sections are defined in the org.osa.termcap package.

termnal [ dentity

Identifies the terminal.

Documentation

termnal ldentity TpString Identifies the terminal. It may be alogical address
known by the WAP Gateway/PushProxy.

TpTer m nal Capabilities

ThisdatatypeisaSequence of Data Elementsthat describesthe terminal capabilities. It is a structured type that
consists of:

Sequence Element Sequence Element Documentation
Name Type
St at usCode TpBoolean Indicates whether or not the terminal Capabilities
areavailable.
Termi nal Capabilities TpString Specifies the latest available capabilities of the
user’sterminal.

Thisinformation, if available, is returned as
CC/PP headers as specified in W3C [12] and
adopted in the WAP UAProf specification [13]. It
contains URLS; terminal attributes and values, in
RDF format; or a combination of both.
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TpTer m nal CapabilitiesError
Defines an error that is reported by the Terminal Capabilities SCF.

Name Value Description
P_TERMCAP_ERROR_UNDEFI NED 0 Undefined.
P_TERMCAP_| NVALI D_TERM NALI D 1 The request can not be handled because the terminal id specified
isnot valid.
P_TERMCAP_SYSTEM FAI LURE 2 System failure.
The request cannot be handled because of ageneral problem in
the terminal capabilities service or the underlying network.
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Annex A (normative):
OMG IDL Description of Terminal Capabilities SCF

The OMG IDL representation of this interface specification is contained in atext file (termcap.idl contained in archive
29198071DL.ZIP) which accompanies the present document.
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Annex B (informative):
Differences between this draft and 3GPP 29.198 R99

None Recorded
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Foreword
This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application devel opers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the Data Session Control Service Capability Feature (SCF) aspects of the interface. All aspects
of the Data Session Control SCF are defined here, these being:

e Sequence Diagrams

e ClassDiagrams

* Interface specification plus detailed method descriptions
e  State Transition diagrams

»  Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modeling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5S, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

« For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

[2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtual Home Environment (Release 4)".
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Data Session Control SCF

The Data Session control network service capability feature consists of two interfaces:
1) Data Session manager, containing management functions for data session related issues;
2) Data Session, containing methods to control a session.

A session can be controlled by one Data Session Manager only. Data Session Manager can control several sessions.

Data Session 1 n Data Session
M anager

NOTE: The term "data session" is used in a broad sense to describe a data connection/session. For example, it
comprises a PDP context in GPRS.

Figure 1: Data Session control interfaces usage relationship
The Data Session Control service capability features are described in terms of the methods in the Data Session Control
interfaces. Table 1 gives an overview of the Data Session Control methods and to which interfaces these methods
belong.

Table 1: Overview of Data Session Control interfaces and their methods

Data Session Manager Data Session
createNotification connectReq
destroyNotification connectRes
dataSessionNotificationinterrupted connectErr
dataSessionNotificationContinued release
reportNotification superviseDataSessionReq
dataSessionAborted superviseDataSessionRes
getNotification superviseDataSessionErr
changeNotification dataSessionFaultDetected

setAdviceofCharge
setDataSessionChargePlan

The session manager interface provides the management functions to the data session service capability features. The
application programmer can use this interface to enable or disable data session-related event notifications.

The following sections describe each aspect of the Data Session Control Service Capability Feature (SCF).
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The order is asfollows:

» the Sequence diagrams give the reader a practical idea of how each of the service capability featureis
implemented;

 the Class relationships section show how each of the interfaces applicable to the SCF, relate to one another;
« theInterface specification section describes in detail each of the interfaces shown within the Class diagram part;

» the State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway;

« the Data definitions section show a detailed expansion of each of the data types associated with the methods
within the classes. Note that some data types are used in other methods and classes and are therefore defined
within the Common Data types part of this specification.

5 Sequence Diagrams
5.1 Enable Data Session Notification
Application Data Session Manager : ata Session:
IpDataSessionControlManager IpDataSes sion

1: createNotification( )

| )

5.2 Address Translation With Charging
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Application Data Session Manager : ata Session :
IpDataSessionControlManager IpDataSession

1: createNotification( )

U 2: reportNotification() 1
3: 'trapslate address' U

—

4 setCaIIback( )

: supenviseDataSessionReq( )

: connectReq( )

7: supeMseDataSessionResO

: supen/iseDdtaSessi onReq( )

9: supeniseDataSessionRes()

10: connectRes()
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6 Class Diagrams

Data Session Control Class Diagram:

<<Interface>>
Ipinterface

(from open_senice_access)

?

<<Interface>> <<Interface>>
IpAppDataSessionControlManager IpAppDataSession
(from dsc) (from dsc)

*dataSessionAborted() *connectRes()

*reportNotification() 1 0..n *%connectEm()

*dataSessionNotificationContinue... *supeniseDataSessionR...

%dataSessionNotificationinterrupt... *supeniseDataSessionErr()
*dataSessionFaultDetect. ..

‘ <<uses>> .
<<uses>>
‘ <<Interface>>
<<Interface>> IpDataSession
IpDataSessionControlManager (from dsc)
(from dsc)
*connectReq()
*createNotification() 1 o.n ¥release()
*destroyNotification() *supeniseDataSessionReq()
*changeNotification() *setDataSessionChargePl...
*getNotification() *setAdviceOfCharge()

v

<<Interface>>
IpSenice
from open_senice_access)

*setCallback()
%setCallbackWithSessionID()

Figure: Package Overview
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7 The Service Interface Specifications

7.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The general format of an interface specificationis
described below.

7.1.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for enterprise-based client applications are denoted by classes with
name | p<name>. The callback interfaces to the applications are denoted by classes with name | pApp<nane>. For
the interfaces between a Service and the Framework, the Service interfaces are typically denoted by classes with name
I pSvc<name>, while the Framework interfaces are denoted by classes with name |pFw<name>

7.1.2 Method descriptions

Each method (API method "call") is described. All methodsin the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Er r '
suffix for method results and errors, respectively. To handle responses and reports, the application or service developer
must implement the relevant | pApp<nane> or | pSvc<namne> interfaces to provide the callback mechanism.
7.1.3 Parameter descriptions

Each method parameter and its possible values are described. Parameters described as 'in' represent those that must have
avaue when the method is called. Those described as ‘out’ are those that contain the return result of the method when
the method returns.

7.1.4 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

7.2 Base Interface

7.2.1 Interface Class Ipinterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface
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7.3 Service Interfaces

7.3.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as " Service Interface”. The corresponding interfaces
that must be implemented by the application (e.g. for API callbacks) are denoted as " Application Interface”.

7.4 Generic Service Interface

7.4.1 Interface Class IpService

Inherits from: Ipinterface

All service interfaces inherit from the following interface.

<<Interface>>

IpService

setCallback (applnterface : in IpinterfaceRef) : TpResult
setCallbackWithSessionID (applinterface : in IpinterfaceRef, sessionID : in TpSessionID) : TpResult

Method
set Cal | back()

This method specifies the reference address of the callback interface that a service usesto invoke methods on the
application.

Parameters

applnterface: in |IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

Raises
TpGener al Excepti on

Method
set Cal | backWt hSessi onl X))

This method specifies the reference address of the application's callback interface that a service uses for interactions
associated with a specific session ID: e.g. aspecific call, or call leg.
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Parameters

applnterface: in |IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

sessionl D in TpSessionlD
Specifies the session for which the service can invoke the application's callback interface.

Raises
TpGener al Excepti on

8 Data Session Control Interface Classes

The Data Session Control provides a means to control per data session basi s the establishment of a new data session.
This means espcially in the GPRS context that the establishment of a PDP session is modelled not the attach/detach
mode. Change of terminal location is assumed to be managed by the underlying network and is therefore not part of the
model. The underlying assumption is that aterminal initiates a data session and the application can reject the request for
data session establishment, can continue the establishment or can continue and change the destination as requested by
the terminal.

The modelling is hold similar to the Generic Call Control but assuming a simpler underlying state model. An
I pDataSessionM anager and | pData Session object are the interfaces used by the application, whereas the
I pAppDataSessionManager and the | pAppDataSession interfaces are implemented by the application.

8.1 Interface Class IpAppDataSession

Inherits from: Iplnterface.

The application side of the data session interface is used to handle data session request responses and state reports.

<<Interface>>

IpAppDataSession

connectRes (dataSessionID : in TpSessionlID, eventReport : in TpDataSessionReport, assignmentID : in
TpAssignmentID) : TpResult

connectErr (dataSessionID : in TpSessionID, errorindication : in TpDataSessionError, assignmentID : in
TpAssignmentID) : TpResult

superviseDataSessionRes (dataSessionID : in TpSessionID, report : in TpDataSessionSuperviseReport,
usedVolume : in TpDataSessionSuperviseVolume) : TpResult

superviseDataSessionErr (dataSessionID : in TpSessionID, errorindication : in TpDataSessionError) :
TpResult

dataSessionFaultDetected (dataSessionID : in TpSessionID, fault : in TpDataSessionFault) : TpResult

Method
connect Res()
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This asynchronous method indicates that the request to connect a data session with the destination party was successful,
and indicates the response of the destination party (e.g. connected, disconnected).

Parameters

dat aSessionl D: in TpSessionlD
Specifies the session ID of the data session.

event Report: in TpDataSessi onReport

Specifies the result of the request to connect the data session. It includes the network event, date and time, monitoring
mode and event specific information such as release cause.

assignment | D: in TpAssignnentl D

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method

connect Err ()

This asynchronous method indicates that the request to connect a data session with the destination party was
unsuccessful, e.g. an error detected in the network or the data session was abandoned.

Parameters

dataSessionl D: in TpSessionlD
Specifiesthe session ID.

errorindication: in TpDataSessi onError
Specifies the error which led to the original request failing.

assignment | D: in TpAssignnentl D

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
super vi seDat aSessi onRes()

This asynchronous method reports a data session supervision event to the application.

Parameters

dataSessionl D: in TpSessionlD
Specifies the data session.
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report: in TpDataSessi onSupervi seReport
Specifies the situation, which triggered the sending of the data session supervision response.

usedVol une: in TpDat aSessi onSuper vi seVol une
Specifies the used volume for the data session supervision (in the same unit as specified in the request).

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
super vi seDat aSessi onErr ()

This asynchronous method reports a data session supervision error to the application.

Parameters

dat aSessionl D: in TpSessionlD
Specifies the data session ID.

errorindication: in TpDataSessi onError
Specifies the error which led to the original request failing.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
dat aSessi onFaul t Det ect ed()

This method indicates to the application that a fault in the network has been detected which can't be communicated by a
network event, e.g., when the user aborts before any establishment method is called by the application.

The system purges the Data Session object. Therefore, the application has no further control of data session processing.
No report will be forwarded to the application.

Parameters

dataSessionlD: in TpSessionlD
Specifies the data session ID of the Data Session object in which the fault has been detected

fault: in TpDataSessi onFaul t
Specifies the fault that has been detected.

Raises
TpDSCSExcept i on, TpGener al Excepti on
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8.2 Interface Class IpAppDataSessionControlManager

Inherits from: IpInterface.

The data session control manager application interface provides the application data session control management
functions to the data session control SCF.

<<Interface>>

IpAppDataSessionControlManager

dataSessionAborted (dataSession : in TpSessionID) : TpResult

reportNotification (dataSessionReference : in TpDataSessionldentifier, eventinfo : in
TpDataSessionEventinfo, assignmentID : in TpAssignmentID, appDataSession : out
IpAppDataSessionRefRef) : TpResult

dataSessionNotificationContinued () : TpResult

dataSessionNotificationinterrupted () : TpResult

Method
dat aSessi onAbort ed()

This method indicates to the application that the Data Session object has aborted or terminated abnormally. No further
communication will be possible between the Data Session object and the application.

Parameters

dat aSession: in TpSessionlD
Specifiesthe session ID of the data session that has aborted or terminated abnormally.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
reportNotification()

This method notifies the application of the arrival of a data session-related event.

Parameters

dat aSessi onRef erence: in TpDataSessionl dentifier
Specifies the session 1D and the reference to the Data Session object to which the notification relates.

eventInfo: in TpDataSessi onEventl| nfo
Specifies data associated with this event. This data includes the destination address provided by the end-user.
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assignment I D: in TpAssignnentl|D

Specifies the assignment id which was returned by the createNotification() method. The application can use assignment
ID to associate events with event-specific criteria and to act accordingly.

appDat aSessi on: out | pAppDat aSessi onRef Ref
Specifies areference to the application object which implements the callback interface for the new data session.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
dat aSessi onNoti fi cati onConti nued()

This method indicates to the application that all event notifications are resumed.

Parameters

No Parameters were identified for this method

Raises

TpDSCSExcept i on, TpGener al Excepti on

Method
dat aSessi onNot i fi cati onl nterrupted()

This method indicates to the application that event notifications will no longer be sent (for example, due to faults
detected).

Parameters
No Parameters were identified for this method

Raises
TpDSCSExcept i on, TpGener al Excepti on
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8.3 Interface Class IpDataSession

Inherits from: IpService.

The Data Session interface provides basic methods for applications to control data sessions.

<<Interface>>

IpDataSession

connectReq (dataSessionID : in TpSessionID, responseRequested : in TpDataSessionReportRequestSet,
targetAddress : in TpAddress, assignmentID : out TpAssignmentIDRef) : TpResult

release (dataSessionID : in TpSessionID, cause : in TpDataSessionReleaseCause) : TpResult

superviseDataSessionReq (dataSessionID : in TpSessionID, treatment : in
TpDataSessionSuperviseTreatment, bytes : in TpDataSessionSuperviseVolume) : TpResult

setDataSessionChargePlan (dataSessionID : in TpSessionID, dataSessionChargePlan : in
TpDataSessionChargePlan) : TpResult

setAdviceOfCharge (dataSessionID : in TpSessionID, aoClInfo : in TpAoClinfo, tariffSwitch : in TpDuration) :
TpResult

Method
connect Req()

This asynchronous method requests the connection of a data session with the destination party (specified in the
parameter TargetAddress). The Data Session object is not automatically deleted if the destination party disconnects
from the data session.

Parameters

dataSessionl D: in TpSessionlD
Specifies the session ID.

responseRequested: in TpDataSessi onReport Request Set
Specifies the set of observed data session events that will result in a connectRes() being generated.

target Address: in TpAddress
Specifies the address of destination party.

assi gnment | D: out TpAssi gnnment | DRef

Specifies the ID assigned to the request. The same ID will be returned in the connectRes or Err. This allowsthe
application to correlate the request and the result.

Raises
TpDSCSExcept i on, TpGener al Excepti on
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Method
rel ease()

This method requests the rel ease of the data session and associated objects.

Parameters

dataSessionl D: in TpSessionlD
Specifies the session.

cause: in TpDat aSessi onRel easeCause
Specifies the cause of the release.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
super vi seDat aSessi onReq()

The application calls this method to supervise a data session. The application can set a granted data volume for this data
session. If an application calls this function before it calls a connectReq() or a user interaction function the time
measurement will start as soon as the data session is connected. The Data Session object will exist after the data session
has been terminated if information is required to be sent to the application at the end of the data session

Parameters

dat aSessionl D: in TpSessionlD
Specifies the data session.

treatnment: in TpDataSessi onSupervi seTr eat nent
Specifies how the network should react after the granted data volume has been sent.

bytes: in TpDataSessi onSupervi seVol une
Specifies the granted number of bytes that can be transmitted for the data session.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
set Dat aSessi onChar gePl an()

Allows an application to include charging information in network generated CDR.

Parameters

dataSessionl D: in TpSessionlD
Specifies the session ID of the data session.
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dat aSessi onChar gePl an: i n TpDat aSessi onChar gePl an
Specifies the charge plan used.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
set Advi ceOr Char ge()

This method allows the application to determine the charging information that will be send to the end-users terminal.

Parameters

dataSessionl D: in TpSessionlD
Specifiesthe session ID of the data session.

aoCl nfo: in TpAoCl nfo
Specifies two sets of Advice of Charge parameter according to GSM.

tariffSwitch: in TpDuration
Specifies the tariff switch that signifies when the second set of AoC parameters becomes valid.

Raises
TpDSCSExcept i on, TpGener al Excepti on

8.4 Interface Class IpDataSessionControlManager

Inherits from: IpService.

Thisinterface is the SCF manager' interface for Data Session Control.

<<Interface>>

IpDataSessionControlManager

createNotification (appDataSessionControlManager : in IpAppDataSessionControlManagerRef,
eventCriteria : in TpDataSessionEventCriteria, assignmentlD : out TpAssignmentIDRef) : TpResult

destroyNotification (assignmentID : in TpAssignmentID) : TpResult

changeNotification (assignmentID : in TpAssignmentID, eventCriteria : in TpDataSessionEventCriteria) :
TpResult

getNotification (eventCriteria : out TpDataSessionEventCriteriaRef) : TpResult
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Method
createNotification()

This method is used to enable data session notifications.

Parameters

appDat aSessi onControl Manager: in | pAppDat aSessi onCont r ol Manager Ref

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface which is used for callbacks. If
set to NULL, the application interface defaults to the interface specified via the setCallback() method.

eventCriteria: in TpDataSessionEventCriteria

Specifies the event specific criteria used by the application to define the event required. Individual addresses or address
ranges may be specified for destination and/or origination. Examples of events are "Data Session set up".

assi gnment | D: out TpAssi gnnment | DRef
Specifiesthe ID assigned by the Data Session Manager object for this newly-enabled event notification.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
destroyNotification()

This method is used by the application to disable data session notifications.

Parameters

assignment | D: in TpAssignnentl D
Specifies the assignment 1D given by the data session manager object when the previous createNotification() was done.

Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
changeNoti fication()

This method is used by the application to change the event criteriaintroduced with the createNotification method. Any
stored notification request associated with the specified assignmentI D will be replaced with the specified events
reguested.

Parameters

assignnment I D: in TpAssignnentl|D
Specifies the ID assigned by the manager interface for the event notification.

eventCriteria: in TpDataSessionEventCriteria

Specifies the enw set of event criteria used by the application to define the event required. Only events that meet these
criteria are reported.
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Raises
TpDSCSExcept i on, TpGener al Excepti on

Method
get Notification()

This method is used by the application to query the event criteria set with createNotification or changeNotification.

Parameters

eventCriteria: out TpDataSessi onEventCriteriaRef

Specifies the event criteria used by the application to define the event required. Only events that meet these
requirements are reported.

9 State Transition Diagrams

9.1 State Transition Diagrams for IpDataSession

The state transition diagram shows the application view on the Data Session object. This diagram shows only the part of
the state transition diagram valid for 3GPP (UMTYS) release 99.

IpAPPD: ,
cn(Pj\vEn%ESTABUSHED)
P_EVENT_DSCS_SETUP ) setAdviceOfCharge
supenviseDatas essonReq
cdnnectReq setDataSe sionChargePlan

Adive

IPAPPD:

“connection established" “connectRes(P_DATA_SESSION_REPORT_CONNECTE

dafa session supervision event" superviseDataSessionRes

Edtablished
D) i

“data session ends : party disconnects'[ mgfitor for this event ] "ConnectRes(P_DATA_SESSION_REPORT_DISCONNECT)

"data session ends: party diéconnects’[ no monitor for this event ]

“fault detected"[ fault cannot be compfunicated with network event ] “dataSessonFaultDetected

Network Released

_—

[no reports regdfested| with
superviseDatgSessionReq |

Application
Released

release Nf
1

[ no reports requestegfith
superviseDataSessi6nReq ]

“requested ififormation ready"

“requested information ready" per

"supefviseDataSessionRes

In state Finished a imer mechanism
should prevent that the object keeps
occupying resources. In case the timer
expires, the object should be destroyed
and dataSessionFaultDetected should be
reported to the application.

Finished release

timeout "dataSessionFaultDetected(P_DATA_SESSION_TIMEOUT_ONRELEASE)

Figure: Application view on the Data Session object
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9.1.1 Network Released State

In this state the data session has ended. In the case on anormal user disconnection the transition to this state is indicated
to the application by the disconnect report of connectRes(). But this will only happen if the application requested
monitoring of the disconnect event before. An abnormal disconnection isindicated by dataSessionFaultDetected(). The
application may wait for outstanding superviseDataSessionRes().

9.1.2 Finished State

In this state the data session has ended and no further data session related information is to be send to the application.
The application can only release the data session object. If the application fails to invoke release() within a certain
period of time the gateway should automatically release the object and send a timeout indication to the application.

9.1.3  Application Released State

In this state the application has released the data session object. If supervision has been requested the gateway will
collect the information and send superviseDataRes() to the application.

9.1.4 Active State

In this state a data connection between two partiesis being setup or established (refer to the substates for more details).
The application can request the gateway for a certain type of charging by calling setDataSessionChargePlan(), send
advice of charge information by calling setAdviceOfCharge(), and request supervision of the data session by calling
superviseDataSessi onReq|().

9.1.5 Setup State

The Setup state is reached after a reportNotification() indicates to the application that a data session isinterested in
being connected. If the application is going to connect the two parties by invoking connectReq() it may call the
charging or supervision methods before.

9.1.6 Established State

In this state the data connection is established. If supervision has been requested the application expects the
corresponding superviseDataSessionRes().

10 Data Definitions

10.1 Data Session Control Data Definitions

| pAppDat aSessi on
Defines the address of an | pAppDat aSessi on Interface.

| pAppDat aSessi onRef
Defines a Referenceto type | pAppDat aSessi on

| pAppDat aSessi onRef Ref
Defines a Reference to type | pAppDat aSessi onRef .

| pAppDat aSessi onCont r ol Manager
Definesthe address of an | pAppDat aSessi onCont r ol Manager Interface.
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| pAppDat aSessi onCont r ol Manager Ref
Defines a Reference to type | pAppDat aSessi onCont r ol Manager .

| pDat aSessi on

Defines the address of an | pDat aSessi on Interface.

| pDat aSessi onRef

Defines a Referenceto type | pDat aSessi on.

| pDat aSessi onRef Ref
Defines a Reference to type | pDat aSessi onRef .

| pDat aSessi onCont r ol Manager

Definesthe address of an | pDat aSessi onManager Interface.

| pDat aSessi onManager Ref
Defines a Reference to type | pDat aSessi onCont r ol Manager .

10.2  Event Notification data definitions
TpDat aSessi onEvent Nane

Defines the names of events being notified with a new call request. The following events are supported. The values may
be combined by alogical 'OR' function when requesting the notifications. Additional events that can be requested /
received during the call process are found in the TpDataSessionReportType data-type.

Name Value Description
P_EVENT_NAME_UNDEFI NED 0 Undefined
P_EVENT_DSCS_SETUP 1 The data session is going to be setup.
P_EVENT_DSCS_ESTABLI SHED 2 The data session is established by the network.

TpDat aSessi onMbni t or Mode

Defines the mode that the call will monitor for events, or the mode that the call isin following a detected event.

Name Value Description

P_DATA_SESSI ON_MONI TOR_MODE_| NTERRUPT 0 The data session event isintercepted by the
data session control service and data session
establishment isinterrupted. The application is
notified of the event and data session
establishement resumes following an
appropriate API call or network event (such as
adata session release)

P_DATA SESSI ON_MONI TOR_MODE_NOTI FY 1 The data session event is detected by the data
session control service but not intercepted. The
application is notified of the event and data
session establishment continues

P_DATA SESSI ON_MONI TOR_MODE_DO _NOT_MONI TOR 2 Do not monitor for the event

TpDat aSessi onEventCriteria

Defines the Sequence of Data Elements that specify the criteria for a event notification.
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Of the addresses only the Plan and the AddrString are used for the purpose of matching the notifications against the
criteria.

Sequence Element Name Sequence Element Type Description

Desti nati onAddress TpAddr essRange Defines the destination address
or address range for which the
notification is requested.

Ori gi nati ngAddr ess TpAddr essRange Defines the origination address
or a address range for which the
notification is requested.

Dat aSessi onEvent Nane TpDat aSessi onEvent Nane Narme of the event(s)

Moni t or Mbde TpDat aSessi onMoni t or Mode | Defines the nbde that the Data
Session is in follow ng the
notification.

Moni t or node

P_DATA_SESSI ON_MONI TOR_MODE_DO_NO

'rI]'_NL')\II TOR is not a |legal value
ere.

TpDat aSessi onEvent | nfo

Defines the Sequence of Data Elements that specify the information returned to the applicationinaDat a Sessi on
event notification.

Sequence Element Name Sequence Element Type
Dest i nat i onAddr ess TpAddr ess
Origi nati ngAddr ess TpAddr ess
Dat aSessi onEvent Nane TpDat aSessi onEvent Nane
Moni t or Mode TpDat aSessi onMoni t or Mbde

TpDat aSessi onChar gePl an
Defines the Sequence of Data Elements that specify the charge plan for the call.

Sequence Element Name Sequence Element Type Description
Char geOr der Type TpDat aSessi onChar geOr der Char ge order
Currency TpString Currency unit according to | SO
4217: 1995
Addi tional I nfo TpString Descriptive string which is
sent to the billing system
wi t hout prior evaluation. Could
be included in the ticket.

Valid Currencies are:

ADP, AED, AFA, ALL, AMD, ANG, AON, AOR, ARS, ATS, AUD, AWG, AZM, BAM,

BBD, BDT, BEF, BGL, BGN, BHD, BIF, BMD, BND, BOB, BOV, BRL, BSD, BTN,

BWP, BYB, BzD, CAD, CDF, CHF, CLF, CLP, CNY, COP, CRC, CUP, CVE, CYP,
CZK, DEM, DJF, DKK, DOP, DZD, ECS, ECV, EEK, EGP, ERN, ESP, ETB, EUR,

FIM, FID, FKP, FRF, GBP, GEL, GHC, GIP, GMD, GNF, GRD, GTQ, GWP, GYD,

HKD, HNL, HRK, HTG, HUF, IDR, IEP, ILS, INR, 1QD, IRR, ISK, ITL, JMD,

JOD, JPY, KES, KGS, KHR, KMF, KPW, KRW, KWD, KYD, KZT, LAK, LBP, LKR,

LRD, LSL,LTL, LUF, LVL,LYD, MAD, MDL, MGF, MKD, MMK, MNT, MOP, MRO,
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MTL, MUR, MVR, MWK, MXN, MXV, MYR, MZM, NAD, NGN, NIO, NLG, NOK, NPR,
NzD, OMR, PAB, PEN, PGK, PHP, PKR, PLN, PTE, PYG, QAR, ROL, RUB, RUR,

RWF, SAR, SBD, SCR, SDD, SEK, SGD, SHP, SIT, SKK, SLL, SOS, SRG, STD,

SVC, SYP, SZL, THB, TIR, TMM, TND, TOP, TPE, TRL, TTD, TWD, TZS, UAH,

UGX, USD, USN, USS, UYU, UZS, VEB, VND, VUV, WST, XAF, XAG, XAU, XBA,
XBB, XBC, XBD, XCD, XDR, XFO, XFU, XOF, XPD, XPF, XPT, XTS, XXX, YER,
YUM, ZAL, ZAR, ZMK, ZRN, ZWD.

XXX isused for transactions where no currency isinvolved.

TpDat aSessi onChar geOr der
Defines the Tagged Choice of Data Elements that specify the charge plan for the call.

Tag Element Type

TpDat aSessi onChar geOr der Cat egor y

Tag Element Value Choice Element Type Choice Element Name
P_DATA_SESSI ON_CHARGE_PER VOLUME TpChar gePer Vol une Char gePer Vol une
P_DATA_SESSI ON_CHARGE_NETWORK TpString Net wor kChar ge

TpDat aSessi onChar geOr der Cat egory

Name Value Description
P_DATA_SESSI ON_CHARGE_PER VOLUVE 0 Charge per vol une
P_DATA SESSI ON_CHARGE_NETWORK 1 Qperator specific charge plan specification,
e.g. charging table name / charging table
entry

TpChar gePer Vol une

Defines the Sequence of Data Elements that specify the time based charging information. The volume is the sum of
uplink and downlink transfer data volumes.

Sequence Element Name Sequence Element Type Description
I nitial Charge Tpl nt 32 Initial charge anobunt (in currency
units * 0.0001)
Cur r ent Char gePer Ki | obyt e Tpl nt 32 Current tariff (in currency units
* 0.0001)
Next Char gePer Ki | obyt e Tpl nt 32 Next tariff (in currency units *
0.0001) after tariff swtch.
Only used in setAdvi ceOf Charge()

TpDat aSessi onl denti fi er
Defines the Sequence of Data Elements that unambiguously specify the Data Session object

Sequence Element Name  Sequence Element Type Sequence Element Description

Dat aSessi onRef er ence | pDat aSessi onRef This el enent specifies the interface
reference for the Data Session object.
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Dat aSessi onSessi onl D TpSessi onl D This el ement specifies the data session ID
of the Data Session.

TpDat aSessi onEr r or
Defines the Sequence of Data Elements that specify the additional information relating to acall error.

Sequence Element Name Sequence Element Type

ErrorTine TpDat eAndTi ne
Error Type TpDat aSessi onError Type
Addi tional Errorlnfo TpDat aSessi onAddi ti onal Errorlnfo

TpDat aSessi onAddi tional Errorlnfo

Defines the Tagged Choice of Data Elements that specify additional Data Session error and Data Session error
specific information.

Tag Element Type

TpDat aSessi onErrorType

Tag Element Value Choice Element Type Choice Element Name
P_DATA_SESSI ON_ERROR_UNDEFI NED NULL Undef i ned
P_DATA_SESSI ON_ERROR | NVALI D_ADDRESS TpAddressError Dat aSessi onError | nval i dAddr ess
P_DATA_SESSI ON_ERROR_| NVALI D_STATE NULL Undef i ned

TpDat aSessi onErr or Type
Defines a specific Data Session error.
Name Value Description

P_DATA_SESSI ON_ERROR_UNDEFI NED 0 Undefined; the nethod failed or
was refused, but no specific
reason can be given.

P_DATA_SESSI ON_ERROR | NVALI D_ADDRESS 1 The operation failed because an
invalid address was given
P_DATA_ SESSI ON_ERROR | NVALI D_STATE 2 The data session was not in a
valid state for the requested
operation

TpDat aSessi onFaul t
Defines the cause of the data session fault detected.

Name Value Description
P_DATA_SESSI ON_FAULT_UNDEFI NED 0 Undefined
P_DATA_SESI ON_USER_ABORTED 1 User hasfinalised the data session before any
message could be sent by the application
P_DATA_SESSI ON_TI MEQUT_ON_RELEASE 2 Thisfault occurs when the fina report has

been sent to the application, but the application
did not explicitly release data session object,
within aspecified time.
Thetimer valueis operator specific.

P_DATA_SESSI ON_TI MEOUT_ON_| NTERRUPT 3 This fault occurs when the application did not
ingtruct the gateway how to handle the call
within a specified time, after the gateway
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reported an event that was requested by the
application in interrupt mode.

Thetimer valueis operator specific.

TpDat aSessi onRel easeCause

Defines the Sequence of Data Elements that specify the cause of the release of a data session.

Sequence Element Name Sequence Element Type
Val ue Tpl nt 32
Locati on Tpl nt 32

NOTE: theVaueand Location are specified asin ITU-T recommendation Q.850.

TpDat aSessi onSuper vi seVol une

Defines the Sequence of Data Elements that specify the amount of volume that is allowed to be transmitted for the
specific connection.

Sequence Element Name  Sequence Element Type Sequence Element Description
Vol uneQuantity TpInt32 This data type is identical to a Tplnt32,

and defines the quantity of the granted
volune that can be transnitted for the
speci fic connection. The vol une specifies
the sum of uplink and downlink transfer
data vol unes.

Vol urmreUni t TpInt32 In Order to enlarge the range of the volunme
quantity val ue the exponent of a scaling
factor (10"VolumeUnit) is provided.

Wien the unit is for exanple in kil obytes,
Vol uneUnit nust be set to 3.

TpDat aSessi onSuper vi seRepor t

Defines the responses from the data session control service for calls that are supervised. The values may be combined
by alogical 'OR' function.

Name Value Description
P_DATA_SESSI ON_SUPERVI SE_VOLUME_REACHED 01h The maximum volume has been reached.
P_DATA_SESSI ON_SUPERVI SE_DATA_SESSI ON_ENDED 02h The data session has ended, either dueto data

session party to reach of maximum volume or
calling or called release.

P_DATA_SESSI ON_SUPERVI SE_MESSAGE_SENT 04h A warning message has been sent.

TpDat aSessi onSuper vi seTr eat nent

Defines the treatment of the call by the data session control service when the supervised volume is reached. The values
may be combined by alogical 'OR' function.

Name Value Description
P_DATA_SESSI ON_SUPERVI SE_RELEASE 01h Release the data session when the data session
supervision volume is reached.
P_DATA SESSI ON_SUPERVI SE_RESPOND 02h Notify the application when the call
supervision volumeis reached.
P_DATA_SESSI ON_SUPERVI SE_| NFORM 04h Send awarning message to the originating
party when the maximum volume is reached. If
data session release is requested, then the data

3GPP



Release 4 28 3GPP TS 29.198-8 V1.0.0 (2001-03)

session will be released following the message
after an administered time period

TpDat aSessi onRepor t
Defines the Sequence of Data Elements that specify the data session report specific information.

Sequence Element Name Sequence Element Type

Moni t or Mbde TpDat aSessi onMoni t or Mode
Dat aSessi onEvent Ti me TpDat eAndTi ne
Dat aSessi onRepor t Type TpDat aSessi onRepor t Type
Addi ti onal Reportlnfo TpDat aSessi onAddi ti onal Report | nfo

TpDat aSessi onAddi ti onal Reportinfo

Defines the Tagged Choice of Data Elements that specify additional data session report information for certain types of
reports.

Tag Element Type

TpDataSessionReportType

Tag Element Value Choice Element Type Choice Element Name
P_DATA_SESSI ON_REPORT_UNDEFI NED NULL Undef i ned
P_DATA_SESSI ON_REPORT_CONNECTED NULL Undef i ned
P_DATA _SESSI ON_REPORT_DI SCONNECT TpDataSessionReleaseCause Dat aSessi onDi sconnect

TpDat aSessi onReport Request
Defines the Sequence of Data Elements that specify the criteriarelating to data session report requests.

Sequence Element Name Sequence Element Type

Moni t or Mbde TpDataSessionMonitorM ode
Dat aSessi onReport Type TpDataSessionReportType

TpDat aSessi onReport Request Set
Defines a Numbered Set of Data Elements of TpDataSessionReportRequest.

TpDat aSessi onReport Type

Defines a specific data session event report type.

Name Value Description
P_DATA SESSI ON_REPORT_UNDEFI NED 0 Undef i ned
P_DATA_SESSI ON_REPORT_CONNECTED 1 Dat a session established.
P_DATA_SESSI ON_REPORT_DI SCONNECT 2 Dat a sessi on di sconnect
requested by data session party
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Annex A (normative):
OMG IDL Description of Data Session Control SCF

The OMG IDL representation of this interface specification is contained in atext file (dsc.idl contained in archive
2919808IDL.ZIP) which accompani es the present document.
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Annex B (informative):
Differences between this draft and 3GPP 29.198 R99

C.1 Interface IpAppDataSessionControlManager

reportNotificationdataSessionEventNetify (dataSessionReference : in TpDataSessionldentifier, eventinfo : in
TpDataSessionEventInfo, assignmentID : in TpAssignmentl D, apphaterfaceDataSession : out
I pAppDataSessionRefRef) : TpResult

C.2 Interface IpDataSessionControlManager

createNotificationenableDataSessionNetification (appDataSessionControl M anagertaterface : in
I pAppDataSessionControl ManagerRef, eventCriteria: in TpDataSessionEventCriteria, assignmentID : out
TpAssignmentI DRef) : TpResult

destroyNotificationdisableDataSessionNotification (assignmentlD : in TpAssignmentID) : TpResult

changeNatification (assignmentlID : in TpAssignmentl D, eventCriteria: in TpDataSessionEventCriteria) : TpResult

getNotification (eventCriteria : out TpDataSessionEventCriteriaRef) : TpResult
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Foreword
This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application devel opers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127[2].

This document specifies the Account Management Service Capability Feature (SCF) aspects of the interface. All
aspects of the Account Management SCF are defined here, these being:

e Sequence Diagrams

e ClassDiagrams

* Interface specification plus detailed method descriptions
e  State Transition diagrams

»  Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modeling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5S, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

« For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

[2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtual Home Environment (Release 4)".
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Account Management SCF

The following sections describe each aspect of the Account Management Service Capability Feature (SCF).
The order isasfollows:

«  The Sequence diagrams give the reader a practical idea of how each of the service capability featuresis
implemented.

¢ The Class relationships section show how each of the interfaces applicable to the SCF, relate to one another
»  The Interface specification section describes in detail each of the interfaces shown within the Class diagram part.

e The State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway.

»  The Data definitions section shows a detailed expansion of each of the data types associated with the methods
within the classes. Note that some data types are used in other methods and classes and are therefore defined
within the Common Data types part of this specification.
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5 Sequence Diagrams
5.1 Standard Transaction History Retrieval
l AccojntMana er l AccounTMana er

1: retrieve TransactionHistoryReq( )

| "

2: retrieveTransactionHistoryRes( )

r |

1: Thismessage is used by the application to retrieve a transaction history for a certain subscriber's account.

2. This method passes the result of the transaction history retrieval request for a specific user to its callback object.
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5.2 Standard Query Handling

il AccountManager : IpAccountManager

the balance

Application is requesting to query ﬁ

1: queryBalanceReq()

g

2: queryBalanceRes() 1
i U

Application is requesting to querythe
balance, but there is atleast one error in the
parameters thatis detected by the
IpAccountManager service.

3:queryBalanceReq()

| !

balance, but a network error occurs

Application is requesting to query the ﬁ

4: queryBalanceReq()

5: queryBalanceErr()

1: Thismessage isused to query the balance of the account of one or several users.
2: This message passes the result of the balance query for one or several usersto its callback object.

3: This scenario shows the case where at least one error in the parameters of the message is detected by the
I pAccountManager object. An exception will be thrown.

4. This scenario shows the case where a network error occurs.

5. This message passes the error of the balance query. No exception is thrown.
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5.3 Standard Notification handling

i AccountManager . IpAccountManager

1: createNotification( )

U g

2: reportNotification( )

3: getNotification()

4: changeNotification()

5: reportNotification( )

6: destroyNotification()

1: Thismessageis used by the application to request notifications from the | pAccountM anager service on certain
criteriafor one or several users.

2. Thismessage is used by the IpAccountManager service to report a charging event that meets the criteria set in the
createNotification message.

3: The application can request the current criteria set in the IpAccountManager service by invoking the getNotification
method.

4. Thismessageis used by the application to change the criteriainitialy created by createNotification, and previousy
obtained by getNotification.

5: Thismessage is used by the IpAccountManager service to report a charging event that meets the new criteria.
6: Thismethod is used by the application to disable the charging notifications.
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6 Class Diagrams

Ipinterface

<<Interface>>
IpAppAccountManager

reportNotification()
gueryBalanceRes()
gueryBalanceErr()
retrieveTransactionHistoryRes()
retrieve TransactionHistoryErr()

<<uses>>

<<Interface>>
IpAccountManager

createNotification()
destroyNotification()
gueryBalanceReq()
changeNotification()
getNotification()
retrieveTransactionHistoryReq()

Figure 1: Application Interfaces
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IpSenvice

setCallback ()
setCallback WithSessionID()

\
[\

<<Interface>>
IpAccountManager
(from am)

*createNotification()
*destroyNotification()
*queryBalanceReq()
*changeNotification()
*getNotification()

*retrieve TransactionHistoryRe. .

Figure 2: Service Interfaces

7 The Service Interface Specifications

7.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The genera format of an interface specification is
described below.

7.1.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for enterprise-based client applications are denoted by classes with
name | p<name>. The callback interfaces to the applications are denoted by classes with name | pApp<nane>. For
the interfaces between a Service and the Framework, the Service interfaces are typically denoted by classes with name
I pSve<name>, while the Framework interfaces are denoted by classes with name | pFw<name>

7.1.2 Method descriptions

Each method (API method “call”) is described. All methodsin the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Er r'
suffix for method results and errors, respectively. To handle responses and reports, the application or service developer
must implement the relevant | pApp<nane> or | pSvc<namne> interfaces to provide the callback mechanism.
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7.1.3 Parameter descriptions

Each method parameter and its possible values are described. Parameters described as 'in' represent those that must have
avaue when the method is called. Those described as ‘out’ are those that contain the return result of the method when
the method returns.

7.1.4 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

7.2 Base Interface

7.2.1 Interface Class Ipinterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface

7.3 Service Interfaces

7.3.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as 'Service Interface’. The corresponding interfaces that
must be implemented by the application (e.g. for API callbacks) are denoted as 'Application Interface'.

7.4 Generic Service Interface

7.4.1 Interface Class IpService

Inherits from: Ipinterface

All service interfaces inherit from the following interface.

<<Interface>>

IpService

setCallback (applnterface : in IpinterfaceRef) : TpResult
setCallbackWithSessionID (applinterface : in IpIinterfaceRef, sessionID : in TpSessionID) : TpResult
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Method
set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke methods on the
application.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

Raises
TpCener al Excepti on

Method
set Cal | backWt hSessi onl X))

This method specifies the reference address of the application's callback interface that a service uses for interactions
associated with a specific session ID: e.g. a specific call, or call leg.

Parameters

applnterface : in IplnterfaceRef
Specifies a reference to the application interface, which is used for callbacks

sessionlD : in TpSessionlD
Specifies the session for which the service can invoke the application's callback interface.

Raises
TpCener al Excepti on

8 Account Management Interface Classes

8.1 Interface Class IpAccountManager

Inherits from: IpService.

The account manager interface provides methods for monitoring accounts. Applications can use thisinterface to enable
or disable charging-related event notifications and to query account balances.

<<Interface>>

IpAccountManager

createNotification (appAccountManager : in IpAppAccountManagerRef, ChargingEventCriteria : in
TpChargingEventCriteria, assignmentld : out TpAssignmentIDRef) : TpResult

destroyNotification (assignmentld : in TpAssignmentID) : TpResult
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queryBalanceReq (users : in TpAddressSet, queryld : out TpSessionIDRef) : TpResult

changeNotification (assignmentID : in TpAssignmentID, eventCriteria : in TpChargingEventCriteria) :
TpResult

getNotification (eventCriteria : out TpChargingEventCriteriaRef) : TpResult

retrieveTransactionHistoryReq (user : in TpAddress, transactioninterval : in fw::TpTimelnterval, retrievallD :
out TpSessionIDRef) : TpResult

Method
createNotification()

This method is used by the application to enable charging event notifications to be sent to the application.

Parameters

appAccount Manager : in | pAppAccount Manager Ref

If this parameter is set (i.e. not NULL), it specifies areference to the application interface that is used for callbacks. If it
isset to NULL, the application interface defaults to the interface specified via the setCallback() method.

Chargi ngEventCriteria : in TpChargi ngEventCriteria

Specifies the event specific criteria used by the application to define the charging event required. Individual addresses
or address ranges may be specified for subscriber accounts. Example of events are "charging” and "recharging”.

assignmentld : out TpAssi gnnent | DRef
Specifies the ID assigned by the account management object for this newly enabled event notification.

Raises
TpAMEXcept i on, TpGener al Excepti on

Method
destroyNotification()

This method is used by the application to disable charging notifications.

Parameters

assignnmentld : in TpAssignnmentlD

Specifies the assignment 1D that was given by the account management object when the application enabled the
charging notification.

Raises
TpAMEXcept i on, TpGener al Excepti on

Method
quer yBal anceReq()
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This method is used by the application to query the balance of an account for one or several users.

Parameters

users : in TpAddressSet
Specifies the user(s) for which the balance is queried.

queryld : out TpSessi onl DRef
Specifiesthe ID of the balance query request.

Raises
TpAMEXcept i on, TpGener al Excepti on

Method
changeNoti fication()

This method is used by the application to change the event criteriaintroduced with createNotification. Any stored
criteria associated with the specified assignementl D will be replaced with the specified criteria.

Parameters

assignment|I D : in TpAssignment!|D
Specifies the ID assigned by the manager interface for the event notification.

eventCriteria : in TpChargingEventCriteria

Specifies the new set of event criteria used by the application to define the event required. Only events that meet these
criteriaare reported

Raises
TpAMEXcept i on, TpGener al Excepti on

Method
get Notification()

This method is used by the application to query the event criteria set with createNotification or changeNotification.

Parameters

eventCriteria : out TpChargi ngEventCriteriaRef

Specifies the event criteria used by the application to define the event required. Only events that meet these criteriaare
reported.

Raises
TpAMEXcept i on, TpGener al Excepti on
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Method
retrieveTransacti onHi st oryReq()

This asynchronous method is used by the application to retrieve a transaction history of a subscriber's account. The
history isa set of Detailed Records.

Parameters

user : in TpAddress
Specifies the subscriber for whose account the transaction history is to be retrieved.

transactionlnterval : in fw:TpTinelnterval
Specifies the time interval for which the application history is to be retrieved.

retrieval I D : out TpSessionl DRef
Specifiesthe retrieval ID of the transaction history retrieval request.

Raises
TpAMEXCcept i on, TpGener al Excepti on

8.2 Interface Class IpAppAccountManager

Inherits from: Iplnterface.

The account manager application interface isimplemented by the client application developer and is used to handle
charging event notifications and query balance responses.

Method
reportNotification()

This method is used to notify the application of a charging event.
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Parameters

chargi ngéEventinfo : in TpChargi ngEvent| nfo

Specifies data associated with this charging event. These data include the charging event being notified, the current
value of the balance after the notified event occurred, and the time at which the charging event occurred.

assignnmentld : in TpAssignmentlD

Specifies the assignment 1D that was returned by the createNotification() method. The application can use the
assignment I D to associate events with event-specific criteriaand to act accordingly.

appAccount Manager : out | pAppAccount Manager Ref Ref
Specifies a reference to the application object, which implements the callback interface for the new charging session.

Raises
TpAMEXcept i on, TpGener al Excepti on

Method

guer yBal anceRes()

This method indicates that the request to query the balance was successful and it reports the requested balance of an
account to the application.

Parameters

queryld : in TpSessionlD
Specifiesthe ID of the balance query request.

bal ances : in TpBal anceSet
Specifies the balance for one or more user accounts.

Raises
TpAMEXcept i on, TpGener al Excepti on

Method
quer yBal anceErr ()

This method indicates that the request to query the balance failed and it reports the cause of failure to the application.

Parameters

queryld : in TpSessionlD
Specifiesthe ID of the balance query request.

cause : in TpBal anceQueryError
Specifiesthe error that led to the failure.
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Raises
TpAMEXcept i on, TpGener al Excepti on

Method
retrieveTransacti onHi st oryRes()

This method indicates that the request to retrieve the transaction history was successful and it returns the requested
transaction history.

Parameters

retrieval ID: in TpSessionlD
Specifies the retrieval ID of the transaction history retrieval request.

transacti onH storyStatusCode : in TpTransacti onHi st orySt at us
Specifies the status code for retrieving the transaction history.

transactionH story : in TpTransacti onHi st orySet
Specifies the requested transaction history.

Raises
TpAMEXcept i on, TpGener al Excepti on

Method

retrieveTransacti onH storyErr ()

This method indicates that the request to retrieve the transaction history failed and it reports the cause of failure to the
application.

Parameters

retrieval ID : in TpSessionlD
SpecifiestheretrievalID of the transaction history retrieval request.

transactionH storyError : in TpTransacti onHi storyStatus
Specifies the error that occured while retrieving the transaction history.
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Raises
TpAMEXcept i on, TpGener al Excepti on

9 State Transition Diagrams

9.1 State Transition Diagrams for IpAccountManager

query BalanceReq
changeNotification
getNotification
retrieveTransactionHistory Req

query BalanceReq
Creation of IpAccountManager retriev eTransactionHistory Req
by Service Factory

destroy Natification

Notifications
created

Active

createNotification

IpAccess.terminateServiceAgreement IgAccess.terminateServiceAgreement

®

Figure 3: Application view on the IpAccountManager

9.1.1 Active State

In this state a relation between the Application and the Account Management has been established. The state allows the
application to indicate that it isinterested in charging related events, by calling createNotification. In case such an event
occurs, Account Manager will inform the application by invoking the operation reportNotification() on the
IpAppAccountM anager interface. The application can also indicate it is no longer interested in certain charging related
events by calling destroyNotification().

9.1.2 Notifications created State

When the Account Manager isin the Notifications created state, events requested with createNotification() will be
forwarded to the application. In this state the application can request to change the notifications or query the Account
Manager for the notifications currently set.
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10 Data Definitions

10.1  Account Management Data Definitions

This section provides the Account Management specific data definitions necessary to support the OSA interface
specification.

The general format of a data definition specification is the following:
« Datatype, that shows the name of the data type.
» Description, that describes the data type.
» Tabular specification, that specifies the data types and values of the data type.

« Example, if relevant, shown to illustrate the data type.

10.1.1 TpBalanceQueryError

Defines an error that is reported by the Charging service capability feature as a result of a balance query request.

P_BALANCE_QUERY_OK 0

No error occurred while processing the request

P_BALANCE_QUERY_ERROR_UNDEFINED

General error, unspecified

P _BALANCE_QUERY_UNKNOWN_SUBSCRIBER

Subscriber for which balanceisqueried is
unknown

P_BALANCE_QUERY_UNAUTHORIZED_APPLICATIO
N

Application is not authorized to query balance

P_BALANCE_QUERY_SYSTEM_FAILURE

System failure. The request could not be handled

10.1.2 TpChargingEventName

Defines the charging event for which notifications can be requested by the application.

P_AM_CHARGING 0 End user's account has been charged by an
application
P_AM_RECHARGING 1 End user has recharged the account
P_AM_ACCOUNT_LOW 2 Account balance is below the balance threshold
P_AM_ACCOUNT_ZERO 3 Account balanceis at zero
P_AM_ACCOUNT_DISABLED 4 Account has been disabled

10.1.3 TpBalancelnfo

Defines the structure of data elements that specifies detailed balance info.
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Currency TpString Currency unit according to | SO
4217: 1995
Val uePart A Tpl nt 32 This data type is identical to a

Tpl nt32 and specifies the nost
significant part of the conposed
val ue. A currency anmount is
conposed as fol |l ows:

( (ValuePartA$2&+ Val uePartB) *
0. 0001 )

Val uePart B Tpl nt 32 This data type is identical to a
Tplnt32 and specifies the | east
significant part of the conposed
val ue

Exponent Tpl nt 32 Specifies the position of the
decimal point in the currency
amount made up of the unitPart and
the fractionPart, as described
above. E.g. an exponent of 4 neans
a pure integer value, whereas an
exponent of 2 means an accuracy of
0.01

Addi tional I nfo TpString Descriptive string, containing
addi tional information, which is
sent to the application wthout
prior eval uation.

As an example, the currency amount composed of a Currency of EUR, a VauePartA of 0, aVauePartB of 10000, and an
exponent of 2 yields a currency amount of € 100.00.

Valid Currencies are:

ADP, AED, AFA, ALL, AMD, ANG AON, AOR, ARS, ATS, AUD, AWG AZM BAM
BBD, BDT, BEF, BG., BG\, BHD, BIF, BWMD, BND, BOB, BOV, BRL, BSD, BTN,
BWP, BYB, BzZD, CAD, CDF, CHF, CLF, CLP, CNY, COP, CRC, CUP, CVE, CYP,
CzZK, DEM DJF, DKK, DOP, DzZD, ECS, ECV, EEK, EGP, ERN, ESP, ETB, EUR,
FIM FJD, FKP, FRF, GBP, GEL, GHC, G P, GWD, G\F, GRD, GIQ GWP, GYD,
HKD, HNL, HRK, HTG HUF, IDR, ITEP, ILS, INR 1QD IRR [ISK, ITL, JND,
JOD, JPY, KES, KGS, KHR, KMF, KPW KRW KWD, KYD, KZT, LAK, LBP, LKR,
LRD, LSL, LTL, LUF, LVL, LYD, MAD, MDL, MGF, MKD, MWK, MNT, MOP, MRO,
MIL, MUR, MVR, MAK, MXN, MXV, MYR, MZM NAD, NG\, NIO NLG NOK, NPR,
NzD, OWR, PAB, PEN, P&, PHP, PKR, PLN, PTE, PYG QAR, ROL, RUB, RUR,
RWF, SAR, SBD, SCR, SDD, SEK, SGD, SHP, SIT, SKK, SLL, SCS, SRG STD,
SVC, SYP, SZL, THB, TJR, TMM TND, TOP, TPE, TRL, TTD, TWD, TZS, UAH,
UGX, USD, USN, USS, UYU, UZS, VEB, VND, VUV, WST, XAF, XAG XAU, XBA,
XBB, XBC, XBD, XCD, XDR, XFO, XFU, XOF, XPD, XPF, XPT, XTS, XXX, VYER
YUM ZAL, ZAR, ZMK, ZRN, ZWD.

XXX isused for transactions where no currency isinvolved.

10.1.4 TpChargingEventinfo

Defines the structure of data elements that specifies charging event information.
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Char gi ngEvent Nane TpChar gi ngEvent Nane The charging event for

whi ch notifications can be
requested by the
application

Current Bal ancel nfo TpBal ancel nfo The current bal ance of the
user’s account
Char gi ngEvent Ti ne TpTi ne The tine at which the

chargi ng event occurred.

10.1.5 TpChargingEventCriteria

Defines the structure of data elements that specifies charging event criteria.

Users TpAddr essSet Specifies the user(s) for
whi ch the charging events
are requested to be
reported.

Char gi ngEvent Nane TpChar gi ngEvent Nane Specifies the specific
charging event criteria
used by the application to
define the event required.

10.1.6 TpBalance

Defines the structure of data elements that specifies a balance.

User| D TpAddr ess Specifies the user to whom
the account bel ongs to.

St at usCode TpBal anceQuer yErr or Specifies the status code
for the bal ance query
request.

Bal ancel nfo TpBal ancel nfo Speci fies the bal ance
information for the user.

10.1.7 TpBalanceSet

Defines a collection of TpBalance elements.

10.1.8 TpTransactionHistory

This data type is a sequence of data elements that describes the transaction history.

Transactionl D TpAssignment|D Specifiesthe ID of the specific transaction

Ti meSt anp TpDateAndTime Specifies the date and time when the specific
transaction was processed.

Addi tional I nfo TpString Specifies afree format string providing additional

information on the specific transaction. This could
be the applicationDescription provided with the
actual transaction.
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10.1.9 TpTransactionHistorySet

Defines a collection of TpTransactionHistory elements.

10.1.10 TpTransactionHistoryStatus

Defines a status code that is reported by the Account Manager service capability feature as aresult of atransaction
history retrieval request.

P_AM_TRANSACTION_OK 0 No error occurred while processing the request
P_AM_TRANSACTION_ERROR_UNSPECIFIED 1 Genera error, unspecified
P_AM_TRANSACTION_INVALID_INTERVAL 2 Aninvalid interval for the transaction history was
specified.
P_AM_TRANSACTION_UNKNOWN_ACCOUNT 3 No account for the specified user is known.
P_AM_TRANSACTION_UNAUTHORIZED_APPLICATION 4 Application is not authorized to query balance.
P_AM_TRANSACTION_PROCESSING_ERROR 5 A processing error occurred while compiling the
transaction history.
P_AM_TRANSACTION_SYSTEM_FAILURE 6 System failure. The request could not be handled
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Annex A (normative):
OMG IDL Description of Account Management SCF

The OMG IDL representation of this interface specification is contained in atext file (am.idl contained in archive
2919811IDL.ZIP) which accompanies the present document.
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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document is part of the Stage 3 specification for an Application Programming Interface (API) for Open Service
Access (OSA). The OSA specifications define an architecture that enables application developers to make use of
network functionality through an open standardised interface, i.e. the OSA API's. The concepts and the functional
architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3]. The requirements for OSA are
defined in 3GPP TS 22.127 [2].

This document specifies the Charging Service Capability Feature (SCF) aspects of the interface. All aspects of the
Charging SCF are defined here, these being:

e Sequence Diagrams

¢ ClassDiagrams

« Interface specification plus detailed method descriptions
e State Transition diagrams

o Datadefinitions

e IDL Description of the interfaces

The process by which this task is accomplished is through the use of object modelling techniques described by the
Unified Modeling Language (UML).

This specification has been defined jointly between 3GPP TSG CN WG5, ETSI SPAN 12 and the Parlay Consortium,
in co-operation with the JAIN consortium.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

¢ References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For a specific reference, subsequent revisions do not apply.

¢ For anon-specific reference, subsequent revisions do apply.

[1] 3GPPTS29.198-1 "Open Service Access; Application Programming Interface; Part 1.
Overview".

2] 3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 4)".

[3] 3GPP TS 23.127: "Virtua Home Environment (Release 4)".

[4] World Wide Web Consortium Composite Capability/Preference Profiles (CC/PP): A user side

framework for content negotiation (www.w3.0rg)

[5] Wireless Application Protocol (WAP), Version 1.2, UAProf Specification (www.wapforum.org)
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the definitionsin TS 29.198-1 [1] apply.

3.2 Symbols

For the purposes of the present document, the symbolsin TS 29.198-1 [1] apply.

3.3 Abbreviations

For the purposes of the present document, the abbreviationsin TS 29.198-1 [1] apply.

4 Charging SCF

The following sections describe each aspect of the Charging Service Capability Feature (SCF).
The order is asfollows:

e The Seguence diagrams give the reader a practical idea of how each of the service capability featureis
implemented.

¢ The Class relationships section show how each of the interfaces applicable to the SCF, relate to one another
¢ ThelInterface specification section describesin detail each of the interfaces shown within the Class diagram part.

e The State Transition Diagrams (STD) show the progression of internal processes either in the application, or
Gateway.

¢ The Data definitions section show a detailed expansion of each of the data types associated with the methods within
the classes. Note that some data types are used in other methods and classes and are therefore defined within the
Common Data types part of this specification.

5 Sequence Diagrams

5.1 Reservation / payment in parts

The sequence diagram illustrates how to request a reservation and how to charge a user from the reserved amount, for
instance to charge a user for a streamed video which lasts 10 minutes and costs atotal of $2.00. The operations and
interfaces that do not provide rating are employed throughout this sequence diagram.

We assume the application has already discovered the content based charging SCF. As aresult, the application received
an object reference pointing to an object that implements the IpChargingM anager interface.

1. The application creates alocal object implementing the IpAppChargingAmountSession interface.

2. The application opens a amount charging session, an reference to anew or existing object implementing
I pChargingAmountSession is returned together with a unique session ID.

3. Inthis case a new object is used.
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4. The application requests the reservation of $2.00.

5. Assuming the criteriafor requesting a reservation are met (the application provider has permission to charge the
requested amount, the charged user has agreed to pay the requested amount), the amount is reserved in the session. At
this point, the application provider knows that the network operator will accept later debit requests up to the reserved
amount. So, the application may start serving the user, for instance by sending the video stream.

6. The successful reservation is reported back to the application.

After half of the video has been sent to the user, the application may choose to capture half of the price already:
7. The application requests to debit $1.00 from the reservation.

8. The successful debit is reported back to the application.

9. The acknowledge is forwarded to the application.

10. The application checks if the remaining lifetime of the reservation will cover the remaining 5 minutes of video. Let
us assume, it does not.

11. The application asks the | pChargingAmountReservation object to extend the lifetime of the reservation.

12. Assuming that the application provider is alowed to keep reservations open for longer thant 10 minutes, the
extendLifeTimeReq() will be honored and confirmed properly.

13. The confirmation is forwarded to the application.
14. When the compl ete video has been transmitted to the user without errors, the application charges another $1.00.

15. The IpChargingA mountReservation object acknowledges the successful debit at the IpAppAmountReservation
callback object.

16. The IpAppChargingAmountReservation object forwards the acknowledge to the application.
17. Since the service is complete, the application frees all resources associated with the reservation and session.

The operations which handle units are used exactly the same, except that the amount of application usage is indicated
instead of a price.
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Application . IpAppChargingSession . IpChargingSession

pChargin_ gManager

1: new()

2: createChérgingSession 0 3 0
‘ : new

4: reserveAmountReq()

5: reserveAmduntResO
6: forward event() :

7: debitAmountReq()
8: debitAmountRes()

9: forward event()

10: getLifeTimeLeft()

11: extendLifeTimeReq()

12: extendLifeTimeRes()

13: forward event()

14: debitAmountReq()

15: debitAmdu ntRes()

16: forward event()

17: release()

ETSI



Release 4 9 3GPP TS 29.198-12 V1.0.0 (2001-03)

5.2 Immediate Charge

This sequence diagram illustrates how immediate charging is used. Assume a WAP gateway that charges the user $0.01
per requested URL. Since it is acceptable to loose one tick worth $0.01, no prior reservations are made. The WAP
gateway sends an immediate debit for each requested URL, and should a payment have as result failure, the user is
disconnected.

1. The application creates aloca object implementing the IpAppChargingAmountSession interface. This object will
receive response messages from the IpChargingAmountSession object.

2. The application orders the creation of a session.

3. The application requests to charge the user $0.01.

4. The payment is acknowledged.

5. The acknowledgement is forwarded in the application.

6. The application requests to charge the user $0.01.

7. The payment is reported to fail.

8. Thefailure report is forwarded in the application.

(repeat steps 3 - 5 and 6 - 8 aslong as you want to in any order you want to)
9. The application releases the session

The operations which handle units are used exactly the same, except that the amount of application usage is indicated
instead of aprice.
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Application . IpAppChargingSession o . IpChargingSession
IpChargingManager

1: new()

T

2: createChafgingSession 0

T

3: debitAmountReq()

4: debitAmountRes()
5: forward notification ;

6: debitAmountReq()

7: debitAmountErr()

8: forward notification

=

9: release()

ETSI



Release 4 11 3GPP TS 29.198-12 V1.0.0 (2001-03)

6 Class Diagrams

This class diagram shows the application interfaces for charging and their relations to the service interfaces.

IpChargingSession
(from cs)

*resernveAmountReq|()
*creditAmountReq()
*debitAmountReq()
*getAmountLeft()
%release()
*%extendLifeTimeReq()
%getLifeTimeLeft()
*directCreditAmountReq()
%directDebitAmountReq()
%reseneUnitReq()
*creditUnitReq()
*debitUnitReq()
*getUnitLeft()

%rateReq()
%directCreditUnitReq()
*directDebitUnitReq()

/PU..n

|
| 1

IpChargingManager
(from cs)

®createChargingSession()

. <<uses>>

Figure: Application Interfaces

This class diagram shows the interfaces of the charging SCF.

ETSI

IpInterface
(from open_senvice_access)

\

:

IpAppChargingSession
(from cs)

%extendLifeTimeRes()
®extendLifeTimeErr()
*creditAmountRes()
*creditAmountErr()
*debitAmountRes()
*debitAmountErr()
®reserveAmountRes()
®reserveAmountErr()
®directCreditAmountRes()
*directCreditAmountErr()
*directDebitAmountRes()
*directDebitAmountErr()
*creditUnitRes()
ScreditUnitErr()
*debitUnitRes()
®debitUnitErm()
®reseneUnitRes()
®reseneUnitErr()
®rateRes()

®rateErr()
*directCreditUnitRes()
®directCreditUnitErr()
*directDebitUnitRes()
*directDebitUnitErr()
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<Interface>>
IpSenice
(from open_service_access)

%setCallback()
*setCallbackWithSessionID()

/\
// \

<<Interface>> <Interface>>
IpChargingManager IpChargingSession
(from cs) (from cs)

%createChargingSession() *reseneAmountReq()
*creditAmountReq()
*debitAmountReq()
*getAmountLeft()
%release()
*extendLifeTimeReq()
*getLifeTimeLeft()
*directCreditAmountReq()
*directDebitAmountReq()
*reseneUnitReq()
*creditUnitReq()
*debitUnitReq()
*getUnitLeft()

%rateReq()
%directCreditUnitReq()
%directDebitUnitReq()

Figure: Service Interfaces
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7 The Service Interface Specifications

7.1 Interface Specification Format

This section defines the interfaces, methods and parameters that form a part of the API specification. The Unified
Modelling Language (UML) is used to specify the interface classes. The general format of an interface specificationis
described below.

7.1.1 Interface Class

This shows a UML interface class description of the methods supported by that interface, and the relevant parameters
and types. The Service and Framework interfaces for enterprise-based client applications are denoted by classes with
name | p<nanme>. The callback interfaces to the applications are denoted by classes with name | pApp<nane>. For
the interfaces between a Service and the Framework, the Service interfaces are typically denoted by classes with name
I pSve<name>, while the Framework interfaces are denoted by classes with name IpFw<name>

7.1.2 Method descriptions

Each method (APl method “call”) is described. All methodsin the API return avalue of type TpResul t , indicating,
amongst other things, if the method invocation was sucessfully executed or not.

Both synchronous and asynchronous methods are used in the API. Asynchronous methods are identified by a'Req’
suffix for a method request, and, if applicable, are served by asynchronous methods identified by either a'Res' or 'Er r'
suffix for method results and errors, respectively. To handle responses and reports, the application or service devel oper
must implement the relevant | pApp<nane> or | pSvc<nane> interfacesto provide the callback mechanism.

7.1.3 Parameter descriptions

Each method parameter and its possible values are described. Parameters described as 'in' represent those that must have
avalue when the method is called. Those described as 'out' are those that contain the return result of the method when
the method returns.

7.1.4 State Model

If relevant, a state model is shown to illustrate the states of the objects that implement the described interface.

7.2 Base Interface

7.2.1 Interface Class Ipinterface

All application, framework and service interfaces inherit from the following interface. This APl Base Interface does not
provide any additional methods.

<<Interface>>

Ipinterface
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7.3 Service Interfaces

7.3.1 Overview

The Service Interfaces provide the interfaces into the capabilities of the underlying network - such as call control, user
interaction, messaging, mobility and connectivity management.

The interfaces that are implemented by the services are denoted as 'Service Interface’. The corresponding interfaces that
must be implemented by the application (e.g. for API callbacks) are denoted as 'Application Interface'.

7.4 Generic Service Interface

7.4.1 Interface Class IpService

Inherits from: Iplnterface

All serviceinterfacesinherit from the following interface.

<<Interface>>

IpService

setCallback (applnterface : in IpinterfaceRef) : TpResult
setCallbackWithSessionID (applinterface : in IpIinterfaceRef, sessionID : in TpSessionID) : TpResult

Method
set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke methods on the
application.

Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

Raises
TpGener al Excepti on

Method
set Cal | backW t hSessi onl X))

This method specifies the reference address of the application's callback interface that a service uses for interactions
associated with a specific session ID: e.g. a specific call, or call leg.
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Parameters

applnterface : in IplnterfaceRef
Specifies areference to the application interface, which is used for callbacks

sessionlD : in TpSessionlD
Specifies the session for which the service can invoke the application’s callback interface.

Raises
TpCener al Excepti on

8 Charging Interface Classes

8.1 Interface Class IpChargingManager

Inherits from: IpService.

Thisinterface is the 'service manager' interface for the Charging Service. The Charging manager interface provides
management functions to the charging service. The application programmer can use this interface to start charging
sessions.

<<Interface>>

IpChargingManager

createChargingSession (appAmountSession : in IpAppAmountSessionRef, applicationDescription : in
TpString, merchantAccount : in TpMerchantAccountID, user : in TpAddress, correlationID : in
TpCorrelationID, amountSessionReference : out TpChargingSessionIDRef) : TpResult

Method
cr eat eChar gi ngSessi on()

This method creates a container for further transactions between an end user and a merchant (either direct or viaa
reservation).

Parameters

appAnmount Session : in | pAppAmount Sessi onRef
Callback interface for the session in the application

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user).

mer chant Account : in TpMerchant Account| D
I dentifies the account of the party providing the application to be used.
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user : in TpAddress

Specifies the user that is using the application. This may or may not be the user that will be charged. The Charging
service will determine the charged user.

correlationlD : in TpCorrelationlD
This value can be used to correlate the charging to network activity.

anount Sessi onRef erence : out TpChar gi ngSessi onl DRef
Defines the session.

8.2 Interface Class IpAppChargingSession
Inherits from: I plnterface.

This application interface must be implemented by the client application to handle callbacks from the
IpChargingSession.

<<Interface>>

IpAppChargingSession

extendLifeTimeRes (sessionID : in TpSessionID, SessionTimeLeft : in TpInt32) : TpResult
extendLifeTimeErr (sessionID : in TpSessionlID, error : in TpChargingError) : TpResult

creditAmountRes (sessionID : in TpSessionID, creditedAmount : in TpChargingPrice, reservedAmountLeft :
in TpChargingPrice, requestNumberNextRequest : in Tpint32) : TpResult

creditAmountErr (sessionID : in TpSessionID, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

debitAmountRes (sessionID : in TpSessionID, debitedAmount : in TpChargingPrice, reservedAmountLeft :
in TpChargingPrice, requestNumberNextRequest : in TpInt32) : TpResult

debitAmountErr (sessionID : in TpSessionID, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

reserveAmountRes (sessionID : in TpSessionID, reservedAmount : in TpChargingPrice, sessionTimeLeft :
in TpInt32, requestNumberNextRequest : in TpInt32) : TpResult

reserve AmountErr (sessionID : in TpSessionlD, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

directCreditAmountRes (sessionID : in TpSessionID, creditedAmount : in TpChargingPrice,
requestNumberNextRequest : in TpInt32) : TpResult

directCreditAmountErr (sessionID : in TpSessionID, error : in TpChargingError, requestNumberNextRequest
:in TpInt32) : TpResult

directDebitAmountRes (sessionID : in TpSessionID, debitedAmount : in TpChargingPrice,
requestNumberNextRequest : in Tpint32) : TpResult

directDebitAmountErr (sessionID : in TpSessionID, error : in TpChargingError, requestNumberNextRequest
:in TpInt32) : TpResult

creditUnitRes (sessionID : in TpSessionID, creditedVolumes : in TpVolumeSet, reservedUnitsLeft : in
TpVolumeSet, requestNumberNextRequest : in TpInt32) : TpResult

creditUnitErr (sessionID : in TpSessionID, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

debitUnitRes (sessionID : in TpSessionID, debitedVolumes : in TpVolumeSet, reservedUnitsLeft : in
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TpVolumeSet, requestNumberNextRequest : in Tpint32) : TpResult

debitUnitErr (sessionID : in TpSessionID, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

reserveUnitRes (sessionID : in TpSessionID, reservedUnits : in TpVolumeSet, sessionTimeLeft : in Tpint32,
requestNumberNextRequest : in Tpint32) : TpResult

reserveUnitErr (sessionID : in TpSessionlD, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

rateRes (sessionID : in TpSessionlID, rates : in TpPriceVolumeSet, validityTimeLeft : in TpInt32) : TpResult
rateErr (sessionlD : in TpSessionID, error : in TpChargingError) : TpResult

directCreditUnitRes (sessionID : in TpSessionID, creditedVolumes : in TpVolumeSet,
requestNumberNextRequest : in Tpint32) : TpResult

directCreditUnitErr (sessionID : in TpSessionID, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

directDebitUnitRes (sessionID : in TpSessionID, debitedVolumes : in TpVolumeSet,
requestNumberNextRequest : in TpInt32) : TpResult

directDebitUnitErr (sessionID : in TpSessionlID, error : in TpChargingError, requestNumberNextRequest : in
TpInt32) : TpResult

Method
ext endLi f eTi neRes()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

Sessi onTi meLeft : in Tplnt32
Indicates the number of seconds that the session remains valid.

Method
extendLi feTi meErr ()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.
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Method
credi t Anount Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

credi tedAmount : in TpChargingPrice
Indicates the credited amount.

reservedAnmount Left : in TpChargingPrice
The amount left of the reservation.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
credi t Amount Err ()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
debi t Amount Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

ETSI
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debi t edAnount : in TpChargi ngPrice
Indicates the debited amount.

reservedAnount Left : in TpChargi ngPrice
The amount |eft of the reservation.

request Nunmber Next Request : in Tplnt32
This request number must be used in the next request for this session.

Method
debi t Amount Err ()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunber Next Request : in Tplnt32
This request number must be used in the next request for this session.

Method
r eser veAnount Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD: in TpSessionlD
Thisisthe same as the session ID returned in the request.

reservedAnount : in TpChargingPrice
The amount reserved.

sessionTi neLeft : in Tplnt32

3GPP TS 29.198-12 V1.0.0 (2001-03)

I ndicates the number of seconds that the session and the reservation therein remains valid.

request Nunmber Next Request : in Tplnt32
This request number must be used in the next request for this session.
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Method
reserveAmount Err ()

This method indicates that the corresponding request failed. The reservation cannot be used.

Parameters

sessionlD : in TpSessionlD
Thisisthe same as the session ID returned in the request.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32
This request number must be used in the next request for this session.

Method
di rect Credi t Amount Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

credi tedAmount : in TpChargingPrice
Indicates the credited amount.

request Nunmber Next Request : in Tplnt32
This request number must be used in the next request for this session.

Method
di rect Credi t Amount Err ()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32
This request number must be used in the next request for this session.
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Method
di rect Debi t Anount Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

debi t edAnount : in TpChargi ngPrice
Indicates the debited amount.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
di rect Debi t Amount Err ()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
credi tUnit Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

credi tedVol unes : in TpVol uneSet
Indicates the credited volumes of application useage.
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reservedUni tsLeft : in TpVol uneSet
The volume of application usage left in the reservation.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
creditUnitErr()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
debi t Uni t Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

debi t edVol unes : i n TpVol uneSet
Indicates the debited volumes of application useage.

reservedUni tsLeft : in TpVol uneSet
The volume of application usage left in the reservation.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
debitUnitErr()

This method indicates that the corresponding request failed.
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Parameters

sessionlD: in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt 32
This request number must be used in the next request for this session.

Method
reservelUni t Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe same as the session ID returned in the request.

reservedUnits : in TpVol uneSet
The volume of application usage reserved.

sessionTi neLeft : in Tplnt32
Indicates the number of seconds that the session and the reservation therein remains valid.

request Nunber Next Request : in Tplnt32
This request number must be used in the next request for this session.

Method
reserveUni t Err ()

This method indicates that the corresponding request failed. The reservation cannot be used.

Parameters

sessionlD : in TpSessionlD
Thisisthe same as the session ID returned in the request.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32
This request number must be used in the next request for this session.
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Method
rat eRes()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

rates : in TpPriceVol uneSet
The applicablerates.

validityTimeLeft : in Tplnt32
I ndicates the number of seconds that this information remains valid.

Method

rat ekrr ()

This method indicates that the corresponding request failed.
Parameters

sessionlD : in TpSessionlD

Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

Method
directCredi tUnitRes()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

credi tedVol unes : in TpVol uneSet
Indicates the credited volumes of application useage.

request Nunmber Next Request : in Tplnt32
This request number must be used in the next request for this session.
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Method
directCreditUnitErr()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
di rect Debi t Uni t Res()

This method indicates that the corresponding request was successfull.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

debi t edVol unes : i n TpVol uneSet
Indicates the debited volumes of application useage.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.

Method
directDebitUnitErr()

This method indicates that the corresponding request failed.

Parameters

sessionlD : in TpSessionlD
Thisisthe ID of the session for which the operation was called.

error : in TpChargingError
Indicates the reason for failure.

request Nunmber Next Request : in Tplnt32

This request number must be used in the next request for this session.
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8.3 Interface Class IpChargingSession

Inherits from: IpService.

The Charging Amount Session interface provides operations to facilitate amount transactions between a merchant and
an user. The application programmer can use this interface to debit or credit amounts towards a user, to create and
extend the lifetime of areservation and to get information about what is left of the reservation.

<<Interface>>

IpChargingSession

reserveAmountReq (sessionID : in TpSessionID, preferredAmount : in TpChargingPrice, minimumAmount :
in TpChargingPrice, applicationDescription : in TpString, requestNumber : in TpInt32,
chargingParameters : in TpChargingParameterSet) : TpResult

creditAmountReq (sessionID : in TpSessionID, applicationDescription : in TpString, amount : in
TpChargingPrice, closeReservation : in TpBoolean, requestNumber : in TpInt32) : TpResult

debitAmountReq (sessionID : in TpSessionID, applicationDescription : in TpString, amount : in
TpChargingPrice, closeReservation : in TpBoolean, requestNumber : in TpInt32) : TpResult

getAmountLeft (sessionID : in TpSessionID, amountLeft : out TpChargingPrice) : TpResult
release (sessionID : in TpSessionID, requestNumber : in Tpint32) : TpResult
extendLifeTimeReq (sessionID : in TpSessionID) : TpResult

getLifeTimeLeft (sessionID : in TpSessionID, reservationTimelLeft : out TpInt32) : TpResult

directCreditAmountReq (sessionID : in TpSessionID, applicationDescription : in TpString,
chargingParameters : in TpChargingParameterSet, amount : in TpChargingPrice, requestNumber : in
TpInt32) : TpResult

directDebitAmountReq (sessionID : in TpSessionID, applicationDescription : in TpString, amount : in
TpChargingPrice, requestNumber : in TpInt32, chargingParameters : in TpChargingParameterSet) :
TpResult

reserveUnitReq (sessionID : in TpSessionlID, chargingParameters : in TpChargingParameterSet, volumes :
in TpVolumeSet, applicationDescription : in TpString, requestNumber : in Tpint32) : TpResult

creditUnitReq (sessionID : in TpSessionID, applicationDescription : in TpString, volumes : in TpVolumeSet,
closeReservation : in TpBoolean, requestNumber : in Tpint32) : TpResult

debitUnitReq (sessionID : in TpSessionID, applicationDescription : in TpString, volumes : in TpVolumeSet,
closeReservation : in TpBoolean, requestNumber : in TpInt32) : TpResult

getUnitLeft (sessionID : in TpSessionID, volumesLeft : out TpVolumeSet) : TpResult
rateReq (sessionID : in TpSessionID, chargingParameters : in TpChargingParameterSet) : TpResult

directCreditUnitReq (sessionID : in TpSessionlD, applicationDescription : in TpString, chargingParameters :
in TpChargingParameterSet, volumes : in TpVolumeSet, requestNumber : in Tpint32) : TpResult

directDebitUnitReq (sessionID : in TpSessionID, applicationDescription : in TpString, chargingParameters :
in TpChargingParameterSet, volumes : in TpVolumeSet, requestNumber : in Tpint32) : TpResult

Method
reser veAnount Req()

This method is used whan an application wants to reserve an amount for services to be delivered to an user.
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Parameters

sessionlD: in TpSessionlD
The ID of the session.

preferredAnount : in TpChargingPrice
The amount that the application wants to be reserved.

m ni nrumAnount : in TpChargi ngPrice
The minimum amount that can be used by the application.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

request Nunber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

char gi ngParaneters : in TpChargi ngPar anet er Set

Method
credi t Anount Req()

This method credits an amount towards the reservation associated with the session.
The amount left in the reservation will be increased by this amount.

Each request to debit / credit an amount towards a reservation is handled separately. For example, two requests for a
payment of EUR 1,- will give atotal payment of EUR 2,-.

A credit of EUR 1,- and a debit of EUR 1 will give atotal payment of EUR O,-.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

anmount : in TpChargi ngPrice
The amount to be credited towards the user.

cl oseReservation : in TpBool ean
If set to true, this parameter indicates that the rest of the reservation can be freed.

request Nunber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.
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Method
debi t Amount Req()

This method debits an amount from the reservation.
The amount left in the reservation will be decreased by this amount.

Each request to debit / credit an amount towards a reservation is handled separately. For example, two requests for a
payment of EUR 1,- will give atotal payment of EUR 2,-.

A credit of EUR 1,- and adebit of EUR 1 will give atotal payment of EUR O,-.

When a debit operation would exceed the limit of the reservation, the debit operation fails.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

amount : in TpChargingPrice
The amount to be debited from the user.

cl oseReservation : in TpBool ean
If set to true, this parameter indicates that the reservation can be freed.

request Nunber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

Method
get Anount Left ()

With this method an application can request the remaining amount of the reservation.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

anount Left : out TpChargingPrice
Gives the amount left in the reservation.

Method
rel ease()

This method rel eases the session, no operations can be done towards this session anymore (not even retries). Unused
parts of areservation are freed.
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Parameters

sessionlD: in TpSessionlD
The ID of the session.

request Nunber : in Tplnt32

3GPP TS 29.198-12 V1.0.0 (2001-03)

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

Method
ext endLi f eTi mreReq()

With this method an application can request the lifetime of the session and possible reservation therein to be extended.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

Method
get Li feTi neLeft ()

With this method an application can request the remaining lifetime of the session.

Parameters

sessionlD: in TpSessionlD
The ID of the session.

reservationTi neLeft : out Tplnt32
I ndicates the number of seconds that the session remains valid.

Method
di rect Credi t Amount Req()

This method directly credits an amount towards the user.

A possible reservation associated with this session is not influenced.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

applicationDescription : in TpString

Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)
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char gi ngParaneters : in TpChargi ngPar anet er Set

These parameters and their values specify to the charging service what was provided to the end user so that the charging
service can determine the applicable tariff..

anmount : in TpChargi ngPrice
The amount to be credited towards the user.

request Nunber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

Method
di rect Debi t Amount Req()

This method directly debits an amount towards the user.

A possible reservation associated with this session is not influenced.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

anmount : in TpChargi ngPrice
The amount to be debited from the user.

request Nunmber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

char gi ngParaneters : in TpChargi ngPar anet er Set

These parameters and their values specify to the charging service what was provided to the end user so that the charging
service can determine the applicable tariff..

Method

reserveUni t Req()

This method is used whan an application wants to reserve volumes of application usage to be delivered to an user in the
session.

Parameters

sessionlD : in TpSessionlD
The ID of the session.
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char gi ngParaneters : in TpChargi ngPar anet er Set

These parameters and their values specify to the charging service what was provided to the end user so that the charging
service can determine the applicable tariff..

vol umes : in TpVol uneSet
Specifies the units and number of units for each unit that will be reserved.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

request Nunber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

Method
creditUnit Req()

This method credits a volume of application usage towards the reservation.
The volumes left in the reservation of this will be increased by this amount.

Each request to debit / credit a volume towards a reservation is handled separately. For example, two requests for a
payment for 10 kilobytes will give atotal payment for 20 kilobytes

Parameters

sessionlD : in TpSessionlD
The ID of the session.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

vol umes : in TpVol uneSet
Specifies the units and number of units for each unit which will be credited towards the user.

cl oseReservation : in TpBool ean
If set to true, this parameter indicates that the reservation can be freed.

request Nunmber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

Method
debi t Uni t Req()

This method debits a volume of application usage from the reservation.

The volumes left in the reservation will be decreased by this amount.
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Each request to debit / credit a volume towards a reservation is handled separately. For example, two requests for a
payment for 10 kilobytes will give atotal payment for 20 kilobytes.

When a debit operation would exceed the limit of the reservation, the debit operation succeeds, and the debited volumes
will bethe rest of the volumes in the reservation.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

vol umes : in TpVol uneSet
Specifies the units and number of units for each unit which will be debited from the user.

cl oseReservation : in TpBool ean
If set to true, this parameter indicates that the reservation can be freed.

request Nunmber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

Method
getUnitLeft()

With this method an application can request the remaining amount of the reservation.

Parameters

sessionlD : in TpSessionlD
The ID of the session.

vol unesLeft : out TpVol uneSet
Specifies the units and number of units for each unit which can still be debited from the user.

Method
rat eReq()

This method is used when the application wants to have an item rated by the charging service. The result can be used to
present pricing information to the end user before the end user actually want to start using the service.

Parameters

sessionlD: in TpSessionlD
The ID of the session.
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char gi ngParaneters : in TpChargi ngPar anet er Set

These parameters and their values specify to the charging service what was provided to the end user so that the charging
service can determine the applicable tariff..

Method
directCredit Unit Req()

This method directly credits a volume of application usage towards the user.

The volumesin a possible reservation associated with this session are not influenced.

Parameters

sessionlD: in TpSessionlD
The ID of the reservation.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

char gi ngParaneters : in TpChargi ngPar anet er Set

These parameters and their values specify to the charging service what was provided to the end user so that the charging
service can determine the applicable tariff..

vol umes : in TpVol uneSet
Specifies the units and number of units for each unit which will be credited towards the user.

request Nunber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

Method
di rect Debi t Uni t Req()

This method directly credits a volume of application usage towards the user.

The volumes in a possible reservation associated with this session are not influence.

Parameters

sessionlD : in TpSessionlD
The ID of the reservation.

applicationDescription : in TpString
Descriptive text for informational puposes (e.g. text presented on the bill and used in communication towards the user)

char gi ngParaneters : in TpChargi ngPar anet er Set

These parameters and their values specify to the charging service what was provided to the end user so that the charging
service can determine the applicable tariff..
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vol umes : in TpVol uneSet
Specifies the units and number of units for each unit which will be debited from the user.

request Nunmber : in Tplnt32

Specifies the number given in the result of the previous operation on this session, or when creating the session. When
no answer is received the same operation with the same parameters must be retried with the same requestNumber.

9 State Transition Diagrams

There are no State Transition Diagrams for the Charging SCF.

10 Data Definitions

10.1  Charging Data Definitions
This section provides the Charging specific data definitions necessary to support the OSA interface specification.

This document is written using Hypertext link, to aid navigation through the data structures. Underlined text represents
Hypertext links.

The general format of a data definition specification is the following:
« Datatype, that shows the name of the data type.
e Description, that describes the data type.
« Tabular specification, that specifies the data types and values of the data type.

« Example, if relevant, shown to illustrate the data type.

TpMer chant Account | D

Definesa Sequence of Data El enent s that defines the used service.

Merchant | D TpString
Account | D Tpl nt 32

TpCorrel ati onl D
Definesthe Sequence of Data El enent s that identify acorrelation.

Correl ationl D TpSessionl D
Correl ati onType TpCorrel ati onType

TpCorrel ati onType
Defines the type of correlation.
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P_CHS_CORRELATI ON_UNDEFI NED 0 Unknown correlation type.
P_CHS_CORRELATI ON_VO CE 1 Voice Cal
P_CHS_CORRELATI ON_DATA 2 Data Session
P_CHS_CORRELATI ON_MM 3 Multi Media Session
P_CHS_CORRELATI ON_RUNTI ME 0x10000000- Parameters with values greater than
OXxFFFFFFFF |  P_CHS CORRELATION_RUNTIME may be
added run-time,

TpChar gi ngPri ce

Definesthe Sequence of Data El enent s that identify aprice.

Currency TpString
Amount TpAmount

Currencies as defined by 1SO 4217:1995.

TpAnount

Definesthe Sequence of Data El enent s that define an amount inintegers as “Number * 10 ~ Exponent” (i.e.
if Number = 6543 and Exponent = -2 then the amount is 65,43). This representation avoids unwanted rounding off.

Nunber Tpl nt 32
Exponent Tplnt 32

TpChar gi ngPar anet er Set

DefinesaNunber ed Set of Data El enents of TpChargingParameter

TpChar gi ngPar anet er

Definesa Sequence of Data El enent s that definesthe used service.

Par aneter| D TpChargingParameter|D
Par anet er Val ue TpChargingParameterValue

TpChar gi ngPar aneter | D
Defines the type of charging parameter.

P_CHS_PARAM _UNDEFI NED 0 Unknown parameter
P_CHS_PARAM_| TEM 1 Parameter represents kind of service delivered
to the end user
P_CHS_PARAM SUBTYPE 2 Parameter represents subtype / operation of
service delivered to the end user
P_CHS_PARAM RESULT 3 Parameter represents the result of the service
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P_CHS_PARAM_RUNTI ME 0x10000000- Parameters with val ues greater than
OXFFFFFFFF P_CHS PARAM_RUNTIME may be added
run-time.

TpChar gi ngPar anet er Val ue

Definesthe Tagged Choi ce of Data El enents that identify acharging parameter.

TpChargingParameterValueType

P_CHS_PARAMETER | NT32 Tpl nt 32 I nt Val ue
P_CHS_PARAMETER FLOAT TpFl oat Fl oat Val ue
P_CHS_PARAMETER_STRI NG TpString StringVal ue
P_CHS_PARAMETER BOOLEAN TpBool ean Bool eanVal ue

TpChar gi ngPar anet er Val ueType
Defines the type of charging parameter.

P_CHS_PARAMETER | NT32
P_CHS_PARAMETER FLOAT
P_CHS_PARAMETER STRI NG
P_CHS_PARAMETER BOCLEAN

Parameter represented by a TpInt32
Parameter represented by a TpFloat
Parameter represented by a TpString

wWIN|P,|O

Parameter represented by a TpBoolean

TpVol unmeSet
Definesthe Nunber ed Set of Data El ement s that describeslist TpVolume.

TpVol une

Defines a volume.

Amount TpAmount
Uni t TpUnitI D

TpUnitI D
Defines the unit that isused in a_TpVolume.

P_CHS_UNI T_UNDEFI NED 0 Undefined
P_CHS_UNI T_NUMBER 1 number of times/ events
P_CHS UNI T_OCTETS 2 unit is octets
P_CHS_UNI T_SECONDS 3 unit is seconds
P_CHS UNI T_M NUTES 4 unit is minutes
P_CHS_UNI T_HOURS 5 unit ishours
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P_CHS_UNI T_DAYS 6 unit is days

P_CHS_UNI T_RUNTI ME 0x10000000- unit is defined runtime
OXFFFFFFFF

TpChar gi ngSessi onl D

Definesthe Sequence of Data El ement s that unambiguously specify the Charging Session object.

Char gi ngSessi onRef er ence

| pChar gi ngSessi onRef

This el enent specifies the interface
reference for the charging session
obj ect .

Char gi ngSessi onl D

TpSessi onl D

This el ement specifies the session ID
for the charging session.

Request Nunmber Next Request

Thi s el enent specifies the request
nunber to use for the next request.

TpPri ceVol uneSet

DefinesaNunbered Set of Data El ements of TpPriceVolume.

TpPri ceVol une

Definesthe Sequence of Data El enent s that identify aprice for avolume.

Price TpChar gi ngPri ce
Vol une TpVol ure

TpChar gi ngErr or

Indicates the error that occured.

P_CHS_ERR_UNDEFI NED 0 Generic error
P_CHS_ERR_ACCOUNT 1 Merchant account unknown
P_CHS_ERR USER 2 Unknown user
P_CHS_ERR PARAMETER 3 The set of charging parameters contains an
unknown parameter, or a required parameter
ismissing.
P_CHS ERR NO DEBIT 4 For some reason the application is not
allowed to get money from this user.
P_CHS_ERR NO CREDI T 5 For some reason the gpplication is not
alllowed to pay this user.
P_CHS_ERR VOLUMES Required volumes are missing.
P_CHS_ERR CURRENCY This currency is not supported for this
transaction.
P_CHS_ERR NO _EXTEND 8 Request to extend the liftetime of a
reservation is rejected.
P_CHS RESERVATION LIMT 9 This amount or volume violates the bounds of

the reservation
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Annex A (normative):
OMG IDL Description of Charging SCF

The OMG IDL representation of thisinterface specification is contained in atext file (cs.idl contained in archive
2919812IDL.ZIP) which accompanies the present document.
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History
Document history
1.0.0 10 March 2001 Submitted by CN5 to CN#11 for Information
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