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comments:
ETSI plans to make the binary versions of the SDL diagrams available on the 3GPP web-site.


2.3
Exceptional handling of basic service codes

When an individual teleservice code or bearer service code is sent by an MS instead of an elementary basic service group the network shall treat such a request as a request for the corresponding elementary basic service group.

The response to such a request shall include the elementary basic service group code of this basic service code if this is required by the protocol or application.
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Figure 2.1 (sheet 1 of 4): Handling of call independent SS procedures with respect to basic service groups
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Figure 2.1 (sheet 2 of 4): Handling of call independent SS procedures with respect to basic service groups
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Figure 2.1 (sheet 3 of 4): Handling of call independent SS procedures with respect to basic service groups
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Figure 2.1 (sheet 4 of 4): Handling of call independent SS procedures with respect to basic service groups

3
Password handling

3.1
General

Some supplementary services can be subscribed with the option "control of supplementary service by subscriber using password" as described in the corresponding GSM 03.8x and 03.9x‑series of technical specifications. These services are referenced in the following as protected supplementary services.

The password is stored in the HLR only.

It has to be memorised by the network, if a wrong password has been used. Therefore, the HLR stores the value of the Wrong Password Attempts counter (WPA).

If a password check is done with an incorrect password, the WPA is incremented by one. If a password check is passed, WPA is set to zero. If WPA exceeds the value three, the subscription option "control of supplementary service" is set to "by the service provider". This makes registration of password and activation or deactivation of protected supplementary services impossible (see GSM 02.04).

When the service provider registers a password, the WPA is set to zero.

When an attempt to perform an operation requiring a password is received by the network, the network has to check whether the requesting subscriber has subscribed to the option "control of supplementary service by subscriber using password". This is shown in figure 3.1 (function PW1).

If this option has the value "by the service provider" the WPA has to be checked. When WPA exceeds three, then more than three attempts with a wrong password have been made and the appropriate message will be sent to the user. If the value of WPA is less than or equal to three, then the subscriber has not subscribed to "control of supplementary service by subscriber using password".

When a password is supplied, it has to be checked, whether it is identical to the one stored. If this applies, then WPA is reset to zero. Otherwise WPA is incremented by one and dependent of the value of the counter, the network shall request the password again, or shall send and error message and update the subscription option as shown in figure 3.2 (function PW2).

After the input of a wrong password more than three consecutive times, the only possibility to reset the Wrong Password Attempts counter (WPA) is, to register a new password by the service provider.

Figures 3.3 and 3.4 show the procedures executed by the network in order to check the format (function PW3) and to check the new password (function PW4).
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Figure 3.1: PW1; Check of subscription option (HLR)
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Figure 3.2: PW2; Check of password input (HLR)
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Figure 3.3: PW3; Format check (HLR)
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Figure 3.4: PW4; Check of new password (HLR)















































