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6.1.1
General

The main function of the session management (SM) is to support PDP context handling of the user terminal. The SM comprises procedures for
identified PDP context activation, deactivation and modification. SM procedures for identified access can only be performed if a GMM context has been established between the MS and the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM context by use of the GMM procedures as described in chapter 4. After GMM context establishment, SM uses services offered by GMM (see TS 24.007 [20]). Ongoing SM procedures are suspended during GMM procedure execution.

For the session management protocol, the extended TI mechanism may be used (see 24.007).

'''''''''''''''''' NEXT  MODIFICATION'''''''''''''''''''''''''''''

6.1.3.2.3
Abnormal cases

The following abnormal cases can be identified:

a)
Expiry of timers


On the first expiry of the timer T3380, the MS shall resent the ACTIVATE SECONDARY PDP CONTEXT REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort the procedure; no automatic PDP context activation re-attempt shall be performed. 

b)
MS initiated secondary PDP context activation procedure for an already activated PDP context (On the network side)

i)
If all parameters of the new ACTIVATE SECONDARY PDP context request message match with those of a  previously activated PDP context, the network may reply with an ACTIVATE SECONDARY PDP context ACCEPT message immediately . 

ii)
Alternatively the network shall take the action described below:

-
If the NSAPI matches one of an already activated PDP context, the network shall deactivate the existing one locally without notification to the MS and proceed with the requested PDP context activation.

Otherwise, the network shall check the parameters as follows: 

The network shall first check whether there is an activated PDP context for the TI given in the Linked TI IE in the ACTIVATE SECONDARY PDP CONTEXT REQUEST message. If there is no active PDP context for the specified TI, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause code indicating "unknown PDP context". If there exists a PDP context for the TI given  in the Linked TI IE, then the TFT in the request message is checked for different types of TFT IE errors as follows:

-


a) 
1) Semantic errors in TFT operations:

2) When the TFT operation is an operation other than "Create a new TFT".
b) The network shall reject the activation request with cause "semantic error in the TFT operation".
c) Syntactical errors in TFT operations:

1)
When the TFT operation = "Create a new TFT" and the packet filter list in the TFT IE is empty.

2)
When there are other types of syntactical errors in the coding of the TFT IE, such as a mismatch between the number of packet filters subfield, and the number of packet filters in the packet filter list.

d) The network shall reject the activation request with cause "syntactical error in the TFT operation".

e) Semantic errors in packet filters:

1)
When a packet filter consists of conflicting packet filter components which would render the packet filter ineffective, i.e., no IP packet will ever fit this packet filter. How the network determines a semantic error in a packet filter is outside the scope of this specification.

f) The network shall reject the activation request with cause "semantic errors in packet filter(s)".

g) Syntactical errors in packet filters:

1)
When the TFT operation = "Create a new TFT" and two or more packet filters in the resultant TFT would have identical packet filter identifiers.

2)
When the TFT operation = "Create a new TFT" and two or more packet filters in all TFTs associated with this PDP address would have identical packet filter precedence values.

3)
When there are other types of syntactical errors in the coding of packet filters, such as the use of a reserved value for a packet filter component identifier.

The network shall reject the activation request with cause "syntactical errors in packet filter(s)".

Otherwise, the network shall accept the activation request by replying to the MS with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message.
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Figure 6.5/TS 24.008: MS initiated secondary PDP context activation procedure
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9.5.4 Activate Secondary PDP Context Request

This message is sent by the MS to the network to request activation of an additional PDP context associated with the same PDP address and APN as an already active PDP context. See Table 9.5.4/TS 24.008.

Message type:

activate SECONDARY PDP context REQUEST
Significance:

global

Direction:


MS to network

Table 9.5.4/TS 24.008: Activate SECONDARY PDP context request message content

IEI
Information Element
Type/Reference
Presence
Format
Length


Protocol discriminator
Protocol discriminator

10.2
M
V
½


Transaction identifier


Transaction identifier

10.3.2
M
V
½– 3/2


Activate secondary PDP context request message identity
Message type

10.4
M
V
1


Requested NSAPI
Network service access point identifier 

10.5.6.2
M
V
1


Requested LLC SAPI
LLC service access point identifier 10.5.6.9
M
V
1


Requested QoS
Quality of service 

10.5.6.5
M
LV
12


Linked TI
Linked TI

10.5.6.7
M
LV
2-3

36
TFT
Traffic Flow Template

10.5.6.12
O
TLV
257

9.5.4.1
TFT

This IE shall be included if a PDP context without TFT has already been activated.
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10.5.6.4
Packet data protocol address

The purpose of the packet data protocol address information element is to identify an address associated with a PDP.

The packet data protocol address is a type 4 information element with minimum length of 4 octets and a maximum length of 20 octets.

The packet data protocol address information element is coded as shown in figure 10.5.137/TS 24.008 and table 10.5.155/TS 24.008.


8
7
6
5
4
3
2
1


Packet data protocol address IEI
octet 1

Length of PDP address contents
octet 2

0
0
0
0
spare
PDP type organisation
octet 3

PDP type number
octet 4

Address information


octet 5

octet n

Figure 10.5.137/TS 24.008: Packet data protocol address information element

Table 10.5.155/TS 24.008: Packet data protocol address information element


Length of PDP address contents (octet 2)

If the value of octet 2 equals 0000 0010, then :

-
No PDP address is included in this information element; and

-
If the PDP type is IP, dynamic addressing is applicable.

NOTE : For PPP and OSP:IHOSS, no address is required in this information element.

PDP type organisation (octet 3)
Bits
4 3 2 1
In MS to network direction :
0 0 0 0

ETSI allocated address 
0 0 0 1

IETF allocated address
1 1 1 1

Empty PDP type

All other values are reserved.

In network to MS direction :
0 0 0 0

ETSI allocated address 
0 0 0 1

IETF allocated address

All other values are reserved.

If bits 4,3,2,1 of octet 3 are coded 0 0 0 0
PDP type number value (octet 4)
Bits
8 7 6 5 4 3 2 1 
0 0 0 0 0 0 0 0  Reserved, used in earlier version of this protocol
0 0 0 0 0 0 0 1  PDP-type PPP
0 0 0 0 0 0 1 0  PDP-type OSP:IHOSS

All other values are reserved in this version of the protocol.

If bits 4,3,2,1 of octet 3 are coded 0 0 0 1
PDP type number value (octet 4)
Bits
8 7 6 5 4 3 2 1 
0 0 1 0 0 0 0 1  IPv4 address
0 1 0 1 0 1 1 1  IPv6 address

All other values shall be interpreted as IPv4 address
in this version of the protocol.

In MS to network direction:
If bits 4,3,2,1 of octet 3 are coded 1 1 1 1
PDP type number value (octet 4)
bits 8 to 1 are spare and shall be coded all 0.

Octet 3, bits 8,7, 6, and 5 are spare and shall be coded all 0.

If PDP type number indicates IPv4, the Address information in octet 5 to octet 8 contains the IPv4 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 8 the least significant bit .

If PDP type number indicates IPv6, the Address information in octet 5 to octet 20 contains the IPv6 address. Bit 8 of octet 5 represents the most significant bit of the IP address and bit 1 of octet 20 the least significant bit.
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