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The approved GSM 04.64 CR A059r2 corrects a problem with LLC XID negotiation when the XID response is lost and a collision happens before the loss of the response is detected. A mismatch in the perceived negotiated value in the MS and the SGSN could, without CR A059, result from such a collision. The solution outlined in CR A059 is to i) require the LLE that responds with an XID parameter that was not included in an XID or SABM command to explicitly include this parameter next time the same LLE issues a SABM or XID command, and ii) require the originator to re-initiate the XID negotiation after the collision resolution if the negotiated values of the parameters it wanted to negotiated are not known after the collision resolution.

The same problem can occur in SNDCP XID negotiation. The approved GSM 04.65 CR A039r1 deals with this problem.

In addition, there are two additional problems that cannot be resolved even with CR A039r1:

1. If, for example, the XID response frame sent by the MS is lost, and the MS initiates another SNDCP XID negotiation immediately following that, the SGSN will not be able to decode the implicitly-numbered list of compression entities reliably since it does not know whether a compression entity has been added or deleted as a result of the previous XID negotiation.

2. In the situation in 1., the SGSN also will not be able to assign PCOMP or DCOMP values with confidence to the new compression algorithms negotiated in the second negotiation, since it does not know whether PCOMP or DCOMP values need to be assigned as a result of the first XID negotiation.

This CR proposes the following changes to completely resolve the problems:

1. Compression entities shall not be implicitly numbered, but be explicitly numbered in XID negotiations. Numbers are assigned by the SNDCP entity (on the MS or the SGSN side) who proposes the addition of the compression entity. The compression entity number is an integer between 0 and 31. The compression entity number is assigned independently for different SAPIs of an MS.

2. PCOMP and DCOMP values to be used shall be specified when a compression entity is being proposed. In case new PCOMP or DCOMP values need to be assigned, they shall be assigned before the compression entity is proposed. PCOMP and DCOMP values shall not be included in the compression field except when a compression entity is being proposed.

3. Similarly, the algorithm type also shall not be included in the compression field except when a compression entity is being proposed. This is for saving bandwidth.

4. The assignment of PCOMP and DCOMP shall be made independently on different SAPIs, i.e., the same PCOMP can refer to different compressed frame types on different SAPIs. Otherwise, it is possible that the same PCOMP or DCOMP will be simultaneously assigned by the MS and the SGSN for two different frame types when two different compression entities are being proposed on different SAPIs, one by the MS and the other by the SGSN, and the conflict in the assignment will not be detected.

5. The reference to an “ordered list” of compression entities is removed since explicit numbering is now used.

In addition, the handling of the X bit in compression fields and SN-PDUs is clarified. In a received compression field, if the X bit is not 0, the X bit itself (not the whole compression field) shall be ignored.

It is also clarified that SNDCP XID parameters may be included in any order in the SNDCP XID block.
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6.5
Protocol Control Information Compression

Protocol control information compression is an optional SNDCP feature. Only TCP/IP header compression has been specified in the present document.

Negotiation of the supported algorithms and their parameters is carried out between MS and SGSN using the SNDCP XID parameters (see clause 8).

6.5.1
Negotiation of multiple protocol control information compression types

Each SNDCP entity that supports protocol control information compression shall be able to negotiate one or several protocol control information compression entities with the compression field format shown in Figure 7. The negotiation shall be carried out using the XID parameter negotiation specified in subclause 6.8. The initiating entity defines a set of requested compression entities, together with the algorithm and parameters for each compression entity. The set of entities and their algorithms and parameters shall be transmitted to the peer entity. The peer entity responds with the set of negotiated entities and their algorithms and parameters. The peer entity shall select the proposed parameter values or other appropriate values for the negotiated entities.
6.5.1.1
Format of the protocol control information compression field
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Figure 1: Protocol control information compression field format for SNDCP XID negotiation

6.5.1.1.1
Spare bit (X)
The X bit shall be set to 0 by the transmitting SNDCP entity and shall be ignored by the receiving SNDCP entity. 
6.5.1.1.2
Propose bit (P)

The P bit shall be set to 1 if a new compression entity is being proposed, otherwise it shall be set to 0. If the P bit is set to 1, then all octets shall be included, otherwise octet 2 and octets 4 to x‑1 shall not be included. If the P bit is set to 1, then only enough number of octets shall be included to contain the number of PCOMP values needed by the corresponding compression algorithm (e.g., PCOMP3 and PCOMP4 shall not be included if the number of PCOMP values needed by a compression algorithm is one or two). If an odd number of PCOMP values are used by a compression algorithm, then the last PCOMP value shall be set to 0 in the compression field by the transmitting SNDCP entity, and it shall be ignored by the receiving SNDCP entity.
6.5.1.1.3
Entity number

The entity number shall be used to identify a protocol control information compression entity on a SAPI. The entity number shall be assigned using the following rules:

-
The entity number shall be an integer from 0 to 31.
-
The entity number shall be assigned independently on each of the SAPIs.
-
An entity number shall be in one of the three states: unassigned, selected, or assigned.

-
When a new compression entity is to be proposed, an unassigned entity number shall become selected. If there is no unassigned entity number left, the compression entity shall not be proposed.
-
A selected entity number shall become assigned if the corresponding proposed compression entity is created as a result of the XID negotiation, otherwise it shall become unassigned.
-
An assigned entity number shall become unassigned when the corresponding compression entity is deleted as a result of an XID negotiation, or upon the receipt of the LL-RESET.indication primitive.
-
In the case of a collision (see subclause 6.2.1.4) in which an entity number is currently selected:
-
If the selected entity number is included with the P bit set to 0 in the incoming SNDCP XID block, then it shall be assumed that the peer SNDCP entity agreed to the creation of the proposed entity but the response was lost. Therefore the selected entity number shall become assigned, any selected PCOMP and DCOMP values for the algorithm of the entity shall become assigned, the compression entity shall be created, before the incoming SNDCP XID block is processed. After the incoming SNDCP XID block is processed, the compression entity shall be negotiated again if necessary, as defined in subclause 6.2.1.4.
-
Otherwise (i.e., if the selected entity number is not included, or is included with the P bit set to 1 in the incoming SNDCP XID block), the selected entity number shall become unassigned, and any selected PCOMP and DCOMP values for the algorithm of the entity shall become unassigned, before the incoming SNDCP XID block, if any, is processed. Following the collision resolution procedure, the originally-proposed compression entity shall be proposed again (i.e., the originally-proposed compression entity shall not be considered created even if the originally-selected entity number is proposed in the incoming SNDCP XID block) by sending the appropriate primitive (LL-ESTABLISH.request or LL-XID.request). The originally-selected entity number, PCOMP and DCOMP values shall be used for the compression entity being re-proposed if they are unassigned, otherwise a new entity number, PCOMP or DCOMP value shall be selected.
-
In the case of a collision in which an entity number is currently assigned:
-
If the peer SNDCP entity proposes a new compression entity with the same entity number, then it shall be assumed that the peer SNDCP entity negotiated the deletion of the entity but the response was lost, and the entity number is being reused. Therefore the original compression entity shall be deleted, the entity number shall become unassigned, PCOMP and DCOMP values shall be unassigned if necessary (see subclause 6.5.1.1.5), and then the proposed compression entity shall be responded to as usual.
-
Otherwise (i.e., if the assigned entity number is not included, or is included with the P bit set to 0 in the incoming SNDCP XID block), the usual rules regarding collision handling shall apply.
-
In the case of a collision in which a PCOMP or DCOMP value is currently assigned to a compression algorithm:
-
If the peer SNDCP entity proposes a new compression entity with the same PCOMP or DCOMP assigned to a different algorithm, then it shall be assumed that the peer SNDCP entity negotiated the deletion of all entities using the algorithm to which the PCOMP or DCOMP value was assigned, but the response was lost, and the PCOMP or DCOMP value is being reused. Therefore, all compression entities using that algorithm shall be deleted, all corresponding entity numbers shall become unassigned, and all PCOMP or DCOMP values assigned to the algorithm shall become unassigned, and then the proposed compression entity shall be responded to as usual.

-
Otherwise (i.e., if the assigned PCOMP or DCOMP is not included, or is included and assigned to the same algorithm), the usual rules regarding collision handling shall apply.
6.5.1.1.4
Algorithm type

Table 4 show the list of protocol control information compression algorithms supported by the SNDCP layer. When new compression algorithms are needed for SNDCP, Table 4 shall be updated.

Table 1: List of protocol control information compression algorithms supported by SNDCP

Compression algorithm
Algorithm type (Range 0-31)

RFC1144
0

-
Other values Reserved

6.5.1.1.5
PCOMP 
One or more PCOMP values shall be assigned dynamically to a compression algorithm, based on the negotiation of the XID parameters for protocol control information compression. Each of the assigned PCOMP values denotes one compressed frame type of that compression algorithm.
The assignment of the PCOMP values follows the following general rules:

-
PCOMP shall be an integer from 0 to 15.

-
PCOMP value 0 is reserved permanently for no compression.
-
PCOMP shall be assigned independently on each of the SAPIs.

-
An assigned PCOMP value applies to all NSAPIs mapped to the same SAPI.

-
PCOMP values shall be assigned to compression algorithms, not to compression entities (i.e., the same PCOMP value(s) shall be used by different compression entities on the same SAPI using the same compression algorithm).





-
A PCOMP value shall be in one of the three states: unassigned, selected, or assigned.

-
When a new compression entity is to be proposed, and if PCOMP values have not yet been assigned to the corresponding compression algorithm, then the appropriate number of unassigned PCOMP values shall be selected. If there is not enough unassigned PCOMP values left, the compression entity shall not be proposed.

-
A selected PCOMP value shall become assigned if the corresponding proposed compression entity is created as a result of the XID negotiation, otherwise it shall become unassigned.

-
An assigned PCOMP value shall become unassigned when the corresponding compression algorithm is no longer in use by any compression entity, or upon the receipt of the LL-RESET.indication primitive.

-
In the case of a collision (see subclause 6.2.1.4), the handling of PCOMP values shall be in accordance with subclause 6.5.1.1.3.

While transferring data, the compressed frame type for an N‑PDU is conveyed in the PCOMP field of the SNDCP header of the first SN‑PDU belonging to the N‑PDU. Any successfully negotiated algorithm may be used for compression of an N‑PDU.

6.5.1.2
Resetting compression entities following SNDCP XID negotiation

The LL‑Establish primitives shall be used for the negotiation of protocol control information compression if:

-
one or more parameters, excluding the applicable NSAPIs, of existing compression entities used with acknowledged peer-to-peer LLC operation are changed by the originator of the negotiation; or

-
one or more NSAPIs are removed, by the originator of the negotiation, from existing compression entities used with acknowledged peer-to-peer LLC operation.

Otherwise, either the LL‑Establish primitives or the LL‑XID primitives may be used.

If the LL‑XID primitives are used for XID negotiation, then in addition to restrictions specified elsewhere in the present document, the following parameters of the protocol control information compression entities are non-negotiable by the responding SNDCP entity:

-
any parameter of existing compression entities used with acknowledged peer-to-peer LLC operation.

If one or more parameters, other than the applicable NSAPIs, of a compression entity used with unacknowledged peer-to-peer LLC operation are changed, the compression entity shall be reset locally upon completion of the SNDCP XID negotiation.

6.5.1.3
Parameters for compression entities

On negotiating a compression entity, not all the parameters of the entity have to be specified. If a parameter is to be included, all the preceding parameters shall also be specified, and the length field shall be set to the sum of the lengths of all the parameters specified. If any of the parameters is not specified, the rules in subclause 6.8.2 shall apply.

6.5.2
TCP/IP header compression

The protocol control information compression method is specific for each network layer protocol type. TCP/IP (IPv4) header compression is specified in RFC 1144 [9].

6.5.2.1
Parameters

Table 5 contains the parameters defined for a compression entity using TCP/IP header compression. They may be negotiated during SNDCP XID negotiation.

Table 2: RFC 1144 TCP/IP header compression parameters




Parameters

Algorithm Name
Algorithm Type
Length
Parameter Name
Format
Range
Sense of Negotiation
Default Value

RFC 1144

0
0, 2 or 3 if the P bit is 0.

1, 3 or 4 if the P bit is 1.
Applicable NSAPIs
bbbbbbbb bbb00000
0, 32, 64, ( , 65504
down (each bit separately)
0




S0 - 1
bbbbbbbb
0 through 255
down
15

6.5.2.1.1
Applicable NSAPIs

See subclause 7.1.3.

6.5.2.1.2
S0
The number of state slots, as defined in (9(. The S0 range is 1 through 256, with 16 as default value.

6.5.2.2
Assignment of PCOMP values

The underlying service shall be able to distinguish the three types of compressed N‑PDUs (i.e., Type IP, Uncompressed TCP, and Compressed TCP), as defined in RFC 1144 (9(. These three N‑PDU types are differentiated by using different PCOMP values.

Two PCOMP values shall be assigned to the TCP/IP header compression algorithm. PCOMP1 shall contain the PCOMP value for the frame type "Uncompressed TCP", and PCOMP2 shall contain the PCOMP value for the frame type "Compressed TCP".

The PCOMP value of 0 shall be used for the frame type "Type IP".

6.5.2.3
Error Recovery

When TCP/IP header compression is used with unacknowledged peer-to-peer LLC operation, the decompression entity shall be notified in case an N‑PDU is dropped, so that error recovery procedure (see [9]) can be invoked.

6.6
Data compression

Data compression is an optional SNDCP feature. Data compression applies to both SN‑DATA and SN‑UNITDATA primitives.

Data compression, if used, shall be performed on the entire N‑PDU, including the possibly compressed protocol control information.

Figure 8 shows an example how the SNDCP functions may be used. Several NSAPIs may use a common data compression entity, i.e., the same compression algorithm and the same dictionary. Separate data compression entities shall be used for acknowledged (SN‑DATA) and unacknowledged (SN‑UNITDATA) data transfer. Several NSAPIs may be associated with one SAPI, i.e., they may use the same QoS profile.
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Figure 2: An example for the usage of NSAPIs, SNDCP functions, and SAPIs

6.6.1
Negotiation of multiple data compression types

Each SNDCP entity that supports data compression shall be able to negotiate one or several data compression entities with the compression field format shown in Figure 9. The negotiation shall be carried out using the XID parameter negotiation specified in subclause 6.8. The initiating entity defines a set of requested compression entities, together with the algorithm and parameters for each compression entity. The set of entities and their algorithms and parameters shall be transmitted to the peer entity. The peer entity responds with the set of negotiated entities and their algorithms and parameters. The peer entity shall select the proposed parameter values or other appropriate values for the negotiated entities.

For each NSAPI one or more data compression are chosen. This choice is also indicated in the SNDCP XID. Only NSAPIs that are using the same SAPI may use the same data compression entity. If more than one compression entity is chosen for an NSAPI, these entities must use different data compression algorithms. However, only one data compression entity is used for one N‑PDU; i.e., the used data compression entity may be changed from N‑PDU to N‑PDU.
6.6.1.1
Format of the data compression field
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Figure 3: Data compression field format for SNDCP XID negotiation

6.6.1.1.1
Spare bit (X)
The X bit shall be set to 0 by the transmitting SNDCP entity and shall be ignored by the receiving SNDCP entity. 
6.6.1.1.2
Propose bit (P)
The P bit shall be set to 1 if a new compression entity is being proposed, otherwise it shall be set to 0. If the P bit is set to 1, then all octets shall be included, otherwise octet 2 and octets 4 to x-1 shall not be included. If the P bit is set to 1, then only enough number of octets shall be included to contain the number of DCOMP values needed by the corresponding compression algorithm (e.g., DCOMP3 and DCOMP4 shall not be included if the number of DCOMP values needed by a compression algorithm is one or two). If an odd number of DCOMP values are used by a compression algorithm, then the last DCOMP value shall be set to 0 in the compression field by the transmitting SNDCP entity, and it shall be ignored by the receiving SNDCP entity.
6.6.1.1.3
Entity number

The entity number shall be used to identify a data compression entity on a SAPI. See subclause 6.5.1.1.3 for the rules for assigning entity numbers. The assignment of entity numbers for protocol control information compression entities and data compression entities shall be independent.
6.6.1.1.4
Algorithm type
Table 6 shows the list of data compression algorithms supported by the SNDCP layer. When new compression algorithms are needed for SNDCP, Table 6 shall be updated.

Table 3: List of data compression algorithms supported by SNDCP

Data compression algorithm
Algorithm type

(Range 0-31)

V.42 bis
0

-
Other values Reserved

6.6.1.1.5
DCOMP 
One or more DCOMP values shall be assigned dynamically to a compression algorithm, based on the negotiation of the XID parameters for data compression. Each of the assigned DCOMP values denotes one compressed frame type of that compression algorithm.
The assignment of the DCOMP values shall follow the rules for the assignment of PCOMP values in subclause 6.5.1.1.5.







While transferring data, the compressed frame type for an N‑PDU is conveyed in the DCOMP field of the SNDCP header of the first SN‑PDU belonging to the N‑PDU. Any successfully negotiated algorithm may be used for compression of an N‑PDU.

6.6.1.2
Resetting compression entities following SNDCP XID negotiation

The LL‑Establish primitives shall be used for the negotiation of data compression if:

-
one or more parameters, excluding the applicable NSAPIs, of existing compression entities used with acknowledged peer-to-peer LLC operation are changed by the originator of the negotiation; or

-
one or more NSAPIs are removed, by the originator of the negotiation, from existing compression entities used with acknowledged peer-to-peer LLC operation.

Otherwise, either the LL‑Establish primitives or the LL‑XID primitives may be used.

If the LL‑XID primitives are used for XID negotiation, then in addition to restrictions specified elsewhere in the present document, the following parameters of the data compression entities are non-negotiable by the responding SNDCP entity:

-
any parameter of existing compression entities used with acknowledged peer-to-peer LLC operation.

If one or more parameters, other than the applicable NSAPIs, of a compression entity used with unacknowledged peer-to-peer LLC operation are changed, the compression entity shall be reset locally upon completion of the SNDCP XID negotiation.

6.6.1.3
Parameters for compression entities

On negotiating a compression entity, not all the parameters of the entity have to be specified. If a parameter is to be included, all the preceding parameters shall also be specified, and the length field shall be set to the sum of the lengths of all the parameters specified. If any of the parameters is not specified, the rules in subclause 6.8.2 shall apply.

6.6.2
Management of V.42 bis data compression

ITU‑T V.42 bis [8]data compression may be used with SN‑DATA primitives and SN‑UNITDATA primitives.

6.6.2.1
Parameters

Table 7 contains the parameters defined for a compression entity using V.42 bis data compression. They may be negotiated during SNDCP XID negotiation.

Table 4: V.42 bis data compression parameters




Parameters

Algorithm Name
Algorithm Type
Length
Parameter Name
Format
Range
Sense of Negotiation
Default Value

V.42 bis
0
0, 2, 3, 5 or 6 if the P bit is 0.

1, 3, 4, 6 or 7 if the P bit is 1.
Applicable NSAPIs
bbbbbbbb bbb00000
0, 32, 64, ( , 65504
down (each bit separately)
0




P0
000000bb
0 through 3
down (each direction separately)
3




P1
bbbbbbbb bbbbbbbb
512 through 65535
down
2048




P2
bbbbbbbb
6 through 250
down
20

6.6.2.1.1
Applicable NSAPIs

See subclause 7.1.3.

6.6.2.1.2
P0
Two bits are used to indicate the usage of compression, one bit for each direction.

00
compress neither direction

01
compress MS-to-SGSN direction only

10
compress SGSN‑to-MS direction only

11
compress both directions

6.6.2.1.3
P1
Maximum number of codewords in the compressor dictionary (see [8]).

6.6.2.1.4
P2
Maximum number of characters in an uncompressed data string that is accepted to be encoded.

6.6.2.2
Assignment of DCOMP values

One DCOMP value shall be assigned (as DCOMP1) to the V.42 bis data compression algorithm.

6.6.2.3
Operation of V.42 bis data compression

When V.42 bis is used with SN‑DATA primitives, the data in the compression entity shall be flushed (using the C-FLUSH primitive defined in [8]) after an N‑PDU is sent.

When V.42 bis is used with SN‑UNITDATA primitives, the data in the compression entity shall be flushed (using the C-FLUSH primitive defined in [8]), and then the compression entity shall be reset, after an N‑PDU is sent. The LLC protocol shall operate in the protected mode of operation.

When V.42 bis is used with SN‑DATA primitives and an error is detected by the decoder, the SNDCP entity shall use LL‑ESTABLISH.request primitive to reset the acknowledged peer-to-peer LLC operation for the SAPI used.

6.8
XID parameter negotiation

Negotiation of XID parameters between peer SNDCP entities may be carried out to ensure optimal information transfer. The parameters are called SNDCP exchange identity (XID) parameters.

SNDCP XID parameter negotiation may be initiated by the SNDCP entity at the MS or at the SGSN. If SNDCP XID parameters are to be changed, SNDCP XID negotiation shall be initiated prior to data transfer - the MS shall initiate SNDCP XID negotiation upon receipt of SNSM-ACTIVATE.indication; the SGSN shall initiate SNDCP XID negotiation upon receipt of the SNSM-MODIFY.indication primitive if an NSAPI has been put into use (in the case of an Inter-SGSN Routeing Area Update), or if the change in QoS profile to an existing NSAPI results in a change in compressor(s) used by the NSAPI.

The XID negotiation is a one-step procedure; i.e., the initiating end proposes parameter values, and the responding end either accepts these or offers different values in their place according to the XID negotiation rules described in the present document; the rules limit the range of parameter values as well as the sense of negotiation. The initiating end accepts (or rejects) the values in the response; this concludes the negotiation.

The block format for the SNDCP XID parameter negotiation is shown in Figure 10. Not all parameters have to be included in the XID block, only parameters that are negotiated. Parameters may be included in any order. Also it shall be possible to negotiate parameters for more than one NSAPI in one XID block since more than one NSAPI can use the same SAPI.
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Figure 10: Example of SNDCP XID block format

The SNDCP user uses SN‑XID.request to initiate the negotiation of the XID parameters. The SNDCP entity sends the proposed SNDCP XID parameters to the LLC SAP with the LL‑XID.request or LL‑ESTABLISH.request. The LLC SAP shall issue an XID command containing the SNDCP XID parameters (see GSM 04.64). The peer LLC SAP shall, upon receipt of the XID command, indicate the SNDCP XID parameters to SNDCP entity using LL‑XID.indication or LL‑ESTABLISH.indication. The peer SNDCP entity shall select appropriate values for the proposed parameters or negotiate the appropriate values with the SNDCP user entity with the SN‑XID.indication and SN‑XID.response primitives. When the appropriate parameter values are known by the peer SNDCP entity, it shall use the LL‑XID.response or LL‑ESTABLISH.response primitive to continue negotiation. Upon reception of the response, the LLC SAP shall send the received parameters to the SNDCP entity using the LL‑XID.confirm or LL‑ESTABLISH.confirm primitive. The SNDCP entity delivers the negotiated parameters to the SNDCP user.
This is illustrated in Figure 11. The originator of the negotiation shall apply the new parameter values after it has received the 'confirm' primitive. The responding end of the negotiation shall apply the new parameter values after it has sent the replying 'response' primitive.

Following the sending of the LL‑XID.request primitive, the SNDCP layer shall suspend the transfer of SN‑DATA and SN‑UNITDATA primitives to the LLC SAP to which the LL‑XID.request is sent. Transfer of SN‑DATA and SN‑UNITDATA primitives shall resume when the SNDCP XID negotiation ends through one of the following means:

-
successful (receiving LL‑XID.confirm);

-
failure (receiving LL‑RELEASE.indication); or

-
successful following collision resolution (receiving LL‑ESTABLISH.indication and sending LL‑ESTABLISH.response, or receiving LL‑XID.indication and sending LL‑XID.response, see subclause 6.2.1.4).

LLC may also initiate LLC XID negotiation, in which case LLC may send an LL‑XID.indication to inform SNDCP the values of N201-I and N201-U. This is illustrated in Figure 12. If the SNDCP entity receives an LL‑XID.indication without an SNDCP XID block, it shall not respond with the LL‑XID.response primitive.

Negotiation of SNDCP version number is always between the peer SNDCP entities. The version number is not known by the SNDCP user. However, negotiation of the parameters for compression algorithms may be carried out between the SNDCP user entities.

Negotiation of SNDCP XID parameters for an NSAPI shall be carried out in the SAPI to which the NSAPI is mapped.
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Figure 11: SNDCP XID negotiation procedure
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Figure 12: LLC XID negotiation procedure

6.8.1
Negotiation of compression entities

For parameter type 1 and 2, multiple compression fields (as shown in Figure 7 and Figure 9) may be specified. Each compression field corresponds to a compression entity.

In each compression field, the "Applicable NSAPIs" parameter indicates the NSAPIs that uses the compression entity. The parameter, if included, shall consist of 2 octets. Multiple NSAPIs may share the same compression entity by setting multiple bits in the parameter. NSAPIs requiring acknowledged peer-to-peer LLC operation and unacknowledged peer-to-peer LLC operation shall not share the same compressor (see subclause 6.10).

During SNDCP XID negotiation or re-negotiation, if a parameter type is specified in the SNDCP XID block, compression entities currently in use and compression entities proposed to be added may be included in the SNDCP XID block. Not all entities need to be included in the SNDCP XID block. If a compression entity is not included, the value of its parameters shall be determined by the rules defined in subclause 6.8.2.

If, implicitly or explicitly (see subclause 6.8.2), a compression entity is specified in the responding SNDCP XID block with one or more bits set to 1 in the "Applicable NSAPIs" parameter, the compression entity shall be created (if it does not exist yet).

If, implicitly or explicitly, a compression entity is specified in the responding SNDCP XID block with no bit set to 1 in the "Applicable NSAPIs" parameter, the compression entity shall be deleted (if it currently exists).

If, implicitly or explicitly, one or more bits are set to 1 in the "Applicable NSAPIs" parameter of a compression entity in the responding SNDCP XID block, the NSAPIs corresponding to these bits shall start using (or continue to use) the compression entity.

If, implicitly or explicitly, one or more bits are set to 0 in the "Applicable NSAPIs" parameter of a compression entity in the responding SNDCP XID block, the NSAPIs corresponding to these bits shall release the compression entity (if they have been using the compression entity).

6.8.3
Exception handling

In this subclause, the term "parameter" may refer, wherever applicable, to an SNDCP XID parameter, a compression field (for parameter type 1 or 2), or a parameter for a compression field.

If the originating SNDCP XID block includes a parameter with unrecognised Type field, the parameter shall be ignored by the responder.

If the originating SNDCP XID block includes a parameter with unsupported length or an out-of-range value, then the responder shall respond to the parameter with lengths and values set according to the responder's preference.

If the originating SNDCP XID block includes parameter type 1 or 2 which violates the rules in subclause 6.8.1, the responder shall treat the parameter as not transmitted by the originator, and responds according to subclause 6.8.2.

If the originating SNDCP XID block includes a parameter with duplicated instances, the subsequent instances of the duplicated parameter shall be ignored.

If the originating SNDCP XID block is sent on LL‑XID primitives and contains prohibited changes (see subclauses 6.5.1.2 and 6.6.1.2) to the parameters of compression entities used with acknowledged peer-to-peer LLC operation, then the responder shall respond with these parameters set to their previously-negotiated values.

In the originating SNDCP XID block, excluding the collision scenarios described in subclause 6.5.1.1.3, when an assigned entity number is included with the P bit set to 1, the algorithm and the PCOMP and DCOMP fields shall be ignored if they are the same as the previously-assigned values. If the algorithm and PCOMP or DCOMP fields are not the same as the previously-assigned values, then the Applicable NSAPIs field of the compression field in question shall be set to 0 in the response, and an SNSM-STATUS.request primitive with Cause "invalid XID command" shall be sent to the SM sub-layer. SM shall then deactivate all PDP contexts for this SAPI.

In the originating SNDCP XID block, if an unassigned entity number is included with the P bit set to 0, then the Applicable NSAPIs field in the response shall be set to 0.

In the originating SNDCP XID block, excluding the collision scenarios described in subclause 6.5.1.1.3, if one or more of the PCOMP or DCOMP specified is already assigned to a different compression algorithm, then the Applicable NSAPIs field of the compression field in question shall be set to 0 in the response, and an SNSM-STATUS.request primitive with Cause "invalid XID command" shall be sent to the SM sub-layer. SM shall then deactivate all PDP contexts for this SAPI.
In the originating SNDCP XID block, if one or more new PCOMP or DCOMP values are specified for an existing compression algorithm, then the Applicable NSAPIs field of the compression field in question shall be set to 0 in the response, and an SNSM-STATUS.request primitive with Cause "invalid XID command" shall be sent to the SM sub-layer. SM shall then deactivate all PDP contexts for this SAPI.
If the responding SNDCP XID block includes a parameter with unrecognised Type field, unsupported length, an out-of-range value or a value violating the sense of negotiation, a parameter type 1 or 2 which violates the rules in subclause 6.8.1, a parameter with duplicated instances, contains prohibited changes (see subclauses 6.5.1.2 and 6.6.1.2) to the parameters of compression entities used with acknowledged peer-to-peer LLC operation when the SNDCP XID block is sent on LL‑XID primitives, or a compression field with the P bit set to 1, then the originator shall ignore the block and reinitiate the negotiation. If the renegotiation fails for an implementation-specific number of times, the originating SNDCP layer shall send an SNSM-STATUS.request primitive with Cause "invalid XID response" to the SM sub-layer. SM shall then deactivate all PDP contexts for this SAPI.

7.2
SN‑PDU Formats

Each SN‑PDU shall contain an integral number of octets, and shall comprise a header part and a data part. An SN‑PDU shall contain data from a single N‑PDU only. Two different SN‑PDU formats are defined. The SN‑DATA PDU shall be used for acknowledged data transfer and SN‑UNITDATA PDU for unacknowledged data transfer.
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Figure 4: SN‑Data PDU format
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Figure 5: SN‑Unitdata PDU format

More bit (M):
0
Last segment of N‑PDU.

1
Not the last segment of N‑PDU, more segments to follow.

SN‑PDU Type (T):
0
SN‑DATA PDU.

1
SN‑UNITDATA PDU.

First segment indicator bit (F):

0
This SN‑PDU is not the first segment of an N‑PDU.


The octet including DCOMP and PCOMP is not included in the SN‑Data PDU or SN‑Unitdata PDU format. Also the octet for N‑PDU number for acknowledged mode is not included in the SN‑Data PDU format.

1
This SN‑PDU is the first segment of an N‑PDU. The octet for DCOMP and PCOMP is included in the SN‑Data PDU or SN‑Unitdata PDU format. Also the octet for N‑PDU number for acknowledged mode is included in the SN‑Data PDU format.

Spare bit (X):

0
Shall be set to 0 by the transmitting SNDCP entity and ignored by the receiving SNDCP entity. 
NSAPI:
0

Escape mechanism for future extensions.

1

Point-to-Multipoint Multicast (PTM-M) information.

2-4

Reserved for future use.

5-15
Dynamically allocated NSAPI value (see subclause 6.1).

SN‑PDU with an unallocated NSAPI value shall be ignored by the receiving SNDCP entity without error notification.

Data compression coding (DCOMP):
0

No compression.

1-14
Points to the data compression identifier negotiated dynamically (see subclause 6.6).

15

Reserved for future extensions.

SN‑PDU with an unallocated DCOMP value shall be ignored by the receiving SNDCP entity without error notification.

Protocol control information compression coding (PCOMP):
0

No compression.

1-14
Points to the protocol control information compression identifier negotiated dynamically (see subclause 6.5).

15

Reserved for future extensions.

SN‑PDU with an unallocated PCOMP value shall be ignored by the receiving SNDCP entity without error notification.

Segment number:

0-15

Sequence number for segments carrying an N‑PDU.

N‑PDU number - acknowledged mode:

0-255

N‑PDU number of the N‑PDU.

N‑PDU number - unacknowledged mode:

0-4095
N‑PDU number of the N‑PDU.
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