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[bookmark: _Toc153536036][bookmark: _Toc170413651]* * * * First change * * * *
[bookmark: _CR5_3_3_1][bookmark: _CR5_3_3_2][bookmark: _Toc167455922][bookmark: _Toc193794055]5.5.3	Policy control interactions for Dynamic Policies
5.5.3.1	General
The Dynamic Policies feature operates at reference point M5 between the Media Session Handler in the Media Client and a Media AF that has been appropriately provisioned with Policy Templates (see clause 5.2.7). The Dynamic Policy API at reference point M5 (see clauses 5.3.3 and 9.3) is specified in a generic way such that the associated functionality in the 5GC may be realised by various means.
NOTE 1:	This clause does not limit the possible set of 5G System exposure functionalities for realising dynamic policies.
In this release, the Media AF converts Dynamic Policies API invocations received at reference point M5 into direct or indirect invocations of the Policy Authorization Service exposed by the PCF, and converts responses from the PCF into their equivalents at reference point M5 for return to the Media Session Handler.
To realise dynamic policies, the Media AF shall interact with the PCF using one of the following methods:
A.	If the Media AF is deployed in the Trusted DN, it may directly invoke the Npcf_Policy‌Authorization service at reference point N5, as specified in TS 29.514 [18].
NOTE 2:	It is the responsibility of the Media AF in this case to discover and track changes to the PCF instance responsible for the PDU Session supporting the media streaming session at reference point M4 using the discovery services provided by the NRF and/or BSF.
B.	If the Media AF is deployed outside the Trusted DN, or if it is more convenient for a Media AF deployed in the Trusted DN to do so, it invokes the Nnef_AFSession‌With‌QoS and/or Nnef_Chargeable‌Party services exposed by the NEF, as specified in clauses 4.4.9 and 4.4.8 respectively of TS 29.522 [19], to indirectly invoke the PCF at reference point N33.
NOTE 3:	Per clause 4.4.9 of TS 29.522 [19], the Nnef_AFSession‌With‌QoS service is realised at reference point N33 by the AsSession‌With‌QoS exposure API. Similarly, the Nnef_Chargeable‌Party service is realised by the Chargeable‌Party exposure API per clause 4.4.8 of [19].
NOTE 4:	Configuration of the NEF endpoint address and access credentials in the Media AF in this case is beyond the scope of the present document.
When the first Dynamic Policy is created by the Media Session Handler for a particular media delivery session (per clause 5.3.3.2), the Media AF shall create an AF application session context in the PCF responsible for the PDU Session corresponding to the M4 application flows indicated in the DynamicPolicy.‌application‌Flow‌Bindings array.
If no corresponding AF application session context already exists, the Media AF shall use the Npcf_‌Policy‌Authorization_‌Create operation at reference point N5 (or, if deployed outside the Trusted DN, the equivalent Nnef_AFsession‌WithQoS service operation at reference point N33) with the appropriate service information to create and provision a new AF application session context. The information in the AppSessionContext‌ReqData shall be derived from the application flow descriptions in the Dynamic Policy Instance resource and/or the requested QoS.
The mapping of application flows listed in the DynamicPolicy.‌application‌Flow‌Bindings array to media components and sub-components of the AF application session context is implementation-dependent. Example mappings are provided in annex D.
When requesting QoS provisioning for a media delivery session, the Media AF shall use the configured Policy Template of the Dynamic Policy Instance to determine the list of the QoS references within altSerReqs. The lowest priority index shall be assigned to the Policy Template with the lowest QoS requirement, and the highest priority shall be assigned to the Service Operation Point requested by the UE (if the UE is allowed to use that operation point).
When a dynamic policy is subsequently destroyed by the Media Session Handler (per clause 4.7.3), the Media AF shall destroy the corresponding AF application session context in the relevant PCF instance.
5.5.3.2	Mapping of Background Data Transfer parameters
When instantiating a Policy Template that has a Background Data Transfer policy, the Media AF needs to populate some of the properties in the ClientBdtSpecification object specified in clause 9.3.3.3 for inclusion in the Dynamic Policy Instance resource returned to the Media Session Handler at reference point M5.
Where the Policy Template references an existing Background Data Transfer policy by including the bdtPolicyId property, in order to populate the properties of the ClientBdtSpecification object the Media AF shall first retrieve the individual Background Data Transfer policy resource referenced by bdtPolicyId from the PCF. The Npcf_‌BDT‌Policy‌Control service operation specified in clause 5.3.3.3.1 of TS 29.554 [46] shall be used for this purpose.
[bookmark: _Hlk198422074]5.5.3.3	Mapping of media transport parameters	Comment by Richard Bradbury: (More subclauses expected to be added in Rel-19 as part of 5G_RTP_Ph2 Work Item.)	Comment by Serhan Gül: Keeping this open since dynamic traffic characteristics should probably be added (as Andrei pointed out below) in a separate clause.
If the Application‌Flow‌Description.‌media‌Transport‌Parameters property of an Application‌Flow‌Binding object is populated, then the Media‌Component object at reference point N5 associated with the Application‌Flow‌Binding shall be populated as follows by the Media AF:	Comment by Serhan Gül: Reordering to make it consistent with the other subclauses.
-	The Media‌Component.proto‌Desc‌Dl property shall be set to the values of the Application‌Flow‌Description.media‌Transport‌Parameters if any of the Client‌QosSpecification.downlink‌Bit‌Rates and Client‌Qos‌Specification.‌desired‌Downlink‌Pdu‌Set‌Qos‌Parameters properties are present in the corresponding Application‌Flow‌Binding.	Comment by Andrei Stoica (Lenovo): When/if we agree on dynamic traffic characteristics we can add here additional conditions on populating this when data burst size, time to next burst and/or expedited transfer are present	Comment by Serhan Gül: I think we expect to agree on these in SA4#132, so  maybe these can already be added, subject to their agreement.
-	The Media‌Component.proto‌Desc‌Ul property shall be set to the values of the Application‌Flow‌Description.media‌Transport‌Parameters if any of the Client‌Qos‌Specification.uplink‌Bit‌Rates and Client‌Qos‌Specification.desired‌Uplink‌Pdu‌Set‌Qos‌Parameters properties are present in the corresponding Application‌Flow‌Binding.
5.5.3.4	Mapping of PDU Set QoS parameters
[If the pduSetQoSLimits property is populated in QosRange.‌downlink‌QoS‌Specification, then the Media‌Component.‌pduSetQosDl object shall be populated as follows by the Media AF:
-	The pduSetDelayBudget property shall be set to the larger value of pduSetQoSLimits.‌pduSetDelayBudget and desiredDownlink‌PduSet‌QosParameters.‌pduSetDelayBudget.
-	The pduSetErrorRate property shall be set to the larger value of pduSetQoSLimits.pduSetErrorRate and desiredDownlink‌PduSet‌QosParameters.‌pduSetErrorRate.
-	The pduSetHandlingInfo property shall be set to the value of pduSetQoSLimits.pduSetHandlingInfo, ignoring the value of desiredDownlink‌PduSet‌QosParameters.‌pduSetHandlingInfo, if any.
Otherwise, the Media‌Component.‌pduSetQosDl object shall be populated directly from the desiredDownlink‌PduSet‌QosParameters object.
If the pduSetQoSLimits property is populated in QosRange.‌uplink‌QoS‌Specification, then the Media‌Component.‌pduSetQosUl object shall be populated as follows by the Media AF:
-	The pduSetDelayBudget property shall be set to the larger value of pduSetQoSLimits.‌pduSetDelayBudget and desiredUplink‌PduSet‌QosParameters.‌pduSetDelayBudget.
-	The pduSetErrorRate property shall be set to the larger value of pduSetQoSLimits.‌pduSetErrorRate and desiredUplink‌PduSet‌QosParameters.‌pduSetErrorRate.
-	The pduSetHandlingInfo property shall be set to the value of pduSetQoSLimits.‌pduSetHandlingInfo, ignoring the value of desiredUplink‌PduSet‌QosParameters.‌pduSetHandlingInfo, if any.
Otherwise, the Media‌Component.‌pduSetQosUl object shall be populated directly from the desiredUplink‌PduSet‌QosParameters object.]
	Comment by Andrei Stoica (Lenovo): Check above 5.5.3.3
5.5.3.5	Subscription to PCF notifications
For each of the Dynamic Policy Instances it is managing, the Media AF shall subscribe to the following PCF notifications on the corresponding AF application session context:
-	Service Data Flow QoS notification control;
-	Service Data Flow deactivation;
-	Resources allocation outcome.
When requesting QoS provisioning for a media delivery session, the Media AF shall use the configured Policy Template of the Dynamic Policy Instance to determine the list of the QoS references within altSerReqs. The lowest priority index shall be assigned to the Policy Template with the lowest QoS requirement, and the highest priority shall be assigned to the Service Operation Point requested by the UE (if the UE is allowed to use that operation point).
When instantiating a Policy Template that has a Background Data Transfer policy, the Media AF needs to populate some of the properties in the ClientBdtSpecification object specified in clause 9.3.3.3 for inclusion in the Dynamic Policy Instance resource returned to the Media Session Handler at reference point M5.
Where the Policy Template references an existing Background Data Transfer policy by including the bdtPolicyId property, in order to populate the properties of the ClientBdtSpecification object the Media AF shall first retrieve the individual Background Data Transfer policy resource referenced by bdtPolicyId from the PCF. The Npcf_‌BDT‌Policy‌Control service operation specified in clause 5.3.3.3.1 of TS 29.554 [46] shall be used for this purpose.
When a dynamic policy is subsequently destroyed by the Media Session Handler (per clause 4.7.3), the Media AF shall destroy the corresponding AF application session context in the relevant PCF instance.
* * * * Second change * * * *	Comment by Serhan Gül: To be removed from the final CR, keeping now for reference.
[bookmark: _Toc193794056]5.5.4	Policy control interactions for AF-based Network Assistance
The AF-based Network Assistance feature operates at reference point M5 between the Media Session Handler in the Media Client and a Media AF that provides Network Assistance capabilities. The Network Assistance API at reference point M5 (see clauses 5.3.4 and 9.4) is specified in a generic way such that the associated Network Assistance functionality in the 5GC may be realised by various means.
NOTE 1:	This clause does not limit the possible set of 5G System exposure functionalities for obtaining Network Assistance information.
In this release, the Media AF converts Network Assistance API invocations received at reference point M5 into direct or indirect invocations of the Policy Authorization Service exposed by the PCF, and converts responses and notifications from the PCF into their equivalents at reference point M5 for delivery to the Media Session Handler.
If it supports the Network Assistance feature, the Media AF shall offer the bit rate recommendation (throughput estimation) and delivery boost request API based on existing Policy Templates that match the filtering criteria for a media streaming session, and the Media AF shall interact with the PCF using one of the following methods:
A.	If the Media AF is deployed in the Trusted DN, it may directly invoke the Npcf_Policy‌Authorization service at reference point N5, as specified in TS 29.514 [18].
NOTE 2:	It is the responsibility of the Media AF in this case to discover and track changes to the PCF instance responsible for the PDU Session supporting the media streaming session at reference point M4 using the discovery services provided by the NRF and/or BSF.
B.	If the Media AF is deployed outside the Trusted DN, or if it is more convenient for a Media AF deployed in the Trusted DN to do so, it invokes the Nnef_AFSessionWithQoS service exposed by the NEF, as specified in clause 4.4.9 of TS 29.522 [19], to indirectly invoke the PCF at reference point N33.
NOTE 3:	Per clause 4.4.9 of TS 29.522 [19], the Nnef_AFSession‌With‌QoS service is realised at reference point N33 by the AsSession‌With‌QoS exposure API.
NOTE 4:	Configuration of the NEF endpoint address and access credentials in the Media AF in this case is beyond the scope of the present document.
When the first Network Assistance Session is created by the Media Session Handler for a particular media delivery session (per clause 5.3.4.2), the Media AF shall create an AF application session context in the PCF responsible for the PDU Session corresponding to the M4 application flow indicated in the NetworkAssistanceSession.‌applicartionFlow‌Description property.
If no corresponding AF application session context already exists, the Media AF shall use the Npcf_‌Policy‌Authorization_‌Create operation at reference point N5 (or, if deployed outside the Trusted DN, the equivalent Nnef_AFsession‌WithQoS service operation) with the appropriate service information to create and provision a new AF application session context. The information in the AppSessionContext‌ReqData shall be derived from the application flow descriptions in the Network Assistance Session resource, as well as from the referenced Policy Template (if any) and/or the requested QoS.
The mapping of application flows listed in the DynamicPolicy.‌application‌Flow‌Bindings array to media components and sub-components of the AF application session context is implementation-dependent.
The Media‌Component.‌pduSetQosDl object shall not be populated by the Media AF	Comment by Richard Bradbury: I think the use of AF-based Network Assistance, while in scope for the RTC System in Rel-18, is very poorly specified in both TS 26.506 and TS 26.113.
I think these two sentences were added because there were no contributions proposing how this feature should work in combination with PDU Set QoS.
If you want to remove these, you need to replace it with a full specification, perhaps along similar lines to clause 5.5.3.
But because the feasibility has not been studied in Rel-18 or Rel-19, I would be very reticent about making any change here before Rel-20.	Comment by Andrei Stoica (Lenovo): Agree that we did not really look too much into this… Isn’t the current network assistance spec anyways too slow for RTC delay budgets?	Comment by Serhan Gül: Thanks Richard, then I agree that it should be first clarified whether/how this feature works in combination with PDU Set QoS before removing these sentences. I reverted to the original and will remove the second change from the final CR, as there would be no changes in 5.5.4 (keeping now for reference only).
The Media‌Component.‌pduSetQosUl object shall not be populated by the Media AF

For each of the Network Assistance Sessions it is managing, the Media AF shall subscribe to the following PCF notifications on the corresponding AF application session context:
-	Service Data Flow QoS notification control;
-	Service Data Flow deactivation;
-	Resources allocation outcome.
When requesting QoS provisioning for a Network Assistance Session, the Media AF shall use the configured Policy Templates of the Provisioning Session to determine the list of the QoS references within altSerReqs. The lowest priority index shall be assigned to the Policy Template with the lowest QoS requirement, and the highest priority shall be assigned to the Service Operation Point requested by the UE (if the UE is allowed to use that operation point).
When a Network Assistance session is subsequently destroyed by the Media Session Handler (per clauses 5.3.4.7 and 11.6.4.6), the Media AF shall destroy the corresponding AF application session context in the relevant PCF instance.
* * * * Third change * * * *
[bookmark: _Toc193794278]D.1.3	QoS mapping for Dynamic Policy at reference point N33
When the Media AF invokes the Nnef_AFsessionWithQoS service at reference point N33 according to TS 29.522 [19] and TS 29.122 [20], each DynamicPolicy resource is mapped by the Media AF to an AsSession‌WithQoS‌Subscription resource in the NEF.
Each Application‌Flow‌Binding object of the Dynamic Policy Instance (each one representing a distinct Service Component) is associated with a different AsSession‌Media‌Component object in the NEF, as shown in figure D.1.3‑1. The qosReference, protoDescDl, protoDescUl, pduSetrQosDl and pduSetQosUl properties are not populated in this resource.
The QoS requirements of the Service Component are instead populated in the AsSession‌Media‌Component.
The descriptions of the downlink and/or uplink directions of the application flow corresponding to the Service Component are populated the flowInfos array of the AsSession‌Media‌Component unless a qosReference is cited in the corresponding QosRange.



Figure D.1.3‑1: Mapping of ApplicationFlowBinding to NEF AsSessionMediaComponent at reference point N33
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