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\* \* \* \* First change \* \* \* \*

## 3.3 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

API Application Programming Interface

AR Augmented Reality

DTLS Datagram Transport Layer Security

FFS For Further Study

FoV Field of View

HTTP Hyper-Text Transfer Protocol

ICE Interactive Connectivity Establishment

IMU Inertial Measurement Unit

MNO Mobile Network Operator

NAT Network Address Translation

OTT Over-The-Top

PSI PDU Set Importance

RGB Red-Green-Blue colour space

RTC Real-Time Communication

RTP Real-time Transport Protocol

RWT Response Wait Time

SCTP Stream Control Transmission Protocol

SRTCP Secure Real-time Transport Control Protocol

SRTP Secure Real-time Transport Protocol

SSE Server-Sent Events

STUN Session Traversal Utilities for NAT

SWAP Simple WebRTC Application Protocol

TLS Transport Layer Security

TURN Traversal Using Relays around NAT

WebRTC Web Real-Time Communication

XR Extended Reality

\* \* \* \* Second change \* \* \* \*

## 10.3 Dynamic Policy API

### 10.3.1 Introduction

The Dynamic Policy API allows the RTC Media Session Handler of the RTC Client or the ICE Function of the RTC AS or the WebRTC Signalling Function of the RTC AS to request a specific QoS and/or charging policy to be applied to the application flows of an RTC session. The Dynamic Policy API is invoked as a result of SDP negotiation during the WebRTC signalling phase of the RTC session.

The relevant procedures are specified in clause 5.3.3 of TS 26.510 [3].

The resource structure and the data model are specified in clause 9.3 of TS 26.510 [3].

### 10.3.2 Enabling PDU Set handling in dynamic policies

If specific QoS with PDU Set parameters is desired, and PDU Set marking is not enabled for the selected Policy Template as specified in clause 5.3.3.2 of TS 26.510 [3], the Media Session Handler shall additionally populate the mediaTransportParameters property of the Application‌Flow‌Description object (see clause 5.5.4.13 of TS 29.571 [36]) as follows when creating or updating a Dynamic Policy Instance based on that Policy Template:

- The transportProto property shall be set to the value SRTP.

- The rtpHeaderExtInfo object (see clause 5.5.4.14 of TS 29.571 [36]) shall be omitted.

- The rtpPayloadInfoList property shall contain a single member populated as follows:

- rtpPayloadTypeList shall be set to the *RTP Payload Type* value(s) to be used by the RTC endpoint (e.g., the RTC Access Function of an RTC Client) for the negotiated SRTP session(s) to be carried by the application flow in question.

- rtpPayloadFormat shall be populated as appropriate in the absence of RTP header extensions.

- When the unmarked-pdu-info attribute (as specified in clause 6.1 of TS 26.522 [37]) is present in the SDP offer/answer, the unmarkedPduInfoList property shall contain at least one unmarkedPduInfo member. The properties of the unmarkedPduInfo members of the unmarkedPduInfoList shall be negotiated by the RTC Access Function of the RTC Client via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session using the SDP attribute a=unmarked-pdu-info. The properties of each unmarkedPduInfo object (see clause 5.5.4.17 in TS 29.571 [36]) shall be populated as follows, in order of presence in the SDP offer/answer message:

- unmarkedProtocol shall indicate the application protocol used by N6-unmarked PDUs on the application flow in question*.*

- If the corresponding SDP media description includes an a=rtcp-mux or an a=rtcp-mux-only attribute, at least one unmarkedPduInfo member shall be present with its unmarkedProtocol property set to the value *SRTCP*.

- If the sender intends to indicate a default PDU Set Importance (PSI) value for N6-unmarked PDUs of non-video media types, an unmarkedPduInfo member shall be present with its unmarkedProtocol property set to the value *SRTP*. A default PSI value for N6-unmarked PDUs of non-video media types may only be indicated if RTP streams carrying such PDUs (e.g. audio streams) and video streams are multiplexed in the same RTP session.

NOTE 1: unmarkedProtocol may instead be set to the value *STUN or OTHER depending on the value provided in the SDP negotiation during the WebRTC signalling phase.*

- pduSetImportance shall be set to the desired PSI value for N6-unmarked PDUs on the application flow in question which uses the application protocol indicated by unmarkedProtocol. The setting shall follow the semantics defined for PSI in clause 4.2.4 of TS 26.522 [37], with a value in the range of 1 to 15 (inclusive).

If PDU Set marking is enabled for the selected Policy Template as specified in clause 5.3.3.2 of TS 26.510 [3], the Media Session Handler shall additionally populate the mediaTransportParameters property of the Application‌Flow‌Description object (see clause 5.5.4.13 of TS 29.571 [36]) as follows when creating or updating a Dynamic Policy Instance based on that Policy Template:

- The transportProto property shall be set to the value SRTP.

- The properties of the rtpHeaderExtInfo object (see clause 5.5.4.14 of TS 29.571 [36]) shall be populated as follows:

- rtpHeaderExtType shall be set to PDU\_SET\_MARKING.

- rtpHeaderExtId shall be set to the value of the *ID* field to be used by the RTC endpoint (e.g., the RTC Access Function of an RTC Client) in the *RTP Header Extension for PDU Set Marking* on the application flow in question, as specified in clause 4.2 of TS 26.522 [37]. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session.

- longFormat shall be set according to the use of the one- or two-byte *RTP Header Extension for PDU Set Marking*, as specified in clause 4.2.1 of TS 26.522 [37]. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session.

- pduSetSizeActive shall be set to reflect the presence of the *PDU Set Size* field in the *RTP Header Extension for PDU Set Marking*, as specified in clause 4.2.4 of TS 26.522 [37]. The value of this parameter is negotiated via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session.

NOTE 2: The intention of the RTC Access Function of the RTC Client to include the optional NPDS (Number of PDUs in the PDU Set) field in the *RTP Header Extension for PDU Set Marking* is not yet signalled in advance to the 5G Core by means of a Boolean flag in the RtpHeaderExtInfo specified in clause 5.5.4.14 of TS 29.571 [36].

- The rtpPayloadInfoList property shall contain a single member populated as follows:

- rtpPayloadTypeList shall be set to the *RTP Payload Type* value(s) to be used by the RTC endpoint (e.g., the RTC Access Function of an RTC Client) for the negotiated SRTP session(s) to be carried by the application flow in question.

- rtpPayloadFormat shall be omitted because RTP header extensions are present.

- When the unmarked-pdu-info attribute (as specified in clause 6.1 of TS 26.522 [37]) is present in the SDP offer/answer, the unmarkedPduInfoList property shall contain at least one unmarkedPduInfo member. The properties of the unmarkedPduInfo members of the unmarkedPduInfoList shall be negotiated by the RTC Access Function of the RTC Client via the SDP offer/answer procedure during the WebRTC signalling phase of the RTC session using the SDP attribute a=unmarked-pdu-info. The properties of each unmarkedPduInfo object (see clause 5.5.4.17 in TS 29.571 [36]) shall be populated as follows, in order of presence in the SDP offer/answer message:

- unmarkedProtocol shall indicate the application protocol used by N6-unmarked PDUs on the application flow in question*.*

- If the corresponding SDP media description includes an a=rtcp-mux or an a=rtcp-mux-only attribute, at least one unmarkedPduInfo member shall be present with its unmarkedProtocol property set to the value *SRTCP*.

- If the sender intends to indicate a default PDU Set Importance (PSI) value for N6-unmarked PDUs of non-video media types, an unmarkedPduInfo member shall be present with its unmarkedProtocol property set to the value *SRTP*. A default PSI value for N6-unmarked PDUs of non-video media types may only be indicated if RTP streams carrying such PDUs (e.g. audio streams) and video streams are multiplexed in the same RTP session and PDU Set marking is used for the video stream(s).

NOTE 3: unmarkedProtocol may instead be set to the value *STUN or OTHER depending on the value provided in the SDP negotiation during the WebRTC signalling phase.*

- pduSetImportance shall be set to the desired PSI value for N6-unmarked PDUs on the application flow in question which uses the application protocol indicated by unmarkedProtocol. The setting shall follow the semantics defined for PSI in clause 4.2.4 of TS 26.522 [37], with a value in the range of 1 to 15 (inclusive).

In all PDUs it contributes at reference point RTC‑4m or RTC‑12 that fall within the scope of the application flow description, the RTC Access Function (Media Access Function) shall use the protocol indicated in transportProto or *unmarkedProtocol*; it shall set the SRTP header fields in accordance with rtpPayloadInfoList; and it shall include a one- or two- byte (consistent with the signalled length) *RTP Header Extension for PDU Set Marking* in the SRTP header with fields set according to the values declared in the rtpHeaderExtInfo property per above.