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1. Deadlines for the SA3#124 meeting are as follows:

	Registration
	6 October 2025 (Monday)
	08:00 AM UTC

	Document Submission deadline
	6 October 2025 (Monday)
	03:00 PM UTC

	Start of meeting
	13 October 2025 (Monday)
	09:00 AM Local time

	Closure of the meeting
	17 October 2025 (Friday)
	05:00 PM Local time (or before)


2. Meeting topics
	Agenda Item (AI)
	Title
	UID
	Acronym

	1
	Agenda and Meeting Objectives

	2
	Meeting Reports

	2.1
	Previous SA3 meeting report/s and SA report

	2.2
	SA3-LI Report

	3
	Reports and Liaisons from other Groups 

	Work areas

	4
	Maintenance (Rel-19 and pre-Rel-19)

	4.1
	Work Items

	4.1.1
	All Rel-19 and pre-Rel-19 WIs
	
	

	4.2
	Study Items

	4.2.1
	All Rel-19 and pre-Rel-19 SIs 
	
	

	5
	Rel-20 topics [see NOTE 1]

	5.1
	5GA Work Items [see NOTE 2]

	5.1.1
	Security related Events Handling
	1080041
	SECHAND

	5.1.2
	New WID on Mission Critical security
	1080044
	MCX20-SEC

	5.1.3
	New WID on Security Assurance Specification for 5G-Advanced
	1080042
	SCAS_5GA

	5.1.4
	New WID on PRINS Refinement
	1090024
	RefinePRINS

	5.1.5
	New WID on  SCAS for NR Femto
	1090026
	SCAS_NR_Femto

	5.1.6
	New WID on  SCAS for NR Femto SeGW
	1090027
	SCAS_Femto_SeGW

	5.2
	5GA Study Items [see NOTE 2]

	5.2.1
	Study on transitioning to Post Quantum Cryptography (PQC) in 3GPP
	1080045
	FS_CryptoPQC

	5.2.2
	New SID on Security Aspects for IMS resiliency
	1090015
	FS_IMSRE_SEC

	5.2.3
	New Study on AIMLE Service Security
	1090016
	FS_AIMLE_SEC 

	5.2.4
	New Study on security for PLMN hosting a NPN phase 2
	1090017
	FS_PLMNNPN_Ph2

	5.2.5
	New SID on providing PSK for MPQUIC/TLS
	1090018
	FS_PSK_MQC_TLS

	5.2.6
	New Study on Security for Core Network Enhanced Support for Artificial Intelligence (AI) / Machine Learning (ML) Phase 2
	1090019
	FS_AIML_CN_Ph2_SEC

	5.2.7
	New Study on Security and Privacy Aspects of Integrated Sensing and Communication
	1090020
	FS_Sensing_SEC

	5.2.8
	New Study on Security Assurance Specification (SCAS) for Container-based Product
	1090021
	FS_SCAS_CP

	5.2.9
	New Study on Security Aspects of Satellite Access in 5G Phase 4
	1090022
	FS_5GSAT_Ph4_SEC

	5.2.10
	New Study on Security aspects of CAPIF Phase 4
	1090023
	FS_CAPIF_Ph4_SEC

	5.2.11
	New Study on security aspect of support of Ambient power-enabled Internet of Things-Phase 2
	1090025
	FS_AIoT_SEC_Ph2

	5.2.12
	New Study on best security practices for SBA
	1090029
	FS_BSP4SBA

	5.2.13
	New SID on Security Aspect for NR Femto Phase 2
	1090030
	FS_NR_Femto_SEC_Ph2

	5.2.14
	New SID on Security aspects of WAB nodes for NR
	
	

	5.3
	6G Study Items [see NOTE 2]

	5.3.1
	6G Security SID [see NOTE 3]
	1090044
	FS_6G_SEC

	5.3.2
	New Study on supporting AEAD algorithms
	1090028
	FS_AEAD

	6
	New Study/Work items

	6.1
	New 5G-Advance SIDs/WIDs 

	6.2
	New 6G SIDs/WIDs

	6.3
	SIDs/WIDs Prioritization 

	7
	CVD and research

	8
	Any Other Business


NOTE 1: For the SIDs/WIDs in AI#5, SID/WID rapporteur(s) are requested to decide on the required TU in this meeting and mail your request to the SA3 leadership on or before 29-Sep-2025, 03:00PM UTC. Based on the received requests, leadership will plan the detailed agenda for the meeting. 
Rapporteurs please explicitly mention on or before 29-Sep-2025, 03:00PM UTC, whether the SID/WID is required or does not required to be on the agenda considering one or more factors (for example, based on the work progress in other WG(s) or planning to have offline discussions between the meetings, before utilizing the TUs).
NOTE 2: Expected to be at most 3 TU’s allocated in total for AI#5.3 items and 11 TUs for both AI#5.1 and AI#5.2 together. However, if there is limited contributions under a particular AI, it’s TUs may be allocated to other AIs. 
NOTE 3: TR rapporteur to submit the draft TR skeleton and scope of the TR. 
Request the rapporteurs of the 6G Security SID to have email discussion(s) and/or conference call(s) on the draft TR skeleton, Security Areas and also on the Work organization/prioritization.


Details on the company contribution topics that can be submitted for SA3#124 will be provided by the rapporteurs.

Most likely, companies can submit pCRs on the following (but, please wait for more details from rapporteurs):
· Structure for the TR. For example, structure for the threat model/analysis that to be part of the Key issue and/or as a new Annex and/or as a new clause.

· Security area(s) that the company like to propose that goes as a (sub)clause to the TR. For example, MAC-CE protection
· Work organization/prioritization. For example, prioritization of AS security in the initial phase with justification like for the RAN checkpoint in June 2026  
Meeting objectives:
· Maintenance of previous releases. 
· New Rel-20 SID/WIDs.
· Progress on Rel-20 Approved WIs and SIs
