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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

1
Scope

This Technical Report (TR) presents the results of the Study on Public Warning System. The intent of this Study is to assess the ability of 3GPP specifications to meet requirements identified for Public Warning System. This Study considers the following aspects: 

-
Identify requirements and aspects for Public Warning System.

-
Determine existing relevant 3GPP specifications for Public Warning System.

-
Perform a Gap Analysis to assess the ability of existing 3GPP specifications to meet the Public Warning System requirements and aspects.

The Public Warning System is intended to interwork with external networks to provide an end-to-end service. Therefore, service interactions with a message provider in external or internal networks are considered within the scope of this document, although the specification of these interactions may be in other standards. If this occurs, a reference to that specification shall be made.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]  
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]  
ETSI TS 102 182 "Emergency Communications (EMTEL); Requirements for communications from authorities/organizations to the individuals, groups or the general public during emergencies".

[3]  
ETSI TR 102 444 "Analysis of the Short Message Service (SMS) and Cell Broadcast Service (CBS) for Emergency Messaging applications"
[4]




3GPP TS 23.040 Technical realization of Short Message Service (SMS)

[5]




3GPP TS 23.041 Technical realization of Cell Broadcast Service (CBS)

[6]
3GPP TS 22.146: “Multimedia Broadcast/Multicast Service; Stage 1”.
6
Gap Analysis on current services


6.1
SMS


· 

 The Short Message Service is defined in 3GPP TS 23.040 [4].
Note from Ian Harris.  24.011 is referenced from 23.040.
An analysis of the characteristics of SMS with regard to Emergency messaging including broadcast of National emergency messages is described at length in ETSI TR 102.444 [3].
SMS supports a message delivery capability that is pertinent to PWS services. 
6.1.1
Summary of SMS capabilities


A brief summary of SMS is as follows:-

The Short Message Service allows Text or Binary messages to be sent to/from a UE via a Short Message Service Centre (SC) that is responsible for storing and delivering Short Messages.

Text Message lengths are in units of 160 characters and these units may be concatenated to allow longer messages to be sent but support for concatenation cannot be guaranteed across all networks or in all UE’s. Character sets for certain languages restrict the unit message length to 70 characters.
Some key points regarding SMS are as follows:

· SMS is widely deployed and used extensively although there are a few countries where this is not the case e.g Japan.

· SMS is defined by 3GPP specifications as a Store and Forward Service. Submitted messages are temporarily stored in a Service Centre (SC) for onward delivery to the recipient.

· SMS messages have a high probability of delivery. Normally messages are delivered within a few seconds and eventually most messages are actually delivered but may be delayed for minutes, hours or even days if the first delivery attempt by the SC fails. Delayed delivery is usually due to the recipients UE being in poor radio coverage or unavailable. Message delivery retry mechanisms in the SC are network operator specific and will therefore vary across different networks. In some instances, undelivered messages may be deleted by the SC. 

· SMS is a Point to Point service. Sending SMS messages to multi point destinations (sometimes referred to as bulk messaging) is possible but each message in a bulk messaging application is processed in the network and sent as a single point to point message. Bulk messaging can cause congestion in the network infrastructure platforms and network signaling. Bulk messaging is proprietary and not defined in the 3GPP specifications.

· SMS has no inherent geographic location specific capability. It is possible for the SC to target mobiles in a specific geographic area but obtaining location information regarding the location of specific mobiles is outside the scope of SMS, quite complex and time consuming.

· SMS is not ideal for 2 way messaging applications in which real time messaging is a criterion.
· SMS has provision for delivery confirmation which enables the sender of a Short Message to be informed that it been received by the intended recipient. However, not all networks support this functionality. 
· SMS message content integrity virtually 100 % guaranteed.

· SMS messages will often succeed in degraded radio conditions where voice calls do not. This is primarily due to air occupancy for a Short Message being only a few tens of milliseconds, compared to a significantly longer period for speech.

6.1.2
Support for PWS services

The following table identifies SMS support for PWS services.

Editor’s Note: "Description" column describes each service aspect; "SMS support" column describes assessment of SMS support for PWS, which means whether "Supported", "Not Supported", or "Partially Supported"; "Comment" column describes rationales of the assessment, and identifies new capabilities to support PWS services and  related TSs if "Not Supported" or "Partially Supported".

Table 6.1: SMS Gap Analysis

	PWS Service Aspect Item:
	Description
	SMS Support
	Comments

	1 Duration of delivery time
	SMS is a point-to-point technology and under normal conditions, delivery can be almost instantaneous but cannot be guaranteed
	No
	A large number of messages requires considerable time

	2 Granularity of the distribution
	SMS in itself is not location specific since the position of the recipient is generally not known
	No
	SMS message is delivered on MSISDN number basis. If terminals’ locations are known (e.g. positioning technologies), warning notification could be delivered on location basis by SMS.

	3 Information element and volume
	SMS messages can contain 160 characters and multiple pages can be concatenated.
	
	Support for concatenation depends on operator policy and handset implementation

	4 Network Resilience
	NA
	
	

	5 User Interface
	Behaviour of UE is general not in accordance with aspects as mentioned in section 5.5 
	No
	Certain aspects of UE behaviour for emergency notifications should be standardized

	6 Priority
	There is no priority mechanism for SMS applicable for PWS
	TBD
	Note: TR does not have detailed priority information at this time.

	7 Security
	SMS is generally not secure
	No
	SMS messages can easily be spoofed and it is not easy for the recipient  authenticate the source

	8 Support of roaming subscribers
	Roaming subscribers can be supported
	TBD
	The MSISDN numbers of roamers must be known by the (local) authorities in order to send SMS messages.

	9 Support in legacy handsets
	Virtually every handset supports SMS 
	TBD
	Legacy handsets may not support SMS enhancements required for PWS

	10 Support of Warning Notification Sources
	Most SMSC support external connections 
	TBD
	Messages that are in the SMSC queue cannot always be cancelled

	11 UE Aspects
	Use of SMS does not lead to significant increased battery consumption
	Yes
	

	12 Subscription & Charging Aspects
	It is possible to send SMS messages free of charge to the recipient subscriber and charge the sender
	Yes
	

	13 Delivery & Receipt Confirmation Aspects
	Handset sends an acknowledgement to the network
	Yes
	

	14 Periodic Testing Aspects
	NA
	TBD
	

	15 Relationship of PWS with Other Regulatory Aspects
	
	TBD
	

	16 Congestion situation
	SMS uses the signalling channel
	No
	Severe network congestion may lead to delayed delivery of notifications

	17 Enabling and disabling of PWS service
	SMS messages can be sent to a mobile terminal without special options needing to be sent on the handset. SMS cannot be turned off and hence it is not possible to opt out of the warning service.
	No
	Opting out could be achieved by de registering from the service but is in practice not doable in case of roaming Also it is not possible to opt out of specific notification.


6.1.3
New capabilities required for PWS

Editor’s note: This section summarises new capabilities required for PWS based on SMS Gap Analysis.

6.2
CBS


· 
· 
Note from Ian Harris. Double reference above. I do not think the following 2 documents need to be referenced here.
· 

 The Cell Broadcast Service (CBS) is defined in 3GPP TS 23.041 [5].
An analysis of the characteristics of CBS with regard to Emergency messaging including the broadcast of National emergency messages is described at length in ETSI TR 102.444 [3].
CBS supports a message delivery capability that is pertinent to PWS service. 
6.2.1
Summary of CBS capabilities


A brief summary of CBS is as follows:-
The Cell Broadcast Service allows up to 15 pages, each page comprising 93 characters to be broadcast to all UE’s  in a specific location which may be a single cell, groups of cells or all cells countrywide.

CBS messages may be repeatedly transmitted across the air interface at a period of between 2  seconds and 32 minutes.

CBS has no provision for identifying successful delivery to a UE.

CBS has not been widely deployed due to concerns by network operators over business case justification and UE vendors over increased battery power consumption once CBS is enabled in the UE.

Many networks already have CBS capability and many UE’s have the functionality incorporated.

CBS uses a dedicated channel, so the functionality will generally be available, even if voice and data traffic in the network is congested.
6.2.2
Support for PWS services

The following table identifies CBS support for PWS services.

Editor’s Note: "Description" column describes each service aspect; "CBS support" column describes assessment of CBS support for PWS, which means whether "Supported", "Not Supported", or "Partially Supported"; "Comment" column describes rationales of the assessment, and identifies new capabilities to support PWS services and  related TSs if "Not Supported" or "Partially Supported".

Table 6.2: CBS Gap Analysis

	PWS Service Aspect Item:
	Description
	CBS Support
	Comments

	1 Duration of delivery time
	CB is broadcast and therefore independent of the number of subscribers that receive the message.

CB is largely independent of the size of the notification area. 

CB does not suffer from network congestion.

CB has its own CBCH so there is no priority issue with other services
	Partial
	In order to expedite timely delivery of PWS messages it may be necessary to disable all other CBS messages or to enhance CBS in order to optimize the delivery of most of most urgent PWS messages.

	2 Granularity of the distribution
	Granularity of broadcast area coincides with granularity of cell sites
	Y
	

	3 Information element and volume
	One page of a CB message is a text message of 93 characters (40 UCS2 characters). Message can be 15 pages long.
	Y
	Support for concatenated multiple pages depends on operator policy and handset implementation.

	4 Network Resilience
	N.A.

In case of power failure the granularity is reduced to (umbrella) cells that have back up power
	
	

	5 User Interface
	Behaviour of UE is generally not in accordance with aspects as mentioned in 5.5
	
	Certain aspects of UE behaviour for emergency notifications should be standardized

	6 Priority
	N.A.
	
	

	7 Security
	CB messages can only be submitted by those that have authorized access to the CB center and/or network operator's domain
	
	

	8 Support of roaming subscribers
	
	
	

	9 Support in legacy handsets
	
	
	

	10 Support of Warning Notification Sources
	
	
	

	11 UE Aspects
	
	
	

	12 Subscription & Charging Aspects
	
	
	

	13 Delivery & Receipt Confirmation Aspects
	
	
	

	14 Periodic Testing Aspects
	
	
	

	15 Relationship of PWS with Other Regulatory Aspects
	
	
	

	16 Congestion situation
	
	
	

	17 Enabling and disabling of PWS service
	
	
	


6.2.3
New capabilities required for PWS

Editor’s note: This section summarises new capabilities required for PWS based on CBS Gap Analysis.

6.3
MBMS

 The Multi-Media Broadcast / Multicast Service (MBMS) is defined in 3GPP TS 22.146 [6]

Additionally, the following specifications apply:-
QUESTION from Ian Harris. Do we need all the following references. If so then they need to be added to the reference section
MBMS Bearer Service (Distribution Layer)


· 3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".

· 3GPP TS 25.346: "Introduction of the Multimedia Broadcast/Multicast Service (MBMS) in the Radio Access Network (RAN); Stage 2".

MBMS User Service (Service Layer)

· 3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1".

· 3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".

· 3GPP TS 32.273: "Telecommunication management; Charging management; Multimedia Broadcast and Multicast Service (MBMS) charging".

· 3GPP TS 33.246: "Security of Multimedia Broadcast/Multicast Service (MBMS)".

MBMS supports a message delivery capability that is pertinent to PWS service.

6.3.1
Summary of MBMS capabilities


A brief summary of MBMS is as follows:-
MBMS is a  new technology and not widely deployed.
MBMS is a unidirectional point to multipoint bearer service in which data is transmitted from a single source entity to multiple recipients. 

There are two defined two modes of operation: 

The broadcast mode. 

The broadcast mode is a unidirectional point-to-multipoint transmission of multimedia data (e.g. text, audio, picture, video) from a single source entity to all users in a broadcast service area. The broadcast mode is intended to efficiently use radio/network resources e.g. data is transmitted over a common radio channel. Data is transmitted in the broadcast service area as defined by the network (Home environment).

The broadcast mode does not require subscription.
The multicast mode. 
The multicast mode allows the unidirectional point-to-multipoint transmission of multimedia data (e.g. text, audio, picture, video) from a single source point to a multicast group in a multicast service area. The multicast mode is intended to efficiently use radio/network resources e.g. data is transmitted over a common radio channel. Data is transmitted in the multicast service area as defined by the network (Home environment). In the multicast mode there is the possibility for the network to selectively transmit to cells within the multicast service area which contain members of a multicast group.

The multi cast mode requires subscription.

6.3.2
Support for PWS services


Editor’s Note: "Description" column describes each service aspect; "MBMS support" column describes assessment of MBMS support for PWS, which means whether "Supported", "Not Supported", or "Partially Supported"; "Comment" column describes rationales of the assessment, and identifies new capabilities to support PWS services and related TSs if "Not Supported" or "Partially Supported".

Table 6.3: MBMS Gap Analysis

	PWS Service Aspect Item:
	Description
	MBMS Support
	Comments

	1 Duration of delivery time
	
	
	

	2 Granularity of the distribution
	
	
	

	3 Information element and volume
	
	
	

	4 Network Resilience
	
	
	

	5 User Interface
	
	
	

	6 Priority
	
	
	

	7 Security
	
	
	

	8 Support of roaming subscribers
	
	
	

	9 Support in legacy handsets
	
	
	

	10 Support of Warning Notification Sources
	
	
	

	11 UE Aspects
	
	
	

	12 Subscription & Charging Aspects
	
	
	

	13 Delivery & Receipt Confirmation Aspects
	
	
	

	14 Periodic Testing Aspects
	
	
	

	15 Relationship of PWS with Other Regulatory Aspects
	
	
	

	16 Congestion situation
	
	
	

	17 Enabling and disabling of PWS service
	
	
	


6.3.3
New capabilities required for PWS

Editor’s note: This section summarises new capabilities required for PWS based on MBMS Gap Analysis.
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