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1
Introduction

CB: # 113_GNBIDfailure
- Whether the issue is valid?
- Whether any solution is needed?
(Nok - moderator)

Summary of offline disc in R3-214269
2
For the Chair Notes

No consensus.

3
Discussion

The issue under discussion is in regard to F1 Setup Failure scenarios due to conflict of the gNB-DU-ID.

The gNB-DU-ID is a unique identifier that is configured at gNB-DU. Therefore, in multi-vendor scenarios, it is possible that gNB-DUs from different vendors have been configured with the same gNB-DU-ID. The consequence from this duplicated gNB-DU-ID configuration, is that gNB-CU will fail F1 Setup Requests if it detects that the gNB-DU-ID is already in use by a different gNB-DU. However, there is no suitable cause value in the current F1AP specification to hint the reason for the failure. Hence, it is likely that the gNB-DU reattempts the F1 Setup procedure, only to fail again.

Introducing a new cause value is a straightforward approach that would help deal with the issue above, since the gNB-DU would be able to deduce the reason for the failure and not reattempt the F1 Setup with the same gNB-DU-ID value. 

Questions 1: Do companies agree with the approach based on a new cause value to indicate the conflict on gNB-DU-ID to the gNB-DU?

	Company
	Comment

	Nokia
	Yes, we see this as a simple solution to address this issue.

Similarly, the cause value is simply to identify the issue, and it is still an implementation option whether the gNB-DU does any further action to address this fault (e.g., raise an alarm, or assign a different value). 

	Samsung 
	No. This cannot solve the problem since gNB-DU cannot avoid using another duplicate gNB-DU ID with such cause value. The gNB-DU has 36 bits. It is difficult to be conflicted. We can rely on OAM.  

	Huawei
	We are still not sure whether this is a practical issue or not. gNB-DU ID should be allocated in a coordinated way, how this could happen that a gNB-DU ID is allocated twice to different gNB-DU?

	ZTE
	Each gNB-DU deploy in a real network need to pass Operator’s Test. Then it will not happen that two gNB-DU share the same ID in one Operator.

In addition, even no appropriate cause value let gNB-DU know the situation, the error should report to it’s OAM,and intervention is enforced.

	Ericsson
	We believe the use case is valid and the solution is simple and needed.  Each RAN vendor has a dedicated OAM system that configures the vendor´s nodes. Two gNB-DUs connected to two different OAM Element Managers may be configured with the same gNB-DU ID. By flagging an F1 Setup Failure with an opportune cause value the gNB-DU can select a different gNB-DI. The process can be repeated until a non conflicting gNHB-ID is encountered. Once the network has converged to a deployment without conflicts, there will be no more failures. Namely, after a period of convergence the network will stabilize.


Questions 2: Do companies have a different proposal on how to deal with this issue? Please indicate if so.

	Company
	Comment

	Nokia
	During the online discussion it was mentioned OAM can solve this issue. However, in multivendor deployments there is no guarantee that the OAM system is the same for all vendors in the deployments. Hence, we see such solution as not fault proof for all deployments.

	Samsung
	This is not an issue. 

	Huawei
	As commented above, firstly we are not sure if this is a practical issue; then if there happens such a case, we have to rely on OAM, since node identifier is not generated by node itself.

	ZTE
	As comments for question 1.

	Ericsson
	Interactions between OAM systems of different vendors require either standardization in SA5 or the development of specific tools by the operator to coordinate in a proprietary way different OAM systems. We would like to avoid an OAM bvased solution.


4
Conclusion, recommendations [if needed]

5 companies participated discussion. Two companies acknowledged that the issue depicted by this proposal exists in inter-vendor scenarios and that there is no guarantee for coordination of allocated gNB-DU-IDs in an actual deployment. Three companies did not consider the issue highlighted as a problem and prefer an OAM based solution.

5
References

[1] R3-213484, Duplicate gNB-DU ID failure, Nokia, Nokia Shanghai Bell

