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[bookmark: _Toc502365414][bookmark: _Toc510543918]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
· For a specific reference, subsequent revisions do not apply.
· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TS 21.111: "USIM and IC Card Requirements".
…
[103]	OMA OMA-TS-XDM_Core-V1_1-20080627-A: "XML Document Management (XDM) Specification".
[ZZY]		3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[ZZZ]		3GPP TS 33.501: "Security architecture and procedures for 5G System".

[bookmark: _Toc502302912]***** Next change *****

4.2.8	EFUST (USIM Service Table)
This EF indicates which services are available. If a service is not indicated as available in the USIM, the ME shall not select this service.

	Identifier: '6F38'
	Structure: transparent
	Mandatory

	SFI: '04'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	Services n1 to n8
	M
	1 byte

	2
	Services n9 to n16
	O
	1 byte

	3
	Services n17 to n24
	O
	1 byte

	4
	Services n25 to n32
	O
	1 byte

	etc.
	
	
	

	X
	Services n(8X‑7) to n(8X)
	O
	1 byte



	‑Services
	
	

	   Contents:
	Service n°1:
	Local Phone Book

	
	…
	

	
	Service n°120
	XCAP Configuration Data

	
	Service n°yyy
	5GS Mobility Management Information



***** Next change *****

[bookmark: _Toc510544018]4.2.XX	EF5GS3GPPNSC (5GS 3GPP Access NAS Security Context)
If service n°yyy is "available", this file shall be present.
This EF contains the 5GS NAS Security context for 3GPP access as defined in TS 24.501 [ZZY], consisting of KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. This file shall contain one record.

	Identifier: '6FZZ'
	Structure: linear fixed
	Optional

	SFI: 'YY'
	

	Record size: X bytes (X≥54)
	Update activity: high

	Access Conditions:
	READ	PIN
	UPDATE	PIN
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	5GS NAS Security Context TLV Object
	M
	X bytes



5GS NAS Security Context tags

	Description
	Tag Value

	5GS NAS Security Context Tag
	'A0'



5GS NAS Security Context information

	Description
	Value
	M/O
	Length (bytes)

	5GS NAS Security Context Tag
	'A0'
	M
	1

	Length (length of all subsequent data)
	Y
	M
	Note 1

	Key set identifier KSIAMF Tag
	'80'
	M
	1

	Length
	K
	M
	Note 1

	Key set identifier KSIAMF
	--
	M
	K

	AMF key (KAMF) Tag
	'81'
	M
	1

	Length
	L
	M
	Note 1

	AMF key (KAMF)
	--
	M
	L

	Uplink NAS count Tag
	'82'
	M
	1

	Length
	M
	M
	Note 1

	Uplink NAS count
	--
	M
	M

	Downlink NAS count Tag
	'83'
	M
	1

	Length
	N
	M
	Note 1

	Downlink NAS count 
	--
	M
	N

	Identifiers of selected NAS integrity and encryption algorithms Tag
	'84'
	M
	1

	Length
	S
	M
	Note 1

	Identifiers of selected NAS integrity and encryption algorithms
	--
	M
	S

	Note 1:	The length is coded according to ISO/IEC 8825-1 [35]



-	Key set identifier KSIAMF  Tag '80'
Contents:
The AMF key set identifier as defined in TS 33.501 [ZZZ]. In this release the KSIAMF is coded on 1 byte.
Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	KSIAMF

	
	
	
	
	
	
	
	
	
	
	bits b4 to b8 are coded 0



-	AMF key (KAMF) Tag '81'
Contents:
The AMF Key as defined in TS 33.501 [ZZZ]. In this release a valid AMF key is coded on 32 bytes. The ME shall treat any AMF key values stored in this EF as invalid if the AMF key set identifier indicates that no AMF key is available or if the length indicated in the AMF key TLV is set to '00',
Coding:
The most significant bit of KAMF is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KAMF is the least significant bit of the last byte of this TLV value field.
-	Uplink NAS count Tag '82'
Contents:
The uplink NAS count as defined in TS 33.501 [ZZZ]. In this release the Uplink NAS count is coded on 4 bytes.
Coding:
The most significant bit of the uplink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the uplink NAS count is the least significant bit of the last byte of this TLV value field.
-	Downlink NAS count Tag '83'
Contents:
The downlink NAS count as defined in TS 33.501 [ZZZ]. In this release the downlink NAS count is coded on 4 bytes.
Coding:
The most significant bit of the downlink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the downlink NAS count is the least significant bit of the last byte of this TLV value field.
-	Identifiers of selected NAS integrity and encryption algorithms Tag '84'
Contents:
The identifiers of selected NAS integrity and encryption algorithms as defined in TS 33.501 [ZZZ] and TS 24.501 [ZZY]. In this release the identifiers of selected NAS integrity and encryption algorithms are coded as 4-bit identifierse.
Coding:
Least significant bit of the security algorithm identifier is the b1 of this TLV value field. Most siginificant bit of the security algorithm identifier is b4 of this TLV value field as per the NAS security algorithms identifer element defined in TS 33.501 [ZZZ].
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	LSB of security algorithm identifier

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	MSB of security algorithm identifier

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU



Unused bytes shall be set to 'FF'.

In order to mark the stored 5GS NAS security context as invalid: 
-	the record bytes shall be set to 'FF', or
-	the KSIAMF is set to '07', or
-	the length indicated in the AMF key TLV is set to '00'.

4.2.YY	EF5GSN3GPPNSC (5GS non-3GPP Access NAS Security Context)
If service n°yyy is "available", this file shall be present.
This EF contains the 5GS NAS Security context for 3GPP access as defined in TS 24.501 [ZZY], consisting of KAMF with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. This file shall contain one record.

	Identifier: '6FZZ'
	Structure: linear fixed
	Optional

	SFI: 'YY'
	

	Record size: X bytes (X≥54)
	Update activity: high

	Access Conditions:
	READ	PIN
	UPDATE	PIN
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	5GS NAS Security Context TLV Object
	M
	X bytes



5GS NAS Security Context tags

	Description
	Tag Value

	5GS NAS Security Context Tag
	'A0'



5GS NAS Security Context information

	Description
	Value
	M/O
	Length (bytes)

	5GS NAS Security Context Tag
	'A0'
	M
	1

	Length (length of all subsequent data)
	Y
	M
	Note 1

	Key set identifier KSIAMF Tag
	'80'
	M
	1

	Length
	K
	M
	Note 1

	Key set identifier KSIAMF
	--
	M
	K

	AMF key (KAMF) Tag
	'81'
	M
	1

	Length
	L
	M
	Note 1

	AMF key (KAMF)
	--
	M
	L

	Uplink NAS count Tag
	'82'
	M
	1

	Length
	M
	M
	Note 1

	Uplink NAS count
	--
	M
	M

	Downlink NAS count Tag
	'83'
	M
	1

	Length
	N
	M
	Note 1

	Downlink NAS count 
	--
	M
	N

	Identifiers of selected NAS integrity and encryption algorithms Tag
	'84'
	M
	1

	Length
	S
	M
	Note 1

	Identifiers of selected NAS integrity and encryption algorithms
	--
	M
	S

	Note 1:	The length is coded according to ISO/IEC 8825-1 [35]



-	Key set identifier KSIAMF  Tag '80'
Contents:
The AMF key set identifier as defined in TS 33.501 [ZZZ]. In this release the KSIAMF is coded on 1 byte.
Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	KSIAMF

	
	
	
	
	
	
	
	
	
	
	bits b4 to b8 are coded 0



-	AMF key (KAMF) Tag '81'
Contents:
The AMF Key as defined in TS 33.501 [ZZZ]. In this release a valid AMF key is coded on 32 bytes. The ME shall treat any AMF key values stored in this EF as invalid if the AMF key set identifier indicates that no AMF key is available or if the length indicated in the AMF key TLV is set to '00',
Coding:
The most significant bit of KAMF is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KAMF is the least significant bit of the last byte of this TLV value field.
-	Uplink NAS count Tag '82'
Contents:
The uplink NAS count as defined in TS 33.501 [ZZZ]. In this release the Uplink NAS count is coded on 4 bytes.
Coding:
The most significant bit of the uplink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the uplink NAS count is the least significant bit of the last byte of this TLV value field.
-	Downlink NAS count Tag '83'
Contents:
The downlink NAS count as defined in TS 33.501 [ZZZ]. In this release the downlink NAS count is coded on 4 bytes.
Coding:
The most significant bit of the downlink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the downlink NAS count is the least significant bit of the last byte of this TLV value field.
-	Identifiers of selected NAS integrity and encryption algorithms Tag '84'
Contents:
The identifiers of selected NAS integrity and encryption algorithms as defined in TS 33.501 [ZZZ] and TS 24.501 [ZZY]. In this release the identifiers of selected NAS integrity and encryption algorithms are coded as 4-bit identifierse.
Coding:
Least significant bit of the security algorithm identifier is the b1 of this TLV value field. Most siginificant bit of the security algorithm identifier is b4 of this TLV value field as per the NAS security algorithms identifer element defined in TS 33.501 [ZZZ].
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	LSB of security algorithm identifier

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	MSB of security algorithm identifier

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU

	
	
	
	
	
	
	
	
	
	RFU



Unused bytes shall be set to 'FF'.

In order to mark the stored 5GS NAS security context as invalid: 
-	the record bytes shall be set to 'FF', or
-	the KSIAMF is set to '07', or
-	the length indicated in the AMF key TLV is set to '00'.

***** Next change *****

[bookmark: _Toc510544154]4.7	Files of USIM
This clause contains two figures depicting the file structure of the UICC and the ADFUSIM. ADFUSIM shall be selected using the AID and information in EFDIR.
…
	
	ADFUSIM
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFLI
	
	EFARR
	
	EFIMSI
	
	EFKeys
	
	EFKeysPS 

	
	
	
	
	
	
	'6F05'
	
	'6F06'
	
	'6F07'
	
	'6F08'
	
	'6F09'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFDCK
	
	EFHPPLMN
	
	EFCNL
	
	EFACMmax
	
	EFUST

	
	
	
	
	
	
	'6F2C'
	
	'6F31'
	
	'6F32'
	
	'6F37'
	
	'6F38'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFACM
	
	EFFDN
	
	EFSMS
	
	EFGID1
	
	EFGID2

	
	
	
	
	
	
	'6F39'
	
	'6F3B'
	
	'6F3C'
	
	'6F3E'
	
	'6F3F'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFMSISDN
	
	EFPUCT
	
	EFSMSP
	
	EFSMSS
	
	EFCBMI

	
	
	
	
	
	
	'6F40'
	
	'6F41'
	
	'6F42'
	
	'6F43'
	
	'6F45'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFSPN
	
	EFSMSR
	
	EFCBMID
	
	EFSDN
	
	EFEXT2

	
	
	
	
	
	
	'6F46'
	
	'6F47'
	
	'6F48'
	
	'6F49'
	
	'6F4B'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFEXT3
	
	EFBDN
	
	EFEXT5
	
	EFCCP2
	
	EFCBMIR

	
	
	
	
	
	
	'6F4C'
	
	'6F4D'
	
	'6F4E'
	
	'6F4F'
	
	'6F50'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFEXT4
	
	EFEST
	
	EFACL
	
	EFCMI
	
	EFSTART-HFN

	
	
	
	
	
	
	'6F55'
	
	'6F56'
	
	'6F57'
	
	'6F58'
	
	'6F5B'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFTHRESHOLD
	
	EFPLMNwAcT
	
	EFOPLMNwAcT
	
	EFHPLMNwAcT
	
	EFPSLOCI

	
	
	
	
	
	
	'6F5C'
	
	'6F60'
	
	'6F61'
	
	'6F62'
	
	'6F73'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFACC
	
	EFFPLMN
	
	EFLOCI
	
	EFICI
	
	EFOCI

	
	
	
	
	
	
	'6F78'
	
	'6F7B'
	
	'6F7E'
	
	'6F80'
	
	'6F81'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFICT
	
	EFOCT
	
	EFAD
	
	EFVGCS
	
	EFVGCSS

	
	
	
	
	
	
	'6F82'
	
	'6F83'
	
	'6FAD'
	
	'6FB1'
	
	'6FB2'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFVBS
	
	EFVBSS
	
	EFeMLPP
	
	EFAaeM
	
	EFECC

	
	
	
	
	
	
	'6FB3'
	
	'6FB4'
	
	'6FB5'
	
	'6FB6'
	
	'6FB7'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFHiddenkey
	
	EFNETPAR
	
	EFPNN
	
	EFOPL
	
	EFMBDN

	
	
	
	
	
	
	'6FC3'
	
	'6FC4'
	
	'6FC5'
	
	'6FC6'
	
	'6FC7'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFEXT6
	
	EFMBI
	
	EFMWIS
	
	EFCFIS
	
	EFEXT7

	
	
	
	
	
	
	'6FC8'
	
	'6FC9'
	
	'6FCA'
	
	'6FCB'
	
	'6FCC'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFSPDI
	
	EFMMSN
	
	EFEXT8
	
	EFMMSICP
	
	EFMMSUP

	
	
	
	
	
	
	'6FCD'
	
	'6FCE'
	
	'6FCF'
	
	'6FD0'
	
	'6FD1'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFMMSUCP
	
	EFNIA
	
	EFVGCSCA
	
	EFVBSCA
	
	EFGBAP

	
	
	
	
	
	
	'6FD2'
	
	'6FD3'
	
	'6FD4'
	
	'6FD5'
	
	'6FD6'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFMSK
	
	EFMUK
	
	EFEHPLMN
	
	EFGBANL
	
	EFEHPLMNPI

	
	
	
	
	
	
	'6FD7'
	
	'6FD8'
	
	'6FD9'
	
	'6FDA'
	
	'6FDB'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFLRPLMNSI
	
	EFNAFKCA
	
	EFSPNI
	
	EFPNNI
	
	EFNCP-IP

	
	
	
	
	
	
	'6FDC'
	
	'6FDD'
	
	'6FDE'
	
	'6FDF'
	
	'6FE2'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFEPSLOCI
	
	EFEPSNSC
	
	EFUFC
	
	EFUICCIARI
	
	EFNASCONFIG

	
	
	
	
	
	
	'6FE3'
	
	'6FE4'
	
	'6FE6'
	
	'6FE7'
	
	'6FE8'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFPWS
	
	EFFDNURI
	
	EFBDNURI
	
	EFSDNURI
	
	EFIWL

	
	
	
	
	
	
	'6FEC'
	
	'6FED'
	
	'6FEE'
	
	'6FEF'
	
	'6FF0'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFIPS
	
	EFIPD
	
	EFePDGId
	
	EFePDGSelection
	
	EFePDGIdEm

	
	
	
	
	
	
	'6FF1'
	
	'6FF2'
	
	'6FF3'
	
	'6FF4'
	
	'6FF5'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFePDGSelectionEm
	
	EFFromPreferred
	
	EFIMSConfigData
	
	EF3GPPPSDATAOFF
	
	EF3GPPPSDATAOFFservicelist

	
	
	
	
	
	
	'6FF6'
	
	'6FF7'
	
	'6FF8'
	
	'6FF9'
	
	'6FFA'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	EFTVCONFIG
	
	EFXCAPConfigData
	
	EFWLAN_EPS_Roaming_Handover
	
	EF5GS3GPPNSC
	
	EF5GSN3GPPNSC

	
	
	
	
	
	
	'6FFB'
	
	'6FFC'
	
	'6FFD'
	
	'6FXX'
	
	'6FYY'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	...
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	



***** Next change *****

[bookmark: _Toc510544174]5.2	USIM security related procedures
…
5.2.XX	5GS NAS Security Context
Requirement:	Service n°yyy "available".
Request:	The ME performs the reading procedure with EF5GS3GPPNSC and EF5GSN3GPPNSC.
Update:	The ME performs the updating procedure with EF5GS3GPPNSC and EF5GSN3GPPNSC.
In order to prevent UICC memory wear out due to excessive writing, the update of 5GS NAS security context shall be according to the rules and procedures specified in TS 24.501 [ZZY].
***** Next change *****
[bookmark: _Toc510544352]Annex A (informative):
EF changes via Data Download or USAT applications
This annex defines if changing the content of an EF by the network (e.g. by sending an SMS), or by a USAT Application, is advisable. Updating of certain EFs "over the air" such as EFACC could result in unpredictable behaviour of the UE; these are marked "Caution" in the table below. Certain EFs are marked "No"; under no circumstances should "over the air" changes of these EFs be considered.

	File identification
	Description
	Change advised

	'2F00'
	Application directory
	Caution

	'2F05'
	Preferred languages 
	Yes

	…
	
	

	'6FFD'
	WLAN to EPS Handover when Roaming
	Yes

	'6FXX'
	5GS 3GPP Access NAS Security Context
	Caution

	'6FYY'
	5GS non-3GPP Access NAS Security Context
	Caution

	NOTE1:	If EFIMSI is changed, the UICC should issue REFRESH as defined in 3GPP TS 31.111 [12] and update EFLOCI, EFPSLOCI, and EFEPSLOCI accordingly.
NOTE2:	This file may contain eCALL related test and reconfiguration numbers or URIs.
NOTE3: 	If EFUICCIARI is changed, the UICC shall issue a REFRESH command as defined in TS 31.111.  The ME shall read the updated list of IARIs associated with active applications installed on the UICC. 
NOTE4:	Updating EFProSe_UIRC Over-The-Air, especially adding more parameters to the report, may cause a reduction of number of reports to be able to be stored in the UE.




***** Next change *****

[bookmark: _Toc510544358]Annex D (informative):
Tags defined in 31.102

	Tag
	Name of Data Element
	Usage

	'43'
	Full name for network IEI
	PLMN Network Name (EFPNN)

	'45'
	Short name for network IEI
	PLMN Network Name (EFPNN)

	…
	
	

	'A0'
	XCAP_conn_params_policy part tag
The following tags are encapsulated within 'A0'
'81'    AccessForXCAP Tag
'82'    Number of XCAP connection parameters policy part TLV’s Tag
'A1'    XCAP connection parameters policy part tag

	EFXCAPConfigData

	'A0'
	5GS 3GPP access NAS security Context tag
The following tags are encapsulated within 'A0'
'80'    Key set identifier KSIAMF Tag
'81'    AMF key (KAMF) Tag
'82'    Uplink NAS count Tag
'83'    Downlink NAS count Tag
'84'    Identifiers of selected NAS integrity and encryption algorithms Tag
	5GS 3GPP Access NAS Security Context (EF5GS3GPPNSC)

	'A0'
	5GS non-3GPP access NAS security Context tag
The following tags are encapsulated within 'A0'
'80'    Key set identifier KSIAMF Tag
'81'    AMF key (KAMF) Tag
'82'    Uplink NAS count Tag
'83'    Downlink NAS count Tag
'84'    Identifiers of selected NAS integrity and encryption algorithms Tag
	5GS non-3GPP Access NAS Security Context (EF5GSN3GPPNSC)

	'A1'
	XCAP connection parameters policy part tag
The following tags are encapsulated within 'A0'
'81'    Access Tag
'82'    Application name Tag
'83'    Provider ID Tag
'84'    URI Tag
'85'    XCAP Aithentication User Name Tag
'86'    XCAP Authentication password Tag
'87'…XCAP Authentication type Tag
'88'…Address type Tag
'89'…Address Tag
'8A'…PDP Authentication type Tag
'8B'…PDP Authentication Name Tag
     '8C'…PDP Authentication Secret Tag
	EFXCAPConfigData

	…
	
	

	'DE'
	GBA Security Context NAF Derivation Mode tag
	Response to AUTHENTICATE



***** Next change *****
[bookmark: _Toc510544359]Annex E (informative):
Suggested contents of the EFs at pre‑personalization
If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

	File Identification
	Description
	Value

	'2F00'
	Application directory
	Card issuer/operator dependent

	…
	
	

	'6FFC’
	XCAP Configuration Data
	Operator dependent

	'6FFD'
	WLAN to EPS Handover when Roaming
	Operator dependent

	'6FXX'
	5GS 3GPP Access NAS Security Context
	'FF…FF'

	'6FYY'
	5GS non-3GPP Access NAS Security Context
	'FF…FF'



