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	3GPP CT6 has sent an LS to SCP-TEC in document SCPTEC(13)000146 in which they raised concerns about the LAUNCH BROWSER letter class:

It was also noted that according to ETSI TS 102 223 a terminal that implements class "c" shall support:

-
LAUNCH BROWSER command with a URL

-
Indication of supported mark-up languages (21st byte of the terminal profile download)

-
Support for Browsing status event

-
Support for Browser termination event.

It was noted that support for Browsing status events is problematic for terminals that allow installation of external browsers. This might result in failures in the field, even if the terminal passes the certification test cases, depending on the browser selected by the user.

Similarly, support for WAP based browsing is often no longer supported by terminals that have a complete web browser.

This has resulted in applets in the field ignoring the terminal profile and using the LAUNCH BROWSER command knowing that the ME did not support the feature.  It is also a challenge to explain to operators why the ME capabilities do not match the terminal profile.

For this reason, CT6 would like to request ETSI SCP to reconsider the possibility to separate the support of LAUNCH BROWSER proactive command from the need to support other features of class "c", as indicated above. These features already have separate bits in the terminal profile, but current text in ETSI TS 102 223 still requires support for the entire class "c".
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4.2
Proactive UICC

Proactive UICC gives a mechanism whereby the UICC can initiate actions to be taken by the terminal. These actions include:

· displaying text from the UICC to the terminal;

· sending a short message;

· setting up a voice call to a number held by the UICC;

· setting up a data call to a number and bearer capabilities held by the UICC;

· playing tone in earpiece;

· initiating a dialogue with the user;

· NAA network access application initialization request and notification of changes to EF(s);

· providing local information from the terminal to the UICC;

· communicating with the additional card(s) (if class "a" is supported);

· providing information about the additional card reader(s) (if class "a" is supported);

· managing timers running physically in the terminal;

· running an AT command received from the UICC, and returning the result to the UICC (if class "b" is supported);

· sending DTMF;

· requesting the terminal to launch the browser corresponding to a URL (if class "aX" is supported);

· establishing and managing a bearer independent protocol (if class "e" is supported);

· dividing the terminal's screen into several rectangular regions (frames) (if class "i" is supported);

· requesting the terminal to start an application on the terminal, if this application is registered for such a request (if class "k" is supported);

· activate an interface (if class "l" is supported);

· requesting the terminal to report geographical location information to the UICC (if class "n" is supported);

· providing CAT facilities by a modem and a Connected Entity (if class "s" is supported);

· encapsulating commands for an eCAT client and sending encapsulated profiles and envelopes by an eCAT client (if class "u" is supported);

· securing the data exchanged with an eCAT client (if class "x" is supported).

For each command involved in the dialog with the user, a help information may be available, either for each item of a list of items proposed to the user, or with each command requesting a response from the user. If a proactive command involved in the dialog with the user indicates the availability of the help feature, the support of this feature is optional for the terminal.

[...]

5.2
Structure and coding of TERMINAL PROFILE

Direction: terminal to UICC.

The command header is specified in TS 102 221 [1] for a 3G platform and in TS 151 011 [8] for a 2G platform.

Command parameters/data:

	Description
	Clause
	M/O/C
	Length

	Profile
	-
	M
	lgth


Profile:

· Contents:

· The list of CAT facilities that are supported by the terminal.

· Coding:

· 1 bit is used to code each facility:

· bit = 1: facility supported by terminal;

· bit = 0: facility not supported by terminal.

First byte (Download):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Profile download

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP (SMS-PP data download)

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP (Cell Broadcast data download)

	
	
	
	
	
	
	
	
	
	
	Menu selection

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP (SMS-PP data download)

	
	
	
	
	
	
	
	
	
	
	Timer expiration

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP and 3GPP2 (USSD string data object support in Call Control by USIM)

	
	
	
	
	
	
	
	
	
	
	Call Control by NAA


[...]

Sixth byte (Event driven information extensions):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Event: Language selection

	
	
	
	
	
	
	
	
	
	
	Event: Browser Termination (i.e. class "aY" is supported)

	
	
	
	
	
	
	
	
	
	
	Event: Data available

	
	
	
	
	
	
	
	
	
	
	Event: Channel status

	
	
	
	
	
	
	
	
	
	
	Event: Access Technology Change

	
	
	
	
	
	
	
	
	
	
	Event: Display parameters changed

	
	
	
	
	
	
	
	
	
	
	Event: Local Connection

	
	
	
	
	
	
	
	
	
	
	Event: Network Search Mode Change


[...]

Ninth byte:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	DISPLAY TEXT

	
	
	
	
	
	
	
	
	
	
	SEND DTMF command

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (NMR)

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (language)

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP (Proactive UICC: PROVIDE LOCAL INFORMATION, Timing Advance)

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: LANGUAGE NOTIFICATION

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: LAUNCH BROWSER (i.e. class "aX" is supported)

	
	
	
	
	
	
	
	
	
	
	Proactive UICC: PROVIDE LOCAL INFORMATION (Access Technology)


[...]
Twenty-first byte (Extended Launch Browser Capability) for class "aY":

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	WML

	
	
	
	
	
	
	
	
	
	
	XHTML

	
	
	
	
	
	
	
	
	
	
	HTML

	
	
	
	
	
	
	
	
	
	
	CHTML

	
	
	
	
	
	
	
	
	
	
	RFU, bit = 0


[...]

Twenty-fifth byte (Event driven information extensions):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	Event: Browsing status (i.e. class "aY" is supported)

	
	
	
	
	
	
	
	
	
	
	Event: MMS Transfer status (if class "j" is supported)

	
	
	
	
	
	
	
	
	
	
	Event: Frame Information changed (i.e. class "i" is supported)

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP (Event: I-WLAN Access status (if class "e" is supported))

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP (Event Network Rejection)

	
	
	
	
	
	
	
	
	
	
	Event: HCI connectivity event (i.e. class "m" is supported)

	
	
	
	
	
	
	
	
	
	
	Reserved by 3GPP (E-UTRAN support in Event Network Rejection)

	
	
	
	
	
	
	
	
	
	
	Multiple access technologies supported in Event Access Technology Change and PROVIDE LOCAL INFORMATION


[...]
6.4.26
LAUNCH BROWSER

This clause applies if class "aX" is supported.

For a terminal of type ND or NK the support of this command is optional.

This command is used to request a browser inside a browser-enabled terminal to interpret the content corresponding to a URL.

Upon receiving this command, the terminal shall decide if it is able to execute the command. Examples are given below, but the list is not exhaustive:

· if the command is rejected because the browser on the terminal is busy or not available, the terminal informs the UICC using TERMINAL RESPONSE (terminal unable to process command - browser unavailable);

· if the command is rejected because the bearer provided in the command is not available, the terminal informs the UICC using TERMINAL RESPONSE (terminal unable to process command - bearer unavailable).

If the terminal is able to execute the command:

· the terminal shall inform the UICC that the command has been successfully taken into account, using TERMINAL RESPONSE;

· the UICC shall end the proactive UICC session;

· then the terminal shall request content using the URL;

· if an error occurs when accessing the resource indicated in the URL, the terminal shall send to the UICC a browsing status event reporting the error (if the browsing status event is part of the event list).

If the gateway addresses and/or the bearer objects are present in the command and are non null data objects, then the browser shall use these data to request content using the URL. If the gateway addresses, bearer objects, Provisioning File Reference, Browser Identity or URL are null objects or missing, then the terminal shall use default values. If a default URL value is not available for the browser to be launched, the terminal may reject the command and inform the UICC using TERMINAL RESPONSE (terminal unable to process command - default URL unavailable).

Unless a terminal is of type NK or type ND, the terminal shall ask the user for confirmation using the Alpha Identifier/Icon Identifier (user confirmation phase) if present, when it receives a LAUNCH BROWSER command which requests the existing browser session connected to a new URL or to terminate a browser session. It is allowed for a terminal of type NK or type ND not to ask the user for confirmation.

The way the terminal requests content using the URL is outside the scope of the present document (for an example, see reference in annex J).

NOTE:
There is a maximum size for the URL that can be given in argument of this proactive command.

[...]

7.5.9
Browser termination event

The following clauses apply if class "aY" is supported.

7.5.9.1
Procedure

If the browser termination event is part of the event list (as set up by the last SET UP EVENT LIST command, see clause 6.4.16), then when the browser is terminated either by the user action or by an error, the terminal shall inform the UICC that this has occurred, by using the ENVELOPE (EVENT DOWNLOAD - browser termination) command as defined in clause 7.5.9.2.

7.5.9.2
Structure of ENVELOPE (EVENT DOWNLOAD - Browser termination)

Direction: terminal to UICC.

The command header is specified in TS 102 221 [1] for a 3G platform and in TS 151 011 [8] for a 2G platform.

Command parameters/data.

	Description
	Clause
	M/O
	Min
	Length

	Event download tag
	9.1
	M
	Y
	1

	Length (A+B+C)
	-
	M
	Y
	1 or 2

	Event list
	8.25
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Browser termination cause
	8.51
	M
	Y
	C


Event list: the event list object shall contain only one event (value part of length 1 byte), and terminal shall set the event to:

· browser termination.

Device identities: the terminal shall set the device identities to:

· source:
terminal;

· destination:
UICC.

Browser termination cause: This object shall contain the browser termination cause.

Response parameters/data: None for this type of ENVELOPE command.

[...]

7.5.16
Browsing status event

The following clauses apply if class "aY" is supported.

7.5.16.1
Procedure

If the browsing status event is part of the event list (as set up by the last SET UP EVENT LIST command, see clause 6.4.16), then when the browser receives a distant error from the network, the terminal shall inform the UICC that this has occurred, by using the ENVELOPE (EVENT DOWNLOAD - browsing status) command as defined in clause 7.5.16.2.

7.5.16.2
Structure of ENVELOPE (EVENT DOWNLOAD - Browsing status)

Direction: terminal to UICC.

The command header is specified in TS 102 221 [1] for a 3G platform and in TS 151 011 [8] for a 2G platform.

Command parameters/data.

	Description
	Clause
	M/O
	Min
	Length

	Event download tag
	9.1
	M
	Y
	1

	Length (A+B+C)
	-
	M
	Y
	1 or 2

	Event list
	8.25
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Browsing status
	8.77
	M
	Y
	C


Event list: the event list object shall contain only one event (value part of length 1 byte), and terminal shall set the event to:

· browsing status.

Device identities: the terminal shall set the device identities to:

· source:
terminal;

· destination:
UICC.

Browsing status: This object shall contain the error status received by the browser.

Response parameters/data: None for this type of ENVELOPE command.

Annex A (normative):
Support of CAT by terminal equipment

Support of CAT is optional for terminal Equipment. However, if a terminal states conformance with a specific CAT release, it is mandatory for the terminal to support all functions of that release.

The support of letter classes, which specify mainly terminal hardware dependent features, is optional for the terminal and may supplement the CAT functionality described in the present document. If a terminal states conformance to a letter class, it is mandatory to support all functions within the respective letter class.

Table A.1 indicates the commands and functions of the optional letter classes.

Table A.1: Description of letter classes

	Letter classes
	Command/function description

	a
	Proactive command: GET READER STATUS 

	
	Proactive command: PERFORM CARD APDU

	
	Proactive command: POWER ON CARD 

	
	Proactive command: POWER OFF CARD 

	
	Event download: Card reader status 

	b
	Proactive command: RUN AT COMMAND

	c
	Void (superseded by classes aX and aY)

	
	

	
	

	d
	Soft key support

	e
	Proactive command: OPEN CHANNEL

	
	Proactive command: CLOSE CHANNEL

	
	Proactive command: RECEIVE DATA

	
	Proactive command: SEND DATA

	
	Proactive command: GET CHANNEL STATUS

	
	Event download: Data available

	
	Event download: Channel status

	f
	Proactive command: SERVICE SEARCH

	
	Proactive command: GET SERVICE INFORMATION

	
	Proactive command: DECLARE SERVICE

	
	Event download: Local connection event

	g
	Proactive Command: PROVIDE LOCAL INFORMATION (Battery State)

	h
	Multi-media Call support

	i
	Proactive command: SET FRAMES

	
	Proactive command: GET FRAMES STATUS

	
	Event download: Frames Information changed

	j
	Proactive command: RETRIEVE MULTIMEDIA MESSAGE

	
	Proactive command: SUBMIT MULTIMEDIA MESSAGE

	
	Proactive command: DISPLAY MULTIMEDIA MESSAGE

	
	Envelope command: MMS notification download

	
	Envelope command: MMS Transfer status

	k
	Envelope command: TERMINAL APPLICATIONS

	l
	Proactive command: ACTIVATE

	m
	Event download: HCI connectivity event

	n
	See TS 131 111 [26] (Proactive command: Geographical Location Request and Envelope command: Geographical Location Reporting)

	o
	Proactive Command: PROVIDE LOCAL INFORMATION (Broadcast Network Information)

	p
	See TS 131 111 [26] (USSD Data download in application mode)

	q
	See TS 131 111 [26] (Proactive command: Provide Local Information (CSG cell discovery) and Event download: CSG cell selection)

	r
	Proactive command: CONTACTLESS STATE CHANGED

	
	Event download: Contactless state request

	s
	Support of CAT over the modem interface

	t
	See TS 131 111 [26] (UICC access to IMS)

	u
	Event download: Profile Container, Envelope command: ENVELOPE CONTAINER, Proactive Commands: COMMAND CONTAINER and ENCAPSULATED SESSION CONTROL

	v
	See TS 131 111 [26] (Provide Local Information (H(e)NB IP address))

	w
	See TS 131 111 [26] (Provide Local Information (H(e)NB surrounding macrocells))

	x
	Security for Profile Container, Envelope Container, COMMAND CONTAINER and ENCAPSULATED SESSION CONTROL

	y
	Envelope command: Service List Retrieval

	z
	Indication of subsequent link with same Network Access Name in CLOSE CHANNEL

	aa
	DNS server address request for OPEN CHANNEL

	aX
	Proactive command: LAUNCH BROWSER

	aY
	Extended Launch Browser Capability

	
	Event download: Browser termination event

	
	Event download: Browsing status event
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