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1. Overall description:

ETSI TC M2M specifications acknowledge the need to perform some M2M Service Layer specific security functionalities within a secured environment in M2M Devices / Gateways, and a UICC as specified by ETSI TC SCP is recognized as a particular instantiation of such secured environment. In this context, ETSI TC M2M would like to inform ETSI TC SCP of the attached CR submitted at M2M#22 to provide an interoperable framework for using UICC in the context of the TC M2M service layer. The CR proposes a format and coding for storing M2M Service layer information on UICC and for discovering security services that may be provided by UICC, either:

· in the framework of an independent UICC application of the M2M Service Provider 
· or within the context of an existing telecom application on UICC (e.g. USIM) when a trust relationship with the Network operator enables the M2M Service provider to derive the M2M Service layer security credentials from existing Access Network credentials, using GBA or EAP methods. 

This document was discussed by TC M2M at M2M 22 and the discussion highlighted the following specificities:
· The M2M Service Layer subscription is generally independent of the Access Network, though the possibility exists to derive M2M Service Layer credentials from existing Access Network credentials that may be stored on a UICC. An M2M service layer subscription is provided by an M2M Service Provider who is generally independent from Access Network operators.
· Though an M2M Service layer subscription requires some form of Access Network connectivity, such connectivity may not rely on security mechanisms on a UICC (e.g. fixed network). 

· It is foreseen that in the future, some M2M devices may require multiple M2M service Layer subscriptions, with different M2M service providers, to provide the functionalities required by their applications. The need for multiple M2M Service Layer subscriptions on a UICC to be active simultaneously therefore deserves consideration. Coexistence of multiple M2M subscriptions from different M2M Service Providers on a UICC should not be precluded.
· Similarly, in some cases an M2M Service Layer subscription may be associated with more than one access network connection.

· A logical binding mechanism, such as a secure channel, may be needed between the application of the M2M Service Provider on UICC and its hosting device. This binding mechanism needs to address the dynamic nature of the “one to many” and “many to one” hosting device/UICC pairings in the M2M market.

TC M2M kindly asks TC SCP to consider the actions outlined below. 
2. Actions to ETSI TC SCP:

ETSI TC M2M kindly asks ETSI TC SCP to:

1. If relevant, consider assignment in ETSI SCP TS 101 220 of a new ETSI Application Code under the ETSI RID, for an M2M Service Provider application to be specified by  ETSI TC M2M as part of ETSI TS 102 921.

2. Review/validate the UICC related aspects of the attached CR, and provide feedback to ETSI TC M2M regarding the intended usage of the M2M Service Provider application on UICC and the impact that it may have on its specification. The sharing of previous experience that SCP may have with similar interactions between service and telecommunication applications may be helpful.
3. Date of next meetings of the originator:
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	Shanghai, China
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