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1. Overall Description:

3GPP SA3 has developed a Rel-7 specification for the Key Establishment between a UICC and a Terminal (TS 33.110). This specification is a pre-requisite for the Secure Channel protocol developed by ETSI SCP in Rel-7. Both specifications are used by other organizations such as OMA.
During SA3#47 SA3 agreed CRs to TS 33.110 providing a key confirmation mechanism and the description of UICC-Terminal interface for the key establishment between a UICC and a Terminal. 

The SA3 agreed CRs are provided in S3-070450 and S3-070451. Those documents are attached to this LS. 

The implementation of the new SA3 specification and the new ETSI SCP specification requires a simple extension to the USIM (and ISIM) capabilities in order to enable the ME and the UICC to exchange the needed parameters for the local key derivation. This change is needed in Rel-7.
 

 

2. Actions:

To TSG-CT group

ACTION: 
SA3 kindly request TSG-CT to allow CT6 to finalize this work in Rel-7 during their August meeting. 

To CT6 group

ACTION: 
SA3 kindly request CT6 to define the required extension to the USIM and ISIM specifications. 

3. Date of Next TSG-SA3 Meetings:

TSG-SA3 #48  
10-13 July 2007
Montreal, Canada 
TSG-SA3 #49
9-12 October 2007
Munich, Germany

