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	[bookmark: _Hlk108768026]Reason for change:
	In Unified Access Control Testcases 5.4.3, 5.4.4, 5.4.6, and 5.4.7, at step f), the network responds with a REGISTRATION ACCEPT message without 5GS network feature support IE.

As per TS 24.501 (see below), this will result in the UE interpret as IMS-VoPS-3GPP is not supported by network as well.
[bookmark: _Toc45287063][bookmark: _Toc51948332][bookmark: _Toc51949424][bookmark: _Toc114484987]8.2.7	Registration accept
…
[bookmark: _Toc20232935][bookmark: _Toc27747041][bookmark: _Toc36213228][bookmark: _Toc36657405][bookmark: _Toc45287071][bookmark: _Toc51948340][bookmark: _Toc51949432][bookmark: _Toc114484995]8.2.7.8	5GS network feature support
The network may include this IE to inform the UE of the support of certain features. If this IE is not included then the UE shall interpret this as a receipt of an information element with all bits of the value part coded as zero.

For a “Voice centric” UE in single-registration mode, it will disable N1 mode, as per TS 24.501 cl. 4.3.2, and fail following steps for MO Data call.
 

	
	

	Summary of change:
	Updated step f) to have REGISTRATION ACCEPT message with 5GS network feature support IE MPS and MCS indicator bit set to zero (Access identity 1 and 2 not valid), which is equivalent to “without 5GS network feature support IE” w.r.t MPS and MCS indicator.


	
	

	Consequences if not approved:
	 A “Voice centric” UE in in single-registration mode may fail the testcases unfairly. 
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[bookmark: _Toc146299311]5.4.3	Unified Access Control – Access Identity 1 – no MPS indication by USIM and SUPI not changed
[bookmark: _Toc36654904][bookmark: _Toc44961182][bookmark: _Toc50982823][bookmark: _Toc50984994][bookmark: _Toc57112260][bookmark: _Toc146299312]5.4.3.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
When the UE is in the country of its HPLMN or in an EHPLMN (if the EHPLMN list is present), and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 1, the UE uses the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 1 is valid.
The UE shall not consider access identity 1 to be valid when the UE is not in the country of its HPLMN prior to receiving the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 1 valid in RPLMN or equivalent PLMN".
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
[bookmark: _Toc36654905][bookmark: _Toc44961183][bookmark: _Toc50982824][bookmark: _Toc50984995][bookmark: _Toc57112261][bookmark: _Toc146299313]5.4.3.2	Conformance requirement
1.	The USIM file EFUAC_AIC does not indicate the UE is configured for access identity 1, the UE uses the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 1 is valid.
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
2.	The UE shall not consider access identity 1 to be valid when the UE is not in the country of its HPLMN prior to receiving the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 1 valid in RPLMN or equivalent PLMN".
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
3.	The MPS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MPS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MPS indicator.
Reference:
-	3GPP TS 24.501 [42], Annex C.
4.	Access Identity 1 is valid if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2
5.	Upon receiving a REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 valid", the UE shall act as a UE with access identity 1 configured for MPS in all NG-RAN of the registered PLMN and its equivalent PLMNs. The MPS indicator bit in the 5GS network feature support IE provided in the REGISTRATION ACCEPT message is valid until the UE receives a REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 not valid" or until the UE selects a non-equivalent PLMN. Access identity 1 is only applicable while the UE is in N1 mode.
Reference:
-	3GPP TS 24.501 [42], clause 5.5.1.3.4
6.	The UE shall be able to determine whether or not a particular new access attempt is allowed based on uac‑BarringInfo broadcast in SIB1. Access Control check shall be performed as per the information received in uac‑BarringInfoSetList.
Reference:
-	3GPP TS 38.331 [44], clauses 5.3.14
[bookmark: _Toc36654906][bookmark: _Toc44961184][bookmark: _Toc50982825][bookmark: _Toc50984996][bookmark: _Toc57112262][bookmark: _Toc146299314]5.4.3.3	Test purpose
1)	To verify if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 1 and the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is received, UE considers access identity as 1 for access barring.
2)	To verify the MPS indicator is stored together with a PLMN identity of the PLMN that provided it, and the MPS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME,
3)	To verify that the UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
4)	To verify that the UE determines whether or not a particular access attempt is allowed based on uac‑BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
5)	To verify that a UE operated with a USIM where the file EFUAC_AIC does not indicate access identity 1, after a change of the REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 not valid", or when the UE has selected a non-equivalent PLMN, the UE is acting as if it is configured for access identity 0.
[bookmark: _Toc36654907][bookmark: _Toc44961185][bookmark: _Toc50982826][bookmark: _Toc50984997][bookmark: _Toc57112263][bookmark: _Toc146299315]5.4.3.4	Method of test
[bookmark: _Toc36654908][bookmark: _Toc44961186][bookmark: _Toc50982827][bookmark: _Toc50984998][bookmark: _Toc57112264][bookmark: _Toc146299316]5.4.3.4.1	Initial conditions
The default 5G-NR UICC is used with the following exceptions:
EFUAC_AIC and EFACC
No Access Identity is configured in EFUAC_AIC  and no Access Classes are configured in EFACC as given in table 5.4.3-1.
EFIMSI (IMSI)
Logically:	246081357935793

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9

	Hex
	08
	29
	64
	80
	31
	75
	39
	75
	39



EFUST (USIM Service Table)
Logically:	
User controlled PLMN selector available
Fixed dialling numbers available	
The GSM Access available
The Group Identifier level 1 and level 2 not available
Service n 33 (Packed Switched Domain) shall be set to '1'
Enabled Services Table available
EPS Mobility Management Information available
Allowed CSG Lists and corresponding indications available
5GS Mobility Management Information available
5G Security Parameters available
Subscription identifier privacy support not available
SUCI calculation by USIM not available
UAC Access Identities support


	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	.....
	xx10 011x
	
	
	



NETWORK (NG-SS)
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/000001.
-	CellIdentity:	"000000001"
For Table 5.4.3-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.3-1, TAC: "000002".
CellIdentity:	"000000002"
For Table 5.4.3-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc36654909][bookmark: _Toc44961187][bookmark: _Toc50982828][bookmark: _Toc50984999][bookmark: _Toc57112265][bookmark: _Toc146299317]5.4.3.4.2	Procedure
Steps for the Table 5.4.3-1
a)	The NG-SS activates Cell A without uac‑BarringInfo in SIB1, the ME is switched on (1st time) and sends a REGISTRATION REQUEST to Cell A.
b)	Cell A responds with a REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 valid".
c)	The ME is switched off, the NG-SS deactivates Cell A.
d)	The NG-SS activates Cell A or B with SIB1 as specified in the table.
e)	The ME is switched on again (2nd time) using the same USIM and sends a REGISTRATION REQUEST to the cell activated in step d).
f)	The cell activated in step d) responds with a REGISTRATION ACCEPT message without with MPS and MCS indicator bits set to zero in 5GS network feature support IE.
g)	Using the MMI or EMMI a MO Data call is attempted if required by the test.
h)	The test is repeated for each set of values in the table.
[bookmark: _Toc36654910][bookmark: _Toc44961188][bookmark: _Toc50982829][bookmark: _Toc50985000][bookmark: _Toc57112266][bookmark: _Toc146299318]5.4.3.4.3	Acceptance criteria
For the Table 5.4.3-1
-	After step e) the UE shall make a successful or not successful Registration to the network in accordance with the result indicated in the table.
-	After step g) the UE shall make a successful or not successful MO data call in accordance with the result indicated in the table.
[bookmark: _Toc44961189][bookmark: _Toc50982830][bookmark: _Toc50985001][bookmark: _Toc57112267]Table 5.4.3-1
	TC Seq#)
	Access Category
	USIM
	SIB1 of Cell A or B
after the 2nd power up of the ME
	REGISTRATION ACCEPT
(5GS network feature support IE)
on Cell A at 1st power up of the ME
	Result

	
	
	EFUAC_AIC
	EFACC
(Byte 1
b8-b4)
	Cell A or B
	uac-BarringInfo
	PLMN-Identity
(MCC/MNC)
	MPS indicator Bit
	MCS indicator Bit
	Registration successful?
	MO Data call successful?

	1.1
	3
	0x00 00 00 00
	00000
	Cell A
	Not Present
	246 / 081
	1
	0
	Yes
	Yes

	1.2
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common
(3,0x1000000'B)
	246 / 081
	1
	0
	No
	N/A

	1.3
	7
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common
(7,0x0100000'B)
	246 / 081
	1
	0
	Yes
	No

	1.4
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common
(3,0x0100000'B)
	246 / 081
	1
	0
	Yes
	Yes

	1.5
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_PerPLMN
(3,0x0100000'B)
	246 / 082
	1
	0
	No
	N/A

	1.6
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common
(3,0x0000000'B)
	244 / 081
	1
	0
	No
	N/A

	1.7
	7
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common
(7,0x0100000'B)
	244 / 081
	1
	0
	Yes
	No

	1.8
	7
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common
(7,0x0100000'B)
	244 / 081
	1
	1
	Yes
	No



[bookmark: _Toc146299319]5.4.4	Unified Access Control – Access Identity 1 – no MPS indication by USIM and SUPI is changed
[bookmark: _Toc44961190][bookmark: _Toc50982831][bookmark: _Toc50985002][bookmark: _Toc57112268][bookmark: _Toc146299320]5.4.4.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
When the UE is in the country of its HPLMN or in an EHPLMN (if the EHPLMN list is present), and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 1, the UE uses the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 1 is valid.
The MPS indicator is stored together with a PLMN identity of the PLMN that provided it and is valid in that RPLMN or equivalent PLMN. The MPS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MPS indicator.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
[bookmark: _Toc44961191][bookmark: _Toc50982832][bookmark: _Toc50985003][bookmark: _Toc57112269][bookmark: _Toc146299321]5.4.4.2	Conformance requirement
1.	When the UE is in the country of its HPLMN, and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 1, the UE uses the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 1 is valid.
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
2.	The UE shall not consider access identity 1 to be valid when the UE is not in the country of its HPLMN prior to receiving the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 1 valid" in RPLMN or equivalent PLMN.
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
3.	Upon receiving a REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 valid" in RPLMN or equivalent PLMN, the UE shall act as a UE with access identity 1 configured for MPS in all NG-RAN of the registered PLMN and its equivalent PLMNs. The MPS indicator bit in the 5GS network feature support IE provided in the REGISTRATION ACCEPT message is valid until the UE receives a REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 not valid in RPLMN or equivalent PLMN" or until the UE selects a non-equivalent PLMN. Access identity 1 is only applicable while the UE is in N1 mode.
Reference:
-	3GPP TS 24.501 [42], clause 5.5.1.2.4.
4-	The MPS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MPS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MPS indicator.
Reference:
-	3GPP TS 24.501 [42], Annex C.
5.	The UE shall be able to determine whether or not a particular new access attempt is allowed based on uac BarringInfo broadcast in SIB1. Access Control check shall be performed as per the information received in uac BarringInfoSetList.
Reference:
-	3GPP TS 38.331 [44], clauses 5.3.14
[bookmark: _Toc44961192][bookmark: _Toc50982833][bookmark: _Toc50985004][bookmark: _Toc57112270][bookmark: _Toc146299322]5.4.4.3	Test purpose
1)	To verify if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 1 and the MPS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is received, UE considers access identity as 1 for access barring.
2)	To verify that the MPS indicator bit in the 5GS network feature support IE provided in the REGISTRATION ACCEPT message is valid until the UE receives a REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 not valid" or until the UE selects a non-equivalent PLMN.
3)	To verify the MPS indicator is stored together with a PLMN identity of the PLMN that provided it, and the MPS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME.
4)	To verify that the UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
5)	To verify that a UE operated with a USIM where the file EFUAC_AIC does not indicate access identity 1, after a change of the REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 not valid", or when the UE has selected a non-equivalent PLMN, the UE is acting as if it is configured for access identity 0.
[bookmark: _Toc44961193][bookmark: _Toc50982834][bookmark: _Toc50985005][bookmark: _Toc57112271][bookmark: _Toc146299323]5.4.4.4	Method of test
[bookmark: _Toc44961194][bookmark: _Toc50982835][bookmark: _Toc50985006][bookmark: _Toc57112272][bookmark: _Toc146299324]5.4.4.4.1	Initial conditions
The default 5G-NR UICC is used with the following exceptions:
EFUAC_AIC and EFACC
No Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in table 5.4.4-1.
EFIMSI (IMSI)
Logically:	246081357935793

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9

	Hex
	08
	29
	64
	80
	31
	75
	39
	75
	39



EFUST (USIM Service Table)
Logically:	
User controlled PLMN selector available
Fixed dialling numbers available
The GSM Access available
The Group Identifier level 1 and level 2 not available
Service n 33 (Packed Switched Domain) shall be set to '1'
Enabled Services Table available
EPS Mobility Management Information available
Allowed CSG Lists and corresponding indications available
5GS Mobility Management Information available
5G Security Parameters available
Subscription identifier privacy support not available
SUCI calculation by USIM not available
UAC Access Identities support


	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	[bookmark: MCCQCTEMPBM_00000026]
	
	
	
	
	
	
	
	

	
	B9
	B10
	B11
	
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	.....
	xx10 011x
	
	
	



NETWORK (NG-SS)
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/000001.
-	CellIdentity:	"000000001"
For Table 5.4.4-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC:	see table 5.4.4-1, TAC="000002".
-	CellIdentity:	"000000002"
For Table 5.4.4-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc44961195][bookmark: _Toc50982836][bookmark: _Toc50985007][bookmark: _Toc57112273][bookmark: _Toc146299325]5.4.4.4.2	Procedure
Steps for the Table 5.4.4-1
a)	NG-SS activates Cell A without uac‑BarringInfo in SIB1, the ME is switched on (1st time) and sends a REGISTRATION REQUEST to Cell A.
b)	Cell A responds with a REGISTRATION ACCEPT message with the MPS indicator bit set to "Access identity 1 valid".
c)	The ME is switched off, The NG-SS deactivates Cell A.
d)	The NG-SS activates Cell A or B with SIB1 as specified in the table.
e)	The ME is switched on again (2nd time) with a different USIM (e.g.: IMSI set to 24681685533963) and sends a REGISTRATION REQUEST to the Cell in step d).
f)	Cell A or B (as specified in the table) responds with a REGISTRATION ACCEPT message with MPS and MCS indicator bits set to zero in without 5GS network feature support IE.
g)	Using the MMI or EMMI a MO Data call is attempted if required by the test.
h)	The test is repeated for each set of values in the table.
[bookmark: _Toc44961196][bookmark: _Toc50982837][bookmark: _Toc50985008][bookmark: _Toc57112274][bookmark: _Toc146299326]5.4.4.4.3	Acceptance criteria
For the Table 5.4.4-1
-	After step e) the UE shall make a successful or not successful Registration to the network in accordance with the result indicated in the table.
-	After step g) the UE shall make a successful or not successful MO data call in accordance with the result indicated in the table
Table 5.4.4-1
	TC Seq#)
	Access Category
	USIM
	SIB1 of Cell A or B
after the 2nd power up of the ME
	REGISTRATION ACCEPT
(5GS network feature support IE)
on Cell A at 1st power up of the ME
	Result

	
	
	EFUAC_AIC
	EFACC
(Byte 1
b8-b4)
	Cell A or B
	uac-BarringInfo
	PLMN-Identity
(MCC/MNC)
	MPS indicator Bit
	MCS indicator Bit
	Registration successful?
	MO Data call successful?

	1.1
	3
	0x00 00 00 00
	00000
	Cell A
	Not Present
	246 / 081
	1
	0
	Yes
	Yes

	1.2
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 3,0x0100000'B)
	246 / 081
	1
	0
	No
	NA

	1.3
	7
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 7,0x0100000'B)
	246 / 081
	1
	0
	Yes
	No

	1.4
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 3,0x0000000'B)
	246 / 081
	1
	0
	No
	NA

	1.5
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common( 3,0x0100000'B)
	246 / 082
	1
	0
	No
	NA

	1.6
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_PerPLMN(
3,0x01000001'B)
	244 / 081
	1
	0
	No
	NA

	1.7
	7
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common(
7,0x0000000'B)
	244 / 081
	1
	0
	Yes
	No



<<****unchanged text skipped**** >>




[bookmark: _Toc146299343]5.4.6	Unified Access Control – Access Identity 2 – no MCS indication by USIM and SUPI is not changed
[bookmark: _Toc36654921][bookmark: _Toc44961206][bookmark: _Toc50982847][bookmark: _Toc50985018][bookmark: _Toc57112284][bookmark: _Toc146299344]5.4.6.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
When the UE is in the country of its HPLMN or in an EHPLMN (if the EHPLMN list is present), and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 2, the UE uses the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 2 is valid.
The UE shall not consider access identity 2 to be valid when the UE is not in the country of its HPLMN prior to receiving the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 2 valid in RPLMN or equivalent PLMN".
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
[bookmark: _Toc36654922][bookmark: _Toc44961207][bookmark: _Toc50982848][bookmark: _Toc50985019][bookmark: _Toc57112285][bookmark: _Toc146299345]5.4.6.2	Conformance requirement
1.	The USIM file EFUAC_AIC does not indicate the UE is configured for access identity 2, the UE uses the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 2 is valid.
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
2.	The UE shall not consider access identity 2 to be valid when the UE is not in the country of its HPLMN prior to receiving the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 2 valid in RPLMN or equivalent PLMN".
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
3.	The MCS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MCS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MCS indicator.
Reference:
-	3GPP TS 24.501 [42], Annex C.
4.	Access Identity 2 is valid if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2
6.	Upon receiving a REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 valid", the UE shall act as a UE with access identity 2 configured for MCS in all NG-RAN of the registered PLMN and its equivalent PLMNs. The MCS indicator bit in the 5GS network feature support IE provided in the REGISTRATION ACCEPT message is valid until the UE receives a REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 not valid" or until the UE selects a non-equivalent PLMN. Access identity 2 is only applicable while the UE is in N1 mode.
Reference:
-	3GPP TS 24.501 [42], clause 5.5.1.3.4
6.	The UE shall be able to determine whether or not a particular new access attempt is allowed based on uac‑BarringInfo broadcast in SIB1. Access Control check shall be performed as per the information received in uac‑BarringInfoSetList.
Reference:
-	3GPP TS 38.331 [44], clauses 5.3.14
[bookmark: _Toc36654923][bookmark: _Toc44961208][bookmark: _Toc50982849][bookmark: _Toc50985020][bookmark: _Toc57112286][bookmark: _Toc146299346]5.4.6.3	Test purpose
1)	To verify if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 2 and the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is received, UE considers access identity as 2 for access barring.
2)	To verify the MCS indicator is stored together with a PLMN identity of the PLMN that provided it, and the MCS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME,
3)	To verify that the UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
4)	To verify that the UE determines whether or not a particular access attempt is allowed based on uac‑BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
5)	To verify that a UE operated with a USIM where the file EFUAC_AIC does not indicate access identity 2, after a change of the REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 not valid", or when the UE has selected a non-equivalent PLMN, the UE is acting as if it is configured for access identity 0.
[bookmark: _Toc36654924][bookmark: _Toc44961209][bookmark: _Toc50982850][bookmark: _Toc50985021][bookmark: _Toc57112287][bookmark: _Toc146299347]5.4.6.4	Method of test
[bookmark: _Toc36654925][bookmark: _Toc44961210][bookmark: _Toc50982851][bookmark: _Toc50985022][bookmark: _Toc57112288][bookmark: _Toc146299348]5.4.6.4.1	Initial conditions
The default 5G-NR UICC is used with the following exceptions:
EFUAC_AIC and EFACC
No Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in tables 5.4.6-1.
EFIMSI (IMSI)
Logically:	246081357935793

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9

	Hex
	08
	29
	64
	80
	31
	75
	39
	75
	39



EFUST (USIM Service Table)
Logically:	
	User controlled PLMN selector available
	Fixed dialling numbers available	
	The GSM Access available
	The Group Identifier level 1 and level 2 not available
	Service n 33 (Packed Switched Domain) shall be set to '1'
Enabled Services Table available
EPS Mobility Management Information available
Allowed CSG Lists and corresponding indications available
5GS Mobility Management Information available
5G Security Parameters available
Subscription identifier privacy support not available
SUCI calculation by USIM not available
UAC Access Identities support


	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	
	B9
	B10
	B11
	
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	.....
	xx10 011x
	
	
	



NETWORK (NG-SS)
Cell A:
Transmits on the BCCH, with the following network parameters:
-	MCC, MNC:	246/081
-	TAC:	="000001".
-	CellIdentity:	"000000001"
For Table 5.4.6-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	MCC, MNC: see table 5.4.6-1, TAC="000002".
-	CellIdentity:	"000000002"
For Table 5.4.6-1:
uac-BarringInfo in SIB1 should be set as in the table:
Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc36654926][bookmark: _Toc44961211][bookmark: _Toc50982852][bookmark: _Toc50985023][bookmark: _Toc57112289][bookmark: _Toc146299349]5.4.6.4.2	Procedure
Steps for the Table 5.4.6-1
a)	NG-SS activates Cell A without uac‑BarringInfo in SIB1, the ME is switched on (1st time) and sends a REGISTRATION REQUEST to Cell A.
b)	Cell A responds with a REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 valid".
c)	The ME is switched off and turned off Cell A.
d)	Turn on Cell A or B with SIB1 as specified in the table.
e)	The ME is switched on again (2nd time) using the same USIM and sends a REGISTRATION REQUEST to the Cell in step d).
f)	Cell A or B (as specified in the table) responds with a REGISTRATION ACCEPT message with MPS and MCS indicator bits set to zero in without 5GS network feature support IE.
g)	Using the MMI or EMMI a MO Data call is attempted if required by the test.
h)	The test is repeated for each set of values in the table.
[bookmark: _Toc36654927][bookmark: _Toc44961212][bookmark: _Toc50982853][bookmark: _Toc50985024][bookmark: _Toc57112290][bookmark: _Toc146299350]5.4.6.4.3	Acceptance criteria
For the Table 5.4.6-1
-	After step e) the UE shall make a successful or not successful Registration to the network in accordance with the result indicated in the table.
-	After step g) the UE shall make a successful or not successful MO data call in accordance with the result indicated in the table.
Table 5.4.6-1
	TC Seq#)
	Access Category
	USIM
	SIB1 of Cell A or B
after the 2nd power up of the ME
	REGISTRATION ACCEPT
(5GS network feature support IE)
on Cell A at 1st power up of the ME
	Result

	
	
	EFUAC_AIC
	EFACC
(Byte 1
b8-b4)
	Cell A or B
	uac-BarringInfo
	PLMN-Identity
(MCC/MNC)
	MPS indicator Bit
	MCS indicator Bit
	Registration successful?
	MO Data call successful?

	1.1
	3
	0x00 00 00 00
	00000
	Cell A
	Not Present
	246 / 081
	1
	0
	Yes
	Yes

	1.2
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 3,0x0100000'B)
	246 / 081
	0
	1
	No
	NA

	1.3
	7
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 7,0x1000000'B)
	246 / 081
	0
	1
	Yes
	No

	1.4
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 3,0x1000000'B)
	246 / 081
	0
	1
	Yes
	Yes

	1.5
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common( 3,0x1000000'B)
	246 / 082
	0
	1
	No
	NA

	1.6
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_PerPLMN(
3,0x1000000'B)
	244 / 081
	0
	1
	No
	NA

	1.7
	7
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common(
7,0x0000000'B)
	244 / 081
	0
	1
	Yes
	No



[bookmark: _Toc44961213][bookmark: _Toc50982854][bookmark: _Toc50985025][bookmark: _Toc57112291][bookmark: _Toc146299351]5.4.7	Unified Access Control – Access Identity 2 – no MCS indication by USIM and SUPI is changed
[bookmark: _Toc44961214][bookmark: _Toc50982855][bookmark: _Toc50985026][bookmark: _Toc57112292][bookmark: _Toc146299352]5.4.7.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
When the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 2, the UE uses the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 2 is valid.
The MCS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MCS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MCS indicator.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
[bookmark: _Toc44961215][bookmark: _Toc50982856][bookmark: _Toc50985027][bookmark: _Toc57112293][bookmark: _Toc146299353]5.4.7.2	Conformance requirement
1.	When the UE is in the country of its HPLMN, and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 2, the UE uses the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message to determine if access identity 2 is valid.
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
2.	The UE shall not consider access identity 2 to be valid when the UE is not in the country of its HPLMN prior to receiving the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message being set to "Access identity 2 valid in RPLMN or equivalent PLMN".
Reference:
-	3GPP TS 24.501 [42], clause 4.5.2.
3.	The UE shall consider access identity 2 to be valid when the network informs the UE that the use of access identity 2 is valid in the RPLMN or equivalent PLMN by setting the MCS indicator bit of the 5GS network feature support IE to "Access identity 2 valid", in the REGISTRATION ACCEPT message, the UE shall act as a UE with access identity 2 configured for MCS in all NG-RAN of the registered PLMN and its equivalent PLMNs, until the UE receives a REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 not valid" or until the UE selects a non-equivalent PLMN. Access identity 2 is only applicable while the UE is in N1 mode.
Reference:
-	3GPP TS 24.501 [42], clause 5.5.1.2.4.
4.	The MCS indicator is stored together with a PLMN identity of the PLMN that provided it, and is valid in that RPLMN or equivalent PLMN. The MCS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the MCS indicator.
Reference:
-	3GPP TS 24.501 [42], Annex C.
5.	The UE shall be able to determine whether or not a particular new access attempt is allowed based on uac‑BarringInfo broadcast in SIB1. Access Control check shall be performed as per the information received in uac‑BarringInfoSetList.
Reference:
-	3GPP TS 38.331 [44], clauses 5.3.14
[bookmark: _Toc44961216][bookmark: _Toc50982857][bookmark: _Toc50985028][bookmark: _Toc57112294][bookmark: _Toc146299354]5.4.7.3	Test purpose
1)	To verify if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country and the USIM file EFUAC_AIC does not indicate the UE is configured for access identity 2 and the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message is received, UE considers access identity as 2 for access barring.
2)	To verify that the MCS indicator bit in the 5GS network feature support IE provided in the REGISTRATION ACCEPT message is valid until the UE receives a REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 not valid" or until the UE selects a non-equivalent PLMN.
3)	To verify the MCS indicator is stored together with a PLMN identity of the PLMN that provided it, and the MCS indicator can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME.
4)	To verify that the UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
5)	To verify that a UE operated with a USIM where the file EFUAC_AIC does not indicate access identity 2, after a change of the REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 not valid", or when the UE has selected a non-equivalent PLMN, the UE is acting as if it is configured for access identity 0.
[bookmark: _Toc44961217][bookmark: _Toc50982858][bookmark: _Toc50985029][bookmark: _Toc57112295][bookmark: _Toc146299355]5.4.7.4	Method of test
[bookmark: _Toc44961218][bookmark: _Toc50982859][bookmark: _Toc50985030][bookmark: _Toc57112296][bookmark: _Toc146299356]5.4.7.4.1	Initial conditions
The default 5G-NR UICC is used with the following exceptions:
EFUAC_AIC and EFACC
No Access Identity is configured in EFUAC_AIC and no Access Classes are configured in EFACC as given in table 5.4.7-1.
EFIMSI (IMSI)
Logically:	246081357935793

	Coding:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8
	B9

	Hex
	08
	29
	64
	80
	31
	75
	39
	75
	39



EFUST (USIM Service Table)
Logically:	
User controlled PLMN selector available
Fixed dialling numbers available
The GSM Access available
The Group Identifier level 1 and level 2 not available
Service n 33 (Packed Switched Domain) shall be set to '1'
Enabled Services Table available
EPS Mobility Management Information available
Allowed CSG Lists and corresponding indications available
5GS Mobility Management Information available
5G Security Parameters available
Subscription identifier privacy support not available
SUCI calculation by USIM not available
UAC Access Identities support


	Byte:
	B1
	B2
	B3
	B4
	B5
	B6
	B7
	B8

	Binary:
	xxxx xx1x
	xxxx xxxx
	xxxx 1x00
	xxxx x1xx
	xxxx xx11
	xxxx xxxx
	xxxx xxxx
	xxxx xxxx

	[bookmark: MCCQCTEMPBM_00000027]
	
	
	
	
	
	
	
	

	
	B9
	B10
	B11
	
	B16
	
	
	

	
	xxxx xxxx
	xxxx xxxx
	xx11 xxxx
	.....
	xx10 011x
	
	
	



NETWORK (NG-SS)
Cell A:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC):	246/081/000001
-	CellIdentity:	"000000001"
For Table 5.4.7-1:
After turning on the cell for the 2nd time, uac‑BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
Cell B:
Transmits on the BCCH, with the following network parameters:
-	TAI (MCC/MNC/TAC): MCC, MNC: see table 5.4.7-1, TAC="000002".
-	CellIdentity:	"000000002"
For Table 5.4.7-1:
uac-BarringInfo in SIB1 should be set as in the table:
-	Refer to Annex A for the Methods UAC_BarringInfo_xxxxxx() in the table.
[bookmark: _Toc44961219][bookmark: _Toc50982860][bookmark: _Toc50985031][bookmark: _Toc57112297][bookmark: _Toc146299357]5.4.7.4.2	Procedure
Steps for the Table 5.4.7-1
a)	NG-SS activates Cell A without uac‑BarringInfo in SIB1, the UE is switched on (1st time) and sends a REGISTRATION REQUEST to Cell A.
b)	Cell A responds with a REGISTRATION ACCEPT message with the MCS indicator bit set to "Access identity 2 valid".
c)	The UE is switched off and Cell A is turned off.
d)	Turn on Cell A or B with SIB1 as specified in the table.
[bookmark: _Hlk40797435][bookmark: _Hlk40478690]e)	The UE is switched on again (2nd time) with a different USIM (e.g.: IMSI set to 24681685533963) and sends a REGISTRATION REQUEST to the Cell in step d).
[bookmark: _Hlk40478774]f)	Cell A or B (as specified in the table) responds with a REGISTRATION ACCEPT message with MPS and MCS indicator bits set to zero in without 5GS network feature support IE.
g)	Using the MMI or EMMI a MO Data call is attempted if required by the test.
h)	The test is repeated for each set of values in the table.
[bookmark: _Toc44961220][bookmark: _Toc50982861][bookmark: _Toc50985032][bookmark: _Toc57112298][bookmark: _Toc146299358]5.4.7.4.3	Acceptance criteria
For the Table 5.4.7-1
-	After step e) the UE shall make a successful or not successful Registration to the network in accordance with the result indicated in the table.
-	After step g) the UE shall make a successful or not successful MO data call in accordance with the result indicated in the table.
[bookmark: _Hlk40478961]Table 5.4.7-1
	TC Seq#)
	Access Category
	USIM
	SIB1 of Cell A or B
after the 2nd power up of the ME
	REGISTRATION ACCEPT
(5GS network feature support IE)
on Cell A at 1st power up of the ME
	Result
(after 2nd power up)

	
	
	EFUAC_AIC
	EFACC
(Byte 1
b8-b4)
	Cell A or B
	uac-BarringInfo
	PLMN-Identity
(MCC/MNC)
	MPS indicator Bit
	MCS indicator Bit
	Registration successful?
	MO Data call successful?

	1.1
	3
	0x00 00 00 00
	00000
	Cell A
	Not Present
	246 / 081
	0
	1
	Yes
	Yes

	1.2
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 3,0x1000000'B)
	246 / 081
	0
	1
	No
	NA

	1.3
	7
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 7,0x1000000'B)
	246 / 081
	0
	1
	Yes
	No

	1.4
	3
	0x00 00 00 00
	00000
	Cell A
	UAC_BarringInfo_Common( 3,0x0000000'B)
	246 / 081
	0
	1
	No
	NA

	1.5
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common( 3,0x1000000'B)
	246 / 082
	0
	1
	No
	NA

	1.6
	3
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_PerPLMN(
3,0x1000000'B)
	244 / 081
	0
	1
	No
	NA

	1.7
	7
	0x00 00 00 00
	00000
	Cell B
	UAC_BarringInfo_Common(
7,0x0000000'B)
	244 / 081
	0
	1
	Yes
	No







