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---------------------------- Start of Change -----------------------------
[bookmark: _Toc36654886][bookmark: _Toc44961164][bookmark: _Toc50982805][bookmark: _Toc50984976][bookmark: _Toc57112242][bookmark: _Toc106966988]5.4	Unified Access Control information handling for 5G-NR
[bookmark: _Toc29397927][bookmark: _Toc29399049][bookmark: _Toc36649059][bookmark: _Toc36654887][bookmark: _Toc44961165][bookmark: _Toc50982806][bookmark: _Toc50984977][bookmark: _Toc57112243][bookmark: _Toc130989947]5.4.1	Unified Access Control – Access identity 0, no access identities indicated by USIM
[bookmark: _Toc29397928][bookmark: _Toc29399050][bookmark: _Toc36649060][bookmark: _Toc36654888][bookmark: _Toc44961166][bookmark: _Toc50982807][bookmark: _Toc50984978][bookmark: _Toc57112244][bookmark: _Toc130989948]5.4.1.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
If no Access Identities are configured in EFUAC_AIC  and in EFACC, Access Identity 0 is applicable. The UE shall read EFUAC-_AIC and EFACC as part of USIM Initialization procedure.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
…
---------------------------- Next Change ------------------------------
[bookmark: _Toc29397930][bookmark: _Toc29399052][bookmark: _Toc36649062][bookmark: _Toc36654890][bookmark: _Toc44961168][bookmark: _Toc50982809][bookmark: _Toc50984980][bookmark: _Toc57112246][bookmark: _Toc130989950]5.4.1.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
---------------------------- Next Change ------------------------------
[bookmark: _Toc130989955]5.4.1A	Unified Access Control – Access identity 0, no access identities indicated by USIM, Access Category 8
[bookmark: _Toc130989956]5.4.1A.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
If no Access Identities are configured in EFUAC_AIC  and in EFACC, Access Identity 0 is applicable. The UE shall read EFUAC-_AIC and EFACC as part of USIM Initialization procedure.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
If RRC state is RRC_INACTIVE and the resumption of the RRC connection is triggered due to an RNA Update, RRC layer shall select Access Category as 8 and perform unified access control procedure in case there is no ongoing emergency service.
…
---------------------------- Next Change ------------------------------
[bookmark: _Toc130989958]5.4.1A.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify UE performs unified access control procedure if RNA Update procedure is triggered.
…
---------------------------- Next Change ------------------------------	
[bookmark: _Toc29397935][bookmark: _Toc29399057][bookmark: _Toc36649067][bookmark: _Toc36654895][bookmark: _Toc44961173][bookmark: _Toc50982814][bookmark: _Toc50984985][bookmark: _Toc57112251][bookmark: _Toc130989963]5.4.2	Unified Access Control – Access Identity 1 – MPS indicated by USIM
[bookmark: _Toc29397936][bookmark: _Toc29399058][bookmark: _Toc36649068][bookmark: _Toc36654896][bookmark: _Toc44961174][bookmark: _Toc50982815][bookmark: _Toc50984986][bookmark: _Toc57112252][bookmark: _Toc130989964]5.4.2.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
The EFUAC-_AIC in the USIM contains the configuration information pertaining to access identity 1 allocated for high priority services MPS.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
…
---------------------------- Next Change ------------------------------
[bookmark: _Toc29397938][bookmark: _Toc29399060][bookmark: _Toc36649070][bookmark: _Toc36654898][bookmark: _Toc44961176][bookmark: _Toc50982817][bookmark: _Toc50984988][bookmark: _Toc57112254][bookmark: _Toc130989966]5.4.2.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
---------------------------- Next Change ------------------------------
[bookmark: _Toc29397939][bookmark: _Toc29399061][bookmark: _Toc36649071][bookmark: _Toc36654899][bookmark: _Toc44961177][bookmark: _Toc50982818][bookmark: _Toc50984989][bookmark: _Toc57112255][bookmark: _Toc130989967]5.4.2.4	Method of test
[bookmark: _Toc29397940][bookmark: _Toc29399062][bookmark: _Toc36649072][bookmark: _Toc36654900][bookmark: _Toc44961178][bookmark: _Toc50982819][bookmark: _Toc50984990][bookmark: _Toc57112256][bookmark: _Toc130989968]5.4.2.4.1	Initial conditions
The default 5G-NR UICC is used with the following exceptions:
EFUAC_AIC and EFACC
Access Identitity 1 (and in some test cases additional Access Identities) in EFUAC_AIC is configured and no Access Classes are configured in EFACC as given in tables 5.4.2-1.
…
---------------------------- Next Change ------------------------------
[bookmark: _Toc125441504][bookmark: _Toc130989971]5.4.2A	Unified Access Control – Access Identity 1 – MPS indicated by USIM, Access Category 8
[bookmark: _Toc130989972]5.4.2A.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
The EFUAC-_AIC in the USIM contains the configuration information pertaining to access identity 1 allocated for high priority services MPS.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
If RRC state is RRC_INACTIVE and the resumption of the RRC connection is triggered due to an RNA Update RRC layer shall select Access Category as 8 and perform unified access control procedure in case there is no ongoing emergency service.
…
---------------------------- Next Change ------------------------------
[bookmark: _Toc130989974]5.4.2A.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
4)	To verify UE performs unified access control procedure if RNA Update procedure is triggered.
---------------------------- Next Change ------------------------------
[bookmark: _Toc44961197][bookmark: _Toc50982838][bookmark: _Toc50985009][bookmark: _Toc57112275][bookmark: _Toc130989995]5.4.5	Unified Access Control – Access Identity 2 – MCS indicated by USIM
[bookmark: _Toc29397946][bookmark: _Toc29399068][bookmark: _Toc36649078][bookmark: _Toc36654913][bookmark: _Toc44961198][bookmark: _Toc50982839][bookmark: _Toc50985010][bookmark: _Toc57112276][bookmark: _Toc130989996]5.4.5.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
The EFUAC-_AIC in the USIM contains the configuration information pertaining to Aaccess Iidentity 2 allocated for high priority services MCS.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
…
---------------------------- Next Change ------------------------------
[bookmark: _Toc29397948][bookmark: _Toc29399070][bookmark: _Toc36649080][bookmark: _Toc36654915][bookmark: _Toc44961200][bookmark: _Toc50982841][bookmark: _Toc50985012][bookmark: _Toc57112278][bookmark: _Toc130989998]5.4.5.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
…
---------------------------- Next Change ------------------------------
[bookmark: _Toc130990003]5.4.5A	Unified Access Control – Access Identity 2 – MCS indicated by USIM
[bookmark: _Toc130990004]5.4.5A.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an Access Identity and an Access Category) in SIB1.
The EFUAC-_AIC in the USIM contains the configuration information pertaining to aAccess Iidentity 2 allocated for high priority services MCS.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
When the NAS detects an access event, the NAS shall perform the mapping of the kind of request to one or more access identities and one access category and lower layers will perform access barring checks for that request based on the determined access identities and access category.
If RRC state is RRC_INACTIVE and the resumption of the RRC connection is triggered due to an RNA Update RRC layer shall select Access Category as 8 and perform unified access control procedure in case there is no ongoing emergency service.
…
---------------------------- Next Change ------------------------------	
[bookmark: _Toc130990006]5.4.5A.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
4)	To verify UE performs unified access control procedure if RNA Update procedure is triggered.
…
---------------------------- Next Change ------------------------------	
[bookmark: _Toc29397958][bookmark: _Toc29399080][bookmark: _Toc36649090][bookmark: _Toc36654932][bookmark: _Toc44961224][bookmark: _Toc50982865][bookmark: _Toc50985036][bookmark: _Toc57112302][bookmark: _Toc130990030]5.4.8.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
---------------------------- Next Change ------------------------------
[bookmark: _Toc29397966][bookmark: _Toc29399088][bookmark: _Toc36649098][bookmark: _Toc36654940][bookmark: _Toc44961232][bookmark: _Toc50982873][bookmark: _Toc50985044][bookmark: _Toc57112310][bookmark: _Toc106967056]5.4.9.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
4)	To verify UE performs unified access control procedure if RNA Update procedure is triggered.
---------------------------- Next Change ------------------------------
[bookmark: _Toc130990038]5.4.8A.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
4)	To verify UE performs unified access control procedure if RNA Update procedure is triggered.
---------------------------- Next Change ------------------------------
[bookmark: _Toc130990046]5.4.9.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
---------------------------- Next Change ------------------------------
[bookmark: _Toc130990054]5.4.9A.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
3)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
4)	To verify UE performs unified access control procedure if RNA Update procedure is triggered.
---------------------------- Next Change ------------------------------
[bookmark: _Toc130990067][bookmark: _Toc50982887][bookmark: _Toc50985058][bookmark: _Toc57112324]5.4.11	Unified Access Control – Operator-Defined Access Categories, no change in SUPI
[bookmark: _Toc130990068]5.4.11.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information a list of barring parameters associated with an Access Identity and an Access Category in SIB1. Access category numbers in the 32-63 range are used for operator-defined Access Categories.
The EFUAC-_AIC in the USIM contains the configuration information pertaining to access identities allocated for high priority services that can be used by the subscriber.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
Operator-defined access category definitions can be signalled to the UE using NAS signalling. Each operator-defined access category definition consists of the parameters: a precedence value, an operator-defined access category number, one or more access category criteria type and optionally, a standardized access category.
[bookmark: _Hlk45464027]Operator-defined access category definitions are stored together with a PLMN identity of the PLMN that provided them, and is valid in that PLMN or equivalent PLMN. The operator-defined access category definitions can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the operator-defined access category definitions.
In order to determine the access category applicable for the access attempt, the NAS shall check the Access category mapping rules, and use the access category of the lowest rule number for which there is a match for barring check. In the case of operator-defined access categories, the UE shall select the access category from the operator-defined access category definition with the lowest precedence value.
---------------------------- Next Change ------------------------------
[bookmark: _Toc50982889][bookmark: _Toc50985060][bookmark: _Toc57112326][bookmark: _Toc130990070]5.4.11.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify if UE uses operator-defined access categories received within Operator-defined access category definitions information element in the REGISTRATION ACCEPT.
3)	To verify the UE checks the access category applicable for the access attempt, as per the Access category mapping rules and chooses the matching lowest rule.
4)	To verify the UE checks operator-defined access category parameters precedence value, operator-defined access category number and access category criteria type associated with the Operator-defined Access Category when determining the Access Category for the access attempt.
5)	To verify the Operator-defined access category definitions are stored together with a PLMN identity of the PLMN that provided them, and is valid in that PLMN or equivalent PLMN.
6)	To verify the Operator-defined access category definitions can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the operator-defined access category definitions.
7)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
8)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
---------------------------- Next Change ------------------------------
[bookmark: _Toc50982894][bookmark: _Toc50985065][bookmark: _Toc57112329][bookmark: _Toc130990075]5.4.12	Unified Access Control – Operator-Defined Access Categories, SUPI change
[bookmark: _Toc50982895][bookmark: _Toc50985066][bookmark: _Toc57112330][bookmark: _Toc130990076]5.4.12.1	Definition and applicability
The purpose of Unified Access Control procedure is to perform access barring check for a 5GS access attempt associated with a given Access Category and one or more Access Identities upon request from upper layers or the RRC layer.
The 5G network shall be able to broadcast barring control information a list of barring parameters associated with an Access Identity and an Access Category in SIB1. Access category numbers in the 32-63 range are used for operator-defined Access Categories.
The EFUAC-_AIC in the USIM contains the configuration information pertaining to access identities allocated for high priority services that can be used by the subscriber.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the USIM.
Operator-defined access category definitions can be signaled to the UE using NAS signaling. Each operator-defined access category definition consists of the parameters a precedence value, an operator-defined access category number, one or more access category criteria type and optionally, a standardized access category.
Operator-defined access category definitions are stored together with a PLMN identity of the PLMN that provided them, and is valid in that PLMN or equivalent PLMN. The operator-defined access category definitions can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the operator-defined access category definitions.
In order to determine the access category applicable for the access attempt, the NAS shall check the Access category mapping rules, and use the access category of the lowest rule number for which there is a match for barring check. In the case of operator-defined access categories, the UE shall select the access category from the operator-defined access category definition with the lowest precedence value.
---------------------------- Next Change ------------------------------
[bookmark: _Toc50982897][bookmark: _Toc50985068][bookmark: _Toc57112332][bookmark: _Toc130990078]5.4.12.3	Test purpose
1)	To verify that the Terminal reads the access control value from EFUAC-_AIC and EFACC as part of the USIM-Terminal initialisation procedure, and subsequently adopts this value.
2)	To verify if UE uses operator-defined access categories received within Operator-defined access category definitions information element in the REGISTRATION ACCEPT.
3)	To verify the UE checks the access category applicable for the access attempt, as per the Access category mapping rules and chooses the matching lowest rule.
4)	To verify the UE checks operator-defined access category parameters precedence value, operator-defined access category number and access category criteria type associated with the Operator-defined Access Category when determining the Access Category for the access attempt.
5)	To verify the Operator-defined access category definitions are stored together with a PLMN identity of the PLMN that provided them, and is valid in that PLMN or equivalent PLMN.
6)	To verify the Operator-defined access category definitions can only be used if the SUPI from the USIM matches the SUPI stored in the non-volatile memory of the ME, else the UE shall delete the operator-defined access category definitions.
7)	To verify UE maps the kind of request to one or more access identities and one access category and lower layers performs access barring checks for that request based on the determined access identities and access category.
8)	To verify the UE determines whether or not a particular access attempt is allowed based on uac-BarringInfo broadcast in SIB1 and if the RPLMN is the HPLMN, EHPLMN or visited PLMN of the home country.
---------------------------- End of Change ------------------------------
