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1. Introduction
The aim on this document is to introduce one solution to solve the key issue 'Discovery of the supported features' presented in clause 4.2.2.
2. Reason for Change
The ME should be able to:
-	retrieve from the UICC the elements (i.e. EAP ID and S-NSSAI) involved in the NSSAA procedure
3. Proposal
It is proposed to agree the following changes to 3GPP TR 31.826 v0.1.0.
New section 4.x.2 is added to solve, from Solution 1 section, the key issue from clause 4.2.2.
* * * First Change * * * *
	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: definitions][1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[x]	3GPP TS 31.101: "UICC-Terminal Interface, Physical and Logical Characteristics".
[y]	ISO/IEC 8825-1 (2008): "Information technology – ASN.1 encoding rules : Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)".
[z]	3GPP TS 23.003: "Numbering, Addressing and Identification".

* * * Next Change * * * *
[bookmark: _Toc108443343]4.x.2 			Discovery of the supported features 
[bookmark: _Toc285950980][bookmark: _Toc277936997]As defined in TS 31.101 [x], the ME reads the EFDIR to identify the appropriate application(s) to select and use.
This solution, similarly to ‘3GPP USIM (non-IMSI SUPI Type)’ principle introduced in C6-xxxxx, defines a new 3GPP Application Code for ‘NSSAA support’ to identify the application(s) in the UICC supporting NSSAA procedure.
In case of more than one applications in EFDIR are available with ‘NSSAA support’ 3GPP Application Code, the ME retrieves the supported S-NSSAI list (see clause 4.3.1.1) from each NSSAA application in EFDIR and the ME can create a NSSAA context with corresponding NSSAA application.
For each NSSAA context, the ME retrieves the EAP Identifier (see clause 4.3.1.2) used in the corresponding NSSAA procedure.
Note: S-NSSAI lists from any NSSAA application are disjoint (do not contain common S-NSSAI).
[bookmark: _Toc108443344]4.x.2.1 	EAP Identifier
The EAP Identifier used during the NSSAA procedure is defined at NSSAA application level to be retrieved and used by the ME.
[bookmark: _Toc108443345]4.x.2.1.1	EFEAP-ID (EAP Identifier)
This EF is available at application level of any NSSAA application.
This EF contains the EAP Identifier.
	Identifier: '6F01'
	Structure: transparent
	Mandatory

	SFI: '01'
	

	File size: X bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	EAP ID TLV data object
	M
	X bytes



· EAP ID
Contents:
· EAP ID for the slice authentication
Coding:	the coding of EAP ID TLV data object is described hereafter.
	Length
	Description
	Value
	Status

	1 byte
	EAP ID Tag
	81
	M

	1 byte
	Length (see note 1)
	Z
	M

	Z bytes
	EAP Identifier
	--
	M

	Note 1: coded according to ISO/IEC 8825-1 [y].


[bookmark: _Toc285950981][bookmark: _Toc277936998]
[bookmark: _Toc108443346][bookmark: _Toc107498837]4.x.2.2 	S-NSSAI list
The S-NSSAI list supported by any NSSAA application is defined at the NSSAA application level.
[bookmark: _Toc108443347]4.x.2.2.1	EFS-NSSAI (S-NSSAI list)
This EF is available at application level of any NSSAA application.
This EF contains one or more records, each indicating the S-NSSAI supported by the NSSAA application.
	Identifier: '6F02'
	Structure: linear fixed
	Mandatory

	SFI: '02'
	

	Record length: X bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1 to X
	S-NSSAI
	M
	X bytes



· S-NSSAI
Contents:
· S-NSSAI for which the NSSAA application is used for NSSAA procedure 
Coding:
· S-NSSAI shall be coded as specified in TS 23.003 [z]
[bookmark: _Toc108443348]4.x.2.3 	EAP authentication status
The EAP authentication status is defined at NSSAA application level and can be retrieved by the ME.
[bookmark: _Toc108443349]4.x.2.3.1	EFEAP-STATUS (EAP Authentication STATUS)
This EF contains the authentication status corresponding to the EAP client supported by the NSSAA application.
	Identifier: '6F03'
	Structure: transparent
	Mandatory

	SFI: '03'
	

	File size: 1 bytes
	Update activity: low

	Access Conditions:
	READ	PIN
	UPDATE	ADM
	DEACTIVATE	ADM
	ACTIVATE	ADM


	Bytes
	Description
	M/O
	Length

	1
	Authentication status
	M
	1 bytes



Authentication Status
Contents:
Status of the corresponding EAP authentication.
Coding:
Authentication Status coded in one byte as below.
	Value
	Meaning

	'00'
	No authentication started

	'01'
	Authenticating

	'02'
	Authenticated

	'03'
	Held (Authentication failure)



[bookmark: _Toc108443369]4.3.5		List of SFI values (annex)
This annex lists SFI values assigned in the present document for files at the NSAAA application level.
	File Identifier
	SFI
	Description

	'6F01'
	'01'
	EAP Identity (EFEAP-ID)

	'6F02'
	'02'
	List of S-NSSAI (EFS-NSSAI)

	'6F03'
	'03'
	EAP Authentication STATUS (EFEAP-STATUS)



All other SFI values are reserved for future use.

* * * End of Changes * * * *

