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	Reason for change:
	If the user does not operate the browser, UICC couldn’t process other proactive commands because UICC could not get the terminal response of LAUNCH BROWSER.

	
	

	Summary of change:
	Add duration object in the LAUNCH BROWSER proactive command.

	
	

	Consequences if not approved:
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	Clauses affected:
	6.6.26

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


	This CR's revision history:
	


****************Start of Change****************
6.6.26
LAUNCH BROWSER
	Description
	Clause
	M/O/C
	Min
	Length

	Proactive UICC command Tag
	9.2
	M
	Y
	1

	Length (A+B+C+D+E+F1+F2+…+FN+G+H+I+J+K+L+M+N+O)
	-
	M
	Y
	1 or 2

	Command details
	8.6
	M
	Y
	A

	Device identities
	8.7
	M
	Y
	B

	Browser Identity
	8.47
	O
	N
	C

	URL
	8.48
	M
	Y
	D

	Bearer
	8.49
	O
	N
	E

	Provisioning File Reference 1
	8.50
	O
	N
	F1

	Provisioning File Reference 2
	8.50
	O
	N
	F2

	...
	8.50
	O
	N
	Fx

	Provisioning File Reference N
	8.50
	O
	N
	FN

	Text String(Gateway/Proxy Identity)
	8.15
	O
	N
	G

	Alpha identifier (user confirmation phase)
	8.2
	O
	N
	H

	Icon identifier (user confirmation phase)
	8.31
	O
	N
	I

	Text Attribute
	8.72
	C
	N
	J

	Frame Identifier
	8.82
	O
	N
	K

	Network Access Name
	8.70
	O
	N
	L

	Text String  (User login)
	8.15
	O
	N
	M

	Text String  (User password)
	8.15
	O
	N
	N

	Duration
	8.8
	O
	N
	O


If the URL data object is provisioned the URL value shall take precedence over any other URL value. 

If Provisioning File Reference data object is present in the command then it shall take precedence over Bearer, Proxy Identity and Network Access Name with related "User login" and "User password". If several Provisioning File References are present in the same command the information in the first reference shall take precedence. 

Gateway/Proxy Identity is a text string which gives to the terminal the name/identity of the Gateway/Proxy to be used for connecting to the URL. This Gateway/Proxy Identity is required when the bearer data object is present. 

Text Attribute applies to the alpha identifier (user confirmation phase). It may be present only if the Alpha Identifier (user confirmation phase) is present. 

If the Network Access Name is present, the terminal shall use the Network Access Name value to identify the Gateway entity to be used during this launched browsing session. The value shall be valid only for the session initiated by this Launch Browser command and shall not be used for subsequent sessions. If Network Access Name is not present, the terminal shall use the default Network Access Name in the terminal configuration or the default subscription value. 

If the Network Access Name is present in the command the UICC may provide "User login" and "User password" parameters, which can be used for authentication. If the Network Access Name is present but such parameters are not specified, the access will be made without authentication. 

If the Network Access Name is not present, "User login" and "User Password" shall not be present.
Duration indicates the required duration for execution of the command before the timeout expires. Resolution and the precision of the time value are in accordance with clause 6.4.21.
****************End of Change ****************
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