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	1st Modified Section


2
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	2nd Modified Section


7.4
GroupType enumeration
	Enumeration
	Description

	PresenceList
	A list of Presentities (e.g. an entry element in a rls-services document in an RLS XDMS [9]).

	URIList

	A list of individual addresses (e.g. in a resource-lists document in a Shared List XDMS [11]).

	GroupURIList

	A list of group addresses (e.g. in a group usage document in a Shared List XDMS [11]) .

	PrearrangedGroup

	A group document (e.g. in a Shared Group XDMS [10]) used for prearranged group communication.



	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


7.5   GroupInfo Structure

	Element name
	Element type
	Optional
	Description

	GroupSelector
	xsd:string
	No
	Document Selector

	GroupType
	GroupType
	No
	The type of group or list.

	Group
	xsd:anyURI
	Yes
	Name of the group (Address to the group in case of a PresenceList or PrearrangedGroup)

	List
	XML element
	Yes
	The detailed list /group definition. ( e.g  a  <list >element in Shared List XDMS [11], a <service> element in RLS XDMS [9] or a <group> element in Shared Group XDMS [10])


	3rd Modified Section


8.1.1 Operation: createGroup

Create a new group or list. The requester provides either:

· The name for the group and the domain segment in which the group is to be stored. A result shall be returned with the Group URI..
or

· The group or list owner and group or list name / identity. The document selector shall be returned. 

In the first case, a domain segment is used, since the full domain will consist of the domain segment provided by the requester (e.g. 'sales.mycompany') plus a period separator ('.') per RFC 2396 [7] and the domain segment provided by the Service Provider (e.g. 'serviceprovider.com').

To avoid name conflicts, since group URIs must be unique, an automatic naming capability is provided which will append a suffix to the name provided if the name is already used within the domain. If the AutoName is set to 'true' and the fully qualified name is not unique, then the name will have a suffix added and the unique name will be provided in the result. For example, if the group 'sales@mycompany.serviceprovider.com' was already defined, a suffix would be added and the result could be 'sales1@mycompany.serviceprovider.com'. If the AutoName is set to 'false', then a PolicyException is thrown if the group URI is not unique.

In the second case, the group or list belonging to the owner may be identified either by a list URI parameter (e.g  for presence lists in a SIP /IMS network) or by a list name (e.g. for shared lists in a SIP / IMS network).
Note: In a SIP / IMS network:

· The requester must be authorized within it
· A service URI that identifies a list at an RLS XDMS [9] may be constructed from the values in the GroupOwner (URI) and the ListIdParameter (as a URI parameter).
· A list at a Shared List XDMS [11] is identified by the ListName.
8.1.1.1
Input message: createGroupRequest

	Part name
	Part type
	Optional
	Description

	name
	xsd:string
	Yes
	Name of group to be included in group name.
This parameter must be present when the Domain parameter is present.

	Domain
	xsd:string
	Yes
	Domain segment to be contained within the domain provided by the Service Provider. May be hierarchical using period separators (see RFC 2396 [7])

	AutoName
	xsd:boolean
	Yes
	If false, name must be unique or it will not be created. If true, a suffix will be added to the name if it is not unique.
This parameter must be present when the Domain parameter is present.

	GroupOwner
	xsd:anyURI
	Yes
	User who is the group / list owner.
The identity of the owner may be part of the information required to identify the group / list.

	ListIdParameter
	xsd:string
	Yes
	A string that may be used as a URI parameter to identify a particular ist.

	ListName
	xsd:string
	Yes
	A name that may be used to identify a particular list (e.g. resource list).

	Requester
	xsd:anyURI
	No
	User wishing to create / update the group / list. 

Normally this is the group / list owner.
It is assumed that the Watcher Application has authenticated this user.

	List
	XML Element
	Yes
	Detailed information about the group (e.g. a  RLS <service> resource-list <list> element or a <group> element in Shared Group XDMS [10]). 
Note: If this is an RLS or a Shared Group services document element, it is recommended that it includes a service URI constructed from the GroupOwner (URI) and the ListId (URI parameter) parts of the Group identity. 

If this is a resource-lists XML document, it is recommended that it includes the list name attribute (optional in RFC 4826 [8]) with the value defined by the ListName part of the Group identity.

	GroupType
	GroupType
	Yes
	The type of group or list.


8.1.1.2 Output message: createGroupResponse
Either ‘result’ or ‘GroupSelector’ shall be provided in the output message.
	Part name
	Part type
	Optional
	Description

	result
	xsd:anyURI
	Yes
	Fully qualified group name

	GroupSelector
	xsd:string
	Yes
	Document Selector


8.1.1.3
Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:

· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses.
PolicyException from 3GPP TS 29.199-1 [6]:

· POL0001: Policy error.

· POL0212: Group name too long.

· POL0213: Group already exists.
8.1.2 Operation: deleteGroup

Delete a group. Either the Group (URI) or the Group Selector must identify the group / list to be removed.
Note: In a SIP / IMS network, the requester must be authorized within it.
8.1.2.1
Input message: deleteGroupRequest

	Part name
	Part type
	Optional
	Description

	group
	xsd:anyURI
	Yes
	Name of group to delete (as returned from a previous createGroup or GetOwnersGroups request).

	GroupOwner
	xsd:anyURI
	Yes
	User who is the group / list owner.
The identity of the owner may be part of the information required to identify the group / list.

	GroupType
	GroupType
	Yes
	The type of group or list to be deleted.

	GroupSelector
	xsd:string
	Yes
	Document Selector (as returned from a previous createGroup request).

	Requester
	xsd:anyURI
	No
	User wishing to delete the group / list. 

Normally this is the group / list owner.
It is assumed that the Watcher Application has authenticated this user.


8.1.2.2
Output message: deleteGroupResponse

	Part name
	Part type
	Optional
	Description

	None
	
	
	


8.1.2.3
Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:

· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses.
PolicyException from 3GPP TS 29.199-1 [6]:

· POL0001: Policy error.
8.1.6 Operation:  getOwnersGroups

Gets the members of existing groups / lists belonging to an owner that have no other specific reference or domain. 

The identity of the Requester  is necessary for network authorization and the identity of the GroupOwner is necessary to identify the groups / lists. 
Note: In a SIP / IMS network, the requester must be authorized within it.
8.1.6.1 Input message: getOwnersGroupsRequest

	Part name
	Part type
	Optional
	Description

	requester
	xsd:anyURI
	No
	User wishing to retrieve the groups / lists members. 

Normally this is the groups / lists owner.
It is assumed that the Watcher Application has authenticated this user.

	GroupOwner
	xsd:anyURI
	No
	User who is the groups / lists owner.
The identity of the owner is part of the information required to identify the groups / lists.

	GroupSelector
	xsd:string
	Yes
	Document Selector. If included only information  about a group related to the document selector will be returned.

	GroupTypes
	GroupType

[0…unbounded]
	Yes
	The types of group or list to be retrieved. If empty, all types of groups are retrieved.

	IncludeAllGroupInfo
	xsd:boolean
	Yes
	All information about the groups shall be included in the response if true. If false all list elements will be excluded from the response.


8.1.6.2 Output message: getOwnersGroupsResponse
8.1.6.3 Either ‘memberURIs’ or ‘GroupInfo’ shall be provided in the output message.
	Part name
	Part type
	Optional
	Description

	memberURIs
	xsd:anyURI [0..unbounded]
	Yes
	An Array of all groups / lists members.

	GroupInfo
	GroupInfo[0..unbounded]
	Yes
	A sequence of one or more GroupInfo elements.


8.1.6.4 Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:
· SVC0001: Service error.

· SVC0002: Invalid input value.
· SVC0004: No valid addresses.
PolicyException from 3GPP TS 29.199-1 [6]:
· POL0001: Policy error.
8.1.7 Operation:  deleteOwnersGroups

Deletes the existing groups / lists belonging to an owner that have no other specific reference or domain. 

The identity of the Requester is necessary for network authorization and the identity of the GroupOwner is necessary to identify the groups / lists. 
Note: In a SIP / IMS network, the requester must be authorized within it.
8.1.7.1 Input message: deleteOwnersGroupsRequest

	Part name
	Part type
	Optional
	Description

	requester
	xsd:anyURI
	No
	User wishing to delete the groups / lists. 

Normally this is the groups / lists owner.

	GroupOwner
	xsd:anyURI
	No
	User who is the groups / lists owner.
The identity of the owner is part of the information required to identify the groups / lists.

	GroupTypes
	GroupType

[0…unbounded]
	Yes
	The types of group or list to be deleted. If empty, all types of groups are deleted.


8.1.7.2 Output message: deleteOwnersGroupsResponse

	Part name
	Part type
	Optional
	Description

	None
	
	
	


8.1.7.3 Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:
· SVC0001: Service error.

· SVC0002: Invalid input value.

· SVC0004: No valid addresses.
PolicyException from 3GPP TS 29.199-1 [6]:
· POL0001: Policy error.

	End of modifications
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