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	Reason for change:
(

	The updateSubscriptionAuthorization operation allows the presentity application to set authorization policy via presence attribute permissions. In this way, subscription authorization and attribute permissions are mixed up together when authorization is carried out on a per-attribute basis. 

By contrast, in SIMPLE, authorization is on a per-watcher basis with attributes controlled separately by transformations in Presence content rules.

The updateSubscriptionAuthorization operation does not match OMA/SIMPLE’s three layer hierarchical structure of:

· Watcher authorization (‘Conditions’ and subhandling ‘Action’)
· ‘Transformations’ providing access to persons, devices or / and services.

· ‘Transformations’ providing access to all or a specific set of attributes belonging to the allowed persons, devices, services.

There are also no concepts to match the OMA extensions to SIMPLE for <anonymous-request> and <other-identity> conditions. 
It is currently suggested that if there is no pending subscription from the watcher an exception is returned to a request to update authorization rules. The updateSubscriptionAuthorization operation is modeled exclusively as a response from the Presentity to a previously returned response to a getOpenSubscriptions request. In SIMPLE authorization rules may also be created and updated in advance of any subscription request.

The blockSubscription operation is allowed on existing watchers (only) to block a watcher by canceling the watcher’s subscription (the subscriptionEnded method notifies the watcher).  This operation does not however appear to affect the authorization data.

The updateSubscriptionAuthorization operation currently supports a Boolean value to either allow or block a subscription and a separate indicator for polite-block. Confirm is not supported in the data but only as effectively the default permission. In SIP / IMS networks, it is possible to configure an alternative default permission to ‘Confirm’. 
The updateSubscriptionAuthorization operation does not contain or return any ‘rulename’ identity for rule-management purposes.

	
	

	Summary of change:
(

	In order to match the more complex structure of authorization / permissions supported in SIP / IMS networks, the proposals below use a new updateAuthorizationRule operation and replace the Decisions (Presence Permission structure array) and Polite Block (Boolean) elements that the updateSubscriptionAuthorization operation uses with the new elements below:

· Authorization Decision (block, confirm, polite block or allow)

· Devices Provided (all, class id, device id or occurrence id)

· Persons Provided (all, class id or occurrence id)

· Services Provided (all, class id, occurrence id, service-uri or service-uri-scheme)

· Attribute Rule structure (Presence Attribute Type, Boolean).

The Devices Provided, Persons Provided and Services Provided rules only apply to subscriptions that have reached an Authorization Decision of ‘Allow’.

The Attribute Rules only apply to devices, persons and services that are provided.

The proposal also adds a ruleId and optional domains, listNames, anonymousWatcher, otherWatcher, anyWatcher, exceptWatchers, exceptDomains, exceptListNames and validity elements to the updateSubscriptionAuthorization operation. As some of these new elements provide alternatives to the use of the ‘watchers’ element, the latter becomes optional. 

A new ‘deleteAuthorizationRule’ operation is also added.

It is suggested that the new updateAuthorizationRule operation may be used to block (by authorization decision) both new and existing subscriptions from the watcher instead of using the existing blockSubscription operation. 
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not approved:
	The Parlay X Presence service is incompatible with the Presence service provided by SIP / IMS networks and thus the possibilities to map to such services is severely limited. 
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	1st Modified Section


2
References

Add the following reference:

[18]
OMA-SUP-XSD_prs_presrules-V1_0: “Presence SIMPLE – Presrules”, Version 1.0, Open Mobile AllianceTM, URL: 
http://www.openmobilealliance.org/tech/profiles/prs_presrules-v1_0.xsd”.

	2nd Modified Section


7.27 Validity structure. 
This structure describes the time boundaries during which the information subject to this element is valid.

	Element name
	Element type
	Optional
	Description

	From
	xsd:dateTime
	No
	The time and date when the time boundary begins.

	Until
	xsd:dateTime
	No
	The time and date when the time boundary ends.


7.28 Authorization Value enumeration. 
This enumeration shows the different authorization actions the presentity may apply to a watcher.

	Enumeration
	Description

	Block
	Indicates that the watcher is blocked by the presentity.

	Confirm
	Indicates that the watcher shall await input from the presentity before it is determined how the watcher shall be allowed to proceed.

	PoliteBlock
	Indicates that the watcher is politely blocked by the presentity.

	Allow
	Indicates that the watcher is allowed by the presentity.


7.29 DevicesProvided structure. 
This structure is used to indicate what devices the presentity wants provided to the watcher. The result shall be a union of all the elements in the structure.

	Element name
	Element type
	Optional
	Description

	All
	xsd:boolean
	Yes
	If true, all devices that are present are provided.

	Class
	xsd:string
	Yes
	Class of device if present, to be provided.

	OccurrenceId
	xsd:string
	Yes
	Occurrence Id of device if present, to be provided.

	DeviceId
	xsd:string
	Yes
	Device Id of device if present, to be provided.


7.30 PersonsProvided structure. 
This structure is used to indicate what persons (sets of person information) the presentity wants provided to the watcher. The result shall be a union of all the elements in the structure.

	Element name
	Element type
	Optional
	Description

	All
	xsd:boolean
	Yes
	If true, all persons that are present are provided.

	Class
	xsd:string
	Yes
	Class of person if present, to be provided.

	OccurrenceId
	xsd:string
	Yes
	Occurrence Id of person if present, to be provided.


7.31 ServicesProvided structure. 
This structure is used to indicate what services the presentity wants provided to the watcher. The result shall be a union of all the elements in the structure.

	Element name
	Element type
	Optional
	Description

	All
	xsd:boolean
	Yes
	If true, all services that are present are provided.

	Class
	xsd:string
	Yes
	Class of service if present, to be provided.

	OccurrenceId
	xsd:string
	Yes
	Occurrence Id of service if present, to be provided.

	ServiceUri
	xsd:anyURI
	Yes
	Service-uri of service if present, to be provided.

	ServiceUriScheme
	xsd:string
	Yes
	Service-uri-scheme of service if present, to be provided.

	ServiceId 
	xsd:string
	Yes
	Service Identity of service if present, to be provided.


7.32 AttributePermission structure. 
The presentity’s permissions for particular presence attributes to be provided to the watcher for allowed device(s), person(s) or service(s).

	Element name
	Element type
	Optional
	Description

	Attribute
	PresenceAttributeType
	No
	The name of the attribute type.

	Decision
	xsd:Boolean
	No
	Indicates whether the presentity provides the attribute type (if present), (true) or not (false).


	3rd Modified Section


8.3.1
Operation: publish

The presentity publishes data about herself. This data will then be filtered by the system and forwarded to the watchers who have ordered notifications. Either the Presence Document as a PIDF document shall be published or the presence data shall be published in the form of either generic presence attributes or via person, service and device attributes.
8.3.1.1
Input message: publishRequest

	Part name
	Part type
	Optional
	Description

	presentity
	xsd:anyURI
	No
	The presentity who wants to publish his or her presence data. 
The Presentity Application invokes this operation on behalf of this presentity. It is assumed that the Presentity Application has authenticated the presentity.

	Presence
	PresenceAttribute [0..unbounded]
	Yes
	The presence attributes the devices of the presentity supports

	PublishedPersonAttributes
	PresenceAttribute [0..unbounded]
	Yes
	The presence data related to a person.

	PublishedServiceAttributes
	PresenceAttribute [0..unbounded]
	Yes
	The presence data related to particular services.

	PublishedDeviceAttributes
	PresenceAttribute [0..unbounded]
	Yes
	The presence data related to particular devices.

	PresenceDocument
	PIDFDocument
	Yes
	Presence data formatted as a PIDF document – see RFC 3863 [16] and any extensions (for example, the extensions to PIDF defined in RFC 4480 [17]).


8.3.1.2
Output message: publishResponse

	Part name
	Part type
	Optional
	Description

	None
	
	
	


8.3.1.3
Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:

· SVC0001: Service error.

· SVC0002: Invalid input value.

PolicyException from 3GPP TS 29.199-1 [6]:

· POL0001: Policy error.

8.3.7 Operation:  updateAuthorizationRuleRequest

The presentity may use this operation in advance of watcher requests or in response to watcher requests for which no authorization policy exists. 

The operation can be used by the presentity at anytime to change the authorization for certain watchers. 

The operation contains a rule consisting of watcher or prospective watcher identities along with the authorization decisions and attribute permissions applicable to them. 

If the optional ‘Rules’ (XML Element) part is provided, none of the other optional elements are provided and the only other parameter necessary is the ‘presentity’. The ‘Rules’ XML Element may contain single or multiple rules (including rule ids) which are additive to those provided in previous requests. 

If there is a conflict in the rules, the outcome is decided by the priority rules for authorization decisions in the network (e.g. ‘Allow’ may take first priority followed by ‘Polite Block’, then ‘Confirm’ then .Block’).

If the optional ‘Rules’ (XML Element) part is NOT provided, the optional ‘RuleId’ and ‘AuthorizationDecision’ shall always be provided.

Watchers may be identified singly or by membership of a domain or list. When membership of a domain or list is used to identify watchers, exceptions within the domain or list for which the rule does not apply may be identified via the ‘Except Watchers’, ‘Except Domain’ or ‘Except List’ parameters. 

It is also possible for the rule to be applied to Anonymous, Other (not specified by other rules) or Any Watchers.

The rule only applies when the current time is within the range specified by the Validity parameter.

The permissions are ‘additive’ i.e. the overall permissions granted via multiple rules matching the watcher are the union of the permissions in all the rules. Rules provide (albeit limited) permissions and do not deny them. Thus removing a rule does not increase permissions.

The permissions are hierarchical i.e. devices, persons and services are only provided to authorized subscriptions and attribute rules only apply to the devices, persons and services that are provided.

When the authorization decision is ‘Polite Block’, the watcher is not considered authorised by the presentity, but this information is not disclosed to the watcher. Instead, the watcher’s request is accepted, but the watcher receives no presence information or only that presence information dedicated for the polite block feature.

8.3.7.1 Input message: updateAuthorizationRuleRequest

	Part name
	Part type
	Optional
	Description

	presentity
	xsd:anyURI
	No
	Presentity who wants to update his or her authorization rules. The Presentity Application invokes this operation on behalf of this presentity.  It is assumed that the Presentity Application has authenticated the presentity.

	RuleId
	xsd:string
	Yes
	An identifier for the rule that this request establishes or modifies.

Note: Rules provide (albeit limited) permissions and do not deny them.  

	Watchers
	xsd:anyURI

[0... unbounded]
	Yes
	The watchers for whom the presentity wants to apply this rule.. 

	Domains
	xsd:string

[0... unbounded]
	Yes
	List of domain names that contain watchers for whom the presentity wants to apply this rule.

	ListNames
	xsd:string

[0... unbounded]
	Yes
	The names of URI resource lists owned by the presentity that contain watchers for whom the presentity wants to apply this rule.

	AnonymousWatcher
	xsd:boolean
	Yes
	If AnonymousWatcher is true, the request applies to anonymous watchers. 

	OtherWatcher
	xsd:boolean
	Yes
	If OtherWatcher is true, the request applies to all watchers that are not identified in other valid policies.

	AnyWatcher
	xsd:boolean
	Yes
	If AnyWatcher is true, the request applies to any watcher.

	ExceptWatchers
	xsd:anyURI

[0... unbounded]
	Yes
	The watchers whom the presentity does not want this rule to apply to. 

	ExceptDomains
	xsd:string

[0... unbounded]
	Yes
	List of domain names that contain watchers for whom the presentity does not want to apply this rule.

	ExceptListNames
	xsd:string

[0... unbounded]
	Yes
	The names of URI resource lists owned by the presentity that contain watchers for whom the presentity does not want to apply this rule.

	Validity
	 Validity
	Yes
	This policy is only applied whilst the current time is within the time range specified by this element. If this element is absent, the policy is permanently applied.

	AuthorizationDecision
	AuthorizationValue
	Yes
	Indicates what action the presentity wants applied to matching subscriptions.

	DevicesProvided
	DevicesProvided
	Yes
	Indicates which of his or her devices, the presentity wants provided to the watcher. If absent, no devices are provided.

	PersonsProvided
	PersonsProvided
	Yes
	Indicates which of his or her persons (sets of person information), the presentity wants provided to the watcher. If absent, no person information is provided.

	ServicesProvided
	ServicesProvided
	Yes
	Indicates which of his or her services, the presentity wants provided to the watcher. If absent, no services are provided.

	AttributeRules
	AttributePermission [0..unbounded]
	Yes
	The set of permissions defining which particular presence attributes are provided to allowed watchers that have device(s, person(s) or services(s) provided. 

An empty array means only the set of information that is always reported for allowed device(s, person(s) or services(s) is provided. 
The contact, service-class, basic status and timestamp elements are provided for all services, if present.  
The timestamp element is provided for all persons, if present.  
The timestamp and deviceID elements are provided for all devices, if present.

	Rules
	XML Element
	Yes
	XML element conforming to the OMA schema namespace: urn:oma:xml:prs:pres-rules (which extends the ietf nameplace: urn:ietf:params:xml:ns:pres-rules) [XSD-PRESRULES] [18].


8.3.7.2 Output message: updateAuthorizationRuleResponse

	Part name
	Part type
	Optional
	Description

	None
	
	
	


8.3.7.3 Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:
· SVC0001: Service error.
· SVC0002: Invalid input value.
· SVC0004: No valid addresses - if the presentity address does not exist.
PolicyException from 3GPP TS 29.199-1 [6]:
· POL0001: Policy error.

· POL0002: Privacy error.
· POL0003: Too many addresses.
8.3.8 Operation:  deleteAuthorizationRuleRequest

Indicates that the presentity wishes to delete the authorization rule identified by the rule identifier.

8.3.8.1 Input message: deleteAuthorizationRuleRequest

	Part name
	Part type
	Optional
	Description

	presentity
	xsd:anyURI
	No
	Presentity who wants to delete the authorization rule. The Presentity Application invokes this operation on behalf of this presentity.  It is assumed that the Presentity Application has authenticated the presentity.

	RuleId
	xsd:string
	No
	The identifier for the rule that this request deletes.


8.3.8.2 Output message: deleteAuthorizationRuleResponse

	Part name
	Part type
	Optional
	Description

	None
	
	
	


8.3.8.3 Referenced faults

ServiceException from 3GPP TS 29.199-1 [6]:
· SVC0001: Service error.
· SVC0002: Invalid input value.
· SVC0004: No valid addresses - if the presentity address does not exist.
PolicyException from 3GPP TS 29.199-1 [6]:
· POL0001: Policy error.

	End of modifications
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