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##### 5.2.3.2.7 3gpp-Sbi-Discovery

These headers shall be used to convey NF service discovery factors to the SCP in indirect communication models. They contain discovery parameters to be conveyed by the NF consumer to the SCP or by an SCP to the next hop SCP and shall be used for finding a suitable NF producer instance, e.g. by performing the NF service discovery procedure with the NRF on behalf of the NF consumer in case of indirect communication with delegated discovery model.

The name of each NF service discovery factors header shall be constructed by concatenating the string "3gpp-Sbi-Discovery-" with the name of the conveyed discovery parameter, i.e. "3gpp-Sbi-Discovery-<discovery parameter>".

The discovery headers shall be used to include any of the discovery query parameters listed in 3GPP TS 29.510 [8], Table 6.2.3.2.3.1-1. The value of each NF service discovery header shall be encoded in the same way as the corresponding discovery parameter (i.e. with the same data type and cardinality). Thus, the values of these headers may be validated with the same data model as that of the corresponding discovery parameters. The discovery headers shall comply with the condition of presence of the discovery parameters defined in Table 6.2.3.2.3.1-1 of 3GPP TS 29.510 [8], e.g. discovery headers shall be included for discovery parameters defined as mandatory in this table. Table 5.2.3.2.7-1 lists examples of NF service discovery headers.

Table 5.2.3.2.7-1: NF service discovery factors headers examples

|  |  |  |  |
| --- | --- | --- | --- |
| Header in request | Discovery parameter | Header value | Data Model |
| 3gpp-Sbi-Discovery-target-nf-type: AMF | target-nf-type (TS 29.510 [8], Table 6.2.3.2.3.1-1) | AMF | NFType: Enumeration as of TS 29.510 [8], Table 6.1.6.3.3-1.  |
| 3gpp-Sbi-Discovery-snssais: [{"sst": 1, "sd": "A08923"}, {"sst": 1, "sd": "0023F1"}] | snssais (TS 29.510 [8], Table 6.2.3.2.3.1-1) | [{"sst": 1, "sd": "A08923"}, {"sst": 1, "sd": "0023F1"}] | array(Snssai), where Snssai is a structured data type as of TS 29.571 [13], Table 5.4.4.2-1 |
| 3gpp-Sbi-Discovery-target-nf-instance-id: e553cf50-f32b-4638-8a7e-0d416cc60952 | target-nf-instance-id (TS 29.510 [8], Table 6.2.3.2.3.1-1) | e553cf50-f32b-4638-8a7e-0d416cc60952 | NfInstanceId: simple data type as of TS 29.571 [13], Table 5.3.2-1 |

The 3gpp-Sbi-Discovery-\* header is not documented in OpenAPI specification files. It shall comply with the following OpenAPI definition:

 headers:

 3gpp-Sbi-Discovery-<Discovery parameter name>:

 description: Discovery parameter defined in Table 6.2.3.2.3.1-1 of 3GPP TS 29.510

 schema:

 type: <Data type defined in Table 6.2.3.2.3.1-1 of 3GPP TS 29.510>

\* \* \* Next Change \* \* \* \*

#### 6.10.2.4 Pseudo-header setting

For Indirect Communications with or without delegated discovery, when sending a request to the SCP, the HTTP client shall set the pseudo-headers as follows:

- ":scheme"set to "http" or "https";

- ":authority" set to the FQDN or IP address of the SCP (if the scheme is "http"), or to the FQDN of the SCP (if the scheme is "https");

- ":path" including the optional deployment-specific string of the SCP and the path and query components of the target URI excluding the optional deployment-specific string of the target URI.

An HTTP client sending a notification or callback request cannot know whether the callback URI contains any deployment specific string or not. Accordingly, it shall behave assuming that there is no deployment specific string in the callback (i.e. target) URI.

Additionally, for HTTP requests for which an HTTP client may cache responses (e.g. GET request), the HTTP client should include the cache key (ck) query parameter set to an implementation specific value that is bound to the target NF (see clause 6.10.2.6).

The HTTP client shall include the apiRoot of an authority server for the target resource (including the optional deployment-specific string of the target URI), if available, in the 3gpp-Sbi-Target-apiRoot header (see clause 6.10. 2.5).

When forwarding a request to another SCP, an SCP shall replace the apiRoot of the SCP received in the request URI of the incoming request by the apiRoot of the next hop SCP. The SCP shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of an authority server for the target resource (including the optional deployment-specific string of the target URI), if available, e.g. if the 3gpp-Sbi-Target-apiRoot header was received in the request. The SCP shall set the pseudo-headers as specified in clause 6.1, with the following additions:

- the SCP shall modify the ":authority" HTTP/2 pseudo-header field to the FQDN of the next hop SCP.

- the SCP shall remove any optional deployment-specific string of the SCP in the ":path" HTTP/2 pseudo-header and add any optional deployment-specific string of the next hop SCP;

- the SCP shall remove the cache key query parameter, if this parameter was received in the request.

When forwarding a request to the HTTP server, the SCP shall replace the apiRoot of the SCP received in the request URI of the incoming request by the apiRoot of the target NF service instance. If the 3gpp-Sbi-Target-apiRoot header was received in the request, the SCP shall use it as the apiRoot of the target NF service instance, if the SCP does not (re)select a different HTTP server, and regardless shall remove it from the forwarded request. The SCP shall set the pseudo-headers as specified in clause 6.1, with the following additions:

- the SCP shall modify the ":authority" HTTP/2 pseudo-header field to the FQDN of the target NF service instance.

- the SCP shall remove any optional deployment-specific string of the SCP in the ":path" HTTP/2 pseudo-header and add any optional deployment-specific string of the target URI;

- the SCP shall remove the cache key query parameter, if this parameter was received in the request.

EXAMPLE 1: For indirect communication without delegated discovery, if the NF Service Consumer needs to send the request "GET [https://example.com/a/b/c/nudm-sdm/v1/{supi}/nssai](https://example.com/a/b/c/nudm-sdm/v1/%7Bsupi%7D/nssai)" to the NF Service Producer (represented by the FQDN "example.com" and where "a/b/c" is the apiPrefix of the NF service producer figured out from NRF discovery):

- the NF service consumer shall send the request "GET [https://scp.com/1/2/3/nudm-sdm/v1/{supi}/nssai](https://scp.com/1/2/3/nudm-sdm/v1/%7Bsupi%7D/nssai)" to the SCP (where "1/2/3" is the "apiPrefix" of the SCP), with the "3gpp-sbi-target-apiRoot" header set to "<https://example.com/a/b/c>".

- the SCP shall send the request "GET [https://example.com/a/b/c/nudm-sdm/v1/{supi}/nssai](https://example.com/a/b/c/nudm-sdm/v1/%7Bsupi%7D/nssai)" to the NF Service Producer, without any "3gpp-sbi-target-apiRoot" header.

EXAMPLE 2: For indirect communication, if the NF Service Producer needs to send a notification request "POST <https://example.com/a/b/c/>notification" to the NF Service Consumer (represented by the FQDN "example.com", i.e. the host part of the callback URI):

- the NF service producer shall send the request "POST <https://scp.com/1/2/3/a/b/c/notification>" to the SCP (where "1/2/3" is the "apiPrefix" of the SCP), with the "3gpp-sbi-target-apiRoot" header set to "[https://example.com](https://example.com/a/b/c)".

- the SCP shall send the request "POST <https://example.com/a/b/c/notification>" to the NF Service Producer, without any "3gpp-sbi-target-apiRoot" header.

\* \* \* Next Change \* \* \* \*

#### 6.10.2.5 3gpp-Sbi-Target-apiRoot header setting

For Indirect Communications with or without delegated discovery, the HTTP client shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of an authority server for the target resource, if available, in requests it sends to the SCP. In particular:

- for Indirect Communication without Delegated Discovery, a service request sent to the SCP to create a resource shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the selected NF service instance of the NF Service Producer, if the NF Service Consumer has indeed selected a specific NF service instance;

- after a resource has been created, subsequent service requests sent to the SCP and targeting the resource shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot received earlier in Location header of service responses from the NF Service Producer;

- notifications or callbacks sent via the SCP shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the notification or callback URI (i.e. "http" or "https" scheme, the fixed string "://" and authority (host and optional port) as defined in IETF RFC 3986 [14]).

An SCP shall include a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of an authority server for the target resource, if available, in requests it sends to the next hop SCP. In particular:

* if the received request does not include a 3gpp-Sbi-Target-apiRoot header containing the apiRoot of a selected NF service instance, and NF service discovery is not delegated to a next hop SCP, then the SCP shall select a target NF service instance (performing an NF service discovery with the NRF or based on local configuration (i.e. without interacting with NRF) according to the received "3gpp-Sbi-Discovery-\*" request header(s)) and insert a 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the selected target NF service instance;
* if the received request includes a 3gpp-Sbi-Target-apiRoot header containing the apiRoot of a selected NF service instance, but the SCP needs to reselect a different NF service instance, the SCP shall modify and set the 3gpp-Sbi-Target-apiRoot header to the apiRoot of the newly selected target NF service instance;
* if the received request includes a 3gpp-Sbi-Target-apiRoot header containing the apiRoot of a selected NF service instance and the SCP does not reselect a different NF service instance, the SCP shall forward the received 3gpp-Sbi-Target-apiRoot header to the next hop SCP.

When forwarding the request to the HTTP server, the SCP shall set the pseudo-headers as specified in clause 6.10.2.4.

\* \* \* End of Changes \* \* \* \*