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[bookmark: _Toc20129598][bookmark: _Toc27584225]* * * First Change * * * *

[bookmark: _Toc45032084]5.2.2	Simple Data Types
This clause specifies common simple data types.
Table 5.2.2-1: Simple Data Types
	Type Name
	Type Definition
	Description

	Binary
	string
	String with format "binary" as defined in OpenAPI Specification [3]

	BinaryRm
	string
	This data type is defined in the same way as the "Binary" data type, but with the OpenAPI "nullable: true" property.

	Bytes
	string
	String with format "byte" as defined in OpenAPI Specification [3], i.e, base64-encoded characters,

	BytesRm
	string
	This data type is defined in the same way as the "Bytes" data type, but with the OpenAPI "nullable: true" property.

	Date
	string
	String with format "date" as defined in OpenAPI Specification [3]

	DateRm
	string
	This data type is defined in the same way as the "Date" data type, but with the OpenAPI "nullable: true" property.

	DateTime
	string
	String with format "date-time" as defined in OpenAPI Specification [3]

	DateTimeRm
	string
	This data type is defined in the same way as the "DateTime" data type, but with the OpenAPI "nullable: true" property.

	DiameterIdentity
	string
	String containing a Diameter Identity, according to clause 4.3 of IETF RFC 6733 [18].
Pattern: '^([A-Za-z0-9]+([-A-Za-z0-9]+)\.)+[a-z]{2,}$'

	DiameterIdentityRm
	string
	This data type is defined in the same way as the "DiameterIdentity" data type, but with the OpenAPI "nullable: true" property.

	Double
	number
	Number with format "double" as defined in OpenAPI Specification [3]

	DoubleRm
	number
	This data type is defined in the same way as the "Double" data type, but with the OpenAPI "nullable: true" property.

	DurationSec
	integer
	Unsigned integer identifying a period of time in units of seconds. 

	DurationSecRm
	integer
	This data type is defined in the same way as the "DurationSec" data type, but with the OpenAPI "nullable: true" property.

	Float
	number
	Number with format "float" as defined in OpenAPI Specification [3]

	FloatRm
	number
	This data type is defined in the same way as the "Float" data type, but with the OpenAPI "nullable: true" property.

	Uint16
	integer
	Integer where the allowed values correspond to the value range of an unsigned 16-bit integer, i.e. 0 to 65535.
Minimum = 0. Maximum = 65535.

	Uint16Rm
	integer
	This data type is defined in the same way as the "Uint16" data type, but with the OpenAPI "nullable: true" property.

	Int32
	integer
	Integer with format "int32" as defined in OpenAPI Specification [3]

	Int32Rm
	integer
	This data type is defined in the same way as the "Int32" data type, but with the OpenAPI "nullable: true" property.

	Int64
	integer
	Integer with format "int64" as defined in OpenAPI Specification [3]

	Int64Rm
	integer
	This data type is defined in the same way as the "Int64" data type, but with the OpenAPI "nullable: true" property.

	Ipv4Addr
	string
	String identifying a IPv4 address formatted in the "dotted decimal" notation as defined in in IETF RFC 1166 [4].
Pattern: '^(([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])\.){3}([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])$'

	Ipv4AddrRm
	string
	This data type is defined in the same way as the "Ipv4Addr" data type, but with the OpenAPI "nullable: true" property.

	Ipv4AddrMask
	string
	String identifying a IPv4 address mask formatted in the "dotted decimal" notation as defined in in IETF RFC 1166 [4].
Pattern: '^(([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])\.){3}([0-9]|[1-9][0-9]|1[0-9][0-9]|2[0-4][0-9]|25[0-5])(\/([0-9]|[1-2][0-9]|3[0-2]))$'

	Ipv4AddrMaskRm
	string
	This data type is defined in the same way as the "Ipv4AddrMask" data type, but with the OpenAPI "nullable: true" property.

	Ipv6Addr
	string
	String identifying an IPv6 address formatted according to clause 4 of IETF RFC 5952 [5]. The mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [5] shall not be used.
Pattern: '^((:|(0?|([1-9a-f][0-9a-f]{0,3}))):)((0?|([1-9a-f][0-9a-f]{0,3})):){0,6}(:|(0?|([1-9a-f][0-9a-f]{0,3})))$'
and
Pattern: '^((([^:]+:){7}([^:]+))|((([^:]+:)*[^:]+)?::(([^:]+:)*[^:]+)?))$'

	Ipv6AddrRm
	string
	This data type is defined in the same way as the "Ipv6Addr" data type, but with the OpenAPI "nullable: true" property.

	Ipv6Prefix
	string
	String identifying an IPv6 address prefix formatted according to clause 4 of IETF RFC 5952 [5].
Pattern: '^((:|(0?|([1-9a-f][0-9a-f]{0,3}))):)((0?|([1-9a-f][0-9a-f]{0,3})):){0,6}(:|(0?|([1-9a-f][0-9a-f]{0,3})))(\/(([0-9])|([0-9]{2})|(1[0-1][0-9])|(12[0-8])))$'
and
Pattern: '^((([^:]+:){7}([^:]+))|((([^:]+:)*[^:]+)?::(([^:]+:)*[^:]+)?))(\/.+)$'

	Ipv6PrefixRm
	string
	This data type is defined in the same way as the "Ipv6Prefix" data type, but with the OpenAPI "nullable: true" property.

	MacAddr48
	string
	String identifying a MAC address formatted in the hexadecimal notation according to clause 1.1 and clause 2.1 of IETF RFC 7042 [17].
Pattern: '^([0-9a-fA-F]{2})((-[0-9a-fA-F]{2}){5})$'

	MacAddr48Rm
	string
	This data type is defined in the same way as the "MacAddr48" data type, but with the OpenAPI "nullable: true" property.

	SupportedFeatures
	string
	A string used to indicate the features supported by an API that is used as defined in clause 6.6 in 3GPP TS 29.500 [25].
The string shall contain a bitmask indicating supported features in hexadecimal representation:
Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent the support of 4 features as described in table 5.2.2-3. The most significant character representing the highest-numbered features shall appear first in the string, and the character representing features 1 to 4 shall appear last in the string. The list of features and their numbering (starting with 1) are defined separately for each API. If the string contains a lower number of characters than there are defined features for an API, all features that would be represented by characters that are not present in the string are not supported.

	Uinteger
	integer
	Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
Minimum = 0.

	UintegerRm
	integer
	This data type is defined in the same way as the "Uinteger" data type, but with the OpenAPI "nullable: true" property.

	Uint32
	integer
	Integer where the allowed values correspond to the value range of an unsigned 32-bit integer, i.e. 0 to (2^32)-1.
Minimum = 0. Maximum = 4294967295.

	Uint32Rm
	integer
	This data type is defined in the same way as the "UInt32" data type, but with the OpenAPI "nullable: true" property.

	Uint64
	integer
	Integer where the allowed values correspond to the value range of an unsigned 64-bit integer, i.e. 0 to (2^64)-1.
Minimum = 0. Maximum = 18446744073709551615.

	Uint64Rm
	integer
	This data type is defined in the same way as the "Uint64" data type, but with the OpenAPI "nullable: true" property.

	Uri
	string
	String providing an URI formatted according to IETF RFC 3986 [6]. 

	UriRm
	string
	This data type is defined in the same way as the "Uri" data type, but with the OpenAPI "nullable: true" property.

	VarUeId
	string
	String represents the SUPI or GPSI.
Pattern: "^(imsi-[0-9]{5,15}|nai-.+|msisdn-[0-9]{5,15}|extid-[^@]+@[^@]+|gci-.+|gli-.+|.+)$".

	VarUeIdRm
	string
	This data type is defined in the same way as the "VarUeId" data type, but with the OpenAPI "nullable: true" property.

	TimeZone
	string
	String with format "<time-numoffset>" optionally appended by "<daylightSavingTime>", where:

-  <time-numoffset> shall represent the time zone adjusted for daylight saving time and be encoded as time-numoffset as defined in clause 5.6 of IETF RFC 3339 [10];

- <daylightSavingTime> shall represent the adjustment that has been made and shall be encoded as "+1" or "+2" for a +1 or +2 hours adjustment.

Example: "-08:00+1" (for 8 hours behind UTC, +1 hour adjustment for Daylight Saving Time).

	TimeZoneRm
	string
	This data type is defined in the same way as the "TimeZone" data type, but with the OpenAPI "nullable: true" property.

	StnSr
	string
	String representing the STN-SR as defined in clause 18.6 of 3GPP TS 23.003 [7].

	StnSrRm
	string
	This data type is defined in the same way as the "StnSr" data type, but with the OpenAPI "nullable: true" property.

	CMsisdn
	string
	String representing the C-MSISDN as defined in clause 18.7 of 3GPP TS 23.003 [7]).
Pattern: "^[0-9]{5,15}$".

	CMsisdnRm
	string
	This data type is defined in the same way as the "CMsisdn" data type, but with the OpenAPI "nullable: true" property.

	DayOfWeek
	integer
	Integer between and including 1 and 7 denoting a weekday. "1" shall indicate "Monday", and the subsequent weekdays shall be indicated with the next higher numbers. "7" shall indicate "Sunday".

	TimeOfDay
	string
	String with format "partial-time" or "full-time" as defined in clause 5.6 of IETF RFC 3339 [10].
Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).



Table 5.2.2-2: Reused OpenAPI data types
	Type Name
	Description

	boolean
	As defined in OpenAPI Specification [3]

	integer
	As defined in OpenAPI Specification [3]

	number
	As defined in OpenAPI Specification [3]

	string
	As defined in OpenAPI Specification [3]

	NOTE	Data types defined in OpenAPI Specification [3] do not follow the UpperCamel convention for data types in 3GPP TS 29.501 [2]



Table 5.2.2-3: Meaning of a Hexadecimal Character in SupportedFeatures Type
	Character
	Feature n+3
supported
	Feature n+2
supported
	Feature n+1
supported
	Feature n
supported

	"0"
	no
	no
	no
	no

	"1"
	no
	no
	no
	yes

	"2"
	no
	no
	yes
	no

	"3"
	no
	no
	yes
	yes

	"4"
	no
	yes
	no
	no

	"5"
	no
	yes
	no
	yes

	"6"
	no
	yes
	yes
	no

	"7"
	no
	yes
	yes
	yes

	"8"
	yes
	no
	no
	no

	"9"
	yes
	no
	no
	yes

	"A"
	yes
	no
	yes
	no

	"B"
	yes
	no
	yes
	yes

	"C"
	yes
	yes
	no
	no

	"D"
	yes
	yes
	no
	yes

	"E"
	yes
	yes
	yes
	no

	"F"
	yes
	yes
	yes
	yes

	NOTE 1	"n" shall be i * 4 + 1, where "i" is zero or a natural number, i.e permissible values of "n" are 1, 5, 9, …
NOTE 2	If a feature is not defined, it shall be indicated with value "no".



For example, if only the first feature defined in the feature list is set to 1, the corresponding SupportedFeatures attribute would have a value of "1", or "001" (any amount of 0's to the left of the 1 would result into an equivalent feature list). If we have 32 features defined, and only the last feature in a feature list is set to 1, the corresponding SupportedFeatures attribute would have a value of "80000000".

* * * Next Change * * * *

[bookmark: _Toc43026009][bookmark: _Toc45032122]5.4.2	Simple Data Types
This clause specifies common simple data types.
Table 5.4.2-1: Simple Data Types
	Type Name
	Type Definition
	Description

	ApplicationId
	string
	String providing an application identifier. 

	ApplicationIdRm
	string
	This data type is defined in the same way as the "ApplicationId" data type, but with the OpenAPI "nullable: true" property.

	PduSessionId
	integer
	Unsigned integer identifying a PDU session, within the range 0 to 255, as specified in clause 11.2.3.1b, bits 1 to 8, of 3GPP TS 24.007 [13]. If the PDU Session ID is allocated by the Core Network for UEs not supporting N1 mode, reserved range 64 to 95 is used. PDU Session ID within the reserved range is only visible in the Core Network (NOTE).

	Mcc
	string
	Mobile Country Code part of the PLMN, comprising 3 digits, as defined in clause 9.3.3.5 of 3GPP TS 38.413 [11].

Pattern: '^[0-9]{3}$'

	MccRm
	string
	This data type is defined in the same way as the "Mcc" data type, but with the OpenAPI "nullable: true" property.

	Mnc
	string
	Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined in clause 9.3.3.5 of 3GPP TS 38.413 [11].


Pattern: '^[0-9]{2,3}$'

	MncRm
	string
	This data type is defined in the same way as the "Mnc" data type, but with the OpenAPI "nullable: true" property.

	Tac
	string
	2 or 3-octet string identifying a tracking area code as specified in clause 9.3.3.10 of 3GPP TS 38.413 [11], in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the TAC shall appear first in the string, and the character representing the 4 least significant bit of the TAC shall appear last in the string.


Examples:
A legacy TAC 0x4305 shall be encoded as "4305".
An extended TAC 0x63F84B shall be encoded as "63F84B"

	TacRm
	string
	This data type is defined in the same way as the "Tac" data type, but with the OpenAPI "nullable: true" property.

	EutraCellId
	string
	28-bit string identifying an E-UTRA Cell Id as specified in clause 9.3.1.9 of 3GPP TS 38.413 [11], in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the Cell Id shall appear first in the string, and the character representing the 4 least significant bit of the Cell Id shall appear last in the string.

Pattern: '^[A-Fa-f0-9]{7}$'

Example:
An E-UTRA Cell Id 0x5BD6007 shall be encoded as "5BD6007".

	EutraCellIdRm
	string
	This data type is defined in the same way as the "EutraCellId" data type, but with the OpenAPI "nullable: true" property.

	NrCellId
	string
	36-bit string identifying an NR Cell Id as specified in clause 9.3.1.7 of 3GPP TS 38.413 [11], in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the Cell Id shall appear first in the string, and the character representing the 4 least significant bit of the Cell Id shall appear last in the string.

Pattern: '^[A-Fa-f0-9]{9}$'

Example:
An NR Cell Id 0x225BD6007 shall be encoded as "225BD6007".

	NrCellIdRm
	string
	This data type is defined in the same way as the "NrCellId" data type, but with the OpenAPI "nullable: true" property.

	Dnai
	string
	DNAI (Data network access identifier), see clause 5.6.7 of 3GPP TS 23.501 [8].

	DnaiRm
	string
	This data type is defined in the same way as the "Dnai" data type, but with the OpenAPI "nullable: true" property.

	5GMmCause
	Uinteger
	This represents the 5GMM cause code values as specified in 3GPP TS 24.501 [20].

	AreaCodeRm
	string
	This data type is defined in the same way as the "AreaCode" data type, but with the OpenAPI "nullable: true" property.

	AmfName
	string
	FQDN (Fully Qualified Domain Name) of the AMF as defined in clause 28.3.2.5 of 3GPP TS 23.003 [7].

	AreaCode
	string
	Values are operator specific.

	N3IwfId
	string
	This represents the identifier of the N3IWF ID as specified in clause 9.3.1.57 of 3GPP TS 38.413 [11] in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the N3IWF ID shall appear first in the string, and the character representing the 4 least significant bit of the N3IWF ID shall appear last in the string.
Pattern: '^[A-Fa-f0-9]+$'

Example:
The N3IWF Id 0x5BD6 shall be encoded as "5BD6".

	WAgfId
	string
	This represents the identifier of the W-AGF ID as specified in clause 9.3.1.xx of 3GPP TS 38.413 [11] in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the W-AGF ID shall appear first in the string, and the character representing the 4 least significant bit of the W-AGF ID shall appear last in the string.
Pattern: '^[A-Fa-f0-9]+$'

Example:
The W-AGF Id 0x5BD6 shall be encoded as "5BD6".

	TngfId
	string
	This represents the identifier of the TNGF ID as specified in clause 9.3.1.yy of 3GPP TS 38.413 [11] in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the TNGF ID shall appear first in the string, and the character representing the 4 least significant bit of the TNGF ID shall appear last in the string.
Pattern: '^[A-Fa-f0-9]+$'

Example:
The TNGF Id 0x5BD6 shall be encoded as "5BD6".

	NgeNbId
	string
	This represents the identifier of the ng-eNB ID as specified in clause 9.3.1.8 of 3GPP TS 38.413 [11].

The string shall be formatted with following pattern:
Pattern: '^('MacroNGeNB-[A-Fa-f0-9]{5}|
 LMacroNGeNB-[A-Fa-f0-9]{6}|
 SMacroNGeNB-[A-Fa-f0-9]{5})$'

The value of the ng-eNB ID shall be encoded in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The padding 0 shall be added to make multiple nibbles, so the most significant character representing the padding 0 if required together with the 4 most significant bits of the ng-eNB ID shall appear first in the string, and the character representing the 4 least significant bit of the ng-eNB ID (to form a nibble) shall appear last in the string.

Examples:
" SMacroNGeNB-34B89" indicates a Short Macro NG-eNB ID with value 0x34B89.

	Nid
	string
	This represents the Network Identifier, which together with a PLMN ID is used to identify an SNPN (see 3GPP TS 23.003 [7] and 3GPP TS 23.501 [8] clause 5.30.2.1).
Pattern: '^[A-Fa-f0-9]{11}$'

	NidRm
	string
	This data type is defined in the same way as the "Nid" data type, but with the OpenAPI "nullable: true" property.

	NfSetId
	string
	NF Set Identifier (see clause 28.12 of 3GPP TS 23.003 [7]), formatted as the following string:

" set<Set ID>.<nftype>set.5gc.mnc<MNC>.mcc<MCC>"

with
<MCC> encoded as defined in clause 5.4.2

<MNC> encoded as defined in clause 5.4.2

<NFType> encoded as a value defined in Table 6.1.6.3.3-1 of 3GPP TS 29.510 [29] but with lower case characters

<Set ID> encoded as a string of characters consisting of alphabetic characters (A-Z and a-z), digits (0-9) and/or the hyphen (-) and that shall end with either an alphabetic character or a digit.
Pattern: '^([A-Za-z0-9\-]*[A-Za-z0-9])$'


Examples: 
    "setxyz.smfset.5gc.mnc012.mcc345"
    "set12.pcfset.5gc.mnc012.mcc345"


	NfServiceSetId
	string
	NF Service Set Identifier (see clause 28.12 of 3GPP TS 23.003 [7]) formatted as the following string:

" set<Set ID>.sn<Service Name>.nfi<NF Instance ID>.5gc.mnc<MNC>.mcc<MCC>"

with
<MCC> encoded as defined in clause 5.4.2

<MNC> encoded as defined in clause 5.4.2

<NFInstanceId> encoded as defined in clause 5.3.2

<ServiceName> encoded as defined in 3GPP TS 29.510 [29]

<Set ID> encoded as a string of characters consisting of alphabetic characters (A-Z and a-z), digits (0-9) and/or the hyphen (-) and that shall end with either an alphabetic character or a digit.
Pattern: '^([A-Za-z0-9\-]*[A-Za-z0-9])$

Examples:
    "setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345"
    "set2.snnpcf-smpolicycontrol.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345"



	PlmnAssiUeRadioCapId
	Bytes
	String with format "byte" as defined in OpenAPI Specification [23], i.e. base64-encoded characters, encoding the "UE radio capability ID" IE  as specified in clause 9.11.3.68 of 3GPP TS 24.501 [20] (starting from octet 1).


	ManAssiUeRadioCapId
	Bytes
	String with format "byte" as defined in OpenAPI Specification [23], i.e. base64-encoded characters, encoding the "UE radio capability ID" IE  as specified in clause 9.11.3.68 of 3GPP TS 24.501 [20] (starting from octet 1).


	TypeAllocationCode
	string
	Type Allocation Code (TAC) of the UE, comprising the initial eight-digit portion of the 15-digit IMEI and 16-digit IMEISV codes. See clause 6.2 of 3GPP TS 23.003 [7].

Pattern: '^[0-9]{8}$'


	HfcNId
	string
	This IE represents the identifier of the HFC node Id as specified in CableLabs WR-TR-5WWC-ARCH [32]. It is provisioned by the wireline operator as part of wireline operations and may contain up to six characters. 

	HfcNIdRm
	string
	This data type is defined in the same way as the "HfcNId" data type, but with the OpenAPI "nullable: true" property.

	ENbId
	string
	This represents the identifier of the eNB ID as specified in clause 9.2.1.37 of 3GPP TS 36.413 [16].

The string shall be formatted with following pattern:
Pattern: '^('MacroeNB-[A-Fa-f0-9]{5}|LMacroeNB-[A-Fa-f0-9]{6}|SMacroeNB-[A-Fa-f0-9]{5}|HomeeNB-[A-Fa-f0-9]{7})$'

The value of the eNB ID shall be encoded in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The padding 0 shall be added to make multiple nibbles, so the most significant character representing the padding 0 if required together with the 4 most significant bits of the eNB ID shall appear first in the string, and the character representing the 4 least significant bit of the eNB ID (to form a nibble) shall appear last in the string.

Examples:
"SMacroeNB-34B89" indicates a Short Macro eNB ID with value 0x34B89.

	Gli
	Bytes
	Global Line Identifier uniquely identifying the line connecting the 5G-BRG or FN-BRG to the 5GS. See clause 28.16.3 of 3GPP TS 23.003 [7].

This shall be encoded as a string with format "byte" as defined in OpenAPI Specification [23], i.e. base64-encoded characters, representing the GLI value (up to 150 bytes) encoded as specified in BBF WT-470 [37].


	NOTE:	For a PDN connection established via MME, the PDU Session ID value is set to 64 plus the EPS bearer ID of the default EPS bearer of the PDN connection; for a PDN connection established via ePDG, the PDU Session ID value is set to 80 plus the EPS bearer ID of the default EPS bearer of the PDN connection.



* * * Next Change * * * *

[bookmark: _Toc45032161]5.4.4.2	Type: Snssai
Table 5.4.4.2-1: Definition of type Snssai
	Attribute name
	Data type
	P
	Cardinality
	Description

	sst
	Uinteger
	M
	1
	Unsigned integer, within the range 0 to 255, representing the Slice/Service Type. It indicates the expected Network Slice behaviour in terms of features and services.
Values 0 to 127 correspond to the standardized SST range. Values 128 to 255 correspond to the Operator-specific range. See clause 28.4.2 of 3GPP TS 23.003 [7].
Standardized values are defined in clause 5.15.2.2 of 3GPP TS 23.501 [8]. 

	sd
	string
	O
	0..1
	3-octet string, representing the Slice Differentiator, in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the SD shall appear first in the string, and the character representing the 4 least significant bit of the SD shall appear last in the string.

This is an optional parameter that complements the Slice/Service type(s) to allow to differentiate amongst multiple Network Slices of the same Slice/Service type. This IE shall be absent if no SD value is associated with the SST.

Pattern: '^[A-Fa-f0-9]{6}$'



When Snssai needs to be converted to string (e.g. when used in maps as key), the string shall be composed of one to three digits "sst" optionally followed by "-" and 6 hexadecimal digits "sd", and shall match the following pattern:
^([0-9]|[1-9][0-9]|1[0-9][0-9]|2([0-4][0-9]|5[0-5]))(-[A-Fa-f0-9]{6})?$
Example 1:	"255-19CDE0"
Example 2:	"29"

* * * Next Change * * * *

[bookmark: _Toc45032169]5.4.4.10	Type: N3gaLocation
Table 5.4.4.10-1: Definition of type N3gaLocation
	Attribute name
	Data type
	P
	Cardinality
	Description

	n3gppTai
	Tai
	C
	0..1
	The unique non 3GPP TAI used in the PLMN. It shall be present over the 3GPP PLMN internal interfaces, but shall not be present over the N5 interface.

	n3IwfId
	string
	C
	0..1
	This IE shall contain the N3IWF identifier received over NGAP and shall be encoded as a string of hexadecimal characters. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the N3IWF ID shall appear first in the string, and the character representing the 4 least significant bit of the N3IWF ID shall appear last in the string.

Pattern: '^[A-Fa-f0-9]+$'

Example:
The N3IWF Id 0x5BD6 shall be encoded as "5BD6".

It shall be present over the 3GPP PLMN internal interfaces if the UE is accessing the 5GC via an untrusted non-3GPP access, but shall not be present over the N5 interface.

	ueIpv4Addr
	Ipv4Addr
	C
	0..1
	UE/N5CW device local IPv4 address (used to reach the N3IWF, TNGF or TWIF).
The ueIPv4Addr or the ueIPv6Addr shall be present if the UE is accessing the 5GC via a trusted or untrusted non-3GPP access and the information is available.

	ueIpv6Addr
	Ipv6Addr
	C
	0..1
	UE/N5CW device local IPv6 address (used to reach the N3IWF, TNGF or TWIF).
The ueIPv4Addr or the ueIPv6Addr shall be present if the UE is accessing the 5GC via a trusted or untrusted non-3GPP access and the information is available.

	portNumber
	Uinteger
	C
	0..1
	UDP or TCP source port number. It shall be present if the UE is accessing the 5GC via a trusted or untrusted non-3GPP access and NAT is detected.

	tnapId
	TnapId
	C
	0..1
	This IE shall contain the TNAP Identifier, see clause 5.6.2 of 3GPP TS 23.501 [8].

	twapId
	TwapId
	C
	0..1
	This IE shall contain the TWAP Identifier, see clause 4.2.8.5.3 of 3GPP TS 23.501 [8].

	hfcNodeId
	HfcNodeId
	C
	0..1
	This IE shall contain the HFC Node Identifier received over NGAP. It shall be present for a 5G-CRG/FN-CRG accessing the 5GC via wireline access network.

	gli
	Gli
	C
	0..1
	This IE shall contain the Global Line Identifier. It shall be present for a 5G-BRG/FN-BRG accessing the 5GC via wireline access network.

	w5gbanLineType
	LineType
	O
	0..1
	This IE may be present for a 5G-BRG/FN-BRG accessing the 5GC via wireline access network.
When present, it shall indicate the type of the wireline (DSL or PON).



* * * Next Change * * * *

[bookmark: _Toc43026059][bookmark: _Toc45032172]5.4.4.13	Type: BackupAmfInfo
Table 5.4.4.13-1: Definition of type BackupAmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	backupAmf
	AmfName
	M
	1
	This IE shall contain the AMF name of the backup AMF related to the specific GUAMI(s) (see clause 5.21.2.3 of 3GPP TS 23.501 [8]). If no GUAMI is included in BackupAmfinfo, the AMF name of the backup AMF is related to all the GUAMI(s) supported by the AMF.

	guamiList
	array(Guami)
	C
	1..N
	If present, this IE shall contain the the list of GUAMI(s) (supported by the AMF) for which the backupAmf IE applies.



* * * Next Change * * * *

[bookmark: _Toc45032188]5.4.4.29	Type: GNbId
Table 5.4.4.29-1: Definition of type GNbId
	Attribute name
	Data type
	P
	Cardinality
	Description

	bitLength
	integer
	M
	1
	Unsigned integer representing the bit length of the gNB ID as defined in clause 9.3.1.6 of 3GPP TS 38.413 [11], within the range 22 to 32

	gNBValue
	string
	M
	1
	This represents the identifier of the gNB.

The string shall be formatted with following pattern:
'^[A-Fa-f0-9]{6,8}$'

The value of the gNB ID shall be encoded in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The padding 0 shall be added to make multiple nibbles, the most significant character representing the padding 0 if required together with the 4 most significant bits of the gNB ID shall appear first in the string, and the character representing the 4 least significant bit of the gNB ID shall appear last in the string.

Examples:
A 30 bit value "382A3F47" indicates a gNB ID with value 0x382A3F47
A 22 bit value "2A3F47" indicates a gNB ID with value 0x2A3F47



* * * Next Change * * * *

[bookmark: _Toc45032275]5.6.4.1	Type: TraceData
Table 5.6.4.1-1: Definition of type TraceData
	Attribute name
	Data type
	P
	Cardinality
	Description

	traceRef
	string
	M
	1
	Trace Reference (see 3GPP TS 32.422 [19]).

It shall be encoded as the concatenation of MCC, MNC and Trace ID as follows:
<MCC><MNC>-<Trace ID>

The Trace ID shall be encoded as a 3 octet string in hexadecimal representation. Each character in the Trace ID string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits of the Trace ID shall appear first in the string, and the character representing the 4 least significant bit of the Trace ID shall appear last in the string.

Pattern: '^[0-9]{3}[0-9]{2,3}-[A-Fa-f0-9]{6}$'


	traceDepth
	TraceDepth
	M
	1
	Trace Depth (see 3GPP TS 32.422 [19]).

	neTypeList
	string
	M
	1
	List of NE Types (see 3GPP TS 32.422 [19]).

It shall be encoded as an octet string in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits shall appear first in the string, and the character representing the 4 least significant bit shall appear last in the string.

Octets shall be coded according to 3GPP TS 32.422 [19].

Pattern: '^[A-Fa-f0-9]+$'


	eventList
	string
	M
	1
	Triggering events (see 3GPP TS 32.422 [19]).

It shall be encoded as an octet string in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits shall appear first in the string, and the character representing the 4 least significant bit shall appear last in the string.

Octets shall be coded according to 3GPP TS 32.422 [19].

Pattern: '^[A-Fa-f0-9]+$'


	collectionEntityIpv4Addr
	Ipv4Addr
	C
	0..1
	IPv4 Address of the Trace Collection Entity (see 3GPP TS 32.422 [19].
At least one of the collectionEntityIpv4Addr or collectionEntityIpv6Addr attributes shall be present.

	collectionEntityIpv6Addr
	Ipv6Addr
	C
	0..1
	IPv6 Address of the Trace Collection Entity (see 3GPP TS 32.422 [19].
At least one of the collectionEntityIpv4Addr or collectionEntityIpv6Addr attributes shall be present.

	interfaceList
	string
	O
	0..1
	List of Interfaces (see 3GPP TS 32.422 [19]).

It shall be encoded as an octet string in hexadecimal representation. Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and shall represent 4 bits. The most significant character representing the 4 most significant bits shall appear first in the string, and the character representing the 4 least significant bit shall appear last in the string.

Octets shall be coded according to 3GPP TS 32.422 [19].

If this attribute is not present, all the interfaces applicable to the list of NE types indicated in the neTypeList attribute should be traced.

Pattern: '^[A-Fa-f0-9]+$'





* * * End of Changes * * * *

